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Glossary 

ASIO - Australian Security Intelligence Organization

CASIS - Canadian Association for Security and Intelligence Studies

CCM - Correspondence Control Management

CIC - Citizenship & Immigration Canada

CI - Counter Intelligence

CPC - Case Processing Centre

CSE - Communications Security Establishment

CSIS - Canadian Security Intelligence Service

CT - Counter Terrorism

DFAIT - Department of Foreign Affairs & International Trade

DIRECTOR - the Director of CSIS 

DND - Department of National Defence

EII - Enforcement Information Index

ESPI - Economic Security and Proliferation Issues Unit

FOSS - Field Operational Support System

GSP - Government Security Policy

IAC - Intelligence Assessment Committee

IOET - Intelligence Officer Entry Training

IRB - Immigration and Refugee Board
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MOU - Memorandum of Understanding

NAC - National Archives Canada

NARU - National Archives Requirements Unit

PCO - Privy Council Office

POEAP - Point of Entry Alert Program

RAP - Analysis and Production Branch

RCMP - Royal Canadian Mounted Police

RTA - Request for TARC Authority

SERVICE - Canadian Security Intelligence Service (CSIS)

SIRC - Security Intelligence Review Committee

SLO - Security Liaison Officer

SSIS - Security Screening Information System

TARC - Target Approval and Review Committee
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SIRC Reports and Studies Since 1984 

(Section 54 reports — special reports the Committee makes to the Minister — 
are indicated with an *)

1. Eighteen Months After Separation: An Assessment of CSIS’ Approach to Staffing 

Training and Related Issues, (139 pages/SECRET) * (86/87-01)

2. Report on a Review of Security Screening for Applicants and Employees of the Federal 

Public Service, (SECRET) * (86/87-02)

3. The Security and Intelligence Network in the Government of Canada: A Description,

(61 pages/SECRET) * (86/87-03)

4. Ottawa Airport Security Alert, (SECRET) * (86/87-05)

5. Report to the Solicitor General of Canada Concerning CSIS’ Performance of its Functions,
(SECRET) * (87/88-01)

6. Closing the Gaps: Official Languages and Staff Relations in the CSIS, 
(60 pages/UNCLASSIFIED) * (86/87-04)

7. Counter-Subversion: SIRC Staff Report, (350 pages/SECRET) (87/88-02)

8. SIRC Report on Immigration Screening, (32 pages/SECRET) * (87/88-03)

9. Report to the Solicitor General of Canada on CSIS’ Use of Its Investigative Powers with 
Respect to the Labour Movement, (18 pages/PUBLIC VERSION) * (87/88-04)

10. The Intelligence Assessment Branch: A SIRC Review of the Production Process,

(80 pages/SECRET) * (88/89-01)

11. SIRC Review of the Counter-Terrorism Program in the CSIS, (300 pages/ TOP SECRET) *
(88/89-02)

12. Report to the Solicitor General of Canada on Protecting Scientific and Technological 

Assets in Canada: The Role of CSIS, (40 pages/SECRET) * (89/90-02)

13. SIRC Report on CSIS Activities Regarding the Canadian Peace Movement, 
(540 pages/SECRET) * (89/90-03)
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14. A Review of CSIS Policy and Practices Relating to Unauthorized Disclosure of 

Classified Information, (SECRET) (89/90-04)

15. Report to the Solicitor General of Canada on Citizenship/Third Party Information, 
(SECRET) * (89/90-05)

16. Amending the CSIS Act: Proposals for the Special Committee of the House of Commons, 
(UNCLASSIFIED) (89/90-06)

17. SIRC Report on the Innu Interview and the Native Extremism Investigation, (SECRET) * 
(89/90-07)

18. Supplement to the Committee’s Report on Immigration Screening of January 18, 1988, 
(SECRET) * (89/90-01)

19. A Review of the Counter-Intelligence Program in the CSIS, (700 pages/ TOP SECRET) * 
(89/90-08)

20. Domestic Exchanges of Information, (SECRET) * (90/91-03)

21. Section 2(d) Targets — A SIRC Study of the Counter-Subversion Branch Residue, 
(SECRET) (90/91-06)

22. Regional Studies (six studies relating to one region), (TOP SECRET) (90/91-04)

23. Study of CSIS’ Policy Branch, (CONFIDENTIAL) (90/91-09)

24. Investigations, Source Tasking and Information Reporting on 2(b) Targets, 
(TOP SECRET) (90/91-05)

25. Release of Information to Foreign Agencies, (TOP SECRET) * (90/91-02)

26. CSIS Activities Regarding Native Canadians — A SIRC Review, (SECRET) * (90/91-07)

27. Security Investigations on University Campuses, (TOP SECRET) * (90/91-01)

28. Report on Multiple Targeting, (SECRET) (90/91-08)

29. Review of the Investigation of Bull, Space Research Corporation and Iraq, (SECRET) 
(91/92-01)
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30. Report on Al Mashat’s Immigration to Canada, (SECRET) * (91/92-02)

31. East Bloc Investigations, (TOP SECRET) (91/92-08)

32. Review of CSIS Activities Regarding Sensitive Institutions, (TOP SECRET) (91/92-10)

33. CSIS and the Association for New Canadians, (SECRET) (91/92-03)

34. Exchange of Information and Intelligence between CSIS & CSE, Section 40

(TOP SECRET) * (91/92-04)

35. Victor Ostrovsky, (TOP SECRET) (91/92-05)

36. Report on Two Iraqis — Ministerial Certificate Case, (SECRET) (91/92-06)

37. Threat Assessments, Section 40 Study, (SECRET) * (91/92-07)

38. The Attack on the Iranian Embassy in Ottawa, (TOP SECRET) * (92/93-01)

39. “STUDYNT” The Second CSIS Internal Security Case, (TOP SECRET) (91/92-15)

40. Domestic Terrorism Targets — A SIRC Review, (TOP SECRET) * (90/91-13)

41. CSIS Activities with Respect to Citizenship Security Screening, (SECRET) (91/92-12)

42. The Audit of Section 16 Investigations, (TOP SECRET) (91/92-18)

43. CSIS Activities during the Gulf War: Community Interviews, (SECRET) (90/91-12)

44. Review of CSIS Investigation of a Latin American Illegal, (TOP SECRET) * (90/91-10)

45. CSIS Activities in regard to the Destruction of Air India Flight 182 on June 23, 1985 — 

A SIRC Review, (TOP SECRET) * (91/92-14)

46. Prairie Region — Report on Targeting Authorizations (Chapter 1), (TOP SECRET) * 
(90/91-11)

47. The Assault on Dr. Hassan Al-Turabi, (SECRET) (92/93-07)

48. Domestic Exchanges of Information (A SIRC Review — 1991/92), (SECRET) (91/92-16)
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49. Prairie Region Audit, (TOP SECRET) (90/91-11)

50. Sheik Rahman’s Alleged Visit to Ottawa, (SECRET) (CT 93-06)

51. Regional Audit, (TOP SECRET)

52. A SIRC Review of CSIS’ SLO Posts (London & Paris), (SECRET) (91/92-11)

53. The Asian Homeland Conflict, (SECRET) (CT 93-03)

54. Intelligence - Source Confidentiality, (TOP SECRET) (CI 93-03)

55. Domestic Investigations (1), (SECRET)(CT 93-02)

56. Domestic Investigations (2), (TOP SECRET) (CT 93-04)

57. Middle East Movements, (SECRET)(CT 93-01)

58. A Review of CSIS’ SLO Posts (1992-93), (SECRET) (CT 93-05)

59. Review of Traditional CI Threats, (TOP SECRET) (CI 93-01)

60. Protecting Science, Technology and Economic Interests, (SECRET)(CI 93-04)

61. Domestic Exchanges of Information, (SECRET) (CI 93-05)

62. Foreign Intelligence Service for Canada, (SECRET) (CI 93-06)

63. The Audit of Section 16 Investigations and Foreign Intelligence Reports, (TOP SECRET) 
(CI 93-11)

64. Sources in Government, (TOP SECRET) (CI 93-09)

65. Regional Audit, (TOP SECRET) (CI 93-02)

66. The Proliferation Threat, (SECRET) (CT 93-07)

67. The Heritage Front Affair. Report to the Solicitor General of Canada, 
(SECRET) (CT 94-02)*

68. A Review of CSIS’ SLO Posts (1993-94), (SECRET) (CT 93-09)
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69. Domestic Exchanges of Information (A SIRC Review 1993-94), (SECRET)(CI 93-08)

70. The Proliferation Threat - Case Examination, (SECRET) (CT 94-04)

71. Community Interviews, (SECRET) (CT 93-11)

72. An Ongoing Counter-Intelligence Investigation, (TOP SECRET) (CI 93-07)*

73. Potential for Political Violence in a Region, (SECRET) (CT 93-10)

74. A SIRC Review of CSIS’ SLO Posts (1994-95), (SECRET) (CT 95-01)

75. Regional Audit, (TOP SECRET) (CI 93-10)

76. Terrorism and a Foreign Government, (TOP SECRET) (CT 94-03)

77. Visit of Boutros Boutros-Ghali to Canada, (SECRET) (CI 94-04)

78. Review of Certain Foreign Intelligence Services, (TOP SECRET) (CI 94-02)

79. The Audit of Section 16 Investigations and Foreign Intelligence Reports, (TOP SECRET) 
(CI 94-01)

80. Domestic Exchanges of Information (A SIRC Review 1994-95), (SECRET) (CI 94-03)

81. Alleged Interference in a Trial, (SECRET) (CT 95-04)

82. CSIS and a “Walk-In”, (TOP SECRET) (CI 95-04)

83. A Review of a CSIS Investigation Relating to a Foreign State, (TOP SECRET) (CI 95-02)

84. The Audit of Section 16 Investigations and Foreign Intelligence Reports,(TOP SECRET) 
(CI 95-05)

85. Regional Audit, (TOP SECRET) (CT 95-02)

86. A Review of Investigations of Emerging Threats, (TOP SECRET) (CI 95-03)

87. Domestic Exchanges of Information, (SECRET) (CI 95-01)

88. Homeland Conflict, (TOP SECRET) (CT 96-01)
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89. Regional Audit, (TOP SECRET) (CI 96-01)

90. The Management of Human Sources, (TOP SECRET)(CI 96-03)

91. Economic Espionage I, (SECRET) (CI 96-02)

92. Economic Espionage II, (TOP SECRET) (CI 96-02)

93. Audit of Section 16 Investigations and Foreign Intelligence Reports 1996-97, 
(TOP SECRET) (CI 96-04)

94. Urban Political Violence, (SECRET)(SIRC 1997-01)

95. Domestic Exchanges of Information, (SECRET)(SIRC 1997-02)

96. Foreign Conflict, (SECRET)(SIRC 1997-03)

97. Regional Audit, (TOP SECRET) (SIRC 1997-04)

98. CSIS Liaison with Foreign Agencies, (TOP SECRET) (SIRC 1997-05)

99. Spy Case, (TOP SECRET) (SIRC 1998-02)

100. Domestic Investigations (3), (TOP SECRET) (SIRC 1998-03)

101. CSIS Cooperation With the RCMP, (SECRET) (SIRC 1998-04)

102. Source Review, (TOP SECRET) (SIRC 1998-05)

103. Interagency Cooperation Case, (TOP SECRET) (SIRC 1998-06)

104. A Case of Historical Interest, (TOP SECRET) (SIRC 1998-08)

105. CSIS’ Role in Immigration Security Screening, (SECRET) (CT 95-06)
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List of Recommendations 

CSIS’ Role in Immigration Security Screening

While the Committee is aware of the advantages which accrue from having CSIS section 12
investigators from the regions involved in immigration interviews, their presence does increase
the possibility that the interview can be used as an investigative tool, rather than for its intended
purpose: to provide an opportunity for the prospective immigrant to explain adverse informa-
tion in relation to his or her security status. The Committee wishes to underscore the need for
CSIS to maintain a balance between the need to provide complete and meaningful advice,
and the rights of those being interviewed.

We found the Service’s Procedures Guidelines on Immigration Screening Interviewsto be
inadequate in several respects. In the Committee’s view, the Guidelines should state clearly
that immigration interviews will not be used for recruitment or other unrelated purposes.

The Committee believes that the Service’s responsibilities in assisting CIC’s ability to detect
applicants suspected of war crimes or crimes against humanity should be formalized and set
out in policy. 

CSIS provides advice to CIC on whether a particular individual wishing to gain entry poses a
threat to the security of Canada.

We recommend that in future all advice given to CIC should be recorded, along with
the specific details about the individual interviewed. 

It is the Committee’s view that CIC needs to know as much as possible about would-be
refugees as it pertains to threats to Canada’s security interests. The Committee believes that
CSIS should play a greater role in assisting CIC in refugee matters, and that the role should
be carefully defined and transparent.

CSIS Liaison with Foreign Agencies

Existing policy guidelines governing CSIS liaison with foreign agencies are silent when it
comes to certain kinds of requests. For example, CSIS can ask foreign intelligence services 
to monitor Canadian residents who travel to other countries.

We recommend, therefore, that CSIS develop policy regarding requests for assistance to
foreign agencies to investigate Canadian residents traveling abroad.
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The Committee took note of a case where a foreign arrangement had been dormant for ten or
more years, and then was reactivated. During the dormant period, however, the political environ-
ment of the country concerned had changed substantially. While an informal, local consultation
process occurred, there was no formal procedure in place to review the new circumstances. 

We recommend that CSIS policy be revised so as to ensure that the terms and condi-
tions of foreign arrangements that have been dormant for a significant period of time
are revisited before reactivation.

Additionally,

The Committee recommends that CSIS systematically reexamine all foreign arrangements
after the forthcoming release of the new Ministerial Direction on foreign arrangements.

A Case of Historical Interest 

In this case, the Committee concluded that the nature of the interaction CSIS had with a certain
foreign intelligence service required the Solicitor General’s express written consent which
was not obtained.

We strongly recommend, therefore, that in all cases where the Service seeks and
receives Ministerial approval, that the written record reflect that fact. 

Audit of Sensitive Operations in a Region of Canada

In the cases the Committee reviewed, no unwarranted collection of information involving
sensitive institutions was identified. All operations were appropriately authorized by senior
management. 

One unusual case concerned payments to a source for a humanitarian purpose that were made
in a way that did not strictly conform to current Service policies. 

The Committee recommends that in future, any significant source payments that the
Service makes outside established administrative procedures be authorized at CSIS
Headquarters.

CSIS senior management issued instructions in January 1996 on how to deal with sources
whose efforts on behalf of CSIS might conflict with their employment responsibilities. The
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Committee’s audit showed, however, that this instruction had not been incorporated into
more formal CSIS policy guidelines.

The Committee recommends that CSIS make the senior management instructions
referred to above, part of operational policy on the management of human sources.

Collection of Foreign Intelligence

The Committee routinely scrutinizes the Service’s requests to the Communications Security
Establishment for information to ensure that they are appropriate and comply with existing
law and policy. This year the Committee identified an instance where the Service’s request
was made only verbally, leaving no written record for us to examine.

The Committee recommends that all CSIS requests to CSE for identifying information
be fully documented. 

Investigation of Complaints about Security Screening

Since the inception in 1987 of the Airport Restricted Area Access Clearance Program, more
than 140,000 persons have had to obtain such clearance and 31 individuals have had clearance
denied to them. None have access to a Committee review of their cases. The issue of the
unequal redress system has been a preoccupation of the Committee since 1987 and we believe
that the situation should not be allowed to continue. The Committee understands that the
Minister of Transport made representations to the Solicitor General concerning the problem
in 1996. We hope the matter will be pursued so that this obvious inequity can be remedied.
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Complaint Case Histories

This section describes complaint cases submitted during the past year to the Review Committee
concerning which a decision was reached. Not addressed here are complaints that were the
subject of administrative reviews, were misdirected, were outside the Committee’s mandate,
or arose from Service assistance to Citizenship and Immigration Canada. Complaints received,
but which have either not been heard or for which investigations are not yet complete, will be
reported on at a later date.

A Complaint About CSIS Activities

An individual submitted a letter of complaint to the Director of CSIS in which he expressed
his resentment at being “questioned and interrogated” by a CSIS investigator. He said he was
“disgusted with the fact that a person from CSIS was questioning an innocent and honest
Canadian about a subject that had been public information for donkeys years.” He questioned
the funds that the Federal Government had allocated to CSIS and stated that he believed
insufficient background work had been done by the Service before he was interviewed.

In responding to the complainant, the Director of the Service stated that he was satisfied with
the request from CSIS staff to interview the subject and that the procedures employed to carry
it out were consistent with CSIS policy. The Director added that the interview request originated
from a remark made by the subject to a CSIS employee at a Service conference. The Director
explained that the comments led the CSIS employee to believe that the subject might have
information which could be of operational interest to CSIS, and that the interview was sought
in an attempt to clarify this point.

Committee Findings
The Committee’s review of the matter determined that the individual had made a comment at
a conference attended by CSIS senior management. While the nature of the comment remains
unclear, CSIS staff believed on the basis of the comment that the subject had said something
worth pursuing from an operational point of view. The Service sought the individual’s cooperation
to clarify the comments and to determine the relevancy of the information to Service operations.

The Committee is satisfied that the Service had the necessary authority to request the interview.
Furthermore, we concluded that seeking the individual’s cooperation in order to determine
whether he did have information which could be of operational interest was a reasonable
exercise of its powers. It is the Service’s responsibility to report to Government on activities
that may, on reasonable grounds, be suspected of constituting “threats to the security of
Canada” as defined in section 2 of the CSIS Act. In fulfilling this part of its mandate, the
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Service depends on the cooperation of members of the public who may have knowledge of,
or opinions on, activities relating to threats to the security of Canada.

While the complainant had emphasized that the information alluded to at the CSIS conference
was in the public domain, the Committee’s view was that this fact could not have been confirmed
without the Service being able to conduct its interview. We also noted that, having recently
lost a close relative, the interview was conducted at a difficult and emotional time in the 
individual’s life. The timing of the interview and the investigating officer’s reference to the
late relative was unfortunate, however, the CSIS investigator was not aware of this situation.

After taking into consideration all the circumstances of this case, the Committee concluded
that the Service had not acted in an illegal, inappropriate, or unreasonable manner. 

Investigation of a Ministerial Report Received Pursuant to the
Immigration Act 38

Pursuant to subsection 39(2) of the Immigration Act, we were directed to investigate the
grounds underlying a report requesting deportation made by the Minister of Citizenship and
Immigration and the Solicitor General concerning an individual.

In the report, the Ministers concluded that the individual, a permanent resident of Canada,
was a person described in paragraphs 19(1)(e),(g) and 27(1)(c) of the Immigration Act. 

Paragraphs 19(1)(e) and (g) state:

no person shall be granted admission who is a member of any of the following classes:

(...)

Paragraph (e) persons who have engaged in or who there are reasonable grounds to 

believe will engage in acts of espionage or subversion against democratic 

government, institutions or processes, as they are understood in Canada, 

except persons who, having engaged in such acts, have satisfied the 

Minister that their admission would not be detrimental to the national interest;

(...)

Paragraph (g) persons who there are reasonable grounds to believe will engage in acts of 

violence that would or might endanger the lives or safety of persons in 

Canada or are members of or are likely to participate in the unlawful activities

of an organization that is likely to engage in such acts of violence.
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Subsection 27(1) lists the grounds for the removal of a permanent resident. The relevant 
part reads:

When an Immigration officer or a peace officer is in possession of information indicating 

that a permanent resident is a person who ...

Paragraph (c) is engaged in or instigating subversion, by force of any government.

On 7 November 1995, the Honourable Mr. Justice MacKay ruled that a specific portion of
paragraph 19(1)(g) of the Immigration Act— “a member of an organization likely to engage
in acts of violence that would or might endanger the lives or safety of persons in Canada” —
was unconstitutional since it violated section 2(d) of the Charter of Rights and Freedomsin a
manner not demonstrably justified in a free and democratic society.

It was Justice MacKay’s further opinion that the conclusions reached by the Review Committee
in its report of 3 August 1993 were valid, with the exception of the part concerning the individ-
ual being a person described in that section of the Immigration Acthe had ruled unconstitutional.
The Court left to the discretion of the Committee whether Mr. Courtois, the member (and at
the time of the ruling, the Committee’s Chair) who had conducted the initial investigation
and issued the August 1993 report, would complete the review process, or whether another
Committee member would be designated. This latter issue was subsequently rendered moot
by the death of Mr. Courtois.

While both parties in the case expressed their preference to rely on the testimony and evidence
given in the earlier SIRC procedure, the Committee Member assigned to take up the investigation
invited them to present additional evidence through witnesses, if they so wished. Following a
complete examination of all documentary evidence and transcripts elicited during the previous
investigation, the Member heading the investigation issued instructions to both parties with a
view to obtaining viva voceevidence on the terrorist organization with which the individual
was alleged to have had a relationship, and the precise nature of that relationship, including
the possible transfer of funds, assistance in recruitment, facilitation of travel, and participation
in a particular terrorist incident overseas.

The parties to the case presented witnesses of their choice to address those points. 

Committee Findings
The Committee’s investigation was limited to the sections in theImmigration Act referred to
in the Ministerial report,39 notwithstanding the subsequent changes to the legislation. In addition,
Counsel for the complainant also raised the constitutional applicability and validity of certain
sections of the Immigration Act. 
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After carefully considering all of the documentary evidence and the testimony given before
the Committee, we concluded that the individual in question was in fact a person described in
paragraphs 19(1)(e) and 19(1)(g) and that a certificate should be issued in accordance with
subsection 40(1) of the Immigration Act.

With respect to the constitutional issues raised by the complainant, after carefully reviewing
the composition of SIRC and its functions, the Committee concluded that SIRC was not a
court of competent jurisdiction within the meaning of section 24 of the Charter of Rights and

Freedomsand thus did not have authority to rule in the area. 

Referral from the Canadian Human Rights Commission

An individual worked for a company that had a contract with a government department. At
the start of the person’s employment, the individual was issued an “escort pass” which allowed
access to restricted areas of an airport only in the company of someone who held a “restricted
area” pass. In the process of obtaining the “Airport Restricted Access and Accreditation Program”
clearance, the individual was interviewed by CSIS officials. Ultimately, the individual received
a letter stating that the requested clearance for the full “restricted area” pass was denied. No
explanation was provided to the individual. 

The individual, believing that the denial had been based on the ground of religion and thus
contrary to the Canadian Human Rights Act, lodged a complaint with the Canadian Human
Rights Commission. When the Commission received a written notice from the Minister of 
the Crown that the complaint related to the security of Canada, the Commission referred the
matter to us.

Committee Findings
Our investigation determined that the department concerned had consulted CSIS and the RCMP –
both organizations are part of the Airport Restricted Area Access and Accreditation Program.
Following its interview, CSIS made a recommendation to the government department. A Review
Board had been convened within the government department to consider the application in
light of the information received through the consultation process. The Board was unanimous
in its decision to recommend the denial of the clearance.

The Committee’s role in this type of case is quite limited. We examined all of the files 
pertaining to the matter and received representations from all concerned parties. The documents
we reviewed contained no evidence to substantiate the allegations of discrimination on the
grounds of religion, and we concluded that the Minister of the Crown’s assertion that the
denial was based upon matters concerning the security of Canada was substantiated by all of
the information available. 
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Security Screening Statistics

In fiscal year 1997-98, the Service issued 70,465 security assessments and completed 1,250
field investigations and subject interviews. In the vast majority of cases, the Service’s security
assessment takes the form of a simple notice to departments. 

The Service’s average response times to process security clearances for Government Security
Policy (GSP) Levels I, II, III during 1997-98 were 1, 20, and 118 days respectively,

Table 1
Number of Completed Assessments Issued by Level of Clearance

Classification

Level I (Confidential)

Level II (Secret)

Level III (Top Secret)

Accreditation

Airport

Special events

* Upgrade requests are processed when the new duties or tasks of a person require 

that the individual have a higher level of screening than previously.

** Departments must update an individual’s enhanced reliability status security 

clearance (Levels I and II) once every 10 years. Site access security clearances 

also must be updated every 10 years. A Level III security clearance must be updated 

every 5 years. These update terms do not preclude a department from reviewing a 

person’s reliability status or from asking CSIS to reassess the clearance “for cause”.

*New or Upgraded

Requests for Security

Clearances

576

10,506

2,179

1,241

26,703

19,534

**Update

of Security Clearances

318

4,726

4,325

7

174

176
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Screening Assessments 
for Foreign States and International Organizations

During fiscal 1997-98, the volume of requests that the Service received for screening assessment
recommendations were, 

Inland 28,687
United States 4,352
Overseas Posts 20,195
SLO Information Tracking 3,57840

Total: 56,812

Advice to Citizenship and Immigration Canada

The number of briefs issued by CSIS to CIC is provided in Table 2:

CIC coordinates the review of all cases that present security concerns, and such review can involve
interdepartmental consultations. However, in all instances, CIC makes the final determination.

1995-96

47

51

5

103

1997-98

94

108

9

211

1996-97

144

90

5

239

Table 2
Number of Briefs Issued by CSIS 

Type

Information Briefs

Inadmissibilty Briefs
- No Threat

Inadmissibilty Briefs
- Threat

Total
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Notes

1 According to a Ministerial Direction issued in November 1988, the Minister has to personally 
authorize all investigations carried out under paragraph 2(d) of theAct.

2 Hamas (Islamic Resistance Movement) is defined by the US Department of State as an 
organization that uses “both political and violent means” to achieve its goal of an Islamic 
Palestinian state.

3 In 1996-97, CSIS conducted 1,484 interviews. In 1997-98, approximately 1,380 interviews 
will have been completed. It should be noted that a prospective immigrant can be subject 
to more than one interview.

4 Report of the Auditor General of Canada, December 1997. The Auditor General noted that
in most cases, Immigration officers render their decisions well before receiving the results 
of the RCMP checks for duplicate claims and criminal records in Canada. The CIC 
responded that in all cases where there is information that a claimant does not meet the 
eligibility criteria, the person is found ineligible, and the claim is not referred to the 
Immigration and Refugee Board. Once fingerprint results are received, the legislation 
allows the eligibility decision to be reconsidered where necessary.

5 The Committee is fully cognizant of the sensitivity involved in consulting with a refugee 
claimant’s country of origin since, by definition, a refugee is at odds with his or her country 
of origin. 

6 An Operational Audit of CSIS Activities, SIRC Annual Report 1996-1997, Ministry of 
Supply and Services Canada, 1997, pp. 12-13.

7 Report of the Auditor General of Canada to the House of Commons, Chapter 27, 
“The Canadian Intelligence Community — Control and Accountability”, 
November 1996, p. 23-19. 

8 Section 38(a)(iii) of the CSIS Actstates that the Committee has a duty, “to review the 
arrangements entered into by the Service pursuant to subsection 13(2) and (3), and 17(1) 
and to monitor the provision of information and intelligence pursuant to those arrangements.” 

9 A SIRC Review of CSIS’ SLO Posts (London & Paris), 12 January 1993.

10 SIRC1993-94 Annual Report, p. 26.
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11 A sensitive social institution can be defined as academic, political, religious, media or 
trade union.

12 CSIS 36-97, Federal Court of Canada, 3 October 1997, McGillis J.

13 The “resort to” clause permits the Service to use the powers granted in a warrant against a 
target at a place not named in the warrant, which it believes the target has resorted to or 
will resort. The legality of this clause has been confirmed by the Supreme Court of 
Canada in Thompson et al. v. The Queen, [1990] 2 S.C.R. 1111.

14 The “basket clause” permits the interception of communications of persons not named in 
the warrant, at places specified in the warrant. The legality of the clause was confirmed 
by the Supreme Court of Canada in R v. Chesson, [1988] 2 S.C.R. 148.

15 [1984] 2 S.C.R. 145.

16 “Conditions” are the limits that the Federal Court places on the Service’s warrant powers, 
such as limits on certain types of searches and interceptions, and on the retention or 
destruction of information.

17 The Committee will examine the CSIS - RCMP relationship in the transnational crime area. 

18 In January 1998 CSIS and DND reached agreement and the transfer of the responsibility 
became effective in July 1998.

19 In fiscal 1997-98, through our immigration screening research, we conducted an in-depth 
review of CSIS’ role in this area. [see page 9] 

20 CSIS investigators assume the primary responsibility for security concerns, listing the 
names directly with foreign countries, and the application of the security profiles.

21 Enforcement actions: arrest, detention, removal under the Immigration Act.

22 The Point of Entry Alert Program is also referred to as the Joint Interview Program or the 
Interdiction Program.
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23 EII is one of many data banks within the Field Operational Support System (FOSS) used 
by Immigration officers for information, identification, and processing purposes. EII 
holds information on all persons who have entered any part of the Immigration stream 
(either for admission purposes or for removal), and identifies the types of documents 
issued to the applicants and any action taken by CIC.

24 Paragraph 103.1 (1) (b) of the Immigration Act.

25 Requests from CIC must be processed as quickly as possible, given that the subject of the 
detention will otherwise be released by CIC, within 48 hours in most circumstances.

26 Pursuant to section 40.1 of the Immigration Act.

27 Formerly known as the Citizenship Flag System. Under the old system, CSIS provided 
CIC with a monthly hard copy list of persons identified as permanent residents who could 
apply for citizenship and who were of concern. The applicants had to be screened by CIC 
officials against the list, and when a “hit” occurred, CSIS would be asked to provide a 
security assessment of the individual.

28 When the Service believes that it is not in a position to render a recommendation to CIC 
concerning a citizenship application, it must seek approval from the Solicitor General to 
continue investigating the case and “defer” providing the assessment.

29 The Communications Security Establishment is an agency of the Department of National 
Defence. As described by the Auditor General in his 1996 report to Parliament, The 

Canadian Intelligence Community, the CSE “analyses and reports on foreign radio, radar 
and other electronic emissions...and provides this foreign intelligence to Canadian 
Government clients.”

30 Supreme Court of Canada, Order rendered on 30 April 1998.

31 Ernst Zündel v. The Minister of Citizenship and Immigration (F.C.A.) (Ont.) (26417), 
Judgment rendered at Ottawa, Ontario, 27 November 1998.

32 This position was also maintained by the Federal Court in upholding exempt banks for 
people subject to Service investigations.

33 The first step of our investigation consists in asking for access to all relevant information 
the Service might have with respect to the subject or the subject matter. The Committee’s 
investigation stopped at this stage because the CSIS response was that it had no information. 
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34 Specifically, sections 8 and 41(2) of the CSIS Act.

35 When, at any stage after the filing of a complaint, and prior to the commencement of a 
hearing before a Human Rights Tribunal, the Commission receives written notice from a 
Minister of the Crown that the practice to which the complaint relates was based on 
considerations relating to the security of Canada, the Commission may refer the matter to 
the Review Committee. See section 45 (2) of the Canadian Human Rights Act. It should 
be noted that in cases such as these, the Review Committee’s role is quite circumscribed, 
and its review must be completed within the 45-day period prescribed in the Human 

Rights Act.

36 CSIS provides three types of briefs to CIC:

• Inadmissible Brief - represents a threat: this brief is used when an applicant falls 
within one or more of the inadmissible classes in paragraphs 19 (1) (e), (f), (g) and (k) 
of the Immigration Act, and CSIS assessed the applicant as a threat to the security of 
Canada as defined in section 2 of the CSIS Act.

• Inadmissible Brief - no threat/information: this brief is used when an applicant is 
deemed “inadmissible” pursuant to one or more of paragraphs 19 (1) (e), (f) (g) and (k) 
of the Immigration Actbut does not, in the Service’s view, pose a threat under section 2 
of the CSIS Act.

• Information Brief: addresses security concerns that do not meet the applicable rejection 
criteria as defined in section 19(1) of the Immigration Act, but which might assist CIC 
in processing an application.

37 This amendment broadened the category of individuals who can be denied immigrant 
status because of previous connections with terrorist activities. 

38 This case was received by the Committee in 1996-97.

39 For example, section 19(1)(e) as it was then, section 19 (1)(g) as it was then, but with full 
recognition of the fact that a certain portion of that section was declared of no force and 
effect by Mr. Justice MacKay; and section 27(1)(c) as it was then, although it no longer exists.

40 Number of cases listed via the Security Liaison Officer tracking system. The number 
is an estimate.
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