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1. Introduction 
 
This Annual Report for 2019–20 is presented to Parliament, in accordance with  
section 72 of the Privacy Act, which purpose is to protect the privacy of individuals with 
respect to their personal information held by a government institution and to provide a 
right of access to that information. 
 
The Office of the Intelligence Commissioner, an independent oversight body, was 
created as a result of the Intelligence Commissioner Act which came into force on  
July 12, 2019. Under the Intelligence Commissioner Act, the Commissioner is 
responsible for performing quasi-judicial reviews of the conclusions on the basis of 
which certain authorizations are issued or amended, and certain determinations are 
made, under the Communications Security Establishment Act and the Canadian 
Security Intelligence Service Act. If the Commissioner is satisfied that the conclusions 
underpinning the decisions are reasonable, he will approve the decisions. 
 
The Commissioner reviews and may approve, or not, the following: 
 

 the conclusions on the basis of which the Minister of National Defence issued or 
amended a Foreign Intelligence Authorization or a Cybersecurity Authorization 
for the Communications Security Establishment (CSE); 

 the conclusions on the basis of which the Minister of Public Safety and 
Emergency Preparedness determined classes of Canadian datasets or 
categories of acts and omissions that would otherwise constitute offences for the 
Canadian Security Intelligence Service (CSIS); and 

 the conclusions on the basis of which the Director of CSIS authorized the 
querying of a dataset in exigent circumstances, or the retention of foreign 
datasets for CSIS (the Minister of Public Safety and Emergency Preparedness 
designated the Director of CSIS as the person responsible for authorizing this 
retention). 
 

In order for an authorization or determination to be valid, it must be approved by the 
Commissioner following his quasi-judicial review. Unless approved by the 
Commissioner, the activities described in the authorizations or determinations cannot be 
carried out by the intelligence agencies. The Commissioner must receive all information 
that was before the decision-maker, that is, either of the ministers mentioned above or 
the Director of CSIS, when issuing the authorization or determination. 
 
The Commissioner’s decisions must be rendered no later than 30 days after the 
Commissioner has received notice that an authorization has been issued or a 
determination has been made, or as soon as feasible in relation to authorizations 
rendered in exigent circumstances. 
 
Further to his quasi-judicial review, whether the Commissioner is satisfied that the 
conclusions underpinning a decision are reasonable or not, he must issue written 
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reasons explaining his decision. The Commissioner then provides his decision to the 
relevant decision-maker. In addition, a copy of all of the Commissioner’s decisions are 
provided to the National Security and Intelligence Review Agency. 

2. Organizational Structure 
 
The Executive Director has delegated authority to oversee the administration of the 
Access to Information Act and the Privacy Act within the office and ensure compliance 
with the legislation. The office is a separate agency consisting of 10.5 planned full-time 
equivalents. 

3. Delegation Order for the Privacy Act 
 
Pursuant to section 73 of the Privacy Act, the Intelligence Commissioner appointed the 
Executive Director with the duty to exercise full authorities under the Privacy Act and 
Regulations (Appendix A – Access to Information Act and Privacy Act Delegation 
Order). 

4. Performance 2019–20 
 
The office did not receive any requests for records under the Privacy Act during the 
reporting period. 

5. Training and Awareness 
 
The Executive Director, Legal Services and Internal Services participated in specialized 
training sessions concerning responsibilities relating to access to information and 
privacy. A total of six (6) employees received training during the reporting period. 

6. Policies, Guidelines, Procedures and Initiatives 
 
As a newly created institution, the office obtained the services of a consultant to aid in 
the establishment of institutional policies and procedures in the application of the 
Privacy Act. 

7. Summary of Key Issues and Actions Taken on 
Complaints or Audits 

 
During the reporting period, no complaints were received and no audits or investigations 
were concluded. 
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8. Monitoring Compliance 
 
The office utilizes a manual monitoring system. The monitoring system keeps track of 
upcoming deadlines for requests and consultations and provides reminders of 
approaching deadlines.  

9. Material Privacy Breaches 
 
There were no material privacy breaches reported to the Office of the Privacy 
Commissioner and to Treasury Board of Canada Secretariat (Information and Privacy 
Policy Division) during the reporting period. 

10. Privacy Impact Assessments 
 
The office engaged the services of a consultant to assist with the preparation of a 
Privacy Impact Assessment (PIA) for the new office. The PIA will be completed during 
the next reporting period. 

11. Public Interest Disclosures 
 
During the reporting period, no disclosures were made under paragraph 8 (2)(m) of the 
Privacy Act. 
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Appendix A – Access to Information and Privacy Act Delegation 
Order 
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Appendix B – Statistical Report 
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