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FOREWORD 

1  AM DELIGHTED TO introduce The Difficult War: Perspectives on Insur-
gency and Special Operations Forces. This book represents the latest of 

over 35 publications produced by the Canadian Defence Academy (CDA) 

Press. It is indicative of what we have tried to achieve — relevant oper-
ational material that will be of use to Canadian Forces (CF) personnel 
serving in today's complex security environment. 

Founded in January 2005, the CDA Press continues to be a testa-
ment to its founding principles. Its original vision was to provide a place 
where key themes and operational topics of importance for military per-
sonnel could be gathered together. CDA serves those who interact with 
the profession of arms, as well as the Canadian public at large. 

Significantly, so that we may build on our proud and rich military 
experience and legacy, these publications have been Canadian-centric in 
content and perspective. This focus has allowed us to populate our CF pro-
fessional development centres and schools, as well as those of our allies, and 
civilian universities and libraries with books that provide a distinctly Can-
adian operational perspective and experience. We have always had a unique 
Canadian way of war, so it is logical that we produce material that allows 
us to learn from our own Canadian operational and combat experiences. 
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In that vein, there is no topic that could be more relevant at the cur-
rent time than counterinsurgency. As such, The Difficult War is a timely 
volume that presents a collection of essays that deal with the topics of 
insurgency and counterinsurgency and many of the collateral issues, 
topics, and considerations that are wrapped up in what could arguably 
be considered one of the most complex forms of warfare. This book 
examines both theoretical and practical topics, and in sum provides an 
excellent collection of ideas that stimulate thought and debate on this 
relevant and complex subject. 

As always, we at the Canadian Defence Academy hope that our 
efforts at providing well-researched, relevant, and authoritative books 
on key operational topics both enlighten and empower those who serve 
in, and for those who interact with, the profession of arms in Canada. 
We welcome any and all comments on our continuing pursuit to develop 
an authoritative body of Canadian operational literature. 

MAJOR-GENERAL J.P.Y.D. GOSSELIN 

COMMANDER, CANADIAN DEFENCE ACADEMY 
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INTRODUCTION 

by Emily Spencer and Bernd Horn 

SOME MAY ARGUE THAT Canada is not at war. For instance, a former 
minister of national defence (MND), Gordon O'Connor, told the 

House of Commons, "I don't consider this [Afghanistan] war. We're 
engaged in helping people move products around; we're helping them 
build houses, we're helping to advise the police; and, when we're attacked, 
we attack back."' The reality on the ground undeniably tells a different 
story: Leopard main battle tanks, field artillery, light armoured vehicle 
I lls (LAV I lls), and a variety of other armoured vehicles with heavy arma-
ments underscore the level of threat and combat present in Afghanistan. 

The scope of the conflict, of the war, can also been seen in the com-
batants. There are few places where the true impact of the fighting is 
more evident than in the eyes of the soldiers. They are hardened. The 
fatigue and deep-seated pain can be seen in their faces. Their eyes — 

"windows to the soul," in the words of William Shakespeare — betray a 
sadness that belies their youth. 

Intermingled with this image is the continual testimony of the 
indisputable benchmark of war: the casualties — dead, wounded, and 
maimed. At the time of writing this book, Canada has suffered 116 

dead and hundreds of wounded (physically, emotionally, and mentally). 
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One of the war's veterans, Lieutenant-Colonel Orner Lavoie, perhaps 
expressed it best. "I challenge anyone to tell me that we're not at war." 
After only a month and a half in command in theatre in the late summer 
of 2006, Lavoie had suffered 15 killed in action within his unit. Moreover, 
he had awarded roughly 100 wound stripes. 2  Similarly, Bob Sweet, the 
mayor of the garrison town of Petawawa, which on the 2006 Labour Day 
weekend alone grieved with the families of the five soldiers killed and 
with those of the over 40 soldiers wounded, stated: "We are at war. I don't 
know whether the rest of Canada understands that, but certainly we do 
here in Petawawa." 

Nonetheless, in many ways, it is not hard to comprehend why many 
fail to grasp the essence of the struggle in Afghanistan. It is a truly dif-
ficult war. It is difficult because it is not war as conceived by most of 
the general public. It does not fit the traditional image of uniformed 
combatants fighting to hold ground. There are no large battles between 
military machines. In fact, rarely do the soldiers, much less the public, 
actually see the enemy. It is often a war of words, punctuated by sudden 
attacks that end as quickly as they begin. It is a war in which attacks just 
as often kill civilians as they do combatants. The attacks are comnionly 
senseless, brutal acts of violence aimed to terrorize and wear down the 
government, coalition, and public will. They are in essence attacks that 
fall in line with the tactics of insurgency: provocation, intimidation, pro-
traction, and exhaustion. To disinterested publics, a counterinsurgency, 
such as the one now being waged by Canada and its allies in Afghanistan, 
is seen as a pointless waste of national blood and treasure. 

It is also the difficult war to prosecute. One American special oper-
ations forces (SOF) officer mused, "Counterinsurgency isn't just think-
ing man's warfare — it is the graduate level of war."' It is a war among the 
people, which is simultaneously in support of the people. 

From the ruling government perspective, counterinsurgency is 
"those political, economic, military, paramilitary, psychological, and civic 
actions taken by a government to defeat an insurgency."4  It is a campaign 
that combines offensive, defensive, and stability operations that are pros-
ecuted along multiple lines of operation." 

An insurgency, in turn, is a "struggle between a non-ruling group 
and the ruling authorities in which the non-ruling group consciously 
uses political resources (e.g., organizational expertise, propaganda, and 
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demonstrations) and violence to destroy, reformulate, or sustain the 
basis of legitimacy of one or more aspects of politics."' In simplest terms, 
insurgency is "an organized movement aimed at the overthrow of a con-
stituted government through the use of subversion and armed conflict." 6  

Again, insurgency is anything but simple. Rather, it is the most dif-
ficult of conflicts to counter and rests on the notion of security. Addi-
tionally, as cultural anthropologists Montgomery McFate and Andrea V. 
Jackson note, "Security is the most basic precondition for civilian sup-
port of the government.... The motivation that provides the only real 
long-lasting effect is the elemental consideration of survival."' Yet this 
end state is difficult to achieve, especially when the enemy has the initia-
tive, can ignore the conventions of war, targets indiscriminately, blatantly 
lies, and conducts operations while using the population around it as 
cover. Moreover, the enemy needs merely to discredit the government 
and coalition forces. All it needs to show is that the ruling authority is 
unable to protect itself or provide security for the population. 

In essence, the insurgency is a battle for the people. Both the insur-
gent and the government need to win the "hearts and minds" of the 
people. Indeed, winning the respect and support of the host nation's 
population is fundamental to success in any counterinsurgency cam-
paign. The local population can provide intelligence on enemy activity, 
location, and movements. With their co-operation, information oper-
ations (JO) initiatives, governmental programs, and military operations 
can be advanced. If this support is not forthcoming, the public is at best 
neutral, perhaps withholding vital information required for force pro-
tection. At worst, the public can assist the enemy, furnishing information, 
food, lodgings, caching of weapons, and potential recruits. 

Strategist Major-General Robert Scales observed, "the enemy clearly 
understands the war he's involved in, that is to win and hold cultural 
high ground — that is his objective." Scales concluded, "we're playing 
catch up." 8  And that is another reason it is the difficult war. 

Winning hearts and minds requires an understanding of the host 
nation society. In locations such as Afghanistan, which is largely rural, 
xenophobic, and tribal, the cultural divide between "us" and "them" is 
huge. Spanning that gap is not a function of contracting more linguists — 
it is about truly comprehending the society. As Scales observed, empathy 
is important. One must understand and work within an alien culture, 
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create alliances with foreign armies, and communicate and shape per-
ceptions of others so that they fully understand the intent of the govern-
ment and coalition forces. 

In the end, counterinsurgency is a difficult war because the great-
est challenge on the modern battlefield is human, not technological. It 
comes down to influencing opinion; winning over the people. Import-
antly, this challenge must be met with both the host nation population 
and the domestic population back home. This requirement demands 
upholding the values of one's own society. "A military force in a dem-
ocracy can only retain its legitimacy, its self-confidence, and its public 
support," insisted renowned Harvard professor Michael Ignatieff, "if it 
plays by the rules, if it refuses to fight dirty." He continued, "but all of the 
wars and challenges that you face are coming at you from people who 
definitely and most emphatically fight dirty."' 

As these examples demonstrate, this "foreign" human component is 
the reason counterinsurgency is the difficult war. The enemies that we 
as a Western world now face are ruthless by our standards. "They are 
dedicated to TTPs [tactics, techniques, and procedures] unacceptable 
to western nations," Major-General Scales explained: "they are organ-
ized and networked; passionate and fanatical; committed; relentless; sav-
age."t° For many Canadian, or Western soldiers for that matter, the idea 
that a suicide bomber will walk into a crowd of soldiers and kill com-
batants and non-combatants is unfathomable." But, as Ignatieff warned, 

"You're going to have people coming at you who don't play by the rules, 
and you're going to have people coming at you who have an infinitely 
greater willingness to risk anything, i.e., their lives, than you may and 
that's one of the challenges you have to face." 12  

Moreover, too often you just do not know who your enemy is. Lieu-
tenant Toby Glover lamented, "One minute they [insurgents] will be 
walking down the street and have a woman and children surrounding 
them and the next the woman and children will disappear and he [the 
insurgent] will be firing at you. They were masters of using the art of cover. 
Very rarely did you see them."3  Lieutenant-Colonel Lavoie commented, 
"It's not a linear battlefield and it's much harder to measure progress. The 
enemy has all the assets of an insurgent. One minute he has a hoe in his 
hand, the next minute it's an AK-47."I 4  Lance-Corporal George Sampson 
recalled, "They attack you when you are least expecting it. We made two 
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mistakes and they punished us for that."" Not surprisingly in such an 
environment interaction with the population becomes difficult. "We still 
think everyone approaching us wants to kill us," conceded Captain Ryan 
Carey, "We have no choice but to plan for a fight right 'till we leave." 16  

Consequently, there is no one single, simple solution. The kinetic, 
military component of counterinsurgency is just one piece of the cam-
paign and, frankly, not the most important. Economic, political, and 
social reforms are normally the key drivers that will resolve conflict. 
Nonetheless, too often the emphasis is placed on the military solution. 
But, security and development are mutually supporting and must be con-
ducted in tandem. Indeed, Sergei Akhrome'ev, the Soviet deputy minister 
of defence, in November 1986 commented: 

There is no single piece of land in this country which 
has not been occupied by a Soviet soldier. Nevertheless, 
the majority of the territory remains in the hands of the 
rebels ... There is no single military problem that has 
arisen and that has not been solved, and yet there is still 
no result. The whole problem is in the fact that military 
results are not followed up by political. 17  

This reality is another reason counterinsurgency is the difficult war. 
The provision of the required economic, social, and political reform 
must be done within the framework of the legitimate host government. 
However, lack of infrastructure, processes, and experience, as well as 
corruption, cultural realities, and historical memory can make progress 
seem impossible. Renowned author and strategist Robert Kaplan stated, 

" [we will face] warriors — erratic primitives of shifting alliance, habitu-
ated to violence, with no stake in civil order." Brigadier-General David 
Fraser, a former International Security Assistance Force (ISAF) multi-
national brigade commander in the volatile southern province of Kan-
dahar opined, "it's the most complicated environment you can have." 

When one considers the complexities noted thus far, it becomes easy 
to understand the difficulty of prosecuting a counterinsurgency. The 
multifarious levels of complexity take time — a commodity that is usu-
ally in short supply in Western, technologically advanced, info-centric 
societies. But the reality is, to change a "medieval culture," to convince 
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the Afghan population that its new government and coalition are there 
for the long haul, to allow governance and rule of law to mature, and to 
ensure the economy becomes stable and strong — in short to give the 
population reasons for supporting the existing regime — takes time. "You 
cannot win without the trust of the local people," Lieutenant-Colonel Ian 
Hope asserted and continued, "that is only done over time by sustaining 
a presence." 2° 

Additionally, sustaining domestic support for a prolonged insurgency 
far from one's own shores also contributes to the difficult war. 'While 
Western publics and politicians easily tire of the struggle, the Afghans 
believe warfare is a contest of endurance over time. 2 t "You cannot stop 
us," taunted one Taliban leader named Ashoor, "We've been using these 
tactics for hundreds of years and they have always worked." He elabor-
ated, "After an attack fighters can easily stash their weapons among vil-
lagers sympathetic to their cause. They can then melt in with the local 
population and move on to another village, where there are more caches 
of weapons available to them for mounting another attack."" He reiter-
ated the old Afghan saying, "the foreigners have the watches, but we have 
the time." In a similar vein, Brigadier-General Fraser concluded, "It's a 
marathon and this [counterinsurgency] is hard, hard stuff." 

This volume contains a collection of essays that are intended to help 
the practitioner and others with an interest or connection to the profes-
sion of arms understand counterinsurgency and its important compon-
ents. As such, it also offers a detailed examination of special operations 
forces (SOF), defined as "organizations containing specially selected per-
sonnel that are organized, equipped and trained to conduct high-risk, 
high value special operations to achieve military, political, economic, 
or informational objectives by using special and unique operational 
methodologies in hostile, denied, or politically sensitive areas to achieve 
desired tactical, operational and/or strategic effects in times of peace, 
conflict or war," are a key component to counterinsurgency. 24 

The book begins with a chapter written by Major Tony Balasevicius 
on Mao's theory of the "People's War." This insightful examination of 
Mao's philosophical and operational construct for conducting an insur-
gency provides a timeless, not to mention extremely relevant, founda-
tion for any student or practitioner of insurgency. Throughout the chap-
ter, Balasevicius examines Mao's principles, rules, operational tenets, and 
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strategy. In the end, the author concludes that there is nothing startling 
or new about insurgency — it is an ageless human phenomena and suc-
cess, as Mao demonstrated, always rests on one key dynamic — gaining 
the support and mobilizing the will of the people. 

The second chapter by Dr. Peter Denton deals indirectly with insur-
gency by covering the issue of force disparity. Denton underlines that 
combat has always been asymmetrical, arguing that opposing forces tend 
to fight on equal terms only if battle cannot be avoided. He argues that 
force disparity is an absolute disjunction between the forces available to 
the opposing sides. It is not just difference in degree, but also in kind. He 
explains that force disparity in the context of twenty-first century war-
fare recognizes that combatants may be so utterly different in the nature 
and makeup of their respective militaries that it is virtually impossible, 
if not completely useless, to even compare the two sides. The ironic out-
come is that, today, force disparity renders more powerful weapons sys-
tems less important to the final outcome of warfare than ever before. 
Conversely, social and economic issues become the critical elements of 
battlespace operations before primary phase combat begins, and become 
even more critical during the secondary phase. In the end, understand-
ing the dynamics of force disparity is critical to comprehending the dif-
ficulties of countering insurgency. 

In chapter 3, Major Tony Balasevicius and Colonel Horn, Ph. D., dis-
cuss the importance of intelligence to irregular warfare. These authors 
explain that in the current security environment, particularly in the case 
of the insurgencies in Iraq and Afghanistan, the challenge of captur-
ing or killing insurgents — who shrewdly embed themselves within the 
fabric of society — without creating collateral damage that alienates or 
disenfranchises the populace is a difficult task. As such, they argue that 
intelligence is the key to success. They further explain that accurate intel-
ligence aids tremendously in the conventional fight by enhancing force 
protection by assisting in the identification of enemy activity whether 
planned ambushes, attacks on convoys or forward operating bases, or 
the laying of IEDs. Not only does the information save lives, it also pro-
vides the necessary details for prosecuting operations to capture or kill 
insurgents. Balasevicius and Horn make the case that timely accurate 
intelligence will keep the enemy off balance, separate insurgents from the 
population, and deny them sanctuary and staging bases. They conclude 
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that accurate, timely intelligence enables the counterinsurgency forces 
to provide the stable secure environment to allow political, social, and 
economic reform to develop in today's complex environment. 

In chapter 4, Dr. Emily Spencer provides a convincing argument for 
the importance of exhibiting high cultural intelligence for all partici-
pants involved in a counterinsurgency. Cultural intelligence, or CQ, is 
defined as the ability to recognize the shared beliefs, values, attitudes, 
and behaviours of a group of people and, most important, to apply this 
knowledge toward a specific goal. Not only can poor cultural intelligence 
alienate a host nation population, it can also have detrimental affects in 
relation to the Canadian public's support of the war effort, not to men-
tion the international community. As such, good CQ is vital to counter-
insurgency warfare. 

In chapter 5, Colonel Horn defines terrorism and provides an overview 
of its relationship to insurgency. In many ways this chapter is a primer on 
terrorism that outlines its definition, purpose, and effectiveness. In short, 
terrorism is an effective tactic for the weak in their attempts to undermine, 
discredit, and overthrow the ruling authority. Horn also examines the 
evolving nature of terrorism and the implications ail of this has on insur-
gency. In the end, he concludes that to comprehend insurgency it is import-
ant to understand terrorism as they are inextricably linked to each other. 

The next chapter, written by Captain Andrew Brown, examines the 
role of special operations forces and intelligence in the counterinsur-
gency battle using the context of the British campaign in Northern Ire-
land to show that the two are mutually supporting. Brown demonstrates 
how SOF, specifically the Special Air Service (SAS), was instrumental in 
assisting with the development and maturation of intelligence collection 
and application in the early years of the insurgency. He further develops 
the analysis to show how SOF also evolved to become the "action arm" 
of the intelligence apparatus. Working together, the attributes, special 
skill sets, and capabilities of SOF combined with timely, accurate intel-
ligence formed an effective combination that allowed the government to 
prosecute precision strikes against insurgent leadership, operatives, and 
operations that eventually turned the tide and forced the belligerents to 
a political solution. 

In chapter 7, Major Tony Balasevicius and Lieutenant-Colonel Greg 
Smith examine the lessons learned from the Soviet counterinsurgency in 
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Afghanistan in the 1980s. They clearly point out that the Soviet counter-
insurgency campaign, contrary to popular misconception, was actually 
well thought out and tactically, as well as operationally, sound. Nonethe-
less, resources constraints, the complexities of Afghan culture, geography, 
and politics led the Soviets to exercise a policy of brutality and retalia-
tion. They conclude by asking if the North Atlantic Treaty Organization 
(NATO) learned from the Soviet experience. 

Chapter 8 retains the focus on Afghanistan and explores the success-
ful American campaign to oust the Taliban from power in the fall of 2001, 
in the aftermath of 9/11. The author examines the unconventional war-
fare (UW) campaign prosecuted by both the Central Intelligence Agency 
(CIA) and U.S. special forces and how they effectively leveraged Afghan 
resistance forces to provide the ground manoeuvre forces required to 
defeat Taliban and Al Qaeda military forces on the ground. As such, the 
chapter describes the role of SOF in a UW campaign, as well as the les-
sons that can be extracted with regard to UW operations from the initial 
stage of Operation Enduring Freedom. 

In chapter 9, Colonel Horn comments on the evolution of operations 
from the Cold War to the current contemporary operating environment. 
Specifically, he examines the major theoretical constructs that framed 
operations during this time period and still have relevance in the cur-
rent security environment. In addition, the chapter outlines a number of 
leadership lessons for preparing leaders for the contemporary operating 
environment, specifically within the context of the Canadian counterin-
surgency engagement in Afghanistan. 

The tenth chapter, written by Dr. Christopher Spearin, takes an asym-
metric approach to the book's theme of insurgency. In this chapter the 
author discusses the use of private military corporations (PMC) to replace 
SOF in the conduct of operations in insurgencies and other operational 
areas in today's complex security environment. As the "Long War" drags on 
and the militaries of all participating nations are stressed to meet the recur-
ring requirement of troops to task, particularly in specialized areas such 
as SOF where numbers are small, force generation long, and missions in 
overabundance, Spearin notes that the default to PMCs is natural. However, 
he also warns that there is a paradox, or perhaps more accurately a vicious 
cirde. The more popular and successful the PMCs, the more SOF organ-
izations are bled dry as scarce, highly trained operators quit the military 
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to accept more lucrative contracts with PMCs that are retained to fill the 
positions SOF have just vacated. 

In the final chapter, Colonel J. Paul de B. Taillon, Ph.D., discusses the 
importance of coalition operations in the Long War, namely the inter-
national efforts against terrorism and the global insurgency. He specif-
ically focuses on coalition SOF and their effectiveness and importance 
to winning this struggle. Taillon examines the attributes, skill sets, and 
characteristics that make SOF the force of choice in the current secur-
ity environment. He also provides a strong case for why coalition SOF 
are critical to American counterinsurgency efforts and he underlines 
this thesis by specifically highlighting coalition SOF operations in both 
Afghanistan and Iraq. 
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MAO ZEDONG 
AND THE PEOPLE'S WAR 

Tony B alas evicius 

INCREASINGLY, CANADA'S MILITARY IS being called upon to deploy into 
complex operational environments where it must deal with highly 

adaptive adversaries seeking to destabilize society through a variety of 
asymmetric means. In articulating this new paradigm, the Canadian 
Army's Land Operations 2021: Adaptive Dispersed Operations has iden-
tified a future security environment in which "the likelihood of large 
force-on-force exchanges will be eclipsed by irregular warfare carried out 
by highly adaptive, technologically enabled adversaries ... intent less on 
defeating armed forces than eroding an adversary's will to fight."  Assum-
ing this vision of the future battlespace is correct, the Canadian Army has 
a responsibility to understand its dynamics and complexities. To do so it 
must first define the concept of irregular warfare, understand its genesis 
and then identify the foundations on which its success depends. Only 
then can an effective strategy be developed to counter the threat. 

The idea of irregular warfare, referred to within the framework 
of the army's notion of the future security environment, is little more 
than a modern adaptation of the classic insurgency strategy developed 
and refined by Mao Zedong. In the most basic terms, Mao's insurgency, 
commonly referred to as the People's War, can be viewed as an uprising 
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against an established form of authority such as a government or occu-
pying force.' 

Historically, insurgencies have been successful because they have 
evolved to meet the specific conditions of their environment and cir-
cumstances. 3  Mao's contribution to this process was to integrate political, 
social, and economic elements into what had been essentially a military 
activity. Moreover, Mao was able to solidify and refine his core ideas 
regarding insurgency during a period of almost continuous conflict 
between 1927 and 1949, where he fought wars against the Kuomintang, 
China's Nationalist Party and the Japanese. 4  

In order to better understand Mao's success with regard to insur-
gency this chapter will explore the theory of the People's War. To do 
this it is necessary to look at the different components that make up 
the theory and how each has been integrated into the overall construct. 
However, before this can be done, it is prudent to examine Mao's key 
ideas on the topic of war and conflict. 

Mao's thinking on warfare developed over time and from a variety 
of sources. In fact, his early research into the subject included a number 
of the great Western commanders such as Napoleon and military theor-
ists like Clausewitz, Jomini, and Sun Tzu. However, Mao derived much 
of his influence about the conduct of war from practical experience.' 
In fact, his ability to develop a simple theatrical concept and constantly 
adjust it to meet the requirements of a particular situation became the 
hallmark of Mao's approach to the development of the People's War. 6  In 
this respect, the basic concept behind the doctrine was simple — it was 
all about gaining and maintaining the support of the population while 
slowly wearing away the will of the enemy through a series of terrorist 
attacks and military actions. 

The genesis of this idea derived from Mao's realization that the meth-
ods of revolution that had proven successful in Russia were not working 
in China. He correctly reasoned that this was because the Kuomintang 
(Nationalist) army had the means to crush the uprisings long before it 
could reach the needed momentum to achieve success. As a result, Mao 
concluded that a new course of action was needed if the Communist 
Party of China (CPC) was to overthrow the established authority.' 

Thus, in seeking to adjust the idea of revolution to the specific con-
ditions within China, Mao's influence became enmeshed with the very 
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essence of the People's War. Unlike Marxist-Leninist theory, where the 
urban proletariat was seen as the main source of revolution, Mao recog-
nized that the peasantry in the countryside must be the instrument of 
change. Moreover, unlike other political ideologues, Mao believed that 
military strategy had to be directly connected to the economic and pol-
itical ideology it was seeking to establish. However, Mao's greatest influ-
ence on the development of modern insurgency lays in his innovative 
solution for overcoming his position of weakness.' Mao understood that 
he did not have the matériel resources to defeat the Nationalist govern-
ment so he redefined the rules for political and military success. 

In redefining these rules Mao "argued that there was a broader set 
of resources available on which to build power — the most important 
of them being the will of man."' Mao reasoned that victory could be 
attained as long as the struggle remained within the parameters of what 
the "human will" was capable of achieving. In this respect, Mao was able 
to shift the centre of gravity from possessing military capability to con-
trolling the people. Major William L. Cogley, the former chief of Asian 
Studies at the U.S. Air Force Special Operations School, explains, "Fail-
ure to recognize, or refusal to accept, [this] different nature of armed 
struggle ... has been the major stumbling block for those attempting to 
counter it."° 

MOBILIZATION 

Within this new construct, the key to success was the development of the 
human potential. This was done through a process of 'political mobil-
ization. As Mao explained, "To wish for victory and yet neglect political 
mobilization is like wishing to 'go south by driving the chariot north,' 
and the result would inevitably be to forfeit victory."" To mobilize the 
masses, Mao needed to first gain their support. To this end, he prom-
ised the peasants a number of reforms with the centrepiece being land 
redistribution. He wrote, "to bring the people on side prominence must 
be given to land reform; only through it could the ample support of the 
peasants be achieved, only through land reform could mass organiza-
tions be built, recruits be found, and leadership talent reared up from 
the masses." 2  In essence, political mobilization within the context of the 
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People's War became a process devoted to winning over and then prepar-
ing the people for conflict. 

Western literature has often referred to this idea as winning the 
"hearts and minds." However, this phrase is extremely misleading. Within 
the context of the People's War, the idea is really about control and using 
that control to achieve specific goals. As author Edward Rice points out, 
the concept of land reform is little more than a simple but extremely 
innovative motivator for controlling the people. He explains, "They [the 
Communist] would mobilize the peasants of the countryside against the 
status quo authority with such things as the seizure and redistribution of 
the land. They would arm the peasants, who would [then] have to fight 
if they were to protect their gains." To efficiently mobilize the people 
Mao needed some way of harnessing the process. The only organization 
big enough for such a task was the army. 

Mao concluded that the army would need to have two roles, fight-
ing and party work. As he stated: "We have an army for fighting as well 
as an army for labour.... they do a dual job, warfare and production."4  
Mao believed that this dual function could only be achieved by close co-
operation between the party, the soldiers, and the people. To attain this 
unity Mao carried out a number of important and novel reforms within 
his military force. 

First, he reduced the basic fighting formation from a division into 
smaller regimental-sized units for better control. He then established 
a party cadre in every organization starting at the company level. This 
cadre was commanded by a political commissar, who was responsible 
for looking after the party's interest, and providing political instruc-
tion. Mao believed the political department within the military was the 

"lifeline of all work as it would control the political indoctrination pro-
cess of both the soldiers and the people." Party control over the army 
was further strengthened when Mao designated the political officer and 
military leader as co-commanders. 16  The actual exercise of control was 
done through what appeared to be democratic organizations called the 
people's councils. 

These councils were initially established as a forum for administra-
tion and a method of understanding and dealing with local disputes 
and issues. More important, the system also created an opportunity for 
the party to educate the people in such things as reading and writing, 
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understanding the revolution, and the evils of foreign aggression.' 7  How-
ever, over time, the councils evolved and developed a much darker side 
to them. 

Mao found that the councils were an ideal method of monitoring 
the "proper development" of the people. They could also be used by the 
party to manipulate public opinion. As Han Suyin, an authority on Mao 
writes, "the most powerful educational method consisted of the confer-
ence — debate." This is where, "All rank disappeared [and] soldiers had 
full rights to free speech." During the conference "not only were battles 
and campaigns discussed, but the individual conduct of any commander 
or fighter could also be criticized."I 8  This public criticism allowed CPC 
officials to manipulate the downfall or rise of specific individuals. 

Under this new system the councils became the platform by which 
the party's cadres would do their work but they would only succeed if 
the people trusted the army and the party. To ensure this trust developed, 
Mao imposed a regime of harsh discipline on his troops and cadres. He 
put into practice a simple but effective code known as "Three Rules and 
the Eight Remarks." These were: 

Rules: 
All actions are subject to command, 
Do not steal from the people, and 
Be neither selfish nor unjust. 

Remarks: 
Replace the door when you leave the house. 
Roll up the bedding on which you have slept. 
Be courteous. 
Be honest in your transactions. 
Return what you borrow. 
Replace what you break. 
Do not bathe in the presence of women. 
Do not, without authority, search those you arrest.' 9  

As these types of behaviours were unusual for military forces dur-
ing the period as they tended to work on the theory "to the victor go the 
spoils," it is not surprising that the implementation of the "Three Rules 
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and Eight Remarks" quicldy won over the peasants. As the bond of 
trust developed, Mao took every opportunity to encourage the people 
to believe that the Red Army was their army, one that was devoted to 
their interests. 20  

Although the councils and the army were important for control, 
Mao also used a number of other less intrusive techniques to achieve the 
same effect. These included providing firm and fair governance, build-
ing confidence by developing sound social policies, and creating a solid 
propaganda campaign. 21  In fact, propaganda was embedded into the 
very idea of the People's War through a program of indoctrination. As 
Mao explained, indoctrination was a two-part process, "First, it means 
telling the army and the people about the political aim of the war." Mao 
believed that it was necessary for everyone to understand why the war 
was being fought and how it concerned them. For example, during the 
Second Sino-Japanese War the political aim was "to drive out Japanese 
imperialism and build a new China of freedom and equality."22  Mao 
realized that before an effective anti-Japanese backlash could be created 
everyone had to understand the aim of the war. Second, he thought that 
it was not enough merely to explain the aim but that "the steps and poli-
cies for its attainment must also be given." " 

Practically, the process of indoctrination was achieved through "word 
of mouth, by leaflets and bulletins, by newspapers, books and pamphlets, 
through plays and films, through schools, and through the mass organiza-
tions." Mao stressed, "Our job is not to recite our political programme to 
the people, for nobody will listen to such recitations; we must link the pol-
itical mobilization for the war with developments in the war and with the 
life of the soldiers and the people, and make it a continuous movement." 
On this point he emphasized, "This is a matter of immense importance 
on which our victory in the war primarily depends."24  

THE STRATEGIC FRAMEWORK OF THE PEOPLE'S WAR 

To provide a strategic framework for his fight against the established 
authority Mao laid out the fundamental steps that were necessary to 
achieve victory. These included: 
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a. Arousing and organizing the people; 
b. Achieving internal unification politically; 
c. Establishing bases; 
d. Equipping forces; 
e. Recovering national strength; 
f. Destroying enemy's national strength; and 
g. Regaining lost territories." 

The resource limitations within the CPC would not allow these 
objectives to be accomplished simultaneously; therefore, Mao proposed 
to achieve them in three phases. 

Mao described the first phase as the strategic defensive in which the 
insurgents were on the defensive. He emphasized that during this phase 
the insurgency should not become involved in direct military action with 
the enemy, but it should harass it by engaging in such things as espionage, 
terrorist attacks, and/or civil unrest." Mao stated: "Phase I is devoted to 
the organization of an underground resistance movement for the purpose 
of spreading propaganda and eliciting support for the movement." He 
highlighted the fact that "the purpose of this support is to lay the ground 
work to overthrow the existing authority." Whether or not that was the 
current government or, as in the case of the Japanese, an occupying power 
was irrelevant. 27  

The second phase was viewed by Mao as the strategic stalemate stage. 
At this point the enemy still retained the upper hand but both sides had 
reached some state of equilibrium. Mao explained that this period was 
characterized by small-scale combat operations. Activities during this stage 
included terrorism and guerrilla warfare." Once the insurgent forces had 
obtained local superiority, the insurgency could then proceed to the third 
phase, which Mao referred to as the strategic counteroffensive. This last stage 
was characterized by extensive large-scale mobile operations that were car-
ried out with the view of completing the final destruction of the enemy." 

MILITARY OBJECTIVES AND THE PEOPLE'S WAR 

The strategic objective of the People's War was to reverse the power rela- 
tionship within China. This was achieved at the operational level by 
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wearing down the Nationalist's strength, while the CPC attempted to 
build up its own through sustained efforts at mobilizing support from 
the population." Achievement of these operational objectives meant Mao 
needed to establish and maintain certain tactical conditions throughout 
his campaign. As a minimum he had to have "a cause to fight for, support 
from the local populace, bases, mobility, supplies, and information."" 

These conditions allowed Mao to meet the operational objective of 
building strength through mobilizing support. This in turn, provided 
the foundation for achieving his other operational imperative — creat-
ing a base of operations. He realized that before he could move the insur-
gency forward, he needed a place where he could establish the necessary 
tactical conditions. For him, this place was in the mountainous areas in 
Jiangxi where he set up his first base in 1927." 

THE INSURGENCY BASE 

During the insurgency, the concept of a base became Mao's political, eco-
nomic, and military hub. It was used to provide protection for his forces, 
house his supplies, and serve as a platform from which he could expand 
his power. To be effective, in determining the placement of the base(s) one 
had to consider a number of factors such as the geographical conditions 
in the area, the enemy's situation, the population, the ability to develop 
political power and mass and the party organization in the area." Most 
important, each base had to be strong enough to withstand large-scale 
attacks without having to draw on the resources of other bases. 34  Once the 
primary base had been established Mao sought to use it as a springboard 
for expansion into the surrounding regions. 

This method of expansion is often referred to, by Western analysts, 
as the "Oil Spot Strategy." This is a tactic used by both insurgent and 
counterinsurgent forces, because it recognizes that neither side has suf-
ficient resources to secure the entire country during the initial stages of 
an insurgency. As a result, each side attempts to consolidate the areas that 
will protect their core support as they attempt to increase their author-
ity outward from their bases." In Mao's case, once the primary base was 
firmly established this growth could begin with the conduct of military 
operations that were focused on expansion. 
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With regard to military operations, Mao believed that the "object of 
war is simply to preserve oneself and to annihilate the enemy. To annihi-
late the enemy means to disarm him or to deprive him of the power of 
resistance, and not to annihilate him completely in a physical sense."" In 
general, military operations of the People's War were based on Mao's "Ten 
Principles of War" or what he referred to as his directives. These were: 

1. Attack isolated enemy forces first attack strong 
enemy forces later; 

2. Take towns and rural areas first, take big cities later; 
3. Wiping out the enemy's strength is the main object-

ive, not seizing territory; 
4. Only attack enemy forces that can be completely 

overcome; 
5. Fight no battle you are not sure of winning; 
6. Have courage in battle and no fear of sacrifice or 

fatigue; 
7. Attack the enemy when he is on the move; 
8. In cities, seize all weakly defended battlements; wait 

before attacking strong enemy lines; 
9. Use captured arms and personnel to reinforce; and 
10. Rest, train and consolidate in short intervals. The 

enemy should be permitted scant breathing space. 3' 

Over time these directives were distilled into a slogan, which became 
known as the famous four: 

When the enemy advances, we retreat. When the enemy 
halts and encamps, we trouble them. When the enemy 
seeks to avoid battle, we attack. And, when the enemy 
retreats, we pursue." 

Initially, Mao's small army did not have the numerical or matériel 
resources to take on the Nationalist forces directly. To overcome this prob-
lem Mao created a flexible, multi-tiered force structure that was based 
on regulars (the Red Army) and irregulars (guerrillas). These forces were 
trained to carry out different types of warfare based on the quality of the 
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soldiers and equipment that was available. In the end, they practised guer-
rilla, mobile, and positional warfare." 

GUERRILLA WARFARE 

Guerrilla warfare was a form of combat where small groups of irregulars 
used mobile tactics that were primarily based on ambushes and raids to 
attack larger less mobile forces. Guerrillas often attempted to draw larger 
enemy units into unsuitable terrain to minimize their superior firepower 
and then used the ground, and the elements of surprise and mobility, to 
attack their vulnerable points. Mao viewed guerrilla warfare as the war 
of the local population. He suggested, "Because guerrilla warfare derives 
from the masses and is supported by them, it can neither exist nor flour-
ish if it separates itself from their sympathies and co-operation." 4° 

Mao appreciated the guerrilla's ability to wear down the enemy and 
accepted the value of guerrilla units in providing local security, acting 
as scouts or watchers, and gathering intelligence. However, within the 
construct of the People's War, the main operational roles of guerrilla 
units were confined to deterrent and harassment missions. Mao stated: 

"In concrete terms, and especially concerning military operations, when 
we talk of the people in the base area as a factor, we mean that we have 
an armed people. That is the main reason why the enemy is afraid to 
approach our base area." 4 ' 

This attitude stemmed from the realization that despite their bene-
fits guerrillas could not achieve decisive results on the battlefield. Mao 
asserted, "Guerrilla warfare does not bring as quick results or as great 
renown as regular warfare, but a long road tests a horse's strength and a 
long task proves a man's heart, and in the course of this long and cruel 
war guerrilla warfare will demonstrate its immense power." 42  That 
being said, Mao did integrate guerrilla warfare into the overall con-
cept of the People's War because he understood that the main advan-
tage of guerrilla warfare was that it could be carried out by the people 
with very little training or equipment. However, to compensate for this 
weakness guerrillas were expected to be "cunning" in their operations. 
In this regard, Mao noted that the essential requirements for successful 
guerrilla operations included the "retention of the initiative, alertness; 
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carefully planned tactical attacks in a war of strategical defense, tac-
tical speed in a war strategically protracted." 43  As a result, he suggested 
that guerrilla strategy "must be based primarily on alertness, mobility, 
and attack." 44  

Mao recognized the importance of forming guerrilla units as early as 
possible. Ideally this process would start during the initial stages of the 
political mobilization process. 45  To this end he suggested that such units 
could develop in the following ways: 

a. From the masses of the people; 
b. From regular army units temporarily detailed for 

the purpose; 
c. From regular army units permanently detailed for 

the purpose; 
d. From the combination of a regular army unit and a 

unit recruited from the people; 
e. From the local militia; 
f. From deserters from the ranks of the enemy; and 
g. From former bandits and bandit groups.... In the 

present hostilities, no doubt, all these sources will 
be employed.46  

Mao understood that creating guerrilla units was one matter, but 
having them carry out effective operations was something quite differ-
ent. He realized that success with poorly trained and equipped peasants 
would be based on the quality of leadership that could be developed at 
the grassroots level. 

In this respect, Mao believed that "since each guerrilla group fights 
in a protracted war, its officers must be brave and positive men whose 
entire loyalty is dedicated to the cause of emancipation of the people." 47 

 He pointed out, "An officer should have the following qualities: great pow-
ers of endurance so that in spite of any hardship he sets an example to 
his men and be a model for them; he must be able to mix easily with the 
people; his spirit and that of the men must be one in strengthening the 
policy of resistance." More important, "If he wishes to gain victories, he 
must study tactics." Mao insisted, "A guerrilla group with officers of this 
caliber would be unbeatable."48 
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Despite the emphasis on leadership, cunning, and detailed planning, the 
fact remained that successful guerrilla operations depended on two critical 
factors. First, they needed the full support of the population and, second, 
they needed to have intimate knowledge of the terrain they were fighting 
on. When Mao began to expand his base these advantages were no longer 
available to the guerrilla." As a result, guerrilla units always remained a 
local resource, but they did have what Mao referred to as strategic potential. 

Mao pointed out that "the strategic role of guerrilla warfare is twofold, 
to support regular warfare and to transform itself into regular warfare." 
He stressed, "Considering the unprecedented extent and duration of guer-
rilla warfare in China's War of Resistance, it is all the more important not 
to underestimate its strategic role."" In the end, the limited employability 
of the guerrilla had to be overcome. This was done with the Red Army, 
and, although it could be used to carry out guerrilla warfare when neces-
sary, its primary military focus was on mobile and positional warfare. 51  

MOBILE WARFARE 

Mao viewed mobile warfare as the conduct of operations by large forces 
operating as self-contained organizations. Interestingly, the key charac-
teristic of these operations was the absence of fixed battle lines or any type 
of established front line. As a result, the Red Army's "lines of operation" 
were usually determined by the direction in which it was moving. Mao 
believed that in a revolutionary war, there could be no set battle lines, 
which he pointed out had also been the case in the Soviet Union following 
the 1917 Russian Revolution." 

Mao broke mobile warfare down into a series of distinct operations. 
These included active and passive defence, preparations for combating 
"encirclement and suppression" campaigns, strategic retreat, and stra-
tegic counteroffensive." Mao acknowledged that such operations could 
create the conditions for victory but in and of themselves they could not 
achieve what he referred to as the reality of victory. He believed that "to 
bring about victory or defeat, a decisive battle between the two armies 
was necessary." 54  Mao held that the result of all mobile operations was the 
complete destruction of large enemy forces through a "war of annihila-
tion," or what Mao viewed as the decisive battle. 
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In order to achieve decisive battle, Mao realized that mobile warfare 
must be based on quick decisions using offensives that operated on exter-
ior lines within the framework of a strategy along interior lines." Mao 
believed that to be successful such operations had to employ forces that 
could operate over an extended and fluid front. He stressed, "To achieve 
success, the Chinese troops must conduct their warfare with a high degree 
of mobility on extensive battlefields, making swift advances and with-
drawals, swift concentrations and dispersals."" Although these concepts 
may appear familiar to Western soldiers, it is important to note that Mao's 
ideas about mobile warfare diverge from the "Western way of war" in 
many respects. 

These differences are especially relevant in regard to Mao's emphasis 
on time and space. In Western military thinking, the purpose of man-
oeuvre is to capture and hold ground; however, as Mao had no interest in 
holding territory outside his base area, space and time became weapons 
rather than goals. 57  The idea was to use space to manoeuvre the enemy 
into a favourable position and then attack. In this respect, the principles 
of mobile warfare were similar to those of guerrilla operations. From a 
practical perspective, operational manoeuvre was not always possible, 
especially for a force that spent much of its time on the strategic defensive. 
This meant that the CPC forces would have to transition into what Mao 
termed positional warfare. 

POSITIONAL WARFARE 

Mao viewed positional warfare as a war of fixed lines similar in concept 
to the European "way of war" during the First World War. In general, he 
was not particularly fond of this type of fighting. He believed that if one 
concentrated forces on a narrow front for a war of attrition, then one 
would be throwing away the advantages of geography and economy of 
organization." However, while Mao's thinking stayed away from pos-
itional warfare, he did not abandon the idea completely." 

He recognized that these operations were important to defending 
key points or positions. Moreover, they would become prevalent dur-
ing the end of the third stage of insurgency where his forces would have 
to attack the cities and other strong points of the established authority. 
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Mao referred to this inevitability when he stated: "In this third stage pos-
itional warfare will undoubtedly play a greater role, for then the enemy 
will be holding fast to his positions, and we shall not be able to recover 
our lost territory unless we launch powerful positional attacks in support 
of mobile warfare." 6° It was for this reason that the concept remained an 
important part of the People's War. 

Although the theory of the People's War sounds straightforward — 
much like all doctrine — its execution is far less so. For example, in real-
ity the progress of the Chinese insurgency was extremely uneven. This 
was especially the case during the strategic counteroffensive (the third 
stage) when the unevenness of progress throughout the vast Chinese 
territory resulted in the third stage occurring in some areas, while the 
second or even first stage was happening in others. To overcome this 
problem, Mao used the flexibility that was inherent in his eclectic force 
structure and his operational methodology to optimize capabilities for 
each circumstance» 

COMPOUND WARFARE 

This operational flexibility and how it was used by Mao is particularly 
important to understanding the underlying military success of the People's 
War. Mao believed that regular and irregular units were complementary. 
He stressed, "Considering the revolutionary war as a whole, the operations 
of the people's guerrillas and those of the main forces of the Red Army 
complement each other like a man's right and left arm, and if we had only 
the main forces of the Red Army without the people's guerrillas, we would 
be like a warrior with only one arm."62  In fact, Mao often grouped his guer-
rilla units with his mobile forces creating a synergistic effect. This phenom-
enon of using conventional and irregular forces against an enemy has been 
defined within the Western military context as compound warfare. 63  

Within the construct of the People's War, guerrilla forces gave 
important advantages to Mao's mobile forces. These included developing 
intelligence information while suppressing intelligence gathering by the 
Nationalists. Guerrillas also provided supplies and quick passage through 
their territory, while denying this ability to their enemy." On the other 
hand, Mao's mobile regular forces also provided certain advantages to 
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the guerrillas. For example, they often pressured the Nationalists to with-
draw or forced them into, or out of, areas where the guerrillas were oper-
ating, creating conditions for greater freedom of action. 65  

From a historical perspective, the synergy derived by combining 
regular and irregular operations makes compound warfare especially 
effective for smaller forces particularly when they are operating over 
large areas or in difficult terrain. In this respect, Mao had both of these 
advantages and used compound warfare as a combat multiplier to sig-
nificantly enhance the overall flexibility and effectiveness of his forces. 66  

CONCLUDING REMARKS 

In looking at the evolution of the People's War there can be little ques-
tion that the success of Mao's concepts rested on gaining the support of, 
and then mobilizing, the people. This support was garnered with critical 
social reforms that were focused on giving the people what they wanted 
and then making them fight for what they had been given. Mao was then 
able to channel this potential into the conduct of military operations that 
benefitted from an innovative and flexible force structure. In the end, this 
combination proved to be extremely resilient. 

It was this resiliency that has allowed the doctrine to become a model 
that can be adapted to the specific circumstances of the user. For example, 
few insurgencies have the luxury of starting a conflict with an army of 
any kind, which means they must rely solely on guerrilla-based forces 
that will eventually transform themselves into larger mobile armies. Such 
an evolution can be seen with Hezbollah's fight against the Israelis. 67  In 
this respect, Mao's ideas on insurgencies have withstood the test of time. 

However, despite its success, the concepts of People's War have not res- 
onated within the Western military establishment that often seeks a quick 
fix solution to every problem. Key to understanding Mao's concept of 
the People's War is the realization that its complex nature belies any type 
of quick fix. Victory for either side can only be achieved by gaining and 
maintaining control of the people and this is a long and difficult process. 

In attempting to find a solution to the problem one must follow 
Mao's lead. The established authority must provide the people with a 
simple but innovative motivator that has general appeal. However, it 
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must be something that the people are willing to defend. Once this has 
been accomplished the people must be armed and organized so they can 
fight to protect their gains. This will give them the incentive and the 
means they need to defend their area and, more important, it will pro-
vide the means of extending the counterinsurgency's control. 

Western literature has called this the fight for the villages, which is an 
accurate way of describing the conflict. With this formula the established 
authority can eliminate the support insurgents receive from the local 
populace, as well as their bases and mobility, and, consequently, their 
supplies and information. That being said, in the end, even the simplest 
of theoretical solutions are difficult to execute. For this reason the ques-
tion for counterinsurgency forces is always what price are they willing to 
pay for security? 
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THE END OF ASYMMETRY: 

Force Disparity and the Aims of War 

Peter H. Denton 

ASYMMETRY IS A CONCEPT commonly and mistakenly used to char-
acterize twenty-first century warfare, yet it is as old in human terms 

as conflict itself and is clearly not unique to the contemporary defence 
environment. Like the biblical story of David and Goliath, ideally, com-
bat has always been asymmetrical; opposing forces tend to fight on equal 
terms only if battle cannot be avoided. 

"Symmetry" and "asymmetry" are opposite ends of a spectrum that 
assumes a common measure between comparable things. Whatever the 
measure used, something is more or less symmetrical or asymmetrical 
only when it is compared to something else. When the comparison is 
between apples and screwdrivers, or between oranges and circuit boards, 
however, there is little value in using asymmetry to describe their relation. 
Similarly, such comparative analyses of twenty-first century combatants 
are not fruitful. Thus, to better understand current and potential armed 
conflict, the term asymmetry must be replaced with the systems concept 
of force disparity. 

Force disparity is an absolute disjunction between the forces available 
to the belligerent groups. It does not reflect just a difference in degree; 
it also highlights differences in kind. Force disparity in the context of 
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twenty-first century warfare recognizes that the militaries of the com-
batants may be so utterly different in nature and in their equipment that 
nothing useful or meaningful is to be gained through a comparison of 
the two sides. Either the military forces are incommensurable — what 
value is there in comparing Hellfire missiles to pointed sticks? — or the 
disparity is so absolute that the two sides will never be fielding forces that 
are even remotely comparable in numbers, equipment, or training. 

Force disparity alone is merely a descriptive term, stating what should 
be obvious to even the most casual observer. What is not so obvious, and 
what presents serious challenges for global peace in the twenty-first cen-
tury, are the system implications of force disparity. Force disparity entails 
a non-linear method of combat on both sides for the accomplishment 
of war aims and emphasizes how in a systems environment individual 
actions can be leveraged to create disproportionate effects. 

FORCE DISPARITY AND THE AIMS OF WAR 

War aims are related to the means by which they can be achieved. In a 
conflict between two powers that can field an equivalent military force, 
war aims are likely to be complementary. One country may wish to 
acquire territory, another, to defend it. What makes the available forces 
comparable renders the war aims complementary. Even when there is a 
preponderance of force on one side (the inevitable asymmetries of com-
bat), as long as there are comparable forces, war aims are complementary. 

Force disparity in twenty-first century warfare, however, creates two 
distinct phases of conflict in which the overall war aims of both sides 
change significantly between phases. In the primary phase, the war aims 
of the dominant force are apt to be immediate, clear, straightforward, 
and territorial (in a classic or traditional sense of warfare). For the realiz-
ation of these war aims, the direct application of military force to specific 
objectives is required, and success is easily measured by how quickly 
these objectives are attained while minimizing friendly casualties and 
maximizing those of the enemy. 

Once these primary aims are accomplished, the war aims in the sec-
ondary phase concentrate on maintenance, systems change and disengage-
ment. Maintenance involves maintaining force disparity and, therefore, 
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force security in a post-combat situation. Systems change involves changing, 
replacing or rebuilding the political, economic, and social systems affected 
by primary phase conflict. Disengagement obviously is the result of these 
operations, in that the intention of the primary phase force members is to 
do their jobs and go home as quickly as possible. However, in the second-
ary phase of conflict, the dominant force will have fewer opportunities 
for the direct application of overwhelming force and the benchmarks for 
evaluating success (such as the war aims themselves) are necessarily more 
ambiguous than in the primary phase. 

If we then turn to the war aims of the inferior side in a situation of 
force disparity, the war aims are not complementary with those of the 
dominant force in either conflict phase. In the primary phase of conflict, 
conceding immediate and inevitable defeat, the war aim of the inferior 
side is to survive hostile contact with maximum military capacity still 
intact so that it can position itself for the secondary phase. 

The secondary phase war aims of the inferior side depend on engage-
ment and escalation, unlike those of the dominant side which lean toward 
stability and disengagement. The inferior side wants to deliver direct and 
focused violent activity that is clear in terms of short-term objectives. 
Conflict involves the local application of force intended to leverage sys-
tem effects dangerous to the dominant force. The absence of clear long-
term goals in the secondary phase for the inferior side has no effect on the 
identification and prosecution of local targets. 

For the inferior side, whether the conflict is religious in motivation — 
or political, economic, or psychological — the "Cause" is used to discount 
the significance of casualties regardless of their rate. Moreover, the failure 
to achieve an end to hostilities is not something that alone undermines 
the will to fight of the opposition. Indeed, if the immediate secondary 
phase war aim is simply to hurt the invader, then (given the opportunities 
to lash out presented by multiple targets) every day can be judged a suc-
cess. Force disparity creates a situation in which the inferior side cannot 
lose — when the dominant side inflicts casualties, it is to be expected; 
when the inferior side inflicts casualties, it is a victory for the rebels. 

Although this is not a new phenomenon — after all, it could easily be 
described as classic guerrilla warfare — in the context of global economic, 
political, and social systems, and thanks to the immediacy of electronic 
communications, local actions are undertaken primarily to leverage a 
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variety of effects at a distance from the combat zone. Such immediate sec-
ondary phase war aims, understood in terms of complex and interrelated 
systems, allow for the choice and use of leveraged weaponry — like box 
cutters on passenger jets — that have system effects far out of proportion 
to their initial impact. 

FORCE DISPARITY AND THE WEAPONS OF WAR 

The system effects of force disparity in twenty-first century warfare 
require a reconsideration of the weapons of war and the dimensions of 
the battlespace. The conundrum posed by force disparity is that superior 
firepower may be the means of tactical victory, while guaranteeing long-
term strategic defeat. To this point in history, the side with the technical 
advantage — whether the larger guns, longer pikes, faster chariots, better 
ships, or more skilled sailors — has tended to be victorious. Today, this 
relationship between victory and technical advantage is no longer the case. 

Not only have the parameters of victory changed in both present 
and potential conflicts within global culture, but without a considera-
tion of the "softer side" of contemporary warfare, defeat may result from 
an inability to manage the system of conflict, especially if there is a fun-
damental force disparity in play. However spectacular the successes in 
the primary phase of conflict, defeat in the secondary phase (especially 
when the secondary phase war aims of the dominant force are ambigu-
ous) results, not from a shortage of force, but from its misapplication. 

The misperception that superior firepower wins wars as well as bat-
tles is a consequence of a larger misperception common in Western cul-
ture that technology is "primarily about widgets." A different conclusion 
emerges from an understanding of technology as instrumental know-
ledge, meaning knowledge used to a purpose. It is actually the know-
ledge, and the use to which the knowledge is put, that are of primary 
importance, not the tool itself. For instance, in the absence of certain 
widgets, the same goals can be accomplished by other means. 

The realization that subtleties rather than firepower win secondary 
phase conflicts changes the potential means by which war aims may be 
achieved, and even what war aims can be realized. This is not merely 
a case of pr'eferring "spin doctors" to A-10 close support aircraft. The 
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global economy presents a multitude of examples of how the manipu-
lation of non-physical entities can lead to concrete consequences. 
Investor confidence, consumer behaviour, and public opinion are all 

‘`unreal," but changes in these things lead to real social, political, and 
economic consequences. 

For example, the psychology of all combatants is increasingly sig-
nificant because warfare in the post-modern age inevitably involves 
whole populations and the leveraging of effects translates a local defeat 
or victory into something that affects a much larger group of people. For 
example, suicide bombings are not intended to inflict damage or casual-
ties in the first instance — unless used for directed assassination — but 
to leverage their effects in a global political context. The primary force 
multiplier is the message sent to a larger public that is not so much at 
risk from the physical threat of future attacks as from the psychological 
implications of their future possibility. 

Were there to be an absolute ban on reporting about either the event 
or, particularly, those claiming responsibility, then, although their fre-
quency might not be reduced, the leveraged effects would at least be 
minimized, if not eliminated. Arguably, the reason these attacks are 
most frequently aimed at democratic societies is self-evident given the 
apparent influence that public opinion and a free press has on decision-
making by government or other entities. 

The dominant side must use the system effects of force disparity to 
leverage positive effects in order to prevail in the secondary phase of 
conflict. Providing the inferior side with some tangible reasons for hope 
of a better future tempers the less rational dimensions of their second-
ary phase war aims and permits the construction of some means of real-
izing that hoped-for future. Building schools, digging wells, repairing 
roads and bridges, is more than humanitarian aid, which is how the 
work is portrayed; it is also a pragmatic extension of the dominant side's 
combat superiority. 

If improved living conditions soften the resolve of the inferior side, 
then, to stay in the fight in secondary phase warfare, it must, paradox-
ically, deny such things to its own population under the guise of resisting 
the enemy. This tactic, in the longer term will, of course, inevitably 
undermine the opposition's popular support. 
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SYSTEM EFFECTS OF FORCE DISPARITY 

Force disparity must be recognized as a dominant dimension of conflict 
in the post–Cold War period. The successful resolution of conflict in the 
twenty-first century requires a response that is much more sophisticated 
than will result from merely buying new and more advanced primary 
phase military hardware. In fact, by investing scarce resources this way, 
the dominant side denies itself funds for other initiatives that could be 
used to resolve secondary phase conflict or prevent local conflicts from 
being leveraged into larger ones. 

Technological enhancement of weapons systems, while it allows for 
the exciting prospects of casualty-free conflict for the dominant side, is 
anything but cheap, and it creates the modern equivalent of the knight 
in expensive technological shining armour. Given the increasing rapid-
ity of change in technological systems, the current knight will maintain 
superiority only for as long as it takes a much weaker opponent to find 
the chinks in his armour. While the traditional view would encourage 
the advent of the longbow or the gunpowder weapon as the reason for 
the demise of the mounted knight, "slipping his horse a mickey" would 
have accomplished the same result. 

Further, such technological enhancement does not improve the cir-
cumstances of the dominant force in the primary phase of combat. In a 
situation of force disparity, the dominant side was going to win anyway 

— a few more gadgets, a few less casualties, makes little difference outside 
the confines of a video game perception of combat in which the goal is 
a higher score. If the dominant side cannot continue its advantage into 
the secondary phase of conflict, then none of the gadgetry is of real value, 
and the resources expended on developing that gadgetry might have 
been put to better use at both tactical and strategic levels. 

The tactical and strategic implications of force disparity therefore 
require a focus not on one's strengths, but on one's weaknesses. They 
require an emphasis on exploring the vulnerabilities of whole systems, 
not narrowly defined battlespace systems, to identify what the assaults 
might resemble that would leverage or multiply the initial hit into some-
thing more deadly. 

The tactical and strategic implications of force disparity require 
an emphasis not on primary combat systems — which are already 



The End of Asymmetry / 49 

overwhelming — but on secondary combat systems, to deal with the 
ambiguities of the secondary phases of conflict. There is a critical dis-
tinction between primary phase warfare, intended to obtain direct results, 
and secondary phase warfare, where the intention of the conflict is to 
leverage indirect effects in terms of the social, cultural, political, or eco-
nomic systems involved. 

In a situation of force disparity, the primary phase of combat is likely 
to be short. There is no obvious limit, however, to the length of the sec-
ondary phase, which (combined with the ambiguity of the war aims of 
the dominant force) leads to the troubling prospect of perpetual attri-
tion. Consequently, force disparity must be factored into assessments of 
war aims, both one's own and those of an enemy. Setting unachievable 
or unrealistic goals makes victory in secondary phase conflict impossible. 
The inability to respond effectively in,the secondary phase of conflict can 
either lead to perpetual conflict or to Goliath's humiliation and defeat. 

To avoid this quagmire, one must understand the nature and implica-
tions of force disparity in complex systems and recognize the multivalent 
character of conflict scenarios in global culture. It is ironic that the creation 
of force disparity renders more powerful weapons systems less important 
to the final outcome of warfare in the twenty-first century than ever before. 
Instead, global peace and security depends on the successful resolution of 
secondary phase conflict using "weapons" not traditionally seen to be part 
of the spectrum of military operations. Given that the traditional battle-
field has been replaced by the much less distinct "battlespace," we need to 
realize that the conditions for secondary phase conflict are established on 
both sides before the first shot is ever fired. 

The ongoing decline of foreign aid as a percentage of gross national 
product among Western nations is therefore a much more dangerous 
indicator of global instability than an increase in military expenditures. 
Rather than spending more resources to widen the unbridgeable dis-
parity between forces engaged in primary phase warfare, we should 
be using those resources to leverage system effects in areas where — 
should war break out — the secondary phase might prove to be the 
most dangerous in the long term. The realization that foreign aid serves 
security as well as humanitarian interests makes it possible to build a 
social coalition working toward a common end, even if for very differ-
ent reasons. 
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Social justice issues have traditionally been associated with pacifist 
positions and sidelined by the military objectives of taking or defending 
territory. In a global culture such as we now enjoy, however, ensuring 
people have food, shelter, education, employment, and a sense of per-
sonal security has necessarily become part of the war aims of the domin-
ant culture, both at home and in whatever theatre a conflict breaks out. 

Accordingly, in a world where the disparity between rich and poor 
countries continues to increase, the provision of genuine aid can become a 
means of reducing the possibilities of conflict, before it occurs, and mini-
mizing the leveraged effects of secondary phase conflict when it does occur. 
Social and economic issues are therefore critical elements of battlespace 
operations before primary phase combat begins and become even more 
critical during the secondary phase. The linkage between these issues and 
military operations already exists. What is needed is a unified doctrine 
that establishes the explicit intention to leverage positive social and eco-
nomic effects by whatever means, military or otherwise, are required. 

Such a statement, of course, can be construed as twenty-first century 
imperialism, the intention that accompanied European military, eco-
nomic, and religious expansion in earlier times. When force disparity 
leads the dominant side into conflict for its own sake, or for the sake of its 
own citizens, this kind of criticism is merited. One would hope, however, 
that our developing global culture might eventually reflect the humani-
tarian concerns upon which the United Nations was founded and that 
force disparity might instead be used to leverage justice, peace, and hope. 

FORCE DISPARITY AND THE FUTURE OF CANADIAN FORCES ABROAD 

The existing force disparity between Western and other militaries suggests a 
possible niche for the Canadian Forces in its deployment to future conflict 
zones abroad and a possible unified focus for Canadian defence and foreign 
policy in effectively managing and resolving secondary phase conflict: 

The CF will never have the money, personnel, or equipment to 
engage effectively in large-scale primary phase combat operations. We 
therefore should not even attempt such a structuring of the future CF for 
primary phase conflicts either on our own or in terms of interoperabil-
ity with other militaries. We should make this decision part of a public 
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linkage between Canadian defence and foreign policy that is intended to 
leverage the maximum humanitarian benefit in secondary phase conflict. 

The CF should restructure its future operations, equipment pro-
curement, and recruiting around task force units able to be deployed in 
secondary phase conflicts, in which the combat capability (ground, air, 
and sea) is focused on force protection of CF deployments. By establish-
ing such doctrine first, we would have the grounds on which to decide 
what new technology is required and to lobby more effectively in both 
political and public spheres for the necessary resources. 

The CF should commit itself to providing medical treatment; infra-
structure development; and peacekeeping support to enable affected popu-
lations to recover rapidly from the loss of existing community systems as a 
result of primary phase conflict, natural disaster, or civil war. 

The CF should therefore develop the capacity to mobilize rapidly, 
deploy, and sustain task forces comprised, as required, of a field hospital, 
combat engineers, and a peacekeeping force. Having the CF independ-
ently capable of all aspects of deployment, supply, and maintenance while 
in the field, including the protection of its deployed forces, would mini-
mize interoperability issues. 

There is a role for a small number of elite "high-tech" troops to engage 
in domestic counterterrorist operations or targeted strikes abroad. These 
troops would need to be prepared for immediate domestic deployment, 
rapid deployment overseas, and the ability to self-sustain short-term 
independent operations in the field. 

Such an intentional focus on secondary phase conflict operations 
gain support from a larger segment of the Canadian population, while 
guiding defence expenditures in a specific direction at manageable and 
sustainable levels. Adopting such a policy for the CF abroad would also 
enable the identification and efficient delivery of directed aid from both 
government and non-governmental sources to affected populations. 

A focus on secondary phase conflict operations could help resolve 
the existing dichotomy between peacemaking and peacekeeping in CF 
policy. It would also be in keeping with the role Canada has accepted for 
decades in support of United Nations initiatives for humanitarian inter-
vention and the resolution of conflict around the world. 

Asymmetry and its attendant ideas about high-technology warfare, 
however exciting or alarming, should not be used to guide Canadian 
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defence policy into the twenty-first century. A more realistic, pragmatic, 
and fiscally responsible approach for Canada emerges from the systems 
implications of force disparity. 



3 

INTELLIGENCE 
AND ITS APPLICATION TO 

IRREGULAR WARFARE 

Tony Balaseyicius and Bernd Horn 

IN THE IN THE AFTERMATH of the 11 September 2001 (9/11) terrorist 
attack on the World Trade Center towers in New York, Western mil- 

itary forces have been increasingly called upon to deploy into complex 
operational environments where they must deal with highly adaptive 
adversaries seeking to destabilize society through a variety of irregu-
lar or asymmetric means. With regard to insurgencies, Steven Metz, a 
renowned strategic analyst and research professor, argues that "rather 
than being discrete, conflicts between insurgents and an established 
regime are nested in complex, multidimensional clashes having political, 
social, cultural, and economic components." He goes on to assert, "In 
an even broader sense, contemporary insurgencies flow from systemic 
failures in the political, economic, and social realms. They arise not only 
from the failure or weakness of the state, but from more general flaws in 
cultural, social, and economic systems."  

In this respect, insurgencies, whether regionally based or globally 
focused, are a battle between the disenchanted and the ruling entity. The 
struggle is normally focused on influencing the population. Since 9/11, 
the current international security environment has become what can 
arguably be defined as a global insurgency. Within this paradigm the 
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West has been tested against a full range of sophisticated and complex 
threats and conflicts. Accordingly, Western countries have developed a 
myriad of capabilities to respond to what is being increasingly referred 
to in official military cycles as irregular warfare. 

In short, "irregular warfare is a violent struggle among state and non-
state actors for legitimacy and influence over the relevant population(s). 
Irregular warfare favors asymmetric approaches, through which it may 
employ a full range of capacities, in order to erode an adversary's power, 
influence, and will."' From an adversary's perspective, activities within 
the construct of irregular warfare can include everything from terrorism 
(e.g., suicide bombings; attacks on symbolic, economic, or political infra-
structure; attacks on populations; and assassinations) to all out combat 
operations within the context of insurgencies such as those occurring in 
Iraq and Afghanistan. 

Although the character of irregular warfare (e.g., extremist Islamic 
global insurgency, Iraq and Afghanistan) has changed in terms of the 
participants and tactics used, it is important to realize that it has not 
changed in its basic premise. In this respect, irregular warfare is still cen-
tred on a struggle to influence the people. As a result, the key to suc-
cessfully countering irregular warfare will be the astute development of 
intelligence combined with the effective application of military force. In 
fact, many analysts believe that intelligence-driven operations are the 
only way for security forces to be successful when fighting insurgents 
that have sought refuge among the civilian population. In simplest terms 
intelligence is critical to success in irregular warfare operations. 

Since an insurgency is the crucible from which other activities within 
the irregular warfare construct will eventually derive, the basic structure 
of an insurgency must be examined to understand the role intelligence 
can play. At the heart of any insurgency, as is the case with the current 
insurgencies that are raging, one will find the manifestation of conflict that 
started as a local grievance and over time evolved to take on a larger con-
text. For example, according to an American strategic assessment, trans-
national networked organizations, many involved in the various insurgen-
cies that are now being waged, have emerged from localized movements 
and evolved into major threats to the world order.' The assessment 
warns, "These organizations are also becoming increasingly sophisticated, 
well-connected, and well-armed. As they better integrate global media 
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sophistication, lethal weaponry, potentially greater cultural awareness and 
intelligence, they will pose a considerably greater threat than at present."' 

Although the many insurgencies underway today have become 
extremely sophisticated and far-reaching in their influence, they are still 
largely viewed as uprisings against an established form of authority such 
as a government or occupying military force.' In this respect, they are 
still seen in the traditional framework of an insurgency, which is defined 
as a "struggle between a non-ruling group and the ruling authorities in 
which the non-ruling group consciously uses political resources (e.g., 
organizational expertise, propaganda and demonstrations) and violence 
to destroy, reformulate, or sustain the basis of legitimacy of one or more 
aspects of politics."' 

Not surprisingly, insurgencies are often the preferred method by 
which the disaffected attack the will and motivation of the status quo 
authority.' This is because the insurgents have an assortment of means at 
their disposal (ranging from civil unrest and terrorism to all-out combat 
operations) to fight the conventional capabilities of the security forces 
whose military capability is almost always substantially greater. Notwith-
standing the means at the disposal of insurgents, attacking the will of an 
enemy is an extremely difficult and time-consuming process.' Thus, to 
achieve any type of success the insurgent must establish and maintain 
certain conditions throughout the campaign. These conditions include 

‘`a cause to fight for, support from the local populace, establishment of 
bases, mobility, supplies and information."' 

Conversely, counterinsurgency/terrorist operations are carried out 
by the established authority and seek to destroy the insurgent through 
the use of political, social, and economic reforms that focus on satisfy-
ing the same grievances the insurgents are attempting to exploit. These 
reforms must be carried out while simultaneously attacking the physical 
entities of the insurgents' military and political apparatus.'° This is no 
easy task. After all, while counterinsurgency forces must deprive the ter-
rorist of the basic operational and tactical conditions needed to sustain 
the insurgency, they must also limit collateral damage on the popula-
tion. Attempting to achieve this balance is extremely difficult. Insurgents 
will try to embed themselves within the very fabric of the communities 
in which they operate so that they can create, nurture, and sustain the 
conditions needed for success. For that reason, any attempt to attack 
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insurgents risks a spill-over of violence that has the potential to cause 
collateral damage (i.e., civilian deaths). 

In the end, winning "hearts and minds," or, more simply, the support 
of the populace, is critical for both the insurgents and the established 
authority as it provides the basis for the long-term sustainment of the 
insurgency or its early demise. Both antagonists need popular support, 
because it is a key enabler in developing the other conditions essential for 
success. It is this battle for the population — for popular support — that 
forms the nexus between the importance of intelligence and success in 
counterinsurgency. It is access to the population that is all important for 
success in counterinsurgency. 

Access provides the source of critical information central to developing 
the intelligence picture or conversely being denied the required informa-
tion. For example, during the Soviet-Afghan conflict in the 1990s, the 
Soviets were unable to achieve any type of surprise over the mujahideen 
because the insurgents controlled the population and were able to obtain 
information about the security forces, while the Soviets could not do 
the same. Not surprisingly, the mujahideen's control of the population 
allowed them to develop an extensive network of observers and mes-
sengers throughout much of the country, which in turn enabled them to 
maintain an almost continuous watch over Soviet movements." 

In the end, the access to, or denial of, information that can be turned 
into intelligence, is all important. Ironically, although intelligence is 
critical to military success, it is a concept that is not well understood by 
many within the profession of arms. This is due in part to the secrecy of 
the process, but is also the result of a false assumption by many military 
practitioners that information is intelligence and, therefore, once you 
have received the information, nothing further is necessary other than 
to act on it. Unfortunately, this mistaken impression could not be farther 
from the truth. 

From a military perspective, intelligence is characterized as the prod-
uct of our knowledge and understanding of the physical environment. 

-According to Canadian Forces Joint Intelligence Doctrine, "this knowledge 
should include weather, demographics, and, most important, the cul-
ture within the area that security forces and other agencies must operate 
within. More specifically, the idea includes the activities, capabilities, and 
intentions of an actual or potential threat."2 
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Within the context of irregular warfare this threat is very complex 
and can take many forms. Criminal elements, underground units, sup-
porters, sympathizers, guerrillas, paramilitary forces, conventional mil-
itary forces, as well as external state and non-state sponsors have all got to 
be considered. These threats, however, only capture a part of the required 
intelligence picture. The physical environment is also an important focal 
point that centres more on the demographics and cultural mosaic of the 
operational area, than on the physical geography of the country." 

The importance of having access to good and timely intelligence and 
a process by which it can be created in a systematic and reliable way can-
not be overstated. This is because the consequences of intelligence failure 
in either not having the relevant information or not having a process to 
synthesize it in a timely manner can be devastating. In February 1973, a 
Libyan Boeing 727 airliner flying in the Sinai desert region had become 
lost in a severe sandstorm while en route from Benghazi to Cairo. The 
Israelis, not having any information on the airliner and fearing it had been 
hijacked and was about to be used for a suicide attack on their capital, 
made the decision to shoot it down with the resultant loss of 106 lives. 14  

Conversely, the same effect occurs when security forces exploit intel-
ligence that is either faulty or incomplete. This was the case in December 
2001, when the bombing of an Afghan wedding party killed 110 of 112 
people. This tragic event occurred when an intelligence source stated 
that the event was a gathering of Al Qaeda terrorists. To the pilots flying 
the mission the large gathering of cars converging on the hamlet seemed 
to bear out the accuracy of the report, and a six-hour assault commenced 
with tragic results. 

Similarly, on 24 January 2002, American special operations forces 
raided a compound in Uruzgan province killing 16 civilians, once again 
based on faulty intelligence. The victims were not Taliban or Al Qaeda. 
In this case, the Pentagon conceded the error." Even so, the effect these 
attacks had on eroding support for the coalition effort in Afghanistan is 
not hard to calculate. 

These various intelligence failures provide a clear picture of what 
can happen when the process is not working. Exploiting poor informa-
tion or not acting on good intelligence can result in the death of many 
innocent people. To prevent, or at least minimize this problem, agencies 
must be able to collect the right information and then turn it into useful 
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intelligence in a timely manner. In an attempt to do this, they focus their 
efforts on two components, organization and process. 

The organizational establishment occurs during the early stages of 
any insurgency when some type of a joint chain of command is estab-
lished that includes members of the host nation (HN) and assisting 
coalition forces. With this joint command comes a need for supporting 
intelligence capabilities that can provide timely, responsive intelligence 
to commanders. 16  Unlike a military or joint civil/military chain of com-
mand, which tends to be hierarchical in nature, intelligence organiza-
tions are by necessity extremely flexible as they are usually constructed 
on the basis of providing intelligence from wherever it is available to 
wherever it is required. As a result, the organizational architecture must 
be both flexible and scalable enough to be quickly linked into a series of 
new and expanding networks. As this process expands agencies will often 
bypass (or skip) various levels of command so that intelligence can reach 
the designated user as quicldy as possible.'' 

This "skip-echelon" system is closely linked to a collaborative parallel 
planning process that ensures information is available on a "pull" rather 
than the "push" principle at the level of command that needs it most. 18  
When dealing with an insurgency or terrorist event, the intelligence archi-
tecture becomes much more complex as it is forced to extend its areas 
of intelligence responsibility (AIR), which it allocates to various levels of 
command (which are often global in scope).' 9  

In addition, the process also begins with specific direction coming 
from requirements that have fallen out of the campaign planning process. 
This direction usually comes in the form of questions that need to be 
answered either by the commander or his staff in the form of the Com-
mander's Critical Information Requirements (CCIRs). Part of the initial 
direction also specifies the authority of each agency to task individual 
collection assets to get the specific information being sought. In some 
cases, it may also issue authority to those responsible for providing the 
intelligence reports. 2 0 

The quality of intelligence reports that are provided is directly linked 
to the value of information that will be given to the analyst. As a result, 
getting the right information early enough is critical to the success of the 
process. Within the AIR, the intelligence community attempts to set up 
a number of networks and it is from these networks that information is 
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harvested!' From an intelligence perspective, this is one of the reasons 
control of the population is so important. Once the populace is under 
close supervision, security forces have the ability to develop networks 
of observers, informers, and messengers that can maintain watch and 
eventually infiltrate the insurgents' organization." 

The actual information needed by analysts to support this effort is 
different from that required for conventional operations. This is because 
the collection effort is focused on identifying and then destroying or at 
least disrupting insurgent groups. As such, collection is aimed at identify-
ing insurgent members, their location, command structures tactics, and 
goals. Information is also collected that can help determine the relation-
ships and interaction between and within the various groups involved in 
the insurgency." 

Although some of the broader information requirements can be 
assembled from public sources, the primary means of gathering day to 
day information within an insurgency is human intelligence (HUMINT). 
According to Seth Jones, a researcher with the RAND Corporation, the 
American experience in Afghanistan illustrates the importance of HUM-
INT in providing actionable intelligence, and the usefulness of civil-
military operations as a means of gathering that information?"' He states, 

"Locals were often so thankful for receiving health care from U.S. military 
forces that they became willing to assist in the fight against insurgents.' 25  
Jones goes on to point out that patients coming into health clinics often 
volunteered information to U.S. forces about enemy activity in the area." 

Jones also provides an excellent example taken from the U.S. Army's 
Training and Doctrine Command, Lessons Learned cell where "a local who 
had come to a U.S. firebase in the Bermel Valley for a shura told U.S. forces 
about foreign fighters laying landmines. U.S. forces followed him to the 
location, dismounted before they reached the suspected mine site, found 
the ambush team, and started an attack. U.S. forces killed or wounded 
the entire enemy mine-laying ambush party, gathered intelligence about 
insurgent techniques, and walked away with no casualties — instead of 
driving into a coordinated IED/rocket-propelled grenade ambush."" 

This example highlights the importance of gathering HUMINT 
through the use of various activities that are normally part of the day-
to-day activities security forces use to maintain control of the popula-
tion. These include such things as the use of security forces, manned 
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observation posts, checkpoints, roadblocks, mounted and dismounted 
patrols, routine searches, as well as ground reconnaissance activities. 
Moreover, security force units can and will be tasked by commanders to 
mount operations specifically designed to obtain information or possi-
bility to give cover to other intelligence-gathering activities." 

Other sources of HUMINT information can include military, para-
military, irregular, and/or auxiliary units from the HN army or security 
apparatus, as well as from direct or indirect questioning of friendly sec-
tions of the civilian population. Sources from HN forces or, specifically, 
from the local individuals are particularly important to coalition forces 
as they provide intimate knowledge of the local demographics and fur-
nish a cultural reference specific to the local situation." 

A lack of a formal local HUMINT capability is extremely difficult 
to develop once hostilities begin especially if coalitions are not willing 
to rely on HN services. Anthony H. Cordesman, an analyst who drafted 
specific intelligence lessons from the Iraq War, states: "During most 
of the counterinsurgency phase of the 'war after the war: the U.S. has 
tried to carry out the mission of developing effective human intelligence 
(HUMINT) on its own, rather than in full partnership with the Iraqis." 
He revealed, "This ignored one of the critical lessons of Vietnam. Rather 
than see the need for effective Iraqi intelligence collection and analy-
sis — and to rely on Iraqis for the lack of area and language skills and 
understanding of local political and tactical conditions — the U.S. tried 
to create a network of informers and local contacts and carry out analy-
sis on its own." Cordesman concluded, "The U.S. simply does not have 
the capability in terms of expertise and access to suddenly improvise a 
largely autonomous HUMINT effort as a substitute for partnership with 
an intelligence organization run by local allies."30  

This criticism is insightful for if networks cannot be developed in 
any significant way, security forces are placed at a disadvantage, and are 
then forced to put much of their emphasis on getting their information 
through technical intelligence. This means the reliance on tools such as 
aerial reconnaissance and radio intercept. Unfortunately, these sources 
often failed to produce usable tactical intelligence in a timely manner. The 
inability of the Soviets to achieve surprise during many of their oper-
ations in the 1980s was the direct result of not having mature networks 
that could provide reliable and timely information. This limitation forced 
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them to place a great deal of emphasis on their technical intelligence 
assets. Moreover, since the ground forces were always short of combat ele-
ments, reconnaissance forces that could have provided some of the badly 
needed human intelligence capability that the Soviets lacked were often 
used in close combat duties.m More recently, during the heavy fighting 
in the Pashmul area of Afghanistan in 2006, Canadian battle group com-
mander Lieutenant-Colonel Ian Hope noted,  "[I]  never had more than 20 
percent of the information, most often not even that much."" 

Regardless of how it is obtained, as the information starts to come 
in it must be processed. The best intelligence results are usually obtained 
from organizations that are "fully integrated and work to a centrally-
agreed collection plan, employing a host of fusion and database man-
agers, analysts, and other intelligence specialists who approach their task 
in a structured, objective, and systematic way."" 

To fuse information in the most efficient manner, intelligence organ-
izations use what is commonly referred to as the intelligence cycle. This 
cycle, commencing with actual direction, includes a number of addi-
tional distinct steps for the collection, processing, and dissemination 
of information» The cycle is viewed as the framework within which 
each of the four operations is carried out and, ideally, each phase is syn-
chronized with the commander's decision-making requirements so that 
actionable intelligence can be produced in a timely manner to influence 
the outcome of a particular operation." 

The cycle used to process the information includes the collating, 
analyzing, integrating, and interpretation of the material. The process-
ing staff for this stage of the cycle includes trained intelligence operators 
who are supported by a number of specialists in the collection disci-
plines. 'Where appropriate, specialists from other arms and services may 
also join the analytical staff. For example, engineer intelligence operators, 
with their specialist knowledge of terrain, explosives, and route construc-
tion, could likely be seconded to the staff. 36  This type of expertise comes 
into play, because insurgents and terrorists are able to adapt their tactics 
quickly, so specialist expertise, analysis, and advice is required to catch 
the evolution, transformation, and changes of enemy tactics as quicldy 
as they occur. For example, Hezbollah perfected the use of explosives in 
well laid-out ambushes; however, it has been the Iraqis that have made 
extensive use of improvised explosive devices (IED) using existing mass 
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stocks of old ammunition. In fact, the Iraqis absorbed the lessons Hez-
bollah learned in their protracted struggle against the Israelis, built on 
their successes, and pioneered the use of mixed threats and methods that 
have proven much more difficult to counter than the more consistent 
type of bombs and target sets security forces were use to dealing with. 37  

Nonetheless, nowhere is the need for specialists more critical than 
when dealing with the subject of IEDs. Quite simply, intelligence staffs 
require the expertise of ammunition technicians. "With their training in 
explosives, firing devices and weapon inspection they are able to develop 
weapons intelligence in conjunction with both the police and forensic 
scientists. This discipline, based on such techniques as weapon match-
ing, will be able to trace weapons to their sources of supply, to rounds 
they have fired, explosives and detonators to their origin and so on."38  
When properly coordinated, the intelligence staff, in conjunction with 
the necessary specialists, can begin to develop a picture of bomb makers, 
facilitators, IED networks, areas of operations, and bomb factories. 

Not all threats are as compartmentalized as IEDs. Other techniques 
that are used by analytical teams in fighting counterinsurgencies include 
social network analysis that attempts to understand the relationships 
between and within various insurgent groups. This area of analysis looks 
at various "pattern recognition techniques to reduce factors contribut-
ing to insurgent violence to a few indicators; or predictive and forecast-
ing techniques to help determine likely sites of future violence."" Game 
theory can also be used to examine the relative strategies of various groups 
with respect to counterinsurgency objectives. 40  Other concepts include 
the use of change detection techniques that review "the effects of changes 
in security force operating patterns on insurgent attack activity." 4 ' 

Insurgents will often carry out specific types of violence such as assas-
sinations, bombings, and kidnappings, and investigations into these types 
of activities are normally carried out by law enforcement organizations. 
If the police are incapable of completing such tasks, however, they may 
have to be carried out by the military.42  In these circumstances emphasis 
is placed on crime scene analysis and military intelligence activities will 
begin to resemble police investigations. 43  An example of this type of mil-
itary civilian amalgamation is the creation of the Combined Explosives 
Exploitation Cell (CEXC) in Iraq and Afghanistan. In sum, all the various 
organizations have been created to "perform police-like investigations of 
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remnants of violent acts — usually the detonation of improvised explo-
sive devices."44  

Critical to the collection and processing cycles is the ability to keep 
track of the huge volumes of information and to allow analysts to access 
it when needed. To achieve this, most intelligence organizations have 
developed and maintain many databases. These databases are designed 
to collate and cross-reference the plethora of small and unconnected 
data into some type of usable material from which the analyst can draw. 
From this assembled information the analyst can provide context and 
produce useful options. Only when this process has been completed and 
intelligence has been generated can it be released so that the necessary 
action can be taken. 

When this system is working properly and security forces have access 
to timely, detailed, tailored, and fused all-source intelligence, operations 
can be undertaken with a good probability of success. Moreover, the suc-
cess can often be stunning. For example, on 9 April 1973, a small team of 
Israeli commandos landed on the Lebanese coast where it met up with 
Mossad agents who drove them into Beirut. The operatives were armed 
with complete intelligence of their targets. They had full details on the 
leader of the Black September movement (who was responsible for the 
Munich massacre in 1972), the chief of operations of the Palestine Lib-
eration Organization (PLO), and the PLO's spokesman in Beirut, as well 
as the apartments and neighbourhood in which they lived. As a result, 
the unit successfully carried out a number of raids against these targets, 
as well as destroying, with the assistance of Israeli paratroopers, PLO 
weapons factories and fuel dumps in the area of Tyre and Sidon." 

In another similar case, on 12 July 1993, the Americans conducted 
a successful raid on the Abdi House in Somali based again on "excellent 
intelligence." The building was identified as a key militia headquarters. 
Furthermore, the commander responsible for planning the raid was given 
details on daily meetings that occurred at the target house — time, place, 
and who was normally present. In addition, intelligence identified the 
Somali leaders who attended as those responsible for planting a mine that 
killed U.S. service personnel, as well as planning and orchestrating all the 
acts of violence against U.S. and U.N. forces up to that point. Importantly, 
the information given also included a five-day window during which a 
strike could be conducted without endangering any innocent civilians 
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who worked or frequented the building. In the end, a potent threat was 
neutralized with minimum collateral damage.46  More recently, from 
2007-08, the Canadian special operations task force (SOTF) operating 
in Kandahar, Afghanistan, fuelled with timely, accurate all-source intelli-
gence, was able to remove an entire generation of Taliban leadership from 
within their area of operations. 

These types of operations were based on detailed intelligence derived 
from information that can only be obtained through the sophisticated 
development and employment of technical collection means, as well as 
the use of intelligence networks based on agents and informers. Signifi-
cantly, the latter, specifically the use of networks based on agents and 
informers, can be used aggressively to undermine the insurgent influ-
ence while destabilizing their cohesiveness and operational effectiveness. 
This is achieved by infiltrating informers and agents into the insurgent's 
organization. An agent is a person specifically recruited and trained to be 
placed into a hostile organization in order to gather information. 47  It is 
important to note that an agent differs from an informant who is "a per-
son who, perhaps uninvited, passes information to an opponent about 
his organization, in other words, an uncontrolled source." 

Historically, the employment of agents has been a specialized intel-
ligence activity, which is often controlled at the highest levels. It is an 
attractive option as nations have found that a relatively small number of 
well-placed and reliable agents can provide critical information usually 
at the pivotal points within the insurgents' command. It is for this reason 
that the Canadian Counterinsurgency Manual concludes, "If agents are 
able to penetrate the top level of the insurgents' command and control 
organization, information may be provided on the development of their 
strategies, the identification of important leaders, the system of liaison 
between the military wing and the insurgent political leadership and the 
methods [they use] of acquiring resources."49  

At lower echelons, informers are useful in providing information 
on, "personalities, tactical plans and weapon caches." The manual rec-
ommends that, "At these levels, if continuity is to be maintained, it is 
important that the agent network expands at a similar rate to that of 
the insurgent movement; otherwise their relative value will diminish."50  

Interestingly, during the Soviet occupation of Afghanistan in the 1980s, 

Soviet intelligence services attempted to disrupt rebel actions by carrying 
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out a number of subversion operations using both Afghan agents and 
informers. 

In attempting to exploit the fragmented nature of the country's popu-
lation, the Soviets were able to persuade some villages to form a truce and 
reject rebel demands for logistic support. Such villages were often found 
near major population centres, and would form their own militia groups 
that protected the village and enforced law and order within the com-
munity." In certain cases, rebel groups were bribed into switching alle-
giances, while tribal chiefs were bribed with land and money to renounce 
support for the mujahideen. These techniques of co-opting the popula-
tion had the effect of creating "a stratum of people in the countryside that 
have a vested political and economic stake in the system and were likely 
to defend it.' 52  The same technique was attempted by the Americans in 
2001 during their campaign to oust the Taliban government after 9/11." 

Interestingly, subversion was particularly successful when used 
to spread conflict and division among the various resistance groups. 
Because Afghan society, and the rebel groups it produced, was inherently 
fragmented and fraught with disunity, the Soviets repeatedly attempted 
to exploit these divisions and turn the groups against each other. 54  
Agents were infiltrated into these rebel organizations, and used to spread 
rumours between various groups to create conflict between bands or to 
discredit specific mujahideen leaders in the eyes of others. One mujahi-
deen leader discussed the effectiveness of these techniques in some areas; 
stating, "the KHAD (Democratic Republic of Afghanistan's secret police) 
agents have rendered mujahedeen groups completely useless by getting 
them to fight among themselves." He added, "Why should the Soviets 
worry about killing Afghans if the Mujahideen do it for them?"" Clearly, 
the ability to undertake such initiatives relies heavily on the intelligence 
(as well as cultural intelligence) to both identify and exploit opportun-
ities as they arise or become known and understood. 

An important resource in exploiting intelligence provided by agents 
and informers are special operations forces. SOF are defined as "organ-
izations containing specially selected personnel that are organized, 
equipped and trained to conduct high-risk, high value special operations 
to achieve military, political, economic, or informational objectives by 
using special and unique operational methodologies in hostile, denied 
or politically sensitive areas to achieve desired tactical, operational and/ 
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or strategic effects in times of peace, conflict or war."" As such, they are 
key players in counterinsurgency activities. 

As noted in the case of the raid on the compound in Uruzgan and 
the successful raid on the Abdi House, a major tactic in achieving effects 
with SOF is through the use of Direct Action missions. These missions 
are designed to capture/kill medium to high value targets that are instru-
mental to the planning and decision making capacity of an insurgent 
network. In essence, by removing these targets (e.g., key leadership, 
facilitators, experts such as bomb makers, financiers, and planners) SOF 

cuts off the "brains and nervous system" of an insurgency. 
By their nature, these operations are intelligence driven. After all, to 

execute surgically precise operations with minimum collateral damage 
requires precise information. In this respect, intelligence provides identi-
ties, networks, locations, facilitators, financiers, rat lines, caches, and sup-
porters. These targets are then carefully prosecuted and when captured 
create additional information that provides further intelligence allowing 
for more targets and better fidelity of targets. In the end, good quality intel-
ligence allows counterinsurgency forces to employ SOF in the application 
of highly specialized techniques to find, prevent, deter, pre-empt or resolve 
insurgent or terrorist plans or incidents by empowering SOF to conduct 
the precision missions with the minimum possibility of collateral damage. 

But, in reality, the fidelity of data or detailed information, while 
critical to the success of SOF operations, is, quite frankly, essential to 
the success of all security force operations. Moreover, it demonstrates 
the relationship that is needed between the intelligence community and 
security forces overall. This assessment is supported by the British experi-
ence. In a "lessons learned" memorandum issued shortly after the initial 
invasion of Iraq, it stated, "The tempo and effects produced by land, sea 
and air operations were directly attributable to the quality, availability 
and timeliness of the intelligence provided, which was significantly and 
critically enhanced by access to US and other coalition sources.' 

However, complete situational awareness within the dynamics of 
an insurgency requires more than just processed information. It also 
demands a comprehensive understanding of all the factors that are at 
work within the area of operations. This includes the political, economic, 
social, cultural, and religious aspects of the environment. Moreover, 
the force commander must put his understanding of who will oppose 
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stabilization efforts and what is motivating them to do so, into some 
type of cultural context." Therefore, knowledge of the cultural dynamic 
is critical for both comprehending the environment that forces are oper-
ating in and putting that information into context. 

As such, cultural intelligence, CQ, becomes another essential part of 
the intelligence/counterinsurgency nexus. CQ is defined as "the ability to 
recognize the shared beliefs, values, attitudes and behaviors of a group 
of people and to apply this knowledge toward a specific goal."" In the 
struggle to control and influence populations, it is critical to understand 
what is important to them; how they think; and their customs, values, 
and norms as this will empower security forces to better engage and win-
over the people. Essentially, CQ, as university professor Dr. Emily Spen-
cer explains it, in the simplest terms, "is the ability to see reality through 
the eyes of others." 6° 

Interestingly, the military application of CQ is not a phenomenon of 
the twenty-first century battlespace. In fact, it has been widely used by 
intrepid warriors operating within the realm of both conventional and 
irregular warfare as early as the Peloponnesian War, in the fifth century 
B.C. In more recent times, CQ has been able to achieve some startling 
military successes with surprisingly few resources. For example, during 
the First World War, Colonel T.E. Lawrence, the infamous Lawrence of 
Arabia," was able to use his understanding of Arab culture and his geo-
graphic knowledge of the Middle East to win the trust of Feisal, the third 
son of Sharif Hussein bin Ali. In so doing, he became a major force in 
organizing and sustaining the Arab revolt against the Turks. 62  In the end, 
the revolt forced the Turkish Army to tie down significant resources that 
could have been much better used elsewhere." 

Although not well understood at the time, clearly the success of this 
endeavour validated the idea that CQ could be used by individuals to 
facilitate relationships that could be leveraged to produce tactical or 
operational victory. Such enlightened CQ is particularly important when 
dealing with modern counterinsurgency operations such as the NATO 
mission in Afghanistan and the American-led coalition in Iraq. Notwith-
standing its vital importance, exhibiting high CQ continues to be a prob-
lem for Western militaries that tend to see the world in a Western-centric 
ideological, cultural, and religious context. For example, according to 
Cordesman, the American intelligence community was not ready for the 
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scope of the task given to them in Iraq. Although he acknowledged that 
"the full depth of the problems the U.S. intelligence community encoun-
tered in trying to staff the Iraq War is highly classified," he suggested that, 

"at the peak of the war, most of the analysts dealing with HUMINT activ-
ity had little or no experience in dealing with Iraq, and many had never 
dealt with the Middle East." 64  

Needless to say, when operating in alien cultures, success in counterin-
surgency will only be achieved through coordinating the efforts of national, 
international, and HN entities who are responsible for providing security, 
as well as economic, political, and social reform in the pursuit of winning 
the hearts and minds of local populations. In these situations, progress is 
often based on understanding the cultural nuances that are at play within 
the target society and ensuring that the actions undertaken will actually 
support local beliefs, customs, and understanding, and will not alienate 
the people government or coalition forces are trying to help. 65  Only when 
the cultural issues nuances are well understood can security operations 
be targeted to achieve specific effects and, ultimately, the desired outcome. 

The CQ component of the intelligence puzzle is vitally important. It 
provides a key enabler in determining the perennial problem in counter-
insurgency — differentiating friend from foe. As noted earlier, insur-
gents will bleed into the population both to ensure cover and gain sup-
port (given freely by the population or acquired through coercion and 
intimidation). Infiltrating the network that is constructed becomes diffi-
cult if not impossible, unless one understands the cultural nexus — par-
ticularly, elements such as tribal/clan affiliations, societal beliefs, norms 
and values, the power relationship, and local decision-making networks. 

This is where the complexity builds. To influence the population and 
succeed at counterinsurgency, it is key to attain information that can 
be distilled into intelligence on the insurgents from the local populace. 
But to do this, one must understand the society in which one is oper-
ating. With this understanding it then becomes important to separate 
insurgents from the local population as quicldy as possible to deny the 
insurgents information and support, while gaining vital information for 
counterinsurgency operations. 

Paradoxically, to achieve this separation of "friend from foe," secur-
ity forces must focus on intelligence-driven operations that require 
information input from populations that may already be infiltrated with 
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insurgents. As Warrant Officer Dominic Chenard explained, "There are 
farmers all around the area, but we don't know what they do or what they 
think. You can't tell the difference between a friendly and unfriendly. The 
guy standing at the side of the road could be holding a pitchfork today, 
then the next time you see him he could be pointing an RPG at you:,66 

As such, the only hope of achieving success is with an extensive know-
ledge of the population and the insurgents. American Major-General 
(Retired) Robert H. Scales Jr. summarized, "an intimate knowledge of the 
enemy's motivation, intent, will, tactical method, and cultural environ-
ment has proven to be far more important for success than the deployment 
of smart bombs, unmanned aircraft, and expansive bandwidth." 67  The rea-
son is simple. It is that knowledge that will allow fissure points between 
the population and insurgents to be recognized, expanded, and exploited. 

From an intelligence perspective, understanding the elements of cul-
ture that are at play within the HN allows security forces to take advantage 
of opportunities. For example, transgressions in value and belief systems 
can be exploited. Moreover, nuances in speech, gestures, and tribal affilia-
tions can provide valuable clues as to the possible location or intentions 
of the belligerents, which can then facilitate the conduct of operations. To 
this end, experience has shown that good interpreters can to do far more 
than just relay verbatim translations to the security forces." 

In fact, seasoned interpreters in Afghanistan are able to explain nuan-
ces that are missed by those with only a basic understanding of the lan-
guage and are able to translate these nuances into more meaningful mes-
sages. As a result, they provide coalition forces with excellent information. 
The message, through the means in which it is expressed (e.g., pauses, 
ambiguities, et cetera), might have less to do with what is being said and 
more to do with how it is being said. 69  In the end, such well-developed 
CQ skills can sometimes help security forces to recognize that there is far 
more to many stories than what mere words are saying. All this adds to 
the information picture that can then be analyzed and distilled to pro-
vide the intelligence necessary to drive targeted operations. 

As critical as intelligence is to counterinsurgency, unfortunately, the 
effectiveness of various intelligence activities during insurgencies or 
counterterrorist operations depends on the ability of different agencies 
with diverse priorities and mandates to work together on a centrally-
agreed collection plan and to focus limited resources to achieve a specific 
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end. Although relatively straightforward in theory, in reality this task is 
far more difficult. In fact, one of the main difficulties to effective intelli-
gence production is the friction caused between competing agencies and 
in many cases different sections within the same agency. 

This inability to work together even when national security is at 
stake was graphically illustrated in the aftermath of the 9/11 terrorist 
attack. Even before the dust had settled, a litany of accusations and rev-
elations began to seep out. For example, by mid-2001 many of those 
in the know — intelligence, law enforcement, bureaucrats in a dozen 
countries — were aware and worried that a major terrorist strike was 
imminent." By the summer of 2001, intelligence services were picking 
up enough chatter about a terrorist attack to prompt the U.S. Depart-
ment of Defense to put its troops on full alert as early as 22 June. In 
addition, the department ordered six ships from the Fifth Fleet based 
in Bahrain to steam out to sea to avoid any possible attacks on them. 71  
By early July, Ben Bonk, deputy director of the CIXs Counterterrorism 
Center, provided evidence that Al Qaeda was planning "something spec-
tacular." The evidence was supposedly gripping. 72  

Interestingly, the first warning of a possible attack came from Phoe-
nix, Arizona, on 10 July, when Ken Williams, an experienced international 
terrorism agent wrote a memorandum detailing his suspicions about 
some suspected Islamic radicals who had been taking flying lessons in 
Arizona. More captivatingly, Williams actually proposed an investigation 
to see if Al Qaeda was using flight schools nationwide. He submitted his 
report to headquarters and two other field offices, including New York 
City. It died in all three locations. 73  

A second warning arrived five weeks later on 13 August, when Zaca-
rias Moussaoui, a Frenchman of Moroccan ancestry arrived at the Pan 
Am International Flight Academy in Minnesota for simulator training 
on a Boeing 747. He wanted to learn how to fly a Boeing 747 in four 
or five days, which raised suspicions, so one of the school's instruct-
ors contacted the FBI. Moussaoui was detained the next day. The next 
two weeks were spent trying to persuade headquarters to allow the field 
agents authority to search Moussaoui's computer.' 

FBI whistle-blower Coleen Rowley revealed that agents at the Min-
neapolis field office became so frustrated with the inaction of their higher 
chain of command in regard to their investigation into Moussaoui, the 
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alleged twentieth hijacker, that they attempted to bypass their bosses and 
alerted the CIA's Counterterrorism Center. They were subsequently chas-
tised by the FBI hierarchy for going outside channels. Rowley revealed 
that the resistance to their warnings and pleas for warrants was so great 
that agents in her office joked that some FBI officials "had to be spies 
or moles ... who were actually working for Osama bin Laden." In fact, 
one agent speculated in his notes that Moussaoui "may be planning to fly 
something into the World Trade Center."" 

In a parallel development, another of the terrorists, Khalid al-Midhar, 
was identified well in advance. In January 2000 a group of Al Qaeda 
operatives met in Kuala Lumpur, Malaysia, to plot the attack on the USS 
Cole. The meeting was caught on tape by Malaysian authorities and it 
was turned over to the CIA. During the summer of 2001, the CIA identi-
fied one of the attendees as al-Midhar, a Saudi whom intelligence officials 
thought entered the United States shortly after the Malaysian meeting and 
left six months later. The CIA put his name on a terrorist watch list and 
eventually handed it over to the Immigration and Naturalization Service, 
but by then he had already slipped back into the United States. Within the 
next few days the CIA notified the FBI who started a frantic manhunt but 
with no success. On 11 September authorities believe  he  flew American 
Airlines Flight 77 into the Pentagon." 

Even with these types of graphic failures, getting different agencies 
with diverse priorities and mandates to work together in an effort to 
reduce the friction and open up the flow of information between agen-
cies is a difficult task. The key to establishing a free flow of information 
and intelligence within a counterinsurgency environment is to centrally 
coordinate all intelligence staffs, starting with the creation of a single dir-
ector of intelligence and then establishing a similar authority at each lower 
level of command. That being said, actual coordination would still be car-
ried out by forming intelligence committees that would coordinate the 
collection, processing, and dissemination of information and intelligence. 

In this situation, each committee would owe allegiance to the 
next higher level, which would be responsible for the effectiveness and 
coordination of the intelligence efforts of those below it. To improve 
coordination among agencies, each agency would become part of the 
committees and each committee would meet regularly to exchange 
and discuss both information and intelligence. The idea is to have the 
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organization and process contribute to developing the necessary work-
ing relationship between the various agencies." 

The main issue is whether or not an intelligence committee is or can 
be actually established that encompasses all the players within the HN. 
After all, the greatest concern is infiltration by insurgents, particularly in 
alien cultures and societies where tribal/clan ties are all pervasive. In fact, 
the coalition in Afghanistan struggles with this now, as spectacular Tali-
ban attacks are often followed by evidence of active complicity by senior 
Afghan government and/or security force officials. In addition, classified 
Afghan Army codes and frequencies were recently found on the body of 
a dead insurgent, once again showing the level of infiltration. 

The counterintelligence (CI) challenge aside, the need for intelli-
gence fusion that includes all players is vital. When this scale of coordin-
ation cannot occur, the normal focus for daily intelligence coordination 
becomes the all-source intelligence centre (ASIC) or, if a joint operation 
is being planned, as is increasingly the case, the joint ASIC (JASIC). The 
ASIC contains the entirety of the intelligence staff, which will include 
the necessary fusion and analysis personnel needed to conduct the trans-
formation of raw information to processed intelligence. However, key to 
breaking down the barriers of information and intelligence stovepipes 
is having representatives from the various agencies working together in 
one organization or area." 

A good example of this type of arrangement working effectively began 
in the 1980s, when the CIA Counterterrorism Center, which was designed 
in 1986 as a means to get FBI and CIA agents working side by side, was 
established. Between 1989 and 2002, it broke up at least three planned 
attacks by the Hezbollah terror group outside of the Middle East." It con-
tinues to function effectively today and is a group worth emulating. 81  

Although the character of modern irregular warfare, particularly 
insurgency, has changed somewhat in terms of its conduct, it has not 
altered its basic premise. In this respect, it is still very much a struggle to 
influence the people and the key to success in this conflict is the neces-
sary detailed intelligence to drive target-specific, precise operations. 

In the end, accurate intelligence will aid tremendously in the conven-
tional fight. It will enhance force protection by assisting in the identifica-
tion of enemy activity whether planned ambushes, attacks on convoys 
or forward operating bases, or the laying of IEDs. The information can 
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save lives and provide the necessary details for prosecuting operations 
to capture or kill insurgents. In addition, intelligence can increase the 
security for the population by indicating where the enemy is; where the 
enemy will be/is massing, and as such, will be able to prompt the neces-
sary security force reaction. This in turn will keep the enemy off bal-
ance, separate it from the population, and deny it sanctuary and staging 
bases. In addition, accurate intelligence will allow for the determination 
of ingress routes, rat lines, and support bases and once again provide tar-
gets for security forces to eliminate. In summary, accurate timely intel-
ligence enables the counterinsurgency forces to provide the stable secure 
environment needed to allow political, social, and economic reform to 
transpire. In today's complex environment it is the key to success. 
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'unified commands: looking to the agencies to acquire the technological systems, 
train the people, and execute the operations planned by the national intelligence 
centers." Whether this type of a situation could be duplicated in a coalition where 
not everyone is treated equally is difficult to predict. That being said, intelligence is 
critical to success in modern operations and must therefore become responsive to 
the user not the organization producing the product. Gregory F. Treverton, The Next 
Steps in Reshaping Intelligence (Santa Monica, CA: RAND Corp, 2005), viii. 
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"THE PEOPLE PUZZLE": 

The Importance of Cultural Intelligence 
to Counterinsurgency 

Emily Spencer 

"It's all cultural in the end." 

— Lieutenant-Colonel Ian Hope, 
Commanding Officer Canadian Battle Group 

(Task Force Orion)' 

AN AMERICAN VETERAN OF several foreign interventions Once observed 
of the U.S. military, "What we need is cultural intelligence." He con- 

tinued, "What I [as a soldier] need to understand is how these societies 
function. What makes them tick? Who makes the decisions? What is it 
about their society that is so remarkably different in their values, in the 
way they think compared to my values and the way I think?"' More 
recently, Brigadier-General David Fraser, the former commander of the 
International Security Assistance Force (ISAF) Multinational Brigade Sec-
tor South in Kandahar, Afghanistan, admitted, "I underestimated one fac-
tor — culture." He then elaborated, "I was looking at the wrong map — I 
needed to look at the tribal (-Map not the geographic map. The tribal map 
is over 2,000 years old. Wherever we go in the world we must take into 
account culture. Culture will affect what we do. This is the most important 
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map [i.e., tribal] there is." Fraser lamented, "I did not take that in up front. 
Not all enemy reported was actually Taliban — identification of enemy 
forces was often culturally driven."' 

Specifically, in counterinsurgency warfare the seminal battle is pri-
marily about influencing the population to support the governing author-
ity and deny support and information to the insurgents. To have any hope 
of influencing the masses and, especially, winning their "hearts and minds," 
it is vitally important to understand them and their culture. Failure to 
understand their beliefs, values, and attitudes and how they see the world 
is tantamount to mission failure. Sorting out the "people puzzle" is critical 
to success. As such, cultural intelligence (CQ) 4  — or the ability to rec-
ognize the shared beliefs, values, attitudes, and behaviours of a group of 
people and, most important, to apply this knowledge toward a specific 
goal — is a, if not the, key mission enabler in counterinsurgency. 

THE IMPORTANCE OF CQ TO COUNTERINSURGENCY 

The non-linear and asymmetric approach of the contemporary defence 
environment, particularly with respect to insurgencies and counterin-
surgencies, demands that soldiers act as warriors and technicians as well 
as scholars and diplomats. Kinetic solutions are no longer the panacea 
of warfare. Rather, individuals need to see "reality" through the eyes of 
another culture, specifically the one with which they are interacting. 
They need to adapt their own attitudes and behaviours so they can better 
influence their target audience and achieve their specific aims. Cultural 
knowledge contributes to this end, while an understanding of CQ and, 
in particular, the four CQ domain paradigm, provides the template for 
how to use this cultural knowledge to attain desired objectives.' 

The conflicts in Afghanistan and Iraq underscore the importance of 
exhibiting high CQ in counterinsurgency campaigns. For example, in his 
retirement speech, U.S. Army General P. J. Schoomaker reminded his audi-
ence, "We must never forget that war is fought in the human dimension."' 
Similarly, Lieutenant-Colonel Ian Hope, a combat-tested Canadian battle 
group commander in Afghanistan remarked, "In combat, the power of 
personality, intellect and intuition, determination and trust, outweigh the 
power of technology, and everything else."' Moreover, the Marine Corps 
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SmallWars Manual warned, "Human reactions cannot be reduced to exact 
science, but there are certain principles that should guide our conduct." It 
went on to caution, "Psychological errors may be committed which antag-
onize the population of a country occupied and all the foreign sympathiz-
ers; mistakes may have the most far reaching effect and it may require a 
long period to re-establish confidence, respect, and order."' 

Additionally, a common theme that surfaces in accounts by soldiers 
serving in con flict zones is the need for a deeper understanding of host 
nation peoples. "The pitfalls presented by a different culture and an ill-
defined, poorly functioning (or non-existent) local judicial, administra-
tive, and political systems are enormous," Major P.M. Zeman of the United 
States Marine Corps noted.' U.S. Army Major-General (Retired) Robert 
H. Scales Jr. echoed these sentiments while describing the vital "cultural" 
phase of the war where "intimate knowledge of the enemy's motivation, 
intent, will, tactical method, and cultural environment has proved to be 
far more important for success than the deployment of smart bombs, 
unmanned aircraft, and expansive bandwidth." 1 ° American Naval Reserv-
ist, Lorenzo Puertas, also aptly noted, "Every war is a war of persuasion.... 
we must destroy the enemy's will to fight." He continued, "Persuasion 
always is culturally sensitive. You cannot persuade someone if you do not 
understand his language, motivations, fears, and desires."" 

Indeed, American General Anthony Zinni described the turbulent 
and chaotic environment modern military personnel would face on 
operations. He stated: "The situations you're going to be faced with go 
far beyond what you're trained for in a very narrow military sense. They 
become cultural issues; issues of traumatized populations' welfare, food, 
shelter; issues of government; issues of cultural, ethnic, religious prob-
lems; historic issues; economic issues that you have to deal with that aren't 
part of the METT-T [mission, enemy, troops, terrain and weather — time 
available] process necessarily. And the rigid military thinking can get you 
in trouble. What you need to know isn't what our intel [ligence] apparatus 
is geared to collect for you and to analyze and to present to you."I 2  

After all, in this global age of media, decisions by soldiers in remote 
areas can have far-reaching consequences for home and host populations. 
Puertas illustrated this point by describing the potential consequences of 
one corporal and his decisions after being fired on in an alley in Iraq. 

"Without cultural training, his reaction will be a product of his personal 
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experiences and beliefs," Puertas asserted. He added, "He might have cul-
tural misunderstandings that lead to serious errors in judgement. He 
might fail in his mission — and he might find himself despised by one 
poor neighborhood, or by a billion horrified TV viewers." Puertas cau-
tioned, "Cultural knowledge of the battlespace should not be left to on-
the-job training." Indeed, it has been noted that, "In the constant cross 
cultural exchange a simple mistake could become an obscenity without 
the 'guilty' party even being aware of the error." 14  

As Lieutenant-General Andrew Leslie, a former deputy commander 
of the ISAF revealed, "Individuals were sent home [from Afghanistan]. 
Immaturity and the inability to actually think outside the box made them 
ineffective." He continued, "What they tried to do was bring their usually 
limited experience from somewhere else and apply it the same way that 
it had been done somewhere else and that didn't work." Leslie explained, 

"each mission has got its own unique drivers, cultural conditions, local 
nuances, relationships with your other allies or other combatants." More-
over, he emphasized that the Afghan problem needed an Afghan solution. ' 5  

The fact of the matter is, in the current security environment, every-
one down to the lowest ranking individual requires cultural intelligence. 
In the CNN era of 24/7 instantaneous news coverage that beams events 
as they happen into the living rooms of audiences around the world, the 
careless act of a single soldier can have strategic ramifications. With regard 
to the concept of the "strategic corporal," Canadian Colonel Bernd Horn 
observed, "The perception of the media, as well as that of defence analysts, 
right or wrong, for better or for worse, is critical." He explained, "They 
[the media] set the terms of the public debate. What they report becomes 
the basis of societal perception; it influences and forms the public's atti-
tudes and beliefs. Repeated often enough or pervasively enough, percep-
tion becomes reality." Thus, Horn concluded that militaries "must always 
be attentive and responsive to the perceptions of others." 16  Therefore, in 
the bitterly contested counterinsurgency fight, which is almost always in 
the glare of international media, everyone who participates must be cul-
turally savvy to ensure they do not purposefully or inadvertently offend 
or alienate audiences whether at home, abroad, or in the operational area. 

Despite the obvious need for cultural knowledge and an understand-
ing of how best to apply this knowledge to advance the mission, there a 
gap in training and application of these skills among military personnel. 
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As Major-General Scales pointed out, the U.S. military has a big gap in 
cultural intelligence. It is not just a matter of getting more linguists, he 
explained. Rather, and more important, there is a need to get your point 
across — including intent — and in order to do this cultural apprecia-
tion is paramount.' 7  

To help fill this gap in knowledge, one must first understand what 
culture is, and appreciate how the concept of cultural intelligence came 
into being. Then, one needs a useful template on which to hang cultur-
ally specific knowledge so that it may be used to fulfill military objectives. 

UNDERSTANDING CULTURE 

CQ is a concept that hinges on the idea of culture, thus to appreciate CQ 
one must first understand culture. The issue of culture itself is fraught 
with academic debate. Yet, to fully understand CQ one must find a way 
through this academic quagmire. 

The literature is replete with descriptions of what culture is. It is a 
concept that anthropologists and other academics have long analyzed 
and debated, yet there remains no dear consensus as to its definition. As 
author Ralph Peters noted, "We need to struggle against our American 
tendency to focus on hardware and bean counting to attack the more dif-
ficult and subtle problems posed by human behaviour and regional hist-
ory." 8  Indeed, the U.S. Department of Defense has identified that "culture 
will remain a source of friction and potential conflict among societies. The 
future operational environment must accommodate a significant trend in 
the growing significance of cultures and sub-cultures. Fed by globalization, 
regionalization, and information age capabilities, new groups are discov-
ering (and sometimes rediscovering) a shared culture. This trend compli-
cates our ability to define, understand, and influence future operational 
environment."' 9  Notably, these challenges are not restricted to Americans. 

The most important thing to understand about culture is its sheer 
complexity. As Lieutenant-Colonel Ian Hope states in the epigraph at 
the beginning of this report, "It's all cultural in the end." Moreover, our 
understandings of culture are limited by our understandings of the 
world and are thus susceptible to the fallacies of ethnocentrisms. None-
theless, we need to map the minefield as effectively as possible. 
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When applying CQ as a force multiplier, the focus is on shaping the 
behaviours of the people in each of the four CQ domains — national, 
international, host nation, and enemy. Human behaviours are shaped 
by many things, including immediate situational factors. At their core, 
however lie basic beliefs, values, and attitudes about the way the world is. 
Without suggesting that beliefs, values, and attitudes are the only things 
that shape behaviour at a group level, appreciating some fundamental 
group attitudes that are comprised of belief-value pairings, provides 
insight into how certain groups of people "tick." This understanding 
helps to predict behaviours and shows fault lines that can be targeted to 
shift them. Notably, cultural change is slow and generally greatly resisted. 

Culture refers to a set of common beliefs and values within a group 
of people that, combined, transform into attitudes that are expressed as 
behaviours." (See Figure 1) Culture helps to create individual and group 
identity. Group identity, or culture, is formed when individuals who 
share common attitudes and behaviours identify with each other. Indi-
viduals may enter into the group already having bought into the shared 
attitudes and behaviours, or the group may instigate this commonality. 
Cultural values, beliefs and attitudes are generally long lasting and resist-
ant to change. They are passed down through generations and are often 
unconscious in nature. 

BELIEF + VALUE —> ATTITUDE —> BEHAVIOUR 

FIGURE 1: The Relationships Between Beliefs, Values, Attitudes, 
and Behaviours. 21  

Beliefs represent perceived "facts" about the world (and beyond) that 
do not require evaluation or proof of their correctness." For example, 
Pagans believe in many gods, Christians believe in one God, and Mus-
lims believe in Allah. None of these competing religious "beliefs" has been 
unequivocally proven correct. Some beliefs may even continue to be held 
within a group of people in spite of refuting "facts." This can lead to attri-
bution errors in which a cause and effect relationship is misconceived 
because of the rigidity of a certain belief. For instance, if you believed 
without question that technology improves quality of life, then, as tech-
nology advanced, you would either take it for granted that quality of life 
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was also on the rise, or, faced with blatant evidence to the contrary, you 
would assume that it was not technology that caused this decline. Despite 
the limitations that certain beliefs place on an individual or group's ability 
to fully evaluate their surroundings, common beliefs remain at the core 
of cultural identity. For example, the vast majority of Afghans and Iraqis 
believe their religious and tribal leaders with regard to the motives of 
Westerners in their land. As American military strategist Edward Luttwak 
explained, "The alternative would be to believe what for them is entirely 
unbelievable: that foreigners are unselfishly expending blood and treas-
ure to help them. They themselves would never invade a foreign coun-
try except to plunder it, the way Iraq invaded Kuwait, thus having made 
Saddam Hussein genuinely popular for a time when troops brought back 
their loot. As many opinion polls and countless incidents demonstrate, 
the Americans and their allies are widely considered to be the worst of 
invaders, who came to rob Muslim Iraqis not only of their territory and 
oil but also of their religion and even family honor."" 

Associated with beliefs, values place a moral and/or pragmatic weight 
on beliefs» For instance, Christians do not simply believe in God, they 
use this belief to build an understanding of what is important in life. In 
this sense, "Christian values," provide a moral shorthand for determining 

"right" from "wrong." From a pragmatic perspective, if you believe that 
university education enables individuals to earn more over the course of a 
lifetime, and economic advancement is something that you deem import-
ant, then you will attach a high worth, or "value" to university education. 

The relationships between beliefs and values are complex and dynamic. 
Values are generally attached to beliefs, yet adhering to certain values can 
also strengthen beliefs or create new ones. Paradoxically, individuals and 
groups can simultaneously have competing beliefs and values. Often, the 
weight attached to a certain belief will determine the course of action. For 
example, a moderate pacifist may at once be against all forms of violence 
and also believe strongly in self-preservation and the right to self-defence. 
In a situation in which the alternatives are shoot or be shot, this pacifist 
might choose to kill his/her attacker. In the same situation, someone with 
strong pacifist beliefs may rather be shot than go against his/her beliefs. 
Thus, what may appear as irrational to some may be completely sane and 
logical to others based on their beliefs and values. This is a particularly 
important point to recall when dealing with foreign cultures. 
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In combination, beliefs and values create attitudes. Attitudes reflect a 
consistent emotional response to a belief-value pair." To change an atti-
tude, either the belief or its associated value must be altered. To return 
to a previous example, if you believe that university education increases 
lifetime earnings and you value economic incentives, then you will have 
a positive attitude toward higher education. For your attitude toward 
higher education to change, either you must no longer believe that 
education leads to higher earnings, or the value that you place on eco-
nomic incentives must be altered. Notably, many belief-value pairs may 
combine to form, strengthen or weaken an attitude. To continue with 
the university education example, besides higher earnings, you might 
also believe that a university education allows for more career flexibility, 
something that you consider to be important to quality of life. Your posi-
tive attitude toward higher education would thus be strengthened. 

It is important to see attitudes as distinct from a combination of beliefs 
and values because once formed they may not be easily broken down into 
their component parts, and it is attitudes, rather than beliefs and values that 
predict behaviours. For example, Afghans believe warfare is a contest of 
endurance over time. They value displays of courage while leading an attack 
more than holding terrain or capturing an objective. For many Afghans, the 
purpose of warfare is to obtain glory and recognition for one's tribal dan." 
An Afghan's primary loyalty is to family, kin group, clan, or tribe. Moreover, 
moral attitudes are often strict and inflexible, and they stress honour and an 
individual responsibility to fulfill expected roles." That being said, however, 
the best way to alter attitudes is to target their core belief-value pairs with 
the understanding that there could be several pairs in operation at once. 
Notably, information and knowledge can help create a shift in attitudes. 

Behaviour is the way in which individuals express themselves and, for 
the purposes of our discussion, can be verbal or non-verbal. In addition to 
being influenced by attitudes, motivation plays a role determining behav-
iour. Motivation can be influenced by the strength of beliefs and values 
that form attitudes (internal motivation) or it can be external, such as brib-
ery, yet the applicability of external influences will also be influenced by 
beliefs, values, and attitudes. For example, bribing someone with money to 
motivate a certain behaviour would only work if that person valued money. 

Culture is expressed through shared behaviours that include lan-
guage, religion, work habits, recreation practices, et cetera. It helps people 



"The People Puzzle" /  87  

to classify their experiences and communicate them symbolically. Gener-
ally, our daily lives reflect our beliefs, values, and attitudes in a multitude 
of ways. They shape our lives and contribute to our sense of identity. Cul-
ture influences what we do and who we think we are; our beliefs, values, 
and attitudes, as demonstrated through our behaviours, also shape how 
others see us. 

As the above discussion suggests, the complexity of culture cannot 
be overstated. Not only do cultures comprise many intertwining lay-
ers of meaning, they are living organisms that are paradoxically, given 
their static appearance, continuously in a state of change. The U.S. Mar-
ine Corps handbook on operational culture for deploying personnel to 
Afghanistan notes, "The study of culture is never 'finished: What was true 
yesterday is slowly changing. And it's not an exact science." 

CULTURAL ROOTS 

Besides helping individuals make sense of the world, cultures developed 
as a means of survival. 29  In this way they have geographic and geopolitical 
roots." Beliefs, values, and attitudes that comprise cultural identity take 
root in perceptions of the world that are formed based on perceptions 
about geographic and climatic realities. In his contentious, yet thought-
provoking, book about the impending clash of civilizations, political sci-
entist Samuel P. Huntington was perhaps being overly simplistic when 
he stated: "the major differences in political and economic development 
among civilizations are clearly rooted in their different cultures." 31  Surely, 
the African continent at large did not choose a culture of poverty. Rather, 
geography and geopolitics contributed to the development of African cul-
ture. In fact, it is more accurate to examine the impact that geography and 
geopolitics have on culture and vice versa. (See Figure 2) Geography and 
geopolitics influence culture, which in turn shapes geopolitical dynamics 
and the degree to which geographic features are (or can be) manipulated. 

Geography + Geopolitics <=> Culture 

FIGURE  2 : The Relationship Between Geography, Geopolitics, and Culture. 
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Geography and geopolitics help cultural groups distinguish them-
selves from others. Huntington wrote: "We know who we are only when 
we know who we are not and often only when we know whom we are 
against." 32  He explained, "People and nations are attempting to answer 
the most basic question humans can face: who are we?" Huntington con-
tinued, "People define themselves in terms of ancestry, religion, language, 
history, values, customs, and institutions. They identify with cultural 
groups: tribes, ethnic groups, religious communities, nations, and, at the 
broadest level, civilizations."" 

Through this logic we in the West have come to see the world in 
terms of us versus them, or the West versus the rest. This at once presup-
poses a Western cultural commonality and simultaneously admits that 

"the rest" (as opposed to East) comprises several non-Western entities. 
Even in the "West versus rest" paradigm, states remain the primary 

actors in the world." This is an important factor to keep in mind because 
it represents a central paradox in the way that many people see the world. 
On one hand, nations are grouped according to broad belief-value sys-
tems to which the nation states contribute, but that extend far beyond 
the limits of national borders. On the other hand, our legal frameworks 
and default understandings remain at the nation-state level. For example, 
while it is clear that insurgents in the war in Afghanistan are of many 
national groups and some are finding refuge in Pakistan, the inter-
national community can take no legal action within Pakistan's borders. 

With an understanding of culture and an appreciation of how it 
develops and continues to grow, individuals can subsequently learn how 
to apply high levels of CQ. Nonetheless, CQ is also a complex concept 
and thus requires further explanation as well. 

DEFINING CULTURAL INTELLIGENCE 

CQ is a new label that has been attached to an old concept and over the 
years has led to the creation of several definitions. Despite the plethora 
of descriptions for CQ, the term lacks a clear, concise definition. In this 
respect, it is important to establish a practical definition and conceptual-
ization of CQ as it applies to the defence community in order to create a 
common language and understanding of the concept and its application. 
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Despite some basic differences between the academic and military 
literature pertaining to CQ, both the civilian and military schools of 
thought are inextricably linked and each requires further explanation. 
One of the leading authors on CQ in the civilian domain is scholar R 
Christopher Earley. Earley, working with Elaine Mosakowski, in a 2004 
Harvard Business Review article described CQ as an outsider's "ability to 
interpret someone's unfamiliar and ambiguous gestures in just the way 
that person's compatriots and colleagues would, even to mirror them." 
They continued, "A person with high cultural intelligence can somehow 
tease out of a person's or group's behaviour those features that would 
be true of all people and all groups, those peculiar to this person or this 
group, and those that are neither universal nor idiosyncratic. The vast 
realm that lies between those two poles is culture."" 

In a more complex analysis of CQ, Earley and Soon Ang defined CQ as 
‘`a person's capability to adapt effectively to new cultural contexts." 'While 
slightly vague, they further explain that CQ has both process and content 
features that comprise cognitive, motivational, and behavioural elements." 
Earley and Randall S. Peterson elaborated on this concept and build upon 
Earley and Ang's original concept that "CQ captures [the] capability for 
adaptation across cultures and ... reflects a person's capability to gather, 
interpret, and act upon these radically different cues to function effectively 
across cultural settings or in a multicultural situation." Earley and Peter-
son added, "CQ reflects a person's capability of developing entirely novel 
behaviour (e.g., speech, sounds, gestures, etc.) if required." They surmised, 

"At its core, CQ consists of three fundamental elements: metacognition 
and cognition (thinking, learning and strategizing); motivation (efficacy 
and confidence, persistence, value congruence and affect for the new cul-
ture); and behavior (social mimicry, and behavioural repertoire).' 37  

Other researchers have also explored the idea of CQ being composed 
of cognitive, motivational, and behavioural domains or similar varia-
tions of this triplex system. For instance, James Johnson and a group of 
researchers defined CQ in terms of attitude, skills, and knowledge and 
another scholar in the field, David C. Thomas, emphasized knowledge, 
skills, and mindfulness." 

Most of this literature, however, prioritizes CQ as pertaining to other 
cultures and notably not one's own. Earley and Ang were clear when 
they stated: "CQ reflects a person's adaptation to new cultural settings 
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and capability to deal effectively with other people with whom the 
person does not share a common cultural background." Indeed, they 
even went so far as to suggest that individuals who are part of their own 
cultural in-group would find it particularly difficult to adjust to a new 
cultural setting as it may be one of the first times that they experience 
alienation from the in-group and lessons learned in one culture may not 
be useful in another." 

This argument, however, ignores the support of, and reactions from, 
the home population. Although this concept is something that may work 
for businesses, it is not acceptable for militaries that serve democratic 
nations. The ability of an individual to understand the behavioural pat-
terns, beliefs, values, and attitudes of their own society must remain an 
important aspect of the definition of CQ as it applies to the Canadian 
Forces and other Western militaries. Most of the military literature that 
discusses CQ recognizes this fact. 

Indeed, to help mitigate problems that arise from cultural mis-
understandings and to maximize support for the war effort at home 
and abroad, Western militaries are starting to define CQ and underscore 
important aspects about culture that contribute to mission success. For 
example, the U.S. Center for Advanced Defence Studies, defined cultural 
intelligence as "the ability to engage in a set of behaviours that use lan-
guage, interpersonal skills, and qualities appropriately tuned to the cul-
ture-based values and attitudes of the people with whom one interacts." 41  
U.S. Army scholar and researcher Leonard Wong and his team describe 
cultural savvy, or in our terms CQ, for their report to the U.S. Army War 
College as enabling "an officer [to] see perspectives outside his or her own 
boundaries." They explained, "It does not imply, however, that the officer 
abandons the Army or U.S. culture in pursuit of a relativistic worldview. 
Instead, the future strategic leader is grounded in National and Army val-
ues, but is also able to anticipate and understand the values, assumptions, 
and norms of other groups, organizations, and nations.' 

A further definition is provided by U.S. Navy Commander John P. Coles. 
He defined CQ as "analyzed social, political, economic, and other demo-
graphic information that provides understanding of a people or nation's 
history, institutions, psychology, beliefs (such as religion), and behav-
iours." He asserted, "It helps provide understanding as to why a people act 
as they do and what they think. Cultural intelligence provides a baseline 
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for education and designing successful strategies to interact with foreign 
peoples whether they are allies, neutrals, people of an occupied territory, or 
enemy." Coles emphasized, "Cultural intelligence is more than demograph-
ics. It provides understanding of not only how other groups act but why.'43  

This chapter builds on both the civilian literature about CQ and the 
military concerns and definitions of CQ in order to establish a clear under-
standing of what CQ is. As mentioned, CQ is the ability to recognize the 
shared beliefs, values, attitudes, and behaviours of a group of people and, 
most important, to apply this knowledge to the fulfillment of a particu-
lar goal.44  More specifically, CQ refers to the cognitive, motivational, and 
behavioural capacities to understand and effectively respond to the beliefs, 
values, attitudes, and behaviours of individuals and institutions of their 
own and other groups, societies, and cultures under complex and changing 
circumstances to effect a desired change. CQ, thus, has four principle com-
ponents (see Figure 3): first, one must clearly understand his or her own 
national objective and/or goal for applying enhanced CQ; second, individ-
uals require region specific knowledge and awareness; third, they need the 
ability, or skill set, and motivation to apply enhanced CQ; and finally, they 
need to exhibit the behaviour needed to achieve the desired objective. 

CQ COMPONENTS 

1. National objective and/or goal 

2. Region specific knowledge/awareness 

3. Ability (or skill) set and motivation 

4. Appropriate behaviour 

Figure 3: CQ Components. 

Additionally, CQ must be applied in the context of the national, inter-
national, host nation, and enemy arenas to be effective. Similar to a picture 
on a puzzle box, the "four CQ domain paradigm" provides,the framework 
for fitting individual cultural knowledge pieces into the global context. 
Specific culture, country, or area cultural awareness provides details for 
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each piece of the puzzle. Without both the overarching conceptualiza-
tion provided by the four CQ domain paradigm and the individual pieces 
established through country and even area specific cultural awareness, 
the puzzle cannot be put together. 

THE FOUR CQ DOMAIN PARADIGM 

CQ empowers individuals to see "reality" through the eyes of another 
culture, specifically the one with which they are interacting. This ability, 
in turn, provides individuals with the skills to be able to adapt their atti-
tudes and behaviours to better influence the target audience to achieve 
specific aims. For example, for the CF, CQ requires an appreciation of 
the role of the CF within the broader spectrum of Canadian society, 
the role the CF plays in multinational alliances, the complexities that 
may arise when operating in an overseas environment, particularly with 
host nation institutions and populations, as well as an in-depth under-
standing of the "enemy." Additionally, interactions between these four 
domains must be recognized and understood. Indeed, CQ demands that 
all four domains (see Figure 4) are continuously balanced. This is no easy 
task and it is further complicated by the fact that each domain and the 
relationships between them are complex and dynamic. 

International Partners 

:7  Military 	Civilian 

s.g. UN 	oGr», 
NATO 	NGOs 

Figure 4: The Four CQ Domains: National (i.e., Canadian Society), 
International, Host Nation, and Enemy 



"The People Puzzle" / 9 3 

NATIONAL DOMAIN 

Winning and Keeping the "Hearts and Minds" of Canadians 

For CF members, understanding the beliefs, values, and customs that 
comprise Canadian culture is important because the CF both represents 
and serves this culture. Applying this knowledge to maximize support 
for a mission from the Canadian public and within the CF is imperative 
for mission success. A military that serves a democratic nation cannot 
be fully successful if the will of the home population does not support 
the mission. The ever-present media in the twenty-first century with its 
ability to project "as it happens" events into living rooms around the 
globe exacerbates this point. As Colonel Fred Lewis, a former deputy 
commander of Task Force Afghanistan asserted, "The will of the Can-
adian people is our center of gravity. So, define center of gravity as our 
strength. If our strength fails, we lose."" 

Therefore, part of applying CQ for CF leaders is to understand the 
behavioural patterns, beliefs, and institutions of Canadian society and to 
act according to these culturally acceptable norms and customs with the 
aim of retaining public support for the mission. An example that specific-
ally indicates the Canadian public's desire to have their beliefs, values, and 
attitudes reflected in the behaviour of their soldiers is the media attention 
paid in the spring of 2007 to the alleged beatings of Afghan detainees that 
had been captured by Canadians and released to Afghan authorities. Licia 
Corbella, a reporter with the Toronto Sun remarked on the irony in the 
fact that "the Afghan authorities beat prisoners is hardly surprising when 
one understands the culture a bit better." Corbella asked, "Isn't that what 
being a good multiculturalist means? Understanding cultural differences?" 
She concluded, "Perhaps, thanks in part to Canada, prisons will  be one 
of the first places in Afghanistan where beatings are not the norm. How's 
that for irony?"46  Indeed, the reaction to the detainee situation suggests 
that many Canadians do not want to support a mission that does not 
continuously uphold Canadian beliefs, values, and attitudes, even in areas 
that clearly have different and opposing beliefs and values.47  

Public polls show that support of the war effort also diminishes as 
the number of Canadian casualties increases." For example, a 2006 Stra-
tegic Counsel poll found that 62 percent of Canadians oppose sending 
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troops to Afghanistan; Ipsos Reid found a nation divided with 52 per-
cent feeling that Canadian troops are performing a vital mission, but 48 
percent saying the troops should be brought home as soon as possible. 49  

One way to try to sway public support for the war effort is to under-
score the benefits of having CF members deployed to Afghanistan. Cer-
tainly, the mission needs to be judged as valuable by CF personnel and 
the civilians they serve. As Michael Ignatieff has noted, "A military force 
in a democracy can only retain its legitimacy, its self-confidence, and its 
public support if it plays by the rules, if it refuses to fight dirty, but all 
the wars and challenges that you face are coming at you from people 
who definitely and most emphatically fight dirty." 5° In fact, American 
Lieutenant-General James N. Mattis warned American service personnel 
"not [to] create more enemies than you take out by some immoral act." 5 ' 

While some people judge value in terms of geopolitical/strategic 
advantage, by and large, Canadians view it in terms of quality of life issues 
that are based on cultural beliefs and values and are generally less eas-
ily measured. People want to feel like they are making a difference. This 
sentiment was expressed clearly by a Canadian information officer sta-
tioned in Kandahar. He lamented, "I will say it until I'm blue in the face, 
and I ask you to spread the word: we [as in the International Community] 
are actually getting it right over here, although it will take time. Canada 
plays a significant role in the South [Kandahar Province] but we are not 
alone. The U.N./NATO [United Nations/North Atlantic Treaty Organiza-
tion] partnership, when executed correctly with Afghan input, works." He 
concluded, "What most impresses me over here is the late writer Mar-
garet Mead's old adage about never doubting a small group of dedicated 
people can change the world; indeed history has shown it is the only thing 
that ever has. If you are imaginative, articulate, and inspiring in how you 
deliver your thoughts, the masses will follow for the greater good. Uto-
pian perhaps, but as a student of history, I have to believe it's true."" 

The value of a mission is arguably most apparent to the CF personnel 
in theatre. Combat commanders, thus, have the responsibility to inform 
their superiors of the challenges and successes of a mission. Hosting sen-
ior officers and high-ranking civil servants in theatre, as well as ensuring 
transparent and open communications at all times, can help the combat 
commander bridge gaps that exist between what is happening in the-
atre and what is believed to be occurring. This is an important process 
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because both peace operations and wars are generally measured in terms 
of political successes rather than simply military victories, with polit-
ical and military aspects ideally falling into alignment. Additionally, this 
process assists senior military leaders and politicians in working together 
and to better explain and frame messages that assure public support." 

INTERNATIONAL DOMAIN 

Playing with Others: Military Coalitions, Intergovernmental Organizations, 
Non-Governmental Organizations, and Host Nation Partners 

Exhibiting CQ is becoming more important in today's operating environ-
ment as greater emphasis is being placed on coalition operations for a 
multitude of reasons. The complex security environment has necessi-
tated the creation of international coalitions to share the responsibility of 
ensuring global stability. Nations contribute members to military coali-
tions and intergovernmental organizations. In addition, individuals from 
a variety of national backgrounds join non-governmental organizations. 
All operate in the same theatre and each culture can cause any number of 
problems. To facilitate co-operation and effectiveness, particularly mis-
sion success, participants at all levels require enhanced CQ. Organization-
ally, each group might have its own unique task in the region, however, 
the overarching theme is generally to bring peace and stability to an area. 
For that reason, although these groups are usually working to achieve the 
same goal, they nonetheless operate under a variety of national chains of 
command and caveats. 

Unity of command, as defined by the overall command of an area by 
one individual or organization, is rarely possible in complex scenarios 
involving multiple players. Part of the problem is that some organiza-
tions are military, while others are civilian or a combination of both. For 
example, military organizations strive for uniformity, a clear plan, deci-
sive decisions, speed, and acceptance of risk. Conversely, aid agencies and 
diplomats prefer a slower, long-term, more risk-averse, more dialogue-
intensive and consensus-based approach. If one wishes to make progress, 
these differences are important to factor in. Additionally, organizational 
chains of command may seem to supersede even national command in 
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theatre. For example, both the Department of National Defence and the 
Department of Foreign Affairs and International Trade have personnel 
serving in Afghanistan. Both departments are serving the Canadian gov-
ernment, yet each has its own separate chain of command, thus obscur-
ing unity of command even between these two Canadian departments. 

Unity of effort, however, meaning the co-operative alignment of 
agencies toward the same goal with minimal duplication of effort, can 
and should be achieved. Ensuring that redundant behaviour is kept to a 
minimum, that pertinent information is shared between organizations, 
and that everyone is working toward the same long-term goal contrib-
utes to unity of effort. Understanding and acting on the cultural beliefs, 
values, attitudes, and behaviours of other organizations and appreciating 
how your own may be viewed by others (i.e., enlightened CQ) facilitates 
the achievement of unity of effort. 

Exhibiting enhanced CQ is particularly important considering the 
current defence environment in which, increasingly, the CF is called on 
to operate within intergovernmental organizations (IG0s), such as the 
U.N. and NATO as well as other coalition operations, and to work in co-
operation with other Canadian governmental departments and domestic 
and international non-governmental organizations (NG0s). Addition-
ally, CF members deployed overseas must often help train and work with 
host nation, HN, partners. 

Working with IGOs and within coalitions, which in the case of the 
CF means other national military forces, can be challenging for a variety 
of reasons. Differing practices, work ethics, behavioural norms are chal-
lenging and, at times, frustrating. Moreover, different rules of engage-
ment (RoEs) among coalition partners can be particularly frustrating. 

Additionally, cultural nuances in speech and behaviour can be eas-
ily misinterpreted, even within groups who share a common language. 
For example, in August 2006, a young Canadian captain described his 
participation in the battle of Panjwayi in an email to friends and family. 
Many of the issues that CF members face while serving in Afghanistan, 
such as being part of a coalition and facing enemy fire, are apparent in 
this first-hand account of the battle. In one section, the young captain 
described a dialogue that occurred between himself and a member of 
the U.S. Army National Guard Embedded Training Teams (ETT) who 
was working with the Afghan National Army (ANA). The conversation 
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occurred during a period of intense fighting. The Canadian captain was 
busy ensuring that his team was at a safe distance from the enemy in 
preparation for a friendly artillery strike when the American captain 
appeared to state "There are no ANA forward of us." The Canadian 
replied "Roger." It was only after the American called in the fire mis-
sion that the Canadian realized that the American captain had not 
announced that there were no ANA members in front of them; rather, 
he had been posing a question. With the torrent of gunfire, the intona-
tion in the American's voice had been drowned out. In the aftermath, the 
Canadian reminded the American, "I have no idea where your ANA are, 
you're supposed to look after them!" 

Working with other Canadian governmental organizations and agen-
cies poses a completely different set of issues, yet demonstrating CQ can 
mitigate potential problems in this relationship as well. Canadian beliefs 
and values, as well as political directive at the national level, are common 
among Canadian governmental organizations. Specific directives and 
mandates, however, may not be so transparently parallel. This situation 
can be aggravated by the existence of different organizational cultures and 
even languages. 54  It is important in these instances to really emphasize the 
idea of unity of effort and to acknowledge similarities and differences in 
order to function as a cohesive national unit. The bigger picture of achiev-
ing national objectives, over particular departmental objectives, must be 
underscored. Understanding and embracing the different cultural nuan-
ces that exist in each department greatly contributes to unity of effort 
across Canadian governmental organizations and agencies. One senior 
army officer remarked on the challenge of working with other Canadian 
governmental departments, "the greatest problem is one of ignorance. 
None of the players fully understand who the other participants are. Other 
government departments and civilian agencies are normally not accus-
tomed to military directness or command structure." 55  Not surprisingly 
then, the initial interface between military and civilian members of dif-
ferent departments is often fraught with conflict and misunderstanding. 

Acquiring unity of effort while working with NGOs is, arguably, more 
difficult than working with IGOs or other governmental departments. 
Nonetheless, enhanced CQ in these instances can also help to facilitate 
the process. The 2006 American counterinsurgency manual noted that 
many NGOs "maintain strict independence from governments and 
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belligerents and do not want to be seen directly associating with military 
forces." The final assessment provided in the manual was that "Estab-
lishing basic awareness of these groups and their activities may be the 
most commanders can achieve."" Given the general overlap in strategic 
objective that often exists between the Canadian government and NG0s, 
that of facilitating a stable and humanitarian HN state, unity of effort 
in these cases should also be achievable. However, as Colonel François 
Vertefeuille reflected, this is no easy task: 

Serving as liaison between a military coalition HQ 
[headquarters] and a group of individuals from diplo-
matic and international aid organizations was one of the 
most difficult tasks of my entire career. Persuading this 
group of individuals, some of whom were overtly hostile 
to the military, to discuss matters related to operations 
of the PRTs [provincial reconstruction teams] (which 
are military units with a humanitarian objective) was 
extremely laborious." 

HOST NATION DOMAIN 

In the Land of Oz: Applying CQ in an Unfamiliar Environment 

When operating in a foreign environment, it is essential to understand 
the culture of the HN population. As noted, "Situational understanding 
requires thorough familiarity with all of the dynamics at work within the 
joint area of operations: political, economic, social, cultural, religious. 
The joint stability force commander must have an understanding of who 
will oppose stabilization efforts and what motivates them to do so."" As 
one Iraqi general remarked, "If an Iraqi officer is talking to an Amer-
ican officer, he doesn't want to have a Kurd translating between them for 
many reasons. One, he finds it socially unacceptable. Two, he thinks it 
might be a security risk."" 

There is no doubt that CF personnel serving in Afghanistan are oper-
ating in a foreign, and somewhat incomprehensible, culture. For example, 
Colonel Horn described the situation that a convoy in which he was riding 
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faced in the spring of 2006. He wrote of the voyage, "The countryside 
was barren, desolate and harsh, yet held a strange beauty." He continued, 

"Similarly, the sentiments of the local population reflected a startling array 
of contrasts in stance and bearing. The old men gave the convoy scant 
attention or ignored it outright as if it did not even exist. They seemed to 
embody a stoicism, which radiated a resiliency and patience that carried 
a nuance that this too would pass." The Afghan children, Horn described, 
demonstrated a "carefree exuberance" as they ran by the road and waved 
to the passing convoy. In contrast, however, "the young and middle-aged 
men would glare — their hostility and resentment barely concealable." 
Yet, it remained, according to Horn, "virtually impossible to differentiate 
friend from foe.... the threat environment was extreme, yet non-existent." 
Without warning, the convoy was hit by a suicide bomber driving a Toyota 
sedan. There were no fatalities. In his discussion of the events, Horn aptly 
reflected that "It has long been recognized that culture is to insurgency 
what terrain is to conventional mechanized warfare. However, as already 
indicated, in the current defence environment it is sometimes difficult to 
breach the cultural barrier."" 

Moreover, as Figure 4 illustrates, and as Horn observed, there are 
several different elements at play in the HN domain. HN populations 
can generally be divided into political, security, civilian, and belligerent 
elements. One of the goals of counterinsurgency operations is to remove 
the belligerents from the HN. Notably, as illustrated in the figure, bel-
ligerents can permeate the entire HN society including the political and 
security infrastructure. As Lieutenant-Colonel Shane Schreiber noted, 

"The Taliban have an excellent JO  capability — they know what buttons 
to push; how to terrorize the people." 6 ' Politicians, security enforce-
ment personnel, and locals can all be tempted to join the insurgency 
through intrinsic (sympathizing with the ideals/goals of the insurgents) 
or through extrinsic means (such as aligning with insurgents to protect 
yourself, family, clan, et cetera). 

Understanding nuances in speech and gestures (helped by interpret-
ers when necessary) can provide clues as to the presence of belligerents, 
which facilitates mobility on the ground. Good interpreters in Afghan-
istan are able to relay more than verbatim translations to the CF. They 
are also able to explain nuances that are missed by those with only a basic 
understanding of the language and are able to translate these into more 
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meaningful messages. In fact, the message, through the means in which 
it is expressed (pauses, ambiguities, et cetera), might have less to do with 
what is being said and more to do with how it is being said. 

Understanding cultural cues can also help you determine if an area is 
under the influence of the enemy and whether or not locals are "willingly" 
supporting insurgents. This can help you determine how to influence locals 
to appreciate your way of thinking. For example, in an area where insur-
gents are coercing locals to co-operate by threat of punishment, securing 
the area of operation and assuring the locals of your long-term commit-
ment to them can help them side with you. But to accomplish this is a mat-
ter of building trust, which can only be earned through concrete action. If 
you lack a sound understanding of what is important and what behaviours 
will be seen as credible, their co-operation will be difficult to attain. 

On the other hand, while national culture (often coupled with pol-
itical directive) can sometimes supersede military culture, belief in a 
universal military ethos can help guide the training of HN militaries. 
Playing to this perceived commonality, or indeed establishing a shared 
cultural space based on membership in the profession of arms, aids in 
establishing unity of effort when training and working with HN forces. 
For example, most CF veterans of Afghanistan underscore the military 
potential of the ANA — an organization respected by the Afghan people 

— and recognize that the ANA is the future of Afghanistan; a well-trained 
and equipped ANA will allow foreign troops to withdraw and leave the 
stability of Afghanistan in capable hands. 

Interestingly, when working with and training ANA members, CF 
members emphasize the shared cultural values of the profession of arms 
over unique national beliefs and values. A Canadian veteran noted of the 
ANA, '<they're soldiers, they just want to soldier with you. It doesn't mat-
ter where soldiers are from, they're going to get together, they're going to 
try to communicate, they're going to break bread together. [Canadian] 
troops would be making friends with the Afghan troops ... when people 
live together like that, they're bound to become friends.'62  Additionally, 
Afghan soldiers can provide unique assets. As U.S. Marine Corps Gunnery 
Sergeant  Pilon  Reall, a training adviser to an Afghan Kandak (infantry 
battalion), concluded, "They [Afghan National Army troops] are Afghans. 
They understood the language, the people and the religion. They hear 
things in the truest sense."" 
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Simply put, building trust and credibility take time and they are dif-
ficult tasks. As Lieutenant-Colonel Hope asserted, "You cannot win with-
out the trust of the local people. And that is only done over time by sus-
taining a presence." 64  Additionally, to gain the trust of local populations 
you need to appreciate how others see you. Viewing yourself through the 
eyes of HN members while being aware of the environment (human and 
physical) will help you make good decisions when trying to influence 
HN peoples. Moreover, building trust and credibility for your mission 
will add support of the national government and can lead to stability and 
economic adjustment in the HN. 

ENEMY DOMAIN 

Knowing the Enemy 

Unlike the Cold War where the enemy was predictable and easily iden-
tifiable, to the point where its behaviour, decisions, as well as its tactics, 
techniques, and procedures (TTPs) could be templated in time and space, 
today's enemy is an amalgam of opponents drawn from criminals, war-
lords, HN belligerents, radical religious extremists, idealogues, jihadists, 
mercenaries, and foreign state—sponsored combatants. As opposed to the 
symmetrical enemy of the Cold War, the new opposition relies on asym-
metric means. They follow no standard organizational framework, abide 
by no international rules, and follow no standard doctrine. Rather they 
are decentralized, agile, and non-linear. They are networked and rely on 
advanced technology and the globalization of communications, specific-
ally the internet and cell phone technology, to facilitate financing, planning, 
and the sharing of successful TTPs. As Major-General Scales pointed out, 

"the enemy we face is dedicated to TTPs unacceptable to Western nations. 
They are organized and networked, passionate and fanatical, committed, 
relentless and, by our standards, savage."" Moreover, their non-linear and 
asymmetric approach, in stark contrast to the symmetrical mind-set of 
the Cold War opponents, makes no distinction between civilian and mil-
itary. As such, operations are conducted both among and against civil-
ians and society at large. Lieutenant-Colonel Orner Lavoie described the 
situation in Afghanistan: "It's not a linear battlefield and it's much harder 
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to measure progress. The enemy has all the assets of an insurgent. One 
minute he has a hoe in his hand, the next minute it's an AK-47." 

Exacerbating the challenge of identifying "friend from foe" is the 
reality that in many cases, such as in Afghanistan, the belligerents per-
meate the entire society. Sympathizers, as well as active combatants, can 
actually exist within the security and political apparatus of a HN country. 
Additionally, as Lieutenant-Colonel Hope observed, "Taliban have amaz-
ing regenerative ability. You only really destroy them when you diminish 
them in the eyes of an Afghan."" Thus, attempting to operate within 
such an environment in a collaborative manner is difficult. 

Moreover, conducting operations in an environment in which the 
enemy actively seeks to blend into the population and use this to their 
advantage places additional strain on coalition forces. Captain Matthew 
Dawe, killed by an improvised explosive device, had expressed feelings 
of anger and frustration about the mission at times. He felt betrayed by 
some of the people he was trying to help, describing some local Afghans 
as "farmers by day and Taliban or killers by night." Dawe further lamented, 

"That is what is particularly frustrating about this mission — it's a guer-
rilla war." He finished, "You don't really know who your enemy is."67  
Another veteran explained Afghans "could pretend to be eager and co-
operative ditch shovellers [sic] to your face and turn into mine-planting 
Taliban insurgents behind your back."" 

Certainly the Taliban will use every weakness of the coalition to their 
advantage, particularly to enhance their information operations (JO) 
campaign." Every friendly fire incident, every civilian death or incident 
of collateral damage plays to the opposing side — namely, more evidence 
of the callous oppressive foreign invaders. As Major-General Scales com-
mented, "The enemy clearly understands the war that he's involved in: 
win and hold cultural high ground — that is his objective — we're play-
ing catch up."7° In the case of Afghanistan this plays to the ancient tribal 
custom that has often been described as "my brother and I against my 
cousin. My cousin, my brother and I against the world." It also under-
scores the point that foreign troops will eventually go home; most insur-
gents are already home. 

In essence, enhanced CQ offers one of the few possible solutions 
to this complex operating environment. Success in counterinsurgencies, 
specifically in locations such as Afghanistan, depends on winning the 
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hearts and minds of the populace. In fact, the HN population is the cen-
tre of gravity for success in theatre (although an equally compelling case 
can be made for domestic support in regards to maintaining a respective 
national contingent in Afghanistan to prosecute the mission). As such, 
kinetic operations are not the answer. Although they are capable of kill-
ing opponents, the enemy has proven itself capable of quickly regener-
ating numbers to continue the fight. Therefore, it is the credibility and 
local support of the opposing forces that must be destroyed. This can 
only be achieved when the HN population shift their full support toward 
the national government and its coalition partners. However, this will 
only be achieved when they feel the national government and coalition 
are in a position to provide security and basic governmental services. 

Nonetheless, winning hearts and minds is not the only important 
function of exhibiting high CQ when dealing with enemy forces. The 
enemy forces, as noted earlier, are not homogeneous. They all have dis-
parate beliefs, motives, incentives, and rationales for fighting or oppos-
ing government authority and coalition forces. Therefore, CQ becomes 
essential for understanding the enemy whether it is used in conjunc-
tion with an JO  campaign designed to discredit a particular opponent 
with a specific target audience; a targeting campaign that aims to under-
stand how decisions are made and by whom; or an attack on alliances or 
support along tribal lines that takes advantage of historic tensions and 
animosities. A Canadian lieutenant commenting on the fight with Tali-
ban said they are a worthy opponent because they are fighting on their 

"home turf," and, even more difficult to deal with, "they have the belief 
that they're doing the right thing. You're combating that ideology, so you 
can't underestimate them." 71  

Clearly, enlightened CQ is essential if a military force wishes to 
successfully defeat opposing forces, particularly in a complex security 
environment as is found today in places like Afghanistan or Iraq. Only by 
understanding the attitudes, beliefs, behaviours, motives, and values (to 
name but a few factors) of the enemy can a military be successful. With 
this knowledge friendly forces can begin to target enemy  JO  campaign, 
as well as kinetic and other operations, to erode the enemy's support and 
gain that of the host nation population. 
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BALANCING THE BALLS 

Interactions Between the Four CQ Domains 

Balancing the four CQ domains so that CQ can be an effective force 
multiplier is important. This does not mean that people should be cul-
tural chameleons as they jump between each domain; rather, individ-
uals need to balance the knowledge that they acquire of each domain 
and apply it in a manner that allows them to further their goals and to 
achieve the necessary and desired national objectives. For the CF, these 
goals should ultimately align with those of the Canadian government 
and population and should be reflective of Canadian cultural values. 
Balancing the four CQ domains is of critical importance because behav-
ing appropriately in each cultural domain is essential for mission success. 

IMPLICATIONS FOR LEADERSHIP 

The ability for military leaders to be able to recognize what CQ is and to 
apply this knowledge as a force multiplier has many implications for mis- 
sion success. CQ facilitates winning the hearts of minds of home and HN 
populations, as well as the co-operation of military allies, other IGOs and 
NG0s. Moreover, it can also help retain the support of military members. 

CQ can be applied at the tactical, operational, and strategic levels. It 
is important when planning at any of these levels to be aware of the four 
CQ domains — national, international, host nation, and  enemy — and 
to appreciate how they interact and contribute to mission success. Dif- 
ferent levels of leadership may need to prioritize the attention paid to 
specific domains; however, a balance between all four is always necessary. 

The CQ domain paradigm allows leaders to consciously address 
cultural gaps in knowledge with specific information concerning the 
various cultures they may face on operations. This can be done through 
a combination 'of strategies and methodologies such as programmed 
cultural awareness training; designated reading lists tapping scholarly 
studies, travel books, sociological and anthropological studies, and 
literary works; discussions among peers and veterans with specific 
country experience; and through role-playing. Notably, when learning 
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cultural-specific information, it is important to try to see the world 
through the eyes of the group that you are examining. This skill will help 
leaders make appropriate decisions and will contribute to their ability to 
shift others to their way of thinking. 

CONCLUSION 

Today's complex security environment demands that soldiers are warriors 
and technicians as well as scholars and diplomats. Kinetic solutions are no 
longer the panacea of warfare. CQ, on the other hand, offers one of the 
few possible solutions to this new and complex operating environment. 

In sum, CQ is the ability to recognize the shared beliefs, values, atti-
tudes, and behaviours of a group of people and, most important, to 
apply this knowledge toward a specific goal. More specifically, CQ refers 
to the cognitive, motivational, and behavioural capacities to understand 
and effectively respond to the beliefs, values, attitudes, and behaviours of 
individuals and institutions of their own and other groups, societies, and 
cultures under complex and changing circumstances in order to effect 
a desired change. In particular, CQ must be applied in the context of 
the national, international, host nation, and enemy arenas and the focus 
must be on its ability to be a force multiplier. 

Balancing the four CQ domains (i.e., national, international, host 
nation, and enemy) so that CQ can be an effective force multiplier is of 
paramount importance. This does not mean that people should alter their 
own beliefs and values as they jump between each domain; rather, indi-
viduals need to balance the knowledge that they require of each domain 
and apply it in a manner that allows them to further their goals and to 
achieve the necessary and desired national objectives. Indeed, enhanced 
CQ requires that individuals know their audience so that they may exhibit 
appropriate behaviours that achieve the desired objectives. 

As such, CQ is a, if not the, key enabler to mission success in 
counterinsurgency. A particularly decisive point of counterinsurgency 
is the ability to influence both home and host nation populations to 
support the ruling governing entity and/or coalition and to deny the 
same support to the insurgents. In essence, it is a struggle to win the 
hearts and minds of the people. To do so, it is necessary to understand 
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the various audiences and fully appreciate their attitudes, beliefs, cus-
toms, and values so that the attitudes, behaviours, and actions of the 
government and coalition forces do not alienate the population, and 
instead win their trust and support. This is easier said than done. How-
ever, CQ is a critical enabler in this process of solving the "people puz-
zle." Consequently, it is a vital attribute for military personnel in today's 
complex security environment. 
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DEFINING TERRORISM 

Bernd Horn 

THE TOPIC OF INSURGENCY has taken on dramatic importance in the 
Western world since at least 2004. The militaries, think tanks, and 

media pundits in the Unites States, United Kingdom, and Canada, for 
example, have focused on this methodology of conflict with a vigour 
that would make one think it was a new phenomenon.' Insurgency, how-
ever, defined by American military doctrine as "an organized movement 
aimed at the overthrow of a constituted government through the use of 
subversion and armed conflict," 2  or what scholars have described as a 

"struggle between a non-ruling group and the ruling authorities in which 
the non-ruling group consciously uses political resources (e.g., organ-
izational expertise, propaganda and demonstrations) and violence to 
destroy, reformulate, or sustain the basis of legitimacy," is timeless.' 

It just so happens that, at the moment, insurgency affects us more 
directly. Our national blood and treasure and that of the United States 
and United Kingdom are inextricably caught up in waging a counterin-
surgency in Afghanistan and, for the United States and United Kingdom, 
in Iraq as well. But there is even more involved. The conflict being waged 
in those countries is only one dimension of the greater confrontation. 
The terrorist attack using hijacked fully fuelled commercial airliners as 



112 / THE DIFFICULT WAR 

munitions to strike the Twin Towers of the World Trade Centre in New 
York, and the Pentagon in Washington, DC, ushered in a new reality. It 
was the day the world changed, to paraphrase the words of the influential 
Economist magazine. 

This dramatic description is not undeserved. Aside from approximately 
3,000 deaths and billions of dollars in damages, 9/11 set off a chain of events 
that have changed the face of the global security environment. Its impact 
ranged from new threats, to dear responses to both the real and perceived 
perils that nations, particularly those in North America and Europe, faced. 
Although terrorist acts were not unknown, the sheer savagery and magni-
tude of the 9/11 attack, as well as its complex planning indicated that terror-
ists were prepared to use new and innovative weapons of mass destruction. 
Moreover, the suicide bomber now provided the ultimate smart munitions 
— capable of deciding how, when, and, particularly, who to strike. 

The Americans reacted by unleashing a Global War On Terror 
(GWOT) that engulfed them and their international allies in a deadly 
struggle in Afghanistan, Iraq, and around the world. But the unchal-
lenged military prowess of the United States and its allies dictated that 
hostile elements, in many ways representing an international insurgency, 
had to adopt asymmetric approaches. 4  Importantly, easily accessible 
technology, international communications, and information technology, 
fuelled well-financed, extremely mobile, and lethal terrorist networks 
capable of striking around the world. 

Quite simply, terrorism became a tactic of choice both in the regional 
insurgencies in Afghanistan and Iraq, and in the larger global insurgency. 
However, this should neither be surprising, nor new, since terrorism has 
always been a favoured tool of insurgents. For the weak, terrorism is a core 
part of insurgency. Indeed, terrorism has become a centrepiece of atten-
tion for most western countries, particularly the United States. Much of 
this is because of the savagery and scale of attack, as well as the symbolic 
nature of the strike on North American soil that 9/11 presented. As such, 
international terrorism and the growing threat of homegrown terrorists 
has become a major agenda item. But what exactly is terrorism?' 

This chapter is intended as primer on terrorism. Additionally, it will 
link the concept of terrorism to insurgency. Moreover, it will highlight 
how the definition and application of terrorism is evolving in today's 
security environment. 
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As such, the now largely defunct term GWOT was somewhat of a 
misnomer. Terrorism is not a cause. It is a tool, an instrument, a tactic 
to achieve specific objectives. For example, terrorist attacks, particularly 
suicide-triggered events, create fear and uncertainty within a population, 
and among counterinsurgency forces. These types of attack also garner 
high-profile media attention, which gives them an image, both within 
the theatre of operations and abroad, of an inflated insurgent capabil-
ity. In this way, terrorism is used as a means to achieve an end. Arguably, 
however, many scholars are now arguing that terrorism is also a form of 
struggle, if not an ideology. Some analysts believe that terrorism is a tactic, 
a strategy, and a way of life — all at same time. Notably, Ariel Sharon, a 
former prime minister of Israel stated "there is no good terrorism or bad 
terrorism. There is only terrorism. ' 6  

The concept of terrorism itself has many definitions. Walter Laqueur, 
an internationally renowned expert on terrorism and insurgency, asserts 
that "terrorism constitutes the illegitimate use of force to achieve a pol-
itical objective when innocent people are targeted."' Similarly Benjamin 
Netanyahu, a former special operations soldier and prime minister of 
Israel, defined terrorism as "the deliberate and systemic assault on civil-
ians to inspire fear for political ends."' In a similar vein, Brian Jenkins 
stated: "Terrorism is the use or threatened use of force designed to bring 
about political change."9  Finally, scholar Michael Walzer described ter-
rorism as "the random killing of innocent people, in the hope of creating 
pervasive fear." He added, "The fear can serve many political purposes. 
Randomness and innocence are crucial elements in the definition." 10  

The American Federal Bureau of Investigation (FBI) definition states, 
"Terrorism is the unlawful use of force and violence against persons or 
property to intimidate or coerce a government, the civilian population, or 
any segment thereof, in furtherance of political or social objectives." The 
U.S. Departments of State and Defense define terrorism as "premeditated, 
politically motivated violence perpetrated against a noncombatant target 
by sub-national groups or clandestine state agents, usually intended to 
influence an audience." 12  Within the context of NATO, terrorism is defined 
as "the unlawful use or threatened use of force or violence against indi-
viduals or property in an attempt to coerce or intimidate governments or 
societies to achieve political, religious or ideological objectives." 13  

Similarly the Canadian Criminal Code defines terrorism as: 
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An act or omission, inside or outside Canada, that is 
committed for a political, religious, or ideological 
purpose, objective or cause, and with the intention 
of intimidating the public, with regard to its security, 
including its economic security or compelling a person, 
a government, or a domestic or an international organ-
ization to do or to refrain from doing any act, whether 
the public or the person, government, or organiza-
tion is inside or outside Canada, and that intentionally 
causes death or serious bodily harm to a person by the 
use of violence, endangers a person's life, causes a ser-
ious risk to the health or safety of the public or any seg-
ment of the public, causes substantial property dam-
age, whether to public or private property, if causing 
such damage is likely to result in the conduct or harm 
referred to above, or causes serious interference with 
or serious disruption of an essential service, facility, or 
system, whether public or private, other than as a result 
of advocacy, protest, dissent, or stoppage of work that is 
not intended to result in the conduct or harm referred 
to above, and includes a conspiracy, attempt, or threat 
to commit any such act or omission, or being an acces-
sory a fter the fact or counseling in relation to any such 
act or omission.' 4  

Clearly, there are many different definitions of terrorism. More 
important, these definitions all have core components that are essential 
to understand to fully comprehend the concept of terrorism: 

• it is unlawful; 
• it is politically (and ideologically) motivated (not criminal 

i.e., for personal financial gain); 
• it is premeditated (not an impulsive act of rage); 
• it is directed against innocents; 
• it is meant to cause fear and terror; 
• the violence is actually directed to impact others (i.e., not 

specifically the victims); and 
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its actions are decidedly outside the accepted limits imposed 
on the use of force in warfare (i.e., the targeting of non-
combatants). This gives rise to its asymmetric nature. 

In the end, the general purpose of terrorism is to alter behaviour and 
attitudes of specific groups. However, this is not to rule out the use of 
terrorism to achieve immediate objectives that assist in achieving larger 
goals (e.g., taking hostages for ransom; to force the release of prisoners; 
to gain publicity; to instill fear and panic; to force the government into 
draconian and repressive actions that will alienate society and cause a loss 
of popular support; to create the impression of anarchy and a state incap-
able of protecting its citizens; and/or to coerce a government to taking 
policy decisions or actions against its will). 

Examples of acts of terrorism abound. A Dutch court that examined 
pre-recorded martyr videos as part of a terrorist plot trial in that country 
concluded that the martyrdom operations were specifically intended "to 
strike fear into the Dutch people."i 5  Moreover, the attack on four Span-
ish commuter trains on 11 March 2004, when 10 bombs exploded just 
before rush hour killing 190 people and injuring hundreds of others, had 
an enormous impact on that country's population. The terrorist attack, 
compounded by the effect of media coverage, effectively planted fear in 
the hearts of the Spanish people and forced a change of government, 
sweeping Spanish Prime Minister José Maria Azmar from office» It also 
led to the withdrawal of Spanish troops from Iraq. Two years prior, in 
December 2003, an Islamic website had already predicted: 

We think that the Spanish government could not toler-
ate more than two, maximum three blows, after which it 
will have to withdraw as a result of popular pressure. If 
its troops still remain in Iraq after those blows, then the 
victory of the Socialist Party is almost secured, and the 
withdrawal of the Spanish forces will be on its electoral 
programme. 17  

More recently, the June 2006 capture of two American soldiers 
near Yusufiya, Iraq provided insurgents with an opportunity to terror-
ize the population and their enemy. Members of the Al-Hesbah forum 
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encouraged the creation of videos capturing the beheading of the U.S. 
soldiers. "It is preferable that the slaughter process is slow so we can feel 
the joy of it and to put fear in the enemies' souls," they insisted. 18  

•  One final example is the use of night letters by the Taliban. A printed 
one-page missive distributed in southeastern Afghanistan in May 2008 

in the name of the "Afghanistan Islamic Emirate Khost Jihadi Military 
Front" warned "all residents in Khost" that: 

Tribal elders should not consider the U.S. stronger than 
Allah and not give verdicts against mujahidin; otherwise 
you will soon regret it. 

Those who spy and work for the infidel govern-
ment and military forces should quit their jobs by 20 

June; otherwise they will see something which they have 
never seen in their lives. 

Do not get close to the infidel forces at any time or 
in any place. 

During attacks on government and infidel forces, 
you should keep yourselves safe and not provide sup-
port for them; if this rule is violated, your death will be 
the same as the death of the U.S. and their puppets. 

Our mines are live; we do not allow the killing of 
civilians, but you should not show them to the infidels 
and their slaves. We will show our power to those who 
show our land mines to them or inform them about us. 

When you see infidel forces on the street and roads, 
stop where you are and do not go forward. 

Those mullahs who perform funerals for those who 
are killed in the campaign — national army, national 
and border police and intelligence — will be killed 
with torture; and remember: such a mullah will never 
be forgiven.' 9  

These examples demonstrate the intended, as well as the actual, 
impact of terrorist tactics. They show that terrorism is purposeful. Those 
agents practising it intend to achieve specific outcomes, which may fol-
low a carefully designed campaign plan intended to meet short, mid, 
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and long-term objectives. The end purpose, as already mentioned, is to 
change the political or decision-making framework of the target state or 
community. The use of terrorist tactics is a direct result of the imbalance 
in power and military means between the antagonists. As such, terrorism 
is intended to erode the psychological support of the targeted regime by 
instilling fear (if not terror) in the population, government officials, as 
well as domestic and international supporters. Consequently, it is often a 
core component and tool of the insurgent. 

Terrorism in the new security environment, despite all the efforts 
to prevent it, has endless possibilities for insurgents. Globalization, 
particularly the explosion in communications, international travel, 
and financing, as well as easy access to information and information 
technology, has made it easier for terrorists to operate. At one point 
American intelligence estimated that Al Qaeda (AQ) had the support 
of approximately 7,000,000 radical .Muslims across the globe with 
more than 100,000 martyrs prepared to die for the cause. Moreover, 
they believed that Al Qaeda had about 1,000 sleeper cells in the United 
States and Europe. 20 

Although terrorism is not a new tactic, many scholars now argue 
that the motives of terrorists have changed. Where before 9/11 many 
terrorist groups conducted acts to seek publicity and support for their 
cause, without necessarily trying to inflict massive casualties on civil-
ians, actions in the new millennium have increasingly focused on exactly 
that. Arguably, a major motive for terrorists in the new security environ-
ment is not only to mobilize support for a cause but also to punish those 
deemed responsible for perceived injustices, whether economic, ideo-
logical, political or religious. "The primary motive now seems to be to 
strike major damaging physical and psychological blows against their 
enemies, not just to defeat a regime outright or to compel them to meet 
the terrorists' demands," insists Professor David Charters, "rather it is to 
punish the target for being wrong." 21  

More foreboding is the evolution that terrorism and those who prac-
tice it are taking. Counterterrorist experts explain that it is often difficult 
to determine who we are now fighting as there is not always a clear iden-
tification of the enemy. For example, AQ is morphing into an ideology, a 
virtual network of networks. In fact, AQ is now the face of over a dozen 
Jihadist organizations that act alike. They are like-minded terrorists and 
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insurgents who have trained with AQ and developed bonds. Moreover, 
they aspire to be like AQ in terms of influence and impact. 

The new terrorists are also extremely intelligent and conflict savvy." 
They are well versed in information operations and the use of informa-
tion technology. For example, AQ makes a new video every three days 
to assist in spreading their message, eliciting support, and attracting 
recruits. Some experts see the enemy much like a virus that continu-
ally changes and adapts — terrorist cells that divide and separate, always 
transforming in the process. Ominously, the new insurgents/terror-
ists have proven to be resilient and fully capable of maintaining both 
physical and virtual sanctuaries (e.g., internet and the Federally Admin-
istered Tribal Areas (FATA)). 

Counterterrorist experts have attempted to delineate the new terror-
ists. They have found that the new generation of terrorists is largely com-
posed of individuals or cells (without necessarily having command link-
age to a larger organization such as AQ). They are fluid and independent 
and use a bottom up leadership approach. They meet on the internet 
(which provides them with motivation, inspiration, and means) and are 
often physically disconnected. Finally, the new generation of terrorists 
has shifted to an ideological global Jihad or insurgency. Mustafa Setmar-
iam Nasar, an important radical Islamist ideologue promoting a global 
jihad, has argued, "The future generation of international jihadists will 
form a fluid, non-hierarchical movement of autonomous armed groups 
instigating simultaneous armed struggle."" 

Another important point of note is the one resounding legacy that 
the AQ has imparted on the world: its redefinition of jihad. Where jihad 
had previously been identified with freedom fighters in combat areas 
such as Bosnia and Afghanistan, this type of holy war has more recently, 
largely as a result of Osama bin Laden, become synonymous with the use 
of terrorism against innocent targets. As mentioned earlier, terrorists are 
no longer content just to have many people watching — now they want 
many people dead. Quite simply, to prosecute their global insurgency, 
whether regionally or internationally, they see terrorism as the tool and 
binding ideology that will bleed the West to exhaustion by prompting 
intervention all around the world, and forcing it to create the necessary 
infrastructure, organizations, policies, and processes to safeguard home-
lands and international travel and commerce» 
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Today, to understand insurgency and hope to counter it, one must 
comprehend terrorism and its central role in insurgencies, whether 
regional or global." As distasteful as terrorism is, it is undeniably a per-
vasive tactic of the weak — one that stretches the capabilities, patience, 
and professionalism, if not humanity, of the counterinsurgency forces 
and governments in power. Understanding terrorism, its strengths and 
weaknesses, as well as the motives of those who use it, are the first steps 
to countering it. 
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• establish an ideological response (i.e., counter the beliefs of the deviant groups); 
• develop an educational response (e.g., work with madrassas); 
• media response; 
• financial and economic assistance; 
• partnerships (i.e., allied and whole of government approach); 
• military approach (but with a small footprint — SOF approach); 
• focus on Western asymmetric advantage — technology, intelligence/intellect, 

relationships; and 
• patient-persistent responses (i.e., take the fight to the enemy, continuous pres-

sure, exploit fissures, deny sanctuary (physical and virtual), prevent regenera-
tion, and use an indirect and clandestine approach in coordination with a 
global network). 
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OPERATIONAL ALCHEMY IN 
NORTHERN IRELAND: 

The Mutually Enabling Relationship 
Between SOF and Intelligence 

Andrew Brown 

COUNTERINSURGENCY (COIN) is A particularly difficult form of war-
fare in which insurgents frequently have the advantage of dictating 

when and where the fighting occurs. Indeed, as these irregular soldiers 
typically fight from a position of military inferiority, insurgents have 
little choice but to try and impose the terms of battle, at least during the 
beginning of an insurrection. After all, insurgency is a struggle of the 
weak against the strong. 

Insurgent campaigns seek to weaken an established political power's 
legitimacy and control with a view toward establishing a new political 
authority. Because of their relative military weakness, insurgents mobil-
ize concurrently on as many lines of operation as possible. These include: 
political campaigns; appeals to the religious and/or ethnic attitudes and 
values of the target society; economic levers; and military operations. 
Moreover, as is witnessed by their callousness to collateral damage such 
as non-combatant deaths, insurgents are not constrained by such codes 
as the Laws of Armed Con flict or the semblance of human decency. They 
willingly strike wherever they feel they can achieve their tactical and stra-
tegic ends, with little concern for those caught in the crossfire. In fact, 
insurgents most often hide among the population, their ability to do so 



124 / THE DIFFICULT WAR 

being their greatest advantage, emerging to attack vulnerable points only 
when prospects for success are high. All of this occurs on an extended 
timeline, the logic being that the established political power can neither 
afford, nor justify, military operations indefinitely and can therefore be 
worn down. Insurgents recognize that time is on their side.' 

For their part, COIN forces seek to use all elements of national 
power to uphold the established political structure and squash the 
insurgency. To this end, COIN may include "military, paramilitary, pol-
itical, economic, psychological, and civic actions taken by a government 
to defeat insurgency."' 

Key to the local government's success is maintaining or winning the 
centre of gravity of an insurgency: the people. This goal requires that 
the established political authority ensures the population's welfare and 
security through a comprehensive program that synchronizes a wide 
spectrum of political, social, and military means. In addition, the local 
government's military forces are obliged to exercise a great deal of dis-
cretion in the application of force so as not to cause collateral damage 
and thus alienate the local population by causing unintended harm or by 
seemingly legitimizing insurgent claims that the governing power is cal-
lous to the well-being of its citizens or, at a minimum, unable or unwill-
ing to ensure the safety of its people. 

As such, to retain the local population's support, COIN forces must 
engage insurgents in ways that minimize collateral damage and avoid 
draconian measures. Given the complexity of COIN activity, it stands to 
reason that the highly focused and precisely controlled effects produced 
by special operations forces are a logical part of the solution. 

Nonetheless, SOF is not a silver bullet. Its effectiveness is entirely 
dependent on being able to determine precisely in time and space where 
the enemy should be engaged and to make these predictions a reality. 
Therefore, high-quality intelligence plays a vital role in enabling SOF 

COIN operations. 
Conversely, just as SOF depends on high-quality intelligence from out-

side sources, there are times when SOF personnel are the best suited to 
ascertain sensitive information. For example, SOF expertise and training 
can be invaluable in facilitating intelligence collection in theatres where the 
consequences of being compromised may be deadly for those collecting 
intelligence.' Moreover, SOF is an ideal intelligence sensor that can be 
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deployed in high-risk areas for extended periods, providing reliable obser-
vation and surveillance services to intelligence fusion centres. 

In short, finding and striking elusive insurgent targets with fine preci-
sion that avoids incurring civilian casualties is made possible when a close 
relationship between intelligence and SOF exists. This was certainly the 
case in Northern Ireland after 1969, where the often invisible but fiercely 
determined Irish Republican Army (IRA) 4  created a difficult tactical 
situation for British forces. Indeed, the con flict in Northern Ireland dem-
onstrated that SOF and intelligence are mutually enabling elements that, 
when working in conjunction, play a critical role in defeating insurgency. 
As such, the nature of the mutually enabling relationship between SOF 
and intelligence is worth examining in the context of Northern Ireland. 

Although the British Army had the benefit of much experience fight-
ing insurgents abroad before the restarting of the "Troubles" in 1969, the 
campaign in Northern Ireland was fought on British soil where oper-
ations were even more carefully examined by the government and under 
the close scrutiny of the judicial system. Moreover, intensive domestic 
media inquiry further complicated the situation by making military mis-
takes, which are inevitable to some degree in any major campaign, look far 
worse than they actually were.' Additionally, British forces, including the 
Special Air Service, SAS, were restrained in their use of force and bound 
by the rules of engagement articulated on the "yellow card" issued to all 
soldiers. These rules demanded that only minimum force be employed. 
Soldiers were authorized to fire only if fired upon first, or if they believed 
beyond all reasonable doubt that their lives were in danger — and, even 
then, if possible, a warning shot was to proceed any type of engagement. 

Although such rules were designed to protect the public from irrespon-
sible shootings, they were a burden on soldiers who had to abide by them 
in the most ambiguous of circumstances. 6  The difficulty of the situation 
was further underscored because the effective British tactic in Third World 
nations of separating the insurgents from the population by moving entire 
communities into protected areas, thus leaving the insurgents exposed in 

"free-fire zones," was for obvious reasons not possible in Northern Ireland.7  
The IRA, meanwhile, used all manner of weapons available to them 

without restraint, including heavy-calibre machine guns, mortars, and 
huge explosives. They had access to weapons and financing from abroad 
and enjoyed an easily accessible safe haven across the border in the South.' 
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They were aggressive and well-organized, and enjoyed significant sup-
port within Northern Ireland and from sympathetic Irish groups abroad, 
especially in the United States. Moreover, they matched their military 
campaign with a sophisticated and well-funded political effort. 

IRA "soldiers" lived and hid among the population, only pick-
ing up weapons and donning uniforms when conducting operations. 
Additionally, in their extraordinary efforts to ensure the population's 
support, the IRA strove to be seen defending the interests of the Cath-
olic community. 

IRA propagandists and sympathizers used any opportunity to por-
tray British forces as unpopular, brutish, indiscriminate thugs whose job 
it was to keep Northern Ireland under London's boot heel. Concomi-
tantly, they also asserted that English civil rights were not extended to the 
Catholic community. 9  

Within this volatile and complex environment, the SAS played a 
significant role in assisting intelligence establish itself during the early 
period of the Northern Ireland campaign, from circa 1969-76. During 
this period, the intelligence architecture in Northern Ireland was under-
sized, undeveloped, and/or uncoordinated, and was therefore ineffective 
in fulfilling the critical role intelligence plays in defeating insurgency2 0  

In fact, in the early days of the British deployment, the military intelli-
gence architecture consisted of only one Intelligence Corps captain and 
one sergeant." This situation hardly provided a solid base for the COIN 
fight that was materializing. 

Through its standard program of searching and questioning, the 
British Army managed to create a large database on the population of 
Northern Ireland and it discovered thousands of weapons and hundreds 
of thousands of rounds. Nonetheless, its efforts were hampered because 
they ran counter to the notion that the acquisition of good intelligence 
is largely dependent upon gaining the population's goodwill and confi-
dence» These challenges were exemplified in the 1970s because the co-
operation between the various British intelligence collection agencies 
was uncoordinated and at times antagonistic. MI5, MI6, the Royal Ulster 
Constabulary (RUC) Special Branch, and the British Army each ran their 
own operations. There was competition for control, conflicting analyses 
being produced, and refusals and counter-refusals to share high-quality 
intelligence between agencies.° In short, during the early 1970s the overall 
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British intelligence effort in Northern Ireland was schizophrenic and char-
acterized by a complex web of uncoordinated, stovepiped efforts. 

It was within this dysfunctional milieu that the SAS proved its value. 
The "Regiment" has always been highly regarded for its competence in, 
among many other things, its thoroughness in planning and organiz-
ing. As such, beginning in March 1972, SAS soldiers were deployed to 
individual positions in the intelligence community to act as a catalyst 
for bringing unity to the overall effort. Officers were posted to key mil-
itary intelligence positions at the brigade level and at army headquarters 
in Northern Ireland. In 1974, more SAS officers were added, again to 
help bond the disjointed intelligence system, and to control agents» The 
SAS continued to provide such support to the burgeoning intelligence 
machine until at least 1976 when the architecture finally blossomed and 
began to evolve on its own, allowing the SAS to take on the more trad-
itional role of targeting insurgents.' 5  

While bringing excellent staff work, and inventiveness and cohesion 
to a flagging organization are hardly traditional SOF roles, the fact of the 
matter is that the SAS were superb in whatever missions were assigned 
them. To this end, when tasked to assist the intelligence effort, the SAS, 
according to established SAS authority Tony Geraghty, "provided some 
of the most innovative minds in the Intelligence game." 6  

Another manner through which the SAS assisted in enabling intel-
ligence activities was by providing specialist training to intelligence col-
lectors. Covert collection, such as close surveillance, in both rural and 
urban environments, against an enemy that hid among the population 
and emerged with surprising speed to attack those intelligence collectors 
unfortunate enough to be discovered, was a particularly hazardous duty. 
Collectors, therefore, needed excellent fieldcraft skills if they were to be 
successful in amassing information effectively while avoiding detection 
and its grim consequences. They also required a robust ability to defend 
themselves in situations that could escalate in mere seconds into life-or-
death scenarios. 

For example, one unit that required such skills was the Military Recon-
naissance Force (MRF), which was established as part of the army's effort 
in the early 1970s to create an effective intelligence gathering capabil-
ity. The MRF was responsible for running IRA prisoners who agreed to 
identify their colleagues while driving around in unmarked cars, a job so 
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dangerous that few IRA turncoats survived to see the eventual return to 
peace. Importantly, the MRF handlers received their training in covert 
operations from SAS instructors in an intensive course that was run with 
the Regiment's assistance.'' Consequently, the SAS was instrumental in 
empowering the unit to provide the necessary information gathering 
required to fuel the intelligence machine. 

Another intelligence gathering unit that required expertise in covert 
operations was the RUC's "E4" department, which was solely dedicated 
to collecting intelligence on the IRA. "E4A," a sub-unit, was assigned the 
most dangerous roles, such as conducting man-to-man surveillance, and 
was backed up by RUC Special Support Units that provided "firepower, 
speed, and aggression" when necessary. Once again, the SOF was a critical 
enabler. The E4A agents acquired their skills sets from SAS instructors 
who provided training in England. 18  

The SAS also played a role in providing specialist training to the 
famed 14 Intelligence Company when it was formed, a unit that was to 
play an especially important role in collecting intelligence. A deliberately 
obscure outfit, 14 Intelligence Company, or 14 Int, was broken down into 
small, highly secretive units whose operations were run directly from 
London. So secretive was the unit that the name 14 Intelligence Company 
was not acknowledged until 1988, over a decade after its establishment. 19  

As they were at the forefront of intelligence collection in dangerous 
areas, 14 Ines members needed to possess unusual skill sets, such as the 
ability to work alone in IRA-dominated urban areas and to exercise close-
quarter shooting skills if and when compromised." Unit members were 
tasked with close observation of known IRA terrorists, which sometimes 
meant sustaining observation for days or weeks, sometimes only feet away 
from armed, violent individuals.2 ' Indeed, the price of compromise was 
high, as any 14 Int agent captured by the IRA would be subject to vicious 
torture to reveal all the victim knew about the unit and its members." 

Naturally, the SAS was called upon to provide 14 Int with expertise. 
When the company was first established, its training officer was a serving 
member of 22 SAS who taught recruits the skills they needed to operate 
and survive, such as how to use a vehicle as a base of operations and how 
to avoid confrontation when questioned by suspicious locals. 23  Training 
for at least the first 50 14 Int members was conducted in part by the 
SAS near the Regiment's base in Hereford. They were instructed in basic 
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covert warfare skills, such as surveillance, communications, and the run-
ning of agents. The course itself was designed by the SAS, and because 
14 Int members employed SAS tactics, the Regiment occasionally sent 
advisers to Northern Ireland to check on how their protégés were doing.' 

Once operational, the first detachment deployed to Armagh in the 
spring of 1974, 14 Int soldiers operated in unmarked cars and used non-
standard weapons, such as silenced Ingram sub-machine guns. That the 
members of 14 Intelligence Company were well trained in self-defence 
became evident when one member fought his way out of an IRA ambush, 
entirely on his own, killing two terrorists and wounding a third." 

Although SOF was instrumental in training and advising nascent 
intelligence units and organizations, which in turn assisted the matura-
tion of intelligence operations in Northern Ireland, this was not their 
only intelligence contribution. Yet another way SOF acted as an enabler 
for intelligence was by providing specialist training to units in conven-
tional line battalions that were assigned complex intelligence collection 
duties. By the mid-1980s, the British Army had determined that regular 
troops could and should be used to conduct covert operations if pro-
vided the proper training. Once again, the SAS was called upon to pro-
vide expertise, this time providing the greater army with both a centre of 
excellence and a training entity that enabled line units to conduct covert 
operations. 26  With the benefit of SAS training, the army soon formed 
its own "close observation platoons" that went on to conduct effective 
operations, some of which led to the successful ambush of terrorists. 27  

Another major step forward, which reinforced the emerging link 
between SOF and intelligence organizations/operations was in 1980, when 
a new organization was created within the army known as the Intelligence 
and Security Group (Int and Sy Group). This unit placed 14 Intelligence 
Company and the SAS under a single commanding officer." Drawing 
recruits from the regular army, it was designed to conduct surveillance and 
intelligence gathering. The SAS trained Int and Sy group members at its 
Hereford, England base, providing trainees with a regime in covert surveil-
lance and intelligence collection before they deployed to Northern Ireland. 29  

Finally, the SAS also enabled intelligence collections efforts in North-
ern Ireland by actually acting as an intelligence sensor itself. In the early 
1970s, the army grew frustrated over the RUC Special Branch's ineffective-
ness in providing quality intelligence on the IRA. Its extreme unpopularity 
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in the Catholic community rendered it unproductive. Consequently, as 
previously outlined, the army set out to create its own intelligence gather-
ing capability that was to be based in part on reconnaissance and observa-
tion, skills that SAS members were expert in. 

The subsequent overall expansion of intelligence collectors, including 
army, secret service, and police services, saw the fielding of many HUM-
INT collectors. Unfortunately, however, their efforts were largely unco-
ordinated. It took years for the different organizations to mature and 
develop tactics, techniques, and procedures that would be fully effective. 

Fortuitously, in the interim, the SAS began to collect intelligence by 
conducting surveillance and helped to fill the gap that existed. Border 
crossing points were monitored, as were the homes of known IRA fig-
ures. The SAS also kept close watch on the roads around communities 
that had a strong IRA presence." Also, of particular value was the Regi-
ment's ability to maintain close observation of individuals, an inherently 
difficult task that was carried out in neighbourhoods where outsiders 
stuck out and were bound to be quickly compromised?' 

Clearly the government's use of the SAS as an intelligence sensor 
was especially useful because it occurred at a time when there were few 
other organizations capable of doing this specific task. As always, SOF is 
summoned when there is a crisis and no one else can provide the neces-
sary skill sets. 

While SOF in Northern Ireland did much to enable the intelligence 
function, it is equally true that intelligence enabled SOF. Indeed, the 
eventual growth of effective intelligence-gathering organizations meant 
that high-quality intelligence was available that enabled SOF to bring its 
potent, focused effects to bear. Quite simply, the SAS became the action 
arm for intelligence. 

By 1976, the British intelligence apparatus in Northern Ireland was 
maturing and becoming more effective. At this time, strategists also 
became aware that their COIN strategy required a review. 

As part of this review, intelligence planners studied Britain's success-
ful COIN campaign in Malaya. They quickly recognized that the corner-
stone of their success in that campaign was the separation of the popu-
lation from the insurgents. Whereas this separation was accomplished 
through the population's resettlement into highly secure villages, which 
left the insurgents exposed and vulnerable, this would not be possible in 
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Northern Ireland. The plan for Northern Ireland was aimed to achieve 
the same effect through different means. Here the British Army would 
use a robust intelligence system to isolate IRA terrorists. 

Consequently, as previously noted, the various British intelligence 
agencies were expanded and improved. This ushered in an era in which 
SOF was no longer required to gather information to process into intel-
ligence. Now it was needed to act on the intelligence being produced. 

Intelligence often shed light on hardcore IRA terrorists who were 
on their way to an attack and whose surrender to interdicting forces was 
improbable. In such confrontations, situations could escalate extremely 
quicldy. Moreover, the obligation to use minimum force, yet in circum-
stances that clearly called for the necessity to use precise deadly force, 
created a complex, if not ambiguous, operating environment for security 
forces. Such circumstances were unsuited for conventional forces and 
called for the superbly trained, covert-capable soldiers of the SAS." 

Indeed, this was an operating environment in which acting on intel-
ligence meant pitting soldiers who were restricted to using minimum 
force against a ruthless enemy that took advantage of the soldiers' strict 
rules of engagement and killed without hesitation. Conventional sol-
diers were at a clear disadvantage with potentially fatal consequences, as 
a number unfortunate soldiers were to demonstrate. For example, on 
16 March 1978, Lance-Corporal Jones, a Parachute Regiment soldier on 
duty with 14 Int, emerged from a hidden position to challenge three IRA 
terrorists. Without hesitation, the trio's leader shot Jones in the stomach, 
fatally wounding him, and shot and wounded Jones's partner." 

SOF skills were clearly an asset in complex situations like these. Not 
surprisingly, the SAS, as an action arm, soon proved critical to RUC's 
Special Branch, which lacked both the training and equipment to act on 
the intelligence that was gathered. In fact, when the SAS first deployed in 
strength to Northern Ireland in early 1976, they learned that the Special 
Branch had good intelligence on significant IRA figures, but did not pos-
sess the skill and resources to act on it. The SAS stepped into this capabil-
ity void and forged a relationship with the Special Branch that saw the 
Regiment being called to act when quality intelligence was acquired." 
By the late 1980s, this partnership had matured to the point that the 
RUC Special Branch's Tasking and Coordination Group (TCG) formally 
assigned missions to the SAS. 
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With time, the TCG also assigned tasks to other specialist military 
and police units based on which organization was the most appropri-
ate unit for the task. However, the special relationship between the TCG 
and the SAS remained strong. In fact, the close relationship between the 
SAS and TCG grew to the point that the latter had authority over the 
Regiment's operations, and when operational decisions had to be made, 
such as whether or not to change the scope of an operation based on the 
tactical situation, the SAS deferred to the TCG.35  

Notably, SAS also developed a working relationship with 14 Intelli-
gence Company that was based on the co-operative intelligence gathering 
and precision action. When the SAS first deployed in 1976, it relied pri-
marily upon the RUC for the actionable intelligence needed to identify 
and target key IRA members. However, the RUC's credibility began to 
wane because suspicion developed that it was co-operating with Protest-
ant extremists. Consequently, the British chief of the general staff, Field 
Marshal Sir Michael Carver, directed that the army start using intelli-
gence generated by the military. The result was a relationship in which 14 
Int became "a silent partner" to the SAS. 36  The terms of this relationship 
were that 14 Int gathered and collated intelligence on the IRA, and when 
action was required, the SAS was brought in to strike. 3 ' The SAS, with 
their extensive experience in conducting dangerous covert operations 
and their unmatched weapons handling skills, brought soldiers to the 
fight who were capable of delivering precision effects and provided a solu-
tion to the complex problem faced by the British Army and government. 

The profitable partnership between intelligence and the SAS, which 
produced excellent and often significant results in situations that were 
extremely dangerous, can be best appreciated by examining some nota-
ble operations. Operation JUDY, which took place in May 1987, provides 
a good case study. 

In May 1987, British security forces had received excellent intelligence 
indicating that the IRA was planning to attack the police station in Lough-
gall, North Armagh County, with small arms and a huge bomb that was 
to be placed in the shovel of a mechanical digger that would be driven up 
to the station. Fortunately or unfortunately, depending on which side you 
were on, the IRA's entire plan was compromised. British Security Forces 
were aware of the plan's details, roughly when it would occur, and that the 
men involved included some of the most dangerous in the IRA. 
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Consequently, on 7 May, a force of nearly 40 SAS troops, plus sup-
porting signallers and others, was assembled for an intelligence briefing 
during which the IRA's plan was revealed. The SAS deployed shortly after 
with a large force hidden in the trees next to the police station, another 
group actually inside the targeted building, and other teams along the 
IRA's anticipated ingress/egress route." They believed such a robust 
security force was required because of the unusually large group that 
the IRA was sending, which included some of its fiercest characters, men 
who were well known for their violence. 

The IRA team was led by Patrick Kelly, the officer commanding of 
the Tyrone IRA organization and a man directly associated with the IMs 
Northern Command and its chief of staff. Another was Jim Lynagh, who 
was the IRA member most-wanted by security forces. He was a ruthless and 
feared individual whose violent tendencies were considered excessive, even 
in senior IRA circles. Lynagh was also one among a handful of IRA mem-
bers who travelled to Libya in 1986 for training in handling the weapons 
that Qaddafi was then shipping to Ireland. A third member of the team 
was Padraig McKearney, who had served two jail sentences for blowing up 
a factory and for weapons offences. He was a prison escapee fi-om a start-
ling 1983 break from Long Kesh prison. Another was Gerard O'Callaghan, 
who with Lynagh and McKearney, was a senior member of the IRM East 
Tyrone Active Service Unit (ASU). Finally, Declan Arthurs, Seamus Don-
nelly, Tony Gormley, and Eugene Kelly were the younger, though never-
theless experienced, members of the team. 39  Together, they represented a 
group of extremely dangerous men. The intelligence pointing toward their 
pending attack, however, gave security forces a rare opportunity to deal the 
IRA a devastating blow. 

The SAS, with the assistance of the RUC, took full advantage of the 
opportunity. At 1915 hours on 8 May, a van carrying five of the IRA 
men approached the police station to conduct a quick reconnaissance. 
They then turned back. Shortly after, the van returned accompanied by 
the mechanical digger. Both vehicles drew up to the station. Three IRA 
exited the van, and one, Patrick Kelly, began to fire on the police station 
with an automatic rifle. The SAS opened up on the party, killing the three 
men in the open and the two who remained in the van (both of whom 
were wearing body armour). The three men who rode on the digger were 
shot and also killed, though not before one had time to light the bomb's 
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fuse. Its detonation created a huge blast that destroyed part of the station 
and a neighbouring telephone exchange. In the end, however, all eight 
well-armed IRA were killed in circumstances that were fully justified and 
could not be exploited by IRA propagandists, while the security forces 
suffered no casualties. 4° 

The operation was a stunning success and demonstrated the benefi-
cial partnership between intelligence and SOF. The intelligence that fore-
warned of the attack was nothing less than superb. Intelligence person-
nel had briefed the SAS on the probable route the IRA would take, how 
the bomb would be constructed, and what the IMs backup team would 
consist of. Intelligence also determined exactly how the men would be 
armed. The SAS were warned that there would be three Heckler and 
Koch 7.62 mm assault rifles, two 5.56 mm FN automatic rifles, one 
shotgun, and a Ruger revolver, all of which were prepositioned in an 
arms cache that the RUC had placed under continuous surveillance» 
Although precisely how this intelligence was acquired remains unclear, at 
least in the public domain, the intelligence was highly accurate and cued 
the SAS to act, resulting in a tremendous victory. 42  

Indeed, the remarkable success of the British security services at 
Loughgall achieved considerable effect in undermining the IR/Vs stra-
tegic campaign. The operation accomplished much more than simply 
removing eight notorious insurgents from the field. Operation JUDY 
virtually eliminated the IMs East Tyrone Brigade in what was the great-
est death toll experienced by the insurgents since 1969. As such, the IRA 
lost some of its most experienced, determined, and irreplaceable mem-
bers. Moreover, the sudden loss of these men also dealt a blow to the 
morale of IRA members and supporters. What's more, some of the killed 
insurgents were to have played a role in the IRA's so-called "Tet Offen-
sive,"43  an ambitious plan to use huge stores of weapons acquired from 
Libya to escalate the conflict and wear down Britain's resolve to continue 
its COIN effort. In fact, the IRA's disaster at Loughgall was the first in a 
series that forced the organization to abandon its Tet Offensive. 44  

Furthermore, as a consequence of the success of Operation JUDY, 
the IRA turned in on itself and became fixated on determining if they 
had been betrayed from within. Throughout the Tyrone area, the IRA 
and its supporters were gripped in a state of "near paranoia" that caused 
organization to cease operations and scrutinize itself for leaks.' Finally, 
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Operation JUDY struck such a blow to the IRXs capability and morale 
that it was eventually seen as having shoved the IRA toward the peace pro-
cess.'" Having achieved such deep and lasting effects, the operation pro-
vided an outstanding example of the potential that e)dsts when capable 
intelligence and SOF organizations work together. 47  

Another high-risk, intelligence-led, and SOF executed operation 
that dealt a significant blow to the IRA was Operation FLAVIUS, which 
resulted in the interdiction of an IRA team sent to Gibraltar to conduct a 
devastating attack against the local British garrison. Shortly after the dis-
aster at Loughgall, the IMs Army Council decided that a revenge attack 
was needed to raise shattered morale and shock the British people. The 
British garrison in Gibraltar was selected as the target, as it had relatively 
lax security and it was very symbolic (i.e., there was much British pomp 
and ceremony with the local unit marching daily in full regalia through 
the streets). As such, the IRA believed that an attack there would gener-
ate significant international media coverage. The IRA was drawn to the 
fact that the Royal Anglian Regiment held a daily Changing of the Guard 
outside the governor general's home, during which 70 soldiers paraded. 
The attack was to occur at a quiet square used as a parade dispersal point, 
where the IRA would place a car bomb designed to kill as many soldiers 
as possible. The IRA Army Council ordered that a Special Active Service 
Unit be formed for the critical mission. 

As with the plan for Loughgall, some of the IRNs top talent was 
chosen for the job. In charge of the operation was Mairead Ferrell, a 
tough, educated, and fiercely determined woman who had served 10 years 
in prison for conducting a hotel bombing and who had demonstrated 
unquestionable dedication to the Republican cause. Also recruited was 
Danny McCann, an extremely violent individual with whom the RUC 
had associated 26 murders. He was assessed to be the IRNs authority on 
conducting close-quarter killing. The third member was Sean Savage, a 
younger but enthusiastic individual who was chosen for his technical 
expertise. Finally, an unidentified woman was used to scout Gibraltar and 
the target ahead of the others. In short, the IRA had once again assembled 
a collection of particularly dangerous members, this time with the intent 
of conducting a symbolic, shocking mass casualty attack." 

The level of information acquired warning of the attack was detailed 
and indicated a threat so serious that SAS support was deemed necessary. 
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In November 1987, intelligence services learned that McCann and Sav-
age had travelled on false passports from Spain's Costa del Sol to Belfast, 
raising suspicions that the IRA was planning an attack in Spain. Gibral-
tar was assessed as the mostly likely target. Security services immediately 
launched a comprehensive investigation to ascertain the IRA's intent and 
to create a counter-plan. On 23 February 1988, and again on 1 March, a 
woman travelled to Gibraltar on a fake passport under the name of Mary 
Parkin. During both trips she was tracked by MI5 as she followed the 
parade route for the Changing of the Guard ceremony. She was assessed 
as conducting a reconnaissance for an attack. 

On 2 March, the British government's Joint Intelligence Commit-
tee received other information from Northern Ireland indicating that an 
attack would soon occur. The decision was therefore made to deploy a 
16-man Special Projects Team from the SAS to Gibraltar. In short order, 
the intelligence services had pieced together a comprehensive understand-
ing of the threat. All three members of the ASU, including Ferrell, McCann, 
and Savage, were identified. The names on their false passports were 
known. British authorities were fairly certain that the attack would take 
place on 8 March. They knew the target was the Changing of the Guard 
and they knew the attack would involve a massive remote-detonated car 
bomb." The few intelligence gaps that remained were filled by reason-
able analysis of the IIUs modus operandi since 1969. For example, the SAS 
knew that they would face IRA members renowned for their violence. It 
was therefore assumed that they would all be armed. It was also reasoned 
that they would use their weapons if confronted, and similarly, that they 
would remote detonate their bomb immediately if challenged. 5° 

Indeed, it was this detailed intelligence picture that led the Gibraltar 
police to request SAS support. Gibraltar's Special Branch had the lead for 
Operation FLAVIUS but, owing to the extremely violent nature of the 
terrorists and the fact that they were assessed to have been in the final 
stages of planning for a devastating attack, the SAS were to be ready to 
assist as required. 

In the days leading up to 8 March, the police/SOF/intelligence team 
was at heightened readiness in anticipation of the terrorists entering 
Gibraltar. Then on 5 March, Savage was spotted in Gibraltar by an alert 
intelligence operator and followed to a Renault car that was parked exactly 
where the daily parade ended. He was observed entering the vehicle for a 
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few minutes to adjust something inside. It was assessed that he had deliv-
ered the car-bomb and was preparing it for detonation. After Savage left 
the vehicle, an SAS soldier was sent to conduct a hasty examination of 
the Renault. Though he had insufficient time to examine it, he noted 
that the new vehicle had a rusty antenna, so he reported that the car may 
have contained a bomb. Then, within minutes, Farrell and McCann were 
observed crossing the border into Gibraltar. With all three terrorists spot-
ted almost concurrently, and with Savage's activity in the Renault, con-
cern rose sharply that their attack was imminent. 

With all three terrorists under close surveillance by the SAS, Far-
rell and McCann walked until they linked up with Savage. Shortly after, 
the commissioner of police signed a document giving the SAS power to 
attempt an arrest. Savage then broke off from Farrell and McCann and 
went on his own way. At this time a police siren sounded, prompting 
McCann to look over his shoulder and make eye contact with his SAS 
followers. The SAS troops, well aware that McCann was the IRM fore-
most expert in close battle, saw him make a gesture with his arm that was 
interpreted as a possible move for a weapon or bomb trigger, and he was 
shot and killed. Farrell too reportedly made a similar gesture, pulling a 
purse across her body, and was also shot and killed. The sound of gunfire 
prompted Savage to turn, upon which an SAS soldier yelled "stop," while 
Savage reportedly moved his right hand toward a pocket. Again, out of 
concern that he would either bring out a weapon or trigger the bomb, he 
was shot and killed. The SAS later claimed that they were acutely con-
cerned that any of the three would start shooting if confronted and that 
they would detonate the bomb by remote control?' 

The effect achieved by the intelligence-SOF team was significant. 
There is no doubt that the three dead IRA members were setting up a 
massive bombing that targeted the Royal Anglian Regiment in a public 
area. As such, Operation FLAVIUS was immediately seen as a huge suc-
cess, having prevented an attack that would have caused scores of dead 
and badly maimed soldiers and probably civilians as well. And, once 
again, key IRA members were removed from the field. But, more signifi-
cantly, the Gibraltar bombing was to have been one of the IRA's opening 
moves of the Tet Offensive on the European continent. Its disruption 
caused the ITUs Army Council to conduct an internal inquiry to deter-
mine how the plan could have been ruined so effectively. Their finding 
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was that the ASU members themselves had probably compromised the 
mission with careless talk. Curiously, the Army Council did not find that 
the IRA was possibly penetrated in its upper echelons, despite the dis-
asters at Loughgall and Gibraltar, both of which clearly indicated high-
level betrayal." Nevertheless, the Gibraltar affair contributed to a sense 
of growing paranoia in the IRA that obstructed the Army Council's abil-
ity to ignite the hapless Tet Offensive." 

Still, the IRA managed to salvage the situation in Gibraltar from a 
public relations perspective when the British government failed to report 
the facts of the incident accurately in the days following the operation» 
Nonetheless, intelligence had once again cued SOF in an operation that 
dealt a significant blow to the insurgency. 

The operations in Loughgall and Gibraltar serve as excellent examples 
of the effects that can be achieved when high-quality intelligence is 
acquired and exploited by SOF operating in high-risk environments. 
There were many other operations that received far less public attention 
but nevertheless demonstrated the effectiveness of this partnership and 
are therefore worth mentioning in brief. For example, in January 1977, 
intelligence sources learned that the IRA was going to use a car that was 
parked on a road in Culderry, Armagh County, in an operation. The SAS 
deployed a four-man patrol to conduct close surveillance of the car and, 
if necessary, interdiction. As suspected, a car soon approached the parked 
vehicle and stopped just short of the SAS surveillance team. An IRA man, 
Seamus Harvey, got out dressed in combat clothing, a black hood, and a 
belt full of shotgun shells. Two SAS soldiers approached him with intent 
to arrest. However, a hidden IRA cover team opened fire on the SAS. The 
two SAS dove for cover, while their own cover team returned fire. In the 
end, Harvey was killed in the exchange, two of the 13 rounds that struck 
him were actually fired by his own team, in circumstances that were 
legally and ethically unassailable, even by the notorious IRA propagand-
ists who used any opportunity to accuse the SAS of being murderers." 

Another excellent example of the efficacy of the intelligence-SOF part-
nership occurred in the summer of 1988, when security forces learned that 
the IRA had plans to assassinate a retired Ulster Defence Regiment (UDR) 
officer as part of a campaign to terrorize RUC and UDR supporters. Brit-
ish security forces determined that the best, and only, option was to catch 
the IRA red-handed in the act of attempting the assassination. Capturing 
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the assassins any other way, for example while moving to their weapons 
cache in preparation for the operation, would be easily manipulated by 
propagandists. The SAS plan then was to place a soldier in the target's truck 
when intelligence warned the assassination was imminent and then have 
the truck "break down" on a road where an SAS team would hide in waiting 
for the assassins. The plan was, of course, extremely dangerous, as the SAS 
driver would be precariously exposed. In addition, the IRA hit team was to 
indude three extremely dangerous men who between them were associ-
ated with at least 32 murders. In fact, one of the IRA men, Gerard Hartej, 
had only weeks before, detonated a road-side bomb that flipped a troop-
carrying bus, killing eight soldiers and wounding 27 in an appalling scene 
of carnage. In any event, the SAS plan was carried out with great success. 

Intelligence warned that the hit team had removed weapons from its 
cache and that the operation was on. The SAS moved into position and 
staged the truck's breakdown. The IRA soon learned that their quarry 
was stationary by the side of the road and moved in to execute him. They 
drove up to the broken-down vehicle and confronted the SAS soldier 
posing as the UDR target. They then opened up with automatic rife 
fire. The SAS man leapt out of the line of fire, with bullets impacting 
all around him. The hidden SAS team then engaged the IRA team, kill-
ing all. In so doing, they caught the IRA team red-handed in the act of 
attempting an assassination and used lethal force in circumstances that 
were wholly justified and removed three radical and violent IRA men." 
In the end, the IRA was ultimately ground down by an intelligence net-
work that made it impossible for the organization to operate. 

In the years after the latest round of "Troubles" broke out in 
1969, the British intelligence community in Northern Ireland slowly 
developed into an extremely sophisticated, remarkably capable machine 
that increasingly reduced the IRA's ability to operate until the organiza-
tion had little freedom of action." SOF became, in many instances, the 
natural partner for intelligence, initially even fulfilling both roles. It is 
important to note that SOF was not the only, or always the best, part-
ner for intelligence. Nor was SOF the decisive factor in the IRA's even-
tual defeat." However, SOF certainly played an important part in the 
early years assisting with the growth and development of the intelligence 
battle in Northern Ireland and later became an important part of using 
hard-won intelligence to conduct high-impact operations. Furthermore, 
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successes by SOF cast a shadow over the IRA. They quickly knew they 
faced a persistent and disturbing threat and that any of their planned 
operations could be compromised and subsequently interdicted by the 
SAS. Notably, the SAS achieved this dramatic effect with a relatively 
small number of soldiers. After 1976, the SAS presence in Northern Ire-
land usually consisted of a troop of just 30 men, with reinforcements 
from England available when required." 

It must also be pointed out that the SAS experience in Northern Ire-
land demonstrated that SOF intelligence-led COIN operations can be 
manipulated by an enemy who is adept at information operations. To this 
end, insurgent propaganda can be effective in undermining the effects pro-
duced by the SOF-intelligence team. The very nature of SOF operations in 
Northern Ireland, which pitted extremely well-trained and war-hardened 
soldiers against ruthless, intractable IRA terrorists, often resulted in the 
deaths of the latter. This sometimes provided IRA propagandists and sup-
porters with opportunities to portray the SAS as a hit squad. 6° On other 
rare occasions, innocent civilians were caught in the crossfire, providing 
the IRA and its supporters fodder for their information operations and 
accusations that British SOF were victimizing the local population. 

The facts, however, are telling and refute the IRWs propaganda. By 
the July 1997 ceasefire that largely ended the conflict, the SAS had killed 
about 38 insurgents, but its members had arrested several times more, 
sometimes in circumstances in which deadly force would have been 
unquestionably appropriate if used. As for incurring civilian casualties, 
five innocents died during SAS operations, some in situations in which 
the ambiguous circumstances justified the use of deadly force. 6 ' Though 
such deaths are tragic, surely this number is extremely small in the greater 
context of post-1945 COIN campaigns and underscores the fact that SOF 
does indeed bring precision effects that lessen civilian casualties. 

As both history and current events demonstrate, counterinsurgency 
is a complex, difficult form of warfare that is typically protracted and may 
not show tangible progress for years. A determined insurgency with some 
degree of popular support can be extremely difficult to defeat. It is there-
fore useful to examine previous conflicts for lessons that may be applied 
now and in the future. The COIN campaign in Northern Ireland was a 
particularly difficult one, waged as it was by British forces on British soil 
against a very capable enemy with much local support and in the full 
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glare of the media. SOF played an important role in that conflict by con-
tributing to the development of a remarkably effective intelligence system 
and by acting as the action arm for that intelligence machine, particularly 
when circumstances called for small numbers of discreet soldiers who 
could bring precision, deadly force to bear instantly if required. Indeed, 
the successful COIN campaign in Northern Ireland, fought over a period 
of about 28 years, demonstrates that SOF and intelligence are mutually 
enabling elements that form a valuable team, one that makes concrete 
contributions to the long and difficult process of eroding insurgency. 
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FIGHTING THE MUJAHIDEEN: 

Lessons from the Soviet Counterinsurgeng 
Experience in Afghanistan 

Tony Balasevicius and Greg Smith 

AS PART OF A North Atlantic Treaty Organization coalition, the Can-
adian Forces are now conducting a counterinsurgency campaign in 

Afghanistan against a resurgent Taliban threat. Dealing with this menace 
has proven to be di fficult since the Taliban, realizing they cannot defeat 
NATO's superior military strength, have resorted to asymmetric actions 
that strike at the coalition's will through the cumulative effects of terror 
and small-scale military operations. Although NATO must contend with 
these tactics, concentrating solely on the military aspects of the problem 
will not address the real danger. 

Indeed, the true nature of the Taliban's threat rests in its political 
strength and not in its military capability. To destroy the Taliban's influ-
ence in the region, a combination of political, social, economic, and mil-
itary actions are necessary. Although the complexities of dealing with 
these issues in a coherent manner are significant, in the case of Afghan-
istan, they are not without precedent. Interestingly, the Soviets faced 
many of these same challenges while fighting their counterinsurgency 
campaign against the mujahideen throughout much of the 1980s.' 

The Soviet experience should be of interest to coalition members 
as it provides a contemporary example of the challenges of conducting 
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counterinsurgency operations in Afghanistan. Contrary to popu-
lar belief, the Soviets followed a logical and multifaceted, if somewhat 
brutal, counterinsurgency strategy in Afghanistan. A critical examina-
tion of their performance reveals that many of their failings can be dir-
ectly attributed to a lack of resources and, in this respect, there are a 
surprising number of similarities between the operational environment 
the Soviets faced and the threat that NATO is now dealing with. As such, 
this chapter will explore various aspects of Soviet counterinsurgency 
operations during their occupation of Afghanistan. Specifically, it will 
examine the strengths and weaknesses of the Soviet approach and derive 
applicable lessons for the current situation. Before dealing with the 
specific aspects of the Soviet's performance, however, it is important to 
first comprehend the dynamics of insurgencies.' 

In the most basic of terms, an insurgency can be viewed as an uprising 
against an established form of authority such as a government or an occu-
pying military force.' Bard E. O'Neill, a recognized expert on the subject, 
defines an insurgency as a "struggle between a non-ruling group and the 
ruling authorities in which the non-ruling group consciously uses political 
resources (e.g., organizational expertise, propaganda and demonstrations) 
and violence to destroy, reformulate, or sustain the basis of legitimacy of 
one or more aspects of politics."4  In this context, insurgencies are often 
used by the disaffected who recognize their inability to win against conven-
tional military forces and therefore, resort to actions that exploit popular 
grievances and attack the will and motivation of the status quo authority.' 

Conversely, counterinsurgency operations are carried out by the 
established authority and seek to destroy the insurgent through the use 
of political, social, and economic reforms that focus on satisfying the 
same grievances that the insurgents are attempting to exploit. The estab-
lished authority must carry out reforms while simultaneously attacking 
the physical entities of the insurgent's military and political apparatus.' 
However, when going after the insurgent's physical capabilities, counter-
insurgency forces must be cautious in their actions, because they must 
deprive the rebels of the basic operational and tactical conditions needed 
to sustain the insurgency while simultaneously limiting collateral dam-
age on the population. 

Achieving this balance is far more difficult than it may first appear. 
The insurgents will attempt to embed themselves within communities 
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so that they can start to develop the tactical conditions needed for the 
success of the insurgency. Thus, any attempt to attack them usually also 
means striking the population. 

Moreover, this balance underscores the fact that winning the "hearts 
and minds" of local populations is critical for both the insurgents and 
the established authority. Certainly, the co-operation of the population 
provides the basis for long-term operational sustainment and is a key 
enabler in developing the other conditions that are an essential precon-
dition for success by both sides. 

In order for the established authority to win the hearts and minds of 
locals, they must first be able to show that they can protect the popula-
tion and defeat the insurgents.' As Lieutenant-Colonel John McCuen, a 
military officer and author on the subject of counterrevolutionary war 
asserts, "the most important part of a counter insurgency is having the 
population organized for its own self-defence ... Even in this early phase 
of the war, organization of local auxiliary police and militia units should 
be the first priority of the governing authorities."' Therefore, establish-
ing a secure environment within Afghanistan was a critical first step 
for the success of the Soviet counterinsurgency effort. Unfortunately, 
developing this prerequisite for success proved to be an extremely dif-
ficult challenge for the Soviets once they entered the country. 

The genesis of Soviet involvement in Afghanistan started in the late 
1970s when the People's Democratic Party of Afghanistan (PDPA), a Marx-
ist organization, seized control of the government in Kabul on 27 April 
1978. Shortly after the PDPA had taken over power, the new government 
announced a number of broad and ill-conceived reforms that alienated 
large segments of the population. Moreover, they did little to implement 
these reforms, which alienated those who might have otherwise supported 
them.' Subsequently, rebellion broke out in the Nuristan region of eastern 
Afghanistan and in the following months spread throughout other parts 
of the country To contend with the growing unrest the PDPA increas-
ingly relied on Soviet military assistance. However, by October 1979 the 
situation had become so dire that the Afghan government was forced to 
formally request Soviet intervention. 

Although initially hesitant, the Soviets eventually acquiesced to the 
request and deployed the 40th Army, which was comprised of three motor-
ized rifle divisions, an airborne division, an assault brigade, two independent 
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motorized rifle brigades and five separate motorized rifle regiments2° This 
force invaded Afghanistan in December 1979 rapidly taking control of 
large population centres and securing key lines of communication." 

While the occupation of the country was swift and impressive in 
its military efficiency, pacification of this rural, warrior society proved 
far more difficult. Shortly after the invasion, Afghanistan erupted into 
a popular revolt against the occupying forces. From the beginning of 
the uprising, the Soviets were confronted by a number of difficulties, 
including the geography of the country, a fragmented society that held 
no allegiance to a central authority, and a force structure that proved 
totally inadequate for the type of conflict they were fighting." However, 
the most significant problem the Soviets faced during their occupation, 
and one that they never rectified, was a lack of resources, specifically, the 
necessary "boots on the ground," to establish security." 

The Soviets deployed and maintained a force of about 100,000 troops 
in Afghanistan, which was generally believed to have been totally inad-
equate for the task they were to undertake. According to American intel-
ligence estimates, "An increase of perhaps 100,000 to 150,000 men might 
[have allowed] the Soviets to clear and hold major cities and large parts of 
the countryside or block infiltration from Pakistan and Iran, although it 
probably could not do both.... An even larger reinforcement of 200,000 
to 400,000 men probably would [have allowed] Moscow to make serious 
inroads against the insurgency if the efforts could be sustained."i 4  

There have been a number of theories put forward as to why the 
Soviets did not provide sufficient personnel to meet the needs of the 
Afghan theatre. Evidence suggests that, initially, the Soviets entered 
Afghanistan with the limited mandate of providing support to the estab-
lished authority. According to declassified U.S. military reports, the 
Soviets imposed limitations on the size of their forces in Afghanistan 
because they believed, "that the primary purpose of [the] Soviet inter-
vention of December 1979 was to take over security responsibilities, so 
that [Afghan] government forces could concentrate on putting down the 
ever-growing insurgency."" 

Although the Soviets may have initially expected the Afghan Army 
to carry the main burden of the fighting against the insurgents, the idea 
quickly proved unrealistic — at least in the short term. This was because 
of the extremely poor quality of the average Afghan soldier, who in most 
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cases was unwilling to fight.' 6  In fact, morale in many of the units was so 
low and desertion to the mujahideen so common, that by August 1980 the 
Soviets were forced to remove all anti-armour and anti-aircraft weapons 
from Afghan units for fear they would fall.into the hands of the resistance. 
The inability of the Afghans to provide any meaningful security contri-
bution to the counterinsurgency effort forced the already overstretched 
Soviets to take over additional duties and in so doing they became the cen-
tre of gravity for success. 17  In essence, any hope of defeating the insurgents 
now lay on the shoulders of Soviets. 

Unable to expand their military capabilities by increasing the 
Afghan Army, the Soviets focused their efforts on securing their hold 
of the country's cities and major towns. 18  Given the circumstances, this 
action was the most logical course for the Soviets to undertake as they 
could not regain the initiative until they had secured their own strategic 
bases. Unfortunately, the Soviets never had sufficient resources to move 
beyond the consolidation of the major cities as almost 85 percent of the 
approximately 100,000 troops they had available in theatre were needed 
to provide the basic security tasks of protecting key locations within 
their strategic bases and the outposts along vital supply routes from the 
Soviet Union. 19  

The inability to expand their control beyond their strategic bases 
was to prove costly for the Soviets as more than 80 percent of the coun-
try's population lived in rural areas and these people were left vulnerable 
to mujahideen influence. 20  In this respect, a key condition for success 
in the counterinsurgency effort appears to have been forfeited from the 
beginning of the campaign. 

Interestingly, the failure of the Soviets to provide a permanent secur-
ity infrastructure for the population did not deter them from attempting 
to persuade the people to stop supporting the insurgents. In fact, Soviet 
methods to win the hearts and minds of the Afghans were sophisticated, 
with considerable variation depending on the area they were target-
ing. For example, shortly after their occupation, the Soviets introduced 
a number of reforms that were designed to strengthen the relationship 
between religion and state. They gave the government in Kabul control 
of its own finances and this included the distribution of endowments 
to the country's mosques. Religious leaders were granted exemption 
from military service and permitted a gratuity for visits to Mecca. These 
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concessions quickly won over the Afghan mullahs who became import-
ant sources of support for the Soviets as they preached that Islam and 
Marxism sought a common goal and denounced the activities of the 
resistance fighters. 2 ' Other hearts and minds initiatives included hav-
ing the Afghan state media place emphasis on the government's inten-
tion to respect and observe Islam as a "sacred religion." In an attempt to 
showcase Afghan independence the Soviets allowed the country the use 
of the traditional Afghan flag. In addition, they examined land reforms, 
attempted a rapprochement with its former class enemies, and released a 
large number of political prisoners." The Soviets also took a number of 
steps toward creating a more homogeneous society within Afghanistan 
by slowly moving the country toward a Marxist philosophy. 

The Soviet-backed regime in Kabul also made extensive changes to 
the country's education system. The scholastic curriculum was modi-
fied to emulate the Soviet model through the use of translated Soviet 
textbooks heavily laden with Marxist propaganda." The government 
also rewrote official Afghan history to reflect a more harmonious his-
torical relationship with the Soviet Union and replaced all other foreign 
languages in Afghan schools with Russian, which then became a pre-
requisite for advancement. Such techniques were referred to simply as 
the "Russification" of Afghanistan and sought, over the long-term, to 
achieve Afghan pacification» These reforms and programs were accom-
panied by an extensive and multifaceted propaganda campaign, which 
was specifically targeted at winning over the population. 

In fact, propaganda and psychological warfare became a key aspect of 
the Soviet's hearts and minds campaign as the Russians attempted to use 
this advantage to legitimize the Soviet backed regime in Kabul while at the 
same time undermining the insurgents' belief in their cause. They did this 
by targeting specific groups with different massages. For example, Soviet 
attempts to win over the more educated urban populations focused on 
convincing this group of people about the benefits of their presence. To 
do this, the Soviets used radio, television, and literature that portrayed 
the Russians as heroes and defenders of Afghan freedom and as historic 
friends to the Afghan people. These means were also employed to con-
vince the urban populace of the security of the Kabul regime. To illustrate 
the point, communist propaganda highlighted the number of refugees 
returning home from Pakistan because they felt it was now safe to do so." 
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In the Hindu Kush mountain range area of northern Afghanistan, 
where the population is ethnically linked with the peoples of the Soviet 
Central Asian republics, the Soviet's propaganda took on a far different 
form. In these regions, ethnic ties were repeatedly emphasized and often 
integrated into Afghan popular culture through the conduits of docu-
mentary films and love songs. The Soviets also attempted to focus on their 
homogeneity with the Soviet Central Asian republics and the benefits of 
Communism. They continually reminded the people of their ethnic pride 
and their common traditions, culture, and language thereby reinforcing 
these messages with cultural exchanges and through various media." 

However, despite these efforts, the Soviets were never able to gain sig-
nificant support from the population or to appreciably delegitimize the 
cause of the insurgents. Their lack of success was due in large part to the 
fact that the Soviets could not make an impact in areas where they were 
unable to establish a permanent security presence. Over time, the Soviets 
found that any efforts at convincing Afghans in rural areas, particularly 
in the south, of the legitimacy and benefits of their occupation proved to 
be useless and they eventually ended all programs aimed at winning over 
the people in these areas." Instead, the Soviets were forced to try to gain 
control of the population with what is commonly referred to as the stick 
technique of winning hearts and minds." 

There are several ways of employing the stick technique, which can 
include minor punishments such as "curfews, collective fines, detention 
of suspects and various restrictions on individual liberties."" As Julian 
Paget explains, "One powerful 'stick' in the battle for local support is the 
use of reprisals and harsh punitive measures applied in the hope of mak-
ing the populace more frightened of the security forces then they are of 
the insurgents."" 

Over the course of the war such measures became a key part of Soviet 
strategy in areas where the mujahideen had established firm authority. 
Knowing the insurgents were receiving support from various commun-
ities throughout Afghanistan, and unable to put sufficient forces into the 
area to stop the support, the Soviets ruthlessly attempted to separate the 
mujahideen from the villages. Using Mao's comparison that guerrillas are 
supported by the population in the same manner that fish swimming in 
the sea are supported by the water, the Soviet approach in Afghanistan was 
to progressively empty the water out of the bowl, thereby killing the fish.31 
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The Soviets tried to "empty the bowl" through the use of reprisal attacks 
and terror causing what has often been referred to as migratory genocide." 

This strategy was based on the premise that any rebel attack against 
Soviet troops was quickly answered with an overwhelming military 
response against villages in the immediate area of the assault." Moreover, 
in certain rural areas plagued with a strong contingent of rebel forces, 
the Soviets attacked using heavy mechanized forces with the simple goal 
of exterminating the local population» 

Furthermore, during these operations the Soviets destroyed the 
agricultural and pastoral system upon which the rural population was 
heavily dependent. Irrigation systems, livestock, orchards, vineyards, 
water wells, and crops were actively targeted with the express purpose 
of destroying the rural infrastructure, thus forcing civilians to choose 
between flight and starvation." After one such attack a Swedish official 
reported: "Russian soldiers shot at anything alive in six villages — people, 
hens, donkeys — and then they plundered what remained of value."" 

In quantitative figures, the scope of this policy was staggering. At 
the end of 1986, the United Nations High Commission for Refugees 
(UNHCR) stated there were approximately 3.2 million Afghan refugees 
in Pakistan with a further 50,000 scattered in Europe, India, and the 
United States." Toward the end of the war, it was believed that there were 
upwards of five million refugees in Pakistan and India, with a further two 
million rural Afghanis seeking refuge in Kabul and other Afghan popula-
tion centres. In their efforts to eliminate potential bases of support, it is 
believed that the Soviets killed off as much as 9 percent of Afghanistan's 
pre-invasion population." 

Although extreme, the Soviet emphasis on eliminating bases and 
logistic support of mujahideen through relocation is not surprising." 
Insurgents need a secure place from which to operate, where they can 
rest, train, be organized, and supplied. Clearly, the importance of bases 
and logistic support to the insurgents make these bases an important 
priority for counterinsurgent forces.' As a result, since the Soviets were 
unable to secure control of many of the villages through occupation and, 
thus, eliminate their use by the mujahideen , they adopted a policy of 
utter destruction. 

The main difficulty with this policy was that it backfired, causing 
both international indignation and increased local and international 
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support for the mujahideen. Moreover, significant for the Soviets, this 
counterproductive strategy did little to address the important problem 
of eliminating rebel bases. This was because, besides the bases located 
in villages, the mujahideen had established a number of secure bases or 
sanctuaries along both sides of the Afghan-Pakistani border where they 
were able to regroup and continue to plan and execute operations. 4 ' 

Understanding the significance of these safe havens, the Soviets made 
concerted efforts to close the border area in an attempt to cut off the 
Afghan rebels from their sanctuaries» Initially, they attempted to create 
government posts along the Afghan-Pakistani border from which they 
could launch attacks against mujahideen columns. This proved unsuccess-
ful because of the sheer length of the border, so the Soviets tried to finan-
cially co-opt tribes living in the area to harass the mujahideen bands as 
they attempted to move back and forth, which also proved ineffective." 

When these actions failed, the Soviets started to carry out direct 
actions on both sides of the border. Although initially hesitant to violate 
Pakistani air space, by 1986 the Soviets had become so desperate that 
they were striking all known rebel bases with air and artillery attacks. In 
fact, analysts estimated that 700 air and 150 artillery attacks were carried 
out inside Pakistan throughout the latter part of the war." 

In the end, all measures to separate the mujahideen from their sanc-
tuaries proved unsuccessful. Even in 1986, which logistically speaking 
was the worst year for the Afghan rebels, the Soviets only intercepted one 
third of supplies crossing the border." Their failure to destroy the sanc-
tuaries allowed the mujahideen to continue long-term operations and 
this meant they maintained the ability to keep wearing down Russia's 
strength with the cumulative effect of long-term fighting. 

In a desperate attempt to strike back at the elusive enemy, the Soviets 
began launching large-scale military operations with their mobile reserves 
on suspected rebel positions." Employing techniques that the Western 
media often referred to as "Hammer and Anvil" operations, the Soviets 
established blocking positions and then conducted massive mechanized 
sweeps intended to crush any guerrilla forces that were caught between 
the two forces. Incredibly, these large-scale operations, using heavy mech-
anized forces, became a standard counterinsurgency tactic for the Soviets 
during the early part of the campaign; however, in the long term, these 
tactics proved futile, largely because of the poor training of the soldiers in 
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these units and the fact that the tactics were totally inappropriate for the 
conditions in Afghanistan. 47  

Over time, the Soviets realized the limitations of these actions and 
were able to adapt their organizations and operations accordingly. Mov-
ing away from their reliance on motor rifle units they started focusing 
on lighter, better trained, and more professional soldiers that included 
airborne, air assault, and special purpose (spetsnaz) forces. They also 
introduced new types of formations including mountain motor rifle 
battalions, and developed training and tactics that focused specifically 
on in-theatre operational requirements. 48  

Despite these reforms, which did increase their operational efficiency, 
the Soviets were unable to achieve decisive results. This is largely because 
these mobile reserves were not operating in conjunction with territorial 
units, police forces, and local militias organized and coordinated to pro-
vide the necessary security solutions required. This lack of depth within 
the security apparatus, combined with a steady flow of incoming sup-
plies, allowed the mujahideen to maintain their mobility, resulting in 
Soviet attacks often falling on the empty countryside, as the Russians 
were rarely able to achieve tactical surprise or fix the enemy.49  

The inability of the Soviets to achieve surprise was also because the 
insurgents were able to obtain information about the security forces from 
the population, while the Soviets could not do the same. Not surprisingly, 
the mujahideen's control of the population allowed them to develop an 
extensive network of observers and messengers throughout much of the 
country and this network maintained an almost continuous watch over 
Soviet movements." The Soviets, on the other hand, were forced to place 
their emphasis on technical intelligence through the use of aerial recon-
naissance, radio intercept, and, in some cases, agents (human informa-
tion sources). Unfortunately, these sources often failed to produce usable 
tactical intelligence in a timely manner. Moreover, since the ground forces 
were always short of combat elements, reconnaissance forces, that could 
have provided the badly needed human intelligence capability or HUM-
TNT  that the Soviets lacked, were often used in close combat duties. 5 ' 

The Soviets also attempted to disrupt rebel actions and gain informa-
tion through subversion operations, which were carried out by the Soviet 
intelligence services using Afghan spies and collaborators. Exploiting the 
fragmented nature of the country, the Soviets were able to persuade some 
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villages to form a truce and reject rebel demands for logistic support. Such 
villages were often found near major population centres and would form 
their own militia groups that protected the village and enforced law and 
order within the community. In certain cases, rebel groups were bribed 
into switching allegiances, while tribal chiefs were bribed with land and 
money to renounce support for the mujahideen. These techniques of co-
opting the population had the effect of creating "a stratum of people in 
the countryside that have a vested political and economic stake in the 
system and are likely to defend it.' 52  

Subversion was particularly successful when used to spread conflict 
and division among the various resistance groups. Afghan society and the 
rebel groups it produced were inherently fragmented and fraught with 
disunity." The Soviets repeatedly attempted to exploit these divisions 
and turn the groups against each other. Agents were infiltrated into these 
rebel organizations and attempted to assassinate mujahideen leaders or, 
at a minimum, report information on insurgent movements and tactics. 
Agents also spread rumours between resistance groups and employed dis-
information to create conflict between bands or to discredit the mujahi-
deen leaders in the eyes of others. The fact that the rebels acted independ-
ently and did not possess modern means of communication to resolve 
these artificial conflicts made this technique all the more effective. One 
mujahideen leader discussed the effectiveness of these techniques in some 
areas: "the KHAD (Democratic Republic of Afghanistan's secret police) 
agents have rendered mujahed groups completely useless by getting them 
to fight among themselves." He added, "Why should the Soviets worry 
about killing Afghans [insurgents] if the Mujahideen do it for them?"54  

Despite this success, the Soviet policy of pitting the various muja-
hideen bands against each other proved to be of limited value. This was 
because the Soviets found their subversive tactics were often disrupted by 
the same weakness they were trying to exploit: the fragmented nature of 
the Afghan people. "At the root of the Soviet difficulties, military as well 
as political," noted one military analyst, "lies the fact that Afghanistan is 
less a nation than an agglomeration of some 25,000 village-states, each 
of which is largely self-governing and self-sufficient."" As one scholar 
put it, "Much has been written about the lack of unity within insurgent 
ranks, but little note has been taken of the extraordinary difficulties that 
such disunity poses to the counter-insurgent."" 
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Although overcoming the disunity of the country would have been 
a key issue for the Soviets in eventually winning the counterinsurgency 
campaign and pacifying Afghanistan, the reality on the ground was that 
they were never really able to start the process. This is because they lacked 
the necessary resources to do the job they were asked to carry out. As 
General (Retired) M.Y. Nawroz and Lieutenant-Colonel (Retired) L.W. 
Grau lament in their article, "The Soviet War in Afghanistan: History 
and Harbinger of Future War": 

The Afghanistan War forced the 40th Army to change 
tactics, equipment, training, and force structure. How-
ever, despite these changes, the Soviet Army never had 
enough forces in Afghanistan to win. Initially, the Soviets 
had underestimated the strength of their enemy. Logis-
tically, they were hard-pressed to maintain a larger force 
and, even if they could have tripled the size of their force, 
they probably would still have been unable to win." 

The direct impact of this limitation was the Soviet's inability to estab-
lish a permanent presence in the rural areas where most of the population 
lived. This single factor prevented the Soviets from creating the basic secur-
ity conditions necessary for winning the hearts and minds of the people 
and without the support of the local population, defeat was inevitable. 

This lesson is the most significant for NATO forces now in theatre. In a 
conflict where "boots on the ground" are critical to setting the conditions 
for success, the coalition has only 40,000 soldiers deployed in the country." 
This is compared to the 100,000 troops the Soviets deployed which, notably, 
were believed to have been totally inadequate for the task. To overcome this 
shortfall NATO will need to train an effective Afghan security force in suffi-
cient numbers to adequately carry out the necessary police, militia, and ter-
ritorial defence duties to establish security throughout the country as well 
as provide some type of mobile capability. Doing so could shift the centre 
of gravity for the conduct of operations from NATO to the Afghan govern-
ment. However, without a significant increase in troop strength, NATO will 
not have the capacity to establish the necessary conditions to influence the 
population and, if this cannot be achieved, then the coalition is unlikely to 
create the operational conditions needed for success in Afghanistan. 
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Another failure for the Soviets was their inability to cut off the muja-

hideen from their supplies, especially along the country's borders. This 
same problem is now plaguing NATO forces. Unless the Taliban bases 
and sanctuaries are identified, attacked, and destroyed they will be able 
to continue fighting even with significantly reduced numbers. This situ-
ation, in turn, will allow them to continue striking at NATO forces, even-
tually wearing down the coalition's resolve as deaths, injuries, damage, 
and costs pile up in a struggle that appears to have no end. Consequently, 
NATO and Afghan national forces must eliminate Taliban bases and 
sanctuaries, regardless of where they are located. Moreover, destroying 
much of the Taliban's infrastructure in one hard punch offers the best 
chance of disrupting their efforts to organize and mount attacks for the 
time needed to get the Afghan national security forces trained, organized, 
and in place for territorial defence missions. 

Finally, the Soviet's inability to fix the mujahideen for decisive 
battle was due in part to the fact that the Soviets placed far too much 
emphasis on technical intelligence gathering that often failed to produce 
intelligence in a timely manner. The important lesson that should be 
noted from this failure is that nothing can replace human intelligence in 
counterinsurgency operations. If NATO is to be successful in destroying 
the Taliban and other insurgents through the use of military operations, 
then they must first be able to find and fix the enemy, and to do this 
they need to have excellent intelligence. To achieve this end, a network 
of informers must be established throughout the country to report on 
insurgent movements. This must be a priority for the coalition's intel-
ligence apparatus. 

In summary, despite following a logical, multifaceted counterinsur-
gency strategy that clearly recognized the tenets for tactical and oper-
ational success, the Soviets were hampered throughout their campaign 
by a lack of resources. In the end, this prevented them from denying the 
insurgents any of their basic needs for success. 

Key to the Soviet failure was their inability to secure the countryside 
thereby allowing the rebels to operate freely by maintaining bases, mobil-
ity, supplies, and information. In this respect, the Soviets were unable to 
influence what increasingly became a hostile population. Unable to sway 
the rural populations through persuasion, the Soviets turned to conven-
tional military options in an effort to contain the growing resistance. 
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Unfortunately for the Soviets, when these methods did not work 
they started using terror tactics that eventually turned the population 
against them and removed any trace of legitimacy of their involvement 
in Afghanistan. Conversely, with the basic conditions for survival in 
place, the mujahideen were, despite significant causalities, able to con-
tinue with a protracted conflict that wore down the enemy's strength, 
eventually forcing the Soviets to withdraw. With these lessons in mind 
the question is: can NATO learn from Soviet mistakes? 
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UNCONVENTIONAL WARFARE 
OPERATIONS IN AFGHANISTAN - 
SEPTEMBER TO DECEMBER 2001 

VI. 

MANY CLAIMS HAVE BEEN made about the role of special operations 
forces, SOF, in the initial stages of Operation Enduring Freedom 

(OEF). The facts are simple: a few hundred special operations and CIA 
personnel, with the assistance of air power and working with the Northern 
Alliance, removed the Taliban from power, and denied Al Qaeda the use 
of Afghanistan as a safe haven for training, organizing and staging. Few 
would dispute these facts. But, what exactly was the role of SOF in achiev-
ing this outcome? In the end, analysis demonstrates that SOF played a cen-
tral part in ousting the Taliban as the ruling power in Afghanistan in 2001. 

The early stages of OEF were undeniably an unconventional warfare, 
UW, campaign, though slightly different from the type anticipated by trad-
itional U.S. Army doctrine. The campaign was successful in that it shifted 
the political power balance in Afghanistan, resulting in the removal of 
the Taliban government. This success arose from the ability to synchron-
ize the manoeuvring capability of the Afghan resistance forces on the 
ground with the firepower of U.S. air assets. SOF was instrumental in this 
synchronization. 

This chapter will examine the SOF mission in Afghanistan in 2001 

and the part played by both the CIA and the U.S. Army special forces in 
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executing the mission. The campaign demonstrates that the doctrinal 
conception of UW should be expanded beyond the domain of insur-
gency. This campaign also reveals several other practical lessons for 
future UW practitioners about intelligence, the degree of preparation 
required to conduct UM; the skills and organization that are required, 
as well as the necessity for interagency co-operation and training. While 
each of these subjects will be examined in greater detail, initially it is 
important to provide a summary of the campaign's key events. 

SITUATION IN AFGHANISTAN -11  SEPTEMBER 2001 

Throughout its long history Afghanistan has suffered from tribal and 
internecine rivalries that have resulted in a continuous series of con-
flicts.' On 11 September 2001, Afghanistan was partitioned into two dis-
tinct areas. One section, in the northeastern corner of the country, was 
controlled by the Northern Alliance (NA). The NA was a loose coalition 
of Afghan warlords, primarily consisting of ethnic Uzbeks and Tajiks 
with a small representation of Pashtuns. 2  The remainder of the country 
was under the control of the Islamic fundamentalist Taliban. Both fac-
tions had been fighting since the retreat of the Soviet Union and the 
subsequent collapse of the Communist puppet government in 1992. 3  

Militarily the situation was stalemated. Neither side had sufficient 
combat power for decisive victory. An L-shaped front extended north 
and east from Bagram Air Base, with both sides entrenched in exten-
sively prepared defensive positions. The NA bore much similarity to a 
conventional army in its organization and discipline, but was signifi-
cantly lacking in its scales of equipment, both individual and collective. 
The Taliban were viewed as less disciplined and skilled, although the Al 
Qaeda units of foreign fighters that were interspersed with the Taliban 
were substantially better motivated and trained. Foreign fighters consti-
tuted about 25 percent of the aggregate Taliban/A1Qaeda troop strength, 
and were often deployed in more critical sectors of the front. 4  The best 
available estimates of Taliban troop strength put it in the range of 40,000 
to 50,000 personnel in the fall of 2001.5  Small arms and mortars were the 
most commonly employed weapons. Mobility was largely provided by 
car, truck, and pack animals. Both sides possessed armour and artillery in 



Unconventional Warfare Operations in Afghanistan / 165 

small quantities.' There is no indication that these assets were employed 
in a combined arms formation, likely because of the nature of the terrain 
as well as the shortage of ammunition, particularly for the artillery. Lack 
of training for, and experience with, large offensive operations meant 
that small unit actions were the dominant form of fighting.' 

In early September 2001 the United States had limited military 
assets in Afghanistan and the surrounding area. Afghanistan is land-
locked, and few of its neighbours would, at the time, welcome a sizable, 
overt U.S. military presence. Iran obviously would not host U.S. military 
forces and while the former Soviet satellites of Tajikistan and Uzbekistan 
were less vehement in their hostility toward the United States, they were 
hardly close allies. The Americans had worked dosely with Pakistan dur-
ing its sponsorship of Afghan resistance to the Soviets in the 1980s, but 
there was substantial internal political opposition to a U.S. military pres-
ence.' Afghanistan's landlocked position also made it less susceptible to 
the projection of U.S. naval power. Ultimately, facilitating U.S. access to 
Afghanistan required a substantial diplomatic effort, particularly to gain 
the consent of Russia to a U.S. preence in its former republics.' 

The CIA, however, had a covert presence in the area. During the 
Afghan war against the Soviets, the CIA provided massive support to the 
Afghan resistance?' During the early 1990s, CIA interest in the region had 
withered to almost nothing. But, by the late 1990s, the CIA was actively 
rebuilding its Afghan networks and resources to counter Osama bin Laden 
and Al Qaeda's growing presence. The CIXs interest in Afghanistan was 
initially revived by their desire to apprehend Aimal Kasi. Kasi had used an 
AK-47 to kill and wound several CIA employees who were waiting to enter 
the parking lot of CIA headquarters on 25 January 1993. The CIA believed 
that he was hiding in Afghanistan and began efforts to build a network 
of indigenous agents to locate and apprehend him. He was captured in 
Pakistan in 1998. 11  Rather than disband the resulting human intelligence 
network, the CIA reoriented its mission toward monitoring bin Laden." 

As the threat posed by bin Laden increased, particularly after his 
attacks on the U.S. embassies in Africa in August 1998" and the sui-
cide bombing of the USS Cole in October 2000» the importance of 
HUMINT and operational assets in Afghanistan increased. The possi-
bility of mounting a covert operation to capture and bring bin Laden 
before an American court was seriously considered at the highest levels 
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of government." In the final days of the Clinton administration, the CIA 
developed a complete covert operations plan, costing several hundred 
million dollars, consisting of covert sponsorship of a NA offensive to 
remove the Taliban from power. In support of this planning, the CIA 
launched several missions into Afghanistan to revive liaison with the 
Northern Alliance, which was then under the leadership of Ahmed Shah 
Massoud. 16  By September 2001 the CIA had already established the foun-
dation for a UW campaign plan in Afghanistan. 

MISSION 

After 9/11 the United States had two related strategic objectives in 
Afghanistan. The primary mission was to remove the Taliban from power 
and eliminate Afghanistan as a haven for terrorist training and organiza-
tion. The secondary mission was to kill or capture Osama bin Laden and 
his key staff. 17  SOF, as further defined below, was to be the lead U.S. gov-
ernment agency in executing this mission. A timely response to the 11 

September attacks was essential for U.S. domestic political reasons. The 
geographic isolation of the country, as well as the remoteness from any 
appreciable U.S. military presence, ruled out a rapid response by conven-
tional forces. The United States was left with no alternative but to call on 
SOF, whose agility would allow immediate deployment. 

Execution — Overview 

The task of removing the Taliban relied upon a UW strategy. The campaign 
plan largely resembled that proposed by the CIA, which was based on their 
earlier plans. On 17 September 2001, President Bush approved the CIXs 

plan, and directed that he wanted CIA personnel on the ground in Afghan-
istan immediately.' 8  Afghan forces, with the support of U.S. SOF, were to 
be the primary ground element of the campaign. 19  The theory was that U.S. 
support would sufficiently enhance the combat power of the Afghan resist-
ance, which, in turn, would shift the balance against the Taliban and thus 
break the stalemate that existed. This would then result in the replacement 
of the Taliban regime with one more friendly to American interests. 
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Reliance upon indigenous forces as the primary element of a ground 
campaign is known within U.S. doctrine as "unconventional warfare." 
The doctrinal definition of UW is: 

a broad range of military and/or paramilitary operations 
and activities, normally of long duration, conducted 
through, with, or by indigenous or other surrogate 
forces that are organized, trained, equipped, supported, 
and otherwise directed in varying degrees by an exter-
nal source. UW operations can be conducted across the 
range of conflict against regular and irregular forces. 
These forces may or may not be State-sponsored." 

Notably, the given American UW doctrine is unnecessarily narrow 
and only partially describes a methodology that has broader application. 
Nonetheless, the key concept in the definition, and thus, the key axis 
upon which the United States intended to conduct OEF, is that indigen-
ous forces would be employed as agents acting, for the most part, to 
advance U.S. interests. - 

Indeed, OEF employed a broader UW strategy than promulgated in 
existing U.S. military doctrine. As is evident from the above definition 
of UVV, existing doctrine assumes that indigenous personnel can be 
employed to use force ("military and/or paramilitary operations") against 
an enemy to achieve a political result. The authors of the strategic plan for 
OEF had an even more ambitious goal: to not only persuade those who 
were already favourably disposed to U.S. interests to use force against an 
enemy, but to actively influence those affiliated with the Taliban and Al 
Qaeda to switch sides. In the words of Henry "Hank" Crumpton, the CIA 
officer charged with running the CIA campaign: 

the centre of gravity rested in the minds of those wide-
spread tribal militia leaders, who were allied with the 
Taliban and al-Qaeda out of political convenience or 
necessity. The CIA understood this political dynamic 
and could therefore define the enemy in the narrowest 
terms — for example, as al-Qaeda and intransigent 
Taliban leaders — while viewing all of the Taliban or 
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Taliban-allied militia as potential allies. In other words, 
the enemy was not Afghanistan, not the Afghan people, 
not the Afghan army, not even the Taliban per se. The 
enemy was al-Qaeda, foreign invaders who had hijacked 
the Afghan government from the Afghan people. The 
CIA strategy depended upon persuading militia forces 
allied with the Taliban of this view, and convincing 
potential allies that their future rested with the small 
CIA and U.S. military teams ... 21 

Accordingly, the first step of the campaign was to persuade as many 
Afghans as possible to join the United States in the pursuit of its interests. 
Military force would only be needed to deal with those not otherwise 
amenable to persuasion. 

Several elements had to come together to successfully execute this 
strategy. Initially, political relationships had to be established. There 
had to be agreement between the United States and the Afghan resist-
ance with regard to basic objectives. Trust between the two parties had 
to be generated: trust that the Afghans would act in the interests of the 
United States and faith that the Americans would provide the requisite 
support. Once developed at the higher political level, this trust had to be 
replicated at the lowest tactical levels for both the United States and the 
resistance. Without this confidence, co-operation would be impossible. 

After satisfying political needs, there were a host of military require-
ments. Enhancing the combat power of the NA first required a great deal 
of intelligence about friendly and enemy locations, equipment, and dis-
position. Once identified, the United States could apply air power against 
the Taliban. At the same time, intelligence about the resistance would 
allow the Americans to provide the appropriate weapons, equipment 
and technical advice. 

It was also evident that an interagency approach would be required 
for the United States to conduct a UW campaign in Afghanistan in 2001. 

The CIA had the only relationship with NA leadership, and as such would 
fulfill the essential task of politically engaging them, and ensuring that 
they acted in accordance with American interests. The military, primar-
ily U.S. Army Special Forces (USSF), possessed the kinetic skills required 
to organize and support the NA in a UVV environment to achieve tactical 
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results on the ground. Clearly, the two would have to be combined to 
effectively execute a UW campaign. 

The interagency aspect of the campaign lent a unusual character to 
the concept of SOF. In America, SOF typically refers to those forces found 
within the U.S. Special Operations Command (USSOCOM). In OEF, the 
CIA made a substantial contribution to the UW campaign. By virtue of 
the CIA's direct involvement in tasks performed and contribution to the 
UVV campaign, as well as the skill sets of the CIA personnel, for the pur-
pose of this chapter, those CIA elements will also be considered as SOF." 

Execution — Role of CIA 

In the aftermath of the 9/11 attacks, the CIA was well positioned to 
immediately begin operating in Afghanistan. First, there was the long his-
tory of CIA involvement during the war against the Soviet occupation of 
Afghanistan. Second, there existed a complete operational plan for dis-
lodging the Taliban through the actions of the NA proxy forces. Third, five 
liaison missions to the NA had been completed in the late 1990s and early 
2000s." In fact, to facilitate insertion of officers into northern Afghan-
istan the CIA purchased and used a surplus Russian military helicopter 
(MI-17). 24  Thus, it could be said that as far as the CIA was concerned, 
a UW operation had commenced before 9/11, although it can only be 
described as embryonic at this stage. 

The mission of the CIA teams after 11 September 2001 was to assess 
the friendly and enemy situation, convince the resistance elements to work 
with the United States, and make such preparations as were required to 
permit insertion of USSF. 25  The first CIA team (code named "Jawbreaker") 
was inserted on 26 September 2001 into northern Afghanistan. 26  The team 
was led by the equivalent of a three star general and consisted of the team 
leader, a deputy commander, an operations officer, two paramilitary offi-
cers, a communications technician, and a medic. Operational personnel all 
had extensive intelligence and paramilitary training." This initial team was 
to be the liaison element to the commander of the NA. Since the NA was a 
loose coalition of local warlords, additional teams were to be placed with 
each local NA commander/warlord." As the campaign progressed, CIA 
involvement extended beyond the NA to the Afghan resistance generally. 
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The CIA teams accomplished a great deal, particularly considering that 
only 110 CIA personnel were deployed to Afghanistan in 2001." The teams 
gathered extensive intelligence about both frienclly and enemy forces. Some 
of this intelligence was gathered from a joint intelligence cell that was estab-
lished with the NM own extensive intelligence network."' During the first 
six months of deployment, CIA teams generated almost 2,000 HUMINT 
reports, more than many other CIA stations combined?' Induded within 
this intelligence were extensive GPS-based surveys of friendly and enemy 
lines that would later be used to direct precision air power and prevent 
fratricide." Intelligence about friendly forces also permitted diagnosis of 
equipment and supply deficiencies that permitted a head start on provi-
sioning from U.S. stockpiles. Finally, the CIA established drop zones and 
landing zones to receive both supplies and USSF forces." 

The teams had a limited military capability. The CI.Ks primary role is 
not to conduct military operations. Even if there had been a desire to play 
a larger part in military operations, capabilities were very much lacking. 
Throughout much of the 1990s, the CIA's covert operations and para-
military capability had been in decline. There simply were not sufficient 
numbers of personnel to support extensive paramilitary operations." In 
2001, it was estimated that the CINs paramilitary operations department, 
known as the Special Activities Division, numbered no more than 500, 
of which only 120 were paramilitary operators." After the co-operation 
of resistance forces had been arranged, on a political level, it was up to 
the USSF to execute the military portion of the UW campaign. 

Execution — Role of USSF 

Traditional USSF doctrine conceived of UVV as progressing through a 
number of stages spanning political preparation, to covert underground 
organization, to guerrilla warfare, to full-scale conventional fighting." 
The situation in northern Afghanistan was different. It consisted of rela-
tively conventional forces facing each other across fixed defensive pos-
itions. Consequently, USSF's role was closer to the support of conven-
tional forces than to fomenting an insurgency. 

It was clear to the USSF personnel from the outset that their involve-
ment would differ from their traditional conception of UW. Although 
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the various elements of the Afghan resistance were at different levels of 
combat effectiveness, it was understood that progression through the 
various stages could be truncated. Major-General Geoffrey Lambert, 
commander of USSF, believed that the slow phase by phase buildup was 
not required and that "the war would have a 'velocity and momentum 
of its own.'" 37  This belief was reflected in the guidance Major-General 
Lambert offered to the first Operational Detachment — Alpha (ODA) 
that was inserted into Afghanistan. "Be prepared," he warned, "to fight 
a conventional battle, including the use of armour."" He added, "Put 
unconventional warfare, a fuzzy concept in today's Army, aside."" Lam-
bert continued, "Take your Special Forces and unconventional warfare 
training, bank it, and then combine it with what you see as necessary to 
fight a conventional fight." 4° 

Accomplishing the mission of supporting the Afghan resistance 
entailed several tasks. First, USSF was the tactical eyes and ears on the 
ground. The CIA had personnel in theatre, but they were few in num-
ber and lacked the tactical appreciation that military personnel possessed. 
Second, USSF strengthened resistance forces by providing training and 
matériel support. Upon the commencement of hostilities, their third 
task was to attrite the enemy by guiding precision air power onto enemy 
targets. Finally, they also served as combat advisers to the local tactical 
commanders, providing intelligence, coordination, technical advice, and 
advocacy for U.S. foreign policy objectives." 

The first USSF personnel were inserted into northern Afghanistan on 
20 October 2001. Two ODAs were inserted, one with General Moham-
med Fahim Khan (ODA 555) and the other with General Rashid Dostum 
(ODA 595). Both teams were inserted by helicopter at night and were 
received by NA forces at the landing zone. 42  

ODA 555 was typical of the organization and mission of USSF in 
OEF. The 12-man team was inserted to assist General Fahim." The inser- 
tion had been coordinated with the CIA Jawbreaker team whose mem- 
bers were on hand to receive them." The team consisted of 11 USSF 
personnel and one U.S. Air Force (USAF) special tactics airman." It was 
led by Chief Warrant Officer David Diaz who had spent almost a year on 
CIA-sponsored covert operations in Pakistan and Afghanistan in 1987.46  

Shortly after its arrival, half of ODA 555 was taken to the front lines 
at Bagram Air Base, where they faced a "massive Taliban formation, with 
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at least fifty tanks, armored personnel carriers, and trucks with ZSU anti-
aircraft guns mounted on them," less than a kilometre away. 47  It took less 
than a day of precision-guided bombing by close air support to obliter-
ate all Taliban opposition at Bagram, thereby allowing General Fahim's 
forces to begin advancing on Kabul. 48  

ODA 595 was inserted to assist General Dostum. After insertion the 
ODA split into two six-man elements. The first element, with the ODA 
commander, moved with Dostum to the front lines, while the second 
element remained behind to assess supply requirements and establish 
drop zones for resupply. The primary means of mobility with Dostum 
were pack animals, such as mules and horses. Initially Dostum viewed 
the Americans solely as a source of supply. However, upon demonstrat-
ing the effectiveness of American close air support, he quicldy incorpor-
ated them into his battle plan. 49  

A battle rhythm quicldy developed. USSF would target fixed Tali-
ban positions with precision air ordnance. Nearly simultaneously NA 
forces would charge into the Taliban position, on foot or horseback, tak-
ing advantage of the disruption caused by the air attack. Over time, the 
USSF perfected their technique. To maintain continuous air support over 
a broad front, the ODA found it necessary to divide into four groups of 
three men each. This permitted broad coverage, as well as some depth. 

The Taliban used reverse slope defensive positions. In particular, most 
of their armour was positioned on the reverse slope. Thus, it was necessary 
for the USSF personnel to get beside or behind the Taliban positions to be 
able to direct ordnance onto the reverse slope positions. By "leap-frogging" 
from position to position, they were able to keep up with Dostum's cavalry, 
while providing continuous close air support coverage." 

ODAs 555 and 595 are representative of the type of operations con-
ducted by USSF throughout Afghanistan. As time progressed ODAs were 
inserted with more local resistance commanders and they assisted in simi-
lar fashions. Operational Detachment — Charlies, basically consisting of 
a ready-made, stripped-down UW battalion headquarters staff, were also 
inserted with key Afghan resistance leaders to enhance military liaison 
and coordination» USSF assessed local combat power; established drop 
zones and organized airdrops of weapons, ammunition, equipment, and 
food; liaised with resistance commanders, and assisted them in developing 
a tactical plan; guided precision air power; and participated in the ground 
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attack. Once a critical mass of ODAs were assembled on the ground, it did 
not take long for the Taliban and Al Qaeda to buclde under the pressure 
brought to bear by the newly invigorated resistance forces. Unrelenting 
U.S. air power led to the collapse of the Taliban, both physically in terms 
of the destruction of their fortifications and combat equipment, and mor-
ally, in terms of their realization that their loss, if not complete destruction, 
was certain if they continued to fight. 

The annihilation of the Taliban in the north led to their withdrawal 
to the south. They left Kabul largely undefended, allowing the NA, which 
was converging from several directions, to easily occupy the capital. At 
this point, the United States faced a strategic dilemma. The resistance 
consisted almost entirely of NA forces. Very little organized resistance 
existed in the south of Afghanistan. Viewed along ethnic lines, the NA 
was a largely Tajik, Uzbek, and Hazara force. It was feared that NA dom-
ination of the country would result in post-conflict political instability. 
The United States wanted to see a substantial Pashtun presence in the 
new Afghan government." 

In this regard, Hamid Karzai, the future leader of Afghanistan, had 
infiltrated into southern Afghanistan on 8 October 2001 to organize 
resistance to the Taliban in that locality." He had been identified by the 
CIA as the most promising leader in the south» On 14 November 2001, 
ODA 574 was inserted to assist Karzai. The situation in the south was 
different from that in the north. There were no organized resistance 
forces. What personnel Karzai could gather were assembled in an ad hoc 
fashion. They lacked weapons, training, and organization. Although the 
ODA attempted to provide some rudimentary training and arranged 
the air drop of supplies, the combat readiness of the forces in the south 
(approximately 150 personnel) remained low in early November 2001." 

The situation in the south was especially grave because Kandahar was 
the base of support for the Taliban. Upon learning of Karzai's presence at 
Tarin Kowt, the Taliban attacked. With little in the way of local forces, the 
USSF had to rely almost exclusively on air support to defend against the 
attack. Fortunately, the ODA was able to locate a canalizing piece of ground 
that would serve as an excellent ambush location. Although eventually 
dislodged from this position, and forced to fall back, the ODA was highly 
successful in employing precision air ordnance against the Taliban attack, 
which was defeated. The remnants of the Taliban retreated to Kandahar." 
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The victory at Tarin Kowt was important because it convinced many 
in the area of the effectiveness of Karzai and, consequently, helped pro-
mote the growth of his forces. By late November, Karzai's forces had 
grown to over 700." As the resistance grew in the south, the Taliban were 
increasingly encircled around Kandahar, until their eventual collapse, 
allowing the United States and resistance forces to take Kandahar by 
negotiated surrender. The fall of Kandahar marked the effective victory 
over the Taliban and Al Qaeda whose members were thereby limited to 
a number of remote areas of the country. This victory was achieved by 
approximately 316 USSF and 110 CIA personnel who were deployed in 
Afghanistan at the time." 

Campaign Timeline 

The following summary of events provides an appreciation of the chron-
ology of the campaign:" 

26 September 2001: First CIA team (Jawbreaker) inserted. 
7 October 2001: Bombing begins. 
20 October 2001: ODAs 555 and 595 inserted. 
Early November: More ODAs inserted to assist local 

resistance commanders. 
9 November 2001: Fall of Mazar-e Sharif — Taliban 

crumbles in North. 
11-12 November 2001: Kabul and Herat captured. 
14 November 2001: ODA 574 joins Hamid Karzai and 

move to Tarin Kowt. 
18 November 2001: Battle of Tarin Kowt — Taliban 

retreat to Kandahar. 
1 December 2001: Karzai moves on Kandahar. 
7 December 2001: Karzai and USSF take Kandahar. 
3-17 December 2001: Tora Bora — Senior Al Qaeda 

leaders escape. 
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ASSESSMENT OF MISSION SUCCESS 

As previously stated, the US sought two strategic objectives in Afghan-
istan. The first was to remove the Taliban and install a regime friendly to 
the United States to prevent Afghanistan from serving as a haven for ter-
rorists. The second was to capture Osama bin Laden. The primary mis-
sion was accomplished. By 7 December 2001, Kabul was under control 
of the Afghan resistance and the Taliban/A1 Qaeda forces were restricted 
to relatively isolated, strategically insignificant patches of terrain. The 
Taliban had clearly been dethroned and control was asserted by a U.S.- 
friendly coalition of Afghans. The primary mission was accomplished by 
employing an unconventional warfare methodology. 

The secondary mission, however, remains unaccomplished. This goal, 
however, was not the main focus of the UW campaign. The full details 
of the secondary mission remain secret and thus a thorough analysis is 
not yet possible. Notably, since the focus of this chapter is the role played 
by UW in OEF, the failure to attain the secondary objective, which relied 
much less on UVV and much more on unilateral direct action by USSO-
COM, is of lesser importance to the this specific analysis. 

In a broad theoretical sense, the success or failure of a UW campaign 
depends heavily upon a number of political, economic and social fac-
tors. The fact that victory was attained in Afghanistan is prima facie evi-
dence of UW's effectiveness. However, some critics assert that the victory 
in Afghanistan was idiosyncratic and, without existing special circum-
stances, UW would have been less fruitful. A number of factors are cited 
in support of the claim that the situation in Afghanistan was unique and 
ripe for victory with the use of UW. Indeed, the following characteristics 
within Afghanistan have been noted: 

• Poor enemy morale or motivation; 
• Poor enemy military training and expertise; 
• Lack of popular support for the Taliban regime; 
• The ease of defection in Afghan culture; 
• Surprise (i.e., speed and violence of offensive action, tactics); 
• Taliban dependency on fragile sources of outside support; and 
• Availability of contiguous, secure territory for resupplying and 

re-equipping proxy forces." 
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Thus it is important to keep in mind that there may be a degree of 
uniqueness to the Afghan situation, rendering it more amenable to UW. 
Notwithstanding the criticism, the focus of the chapter is to determine 
the operational and military considerations that led to success, even 
given a pre-existing susceptibility to UW. In other words, given the hand 
that it was dealt, what did SOF do that allowed it to succeed? 

REASONS FOR SUCCESS 

Success in Afghanistan required altering the political balance of power: 
removing the Taliban from power and installing a U.S.-friendly regime. 
The U.S. strategy for achieving this result was two-pronged. First, the 
Americans had to persuade as many Afghans as possible to support 
American interests. Second, for those Afghans and foreign fighters who 
were not amenable to persuasion, the United States had to use force to 
destroy their ability to exert influence on Afghan affairs. 

Persuading Afghans to support the United States cause took two forms: 
non-coercive and coercive influence. Local warlords were offered direct 
cash payments in exchange for their support. The co-operation of local 
Taliban commanders could be bought for US$50,000 to US$100,000.61 If 

non-coercive persuasion failed, there were plenty of coercive resources 
that could be employed. In more than one instance negotiations with 
local Taliban leaders were expedited by dropping a precision-guided 
bomb close to their headquarters. 62  

Notwithstanding persuasion, there will always be a faction of 
intransigents who must be removed by force, which was the second part 
of the U.S. strategy. In the early stages of OEF, with only a few hun-
dred SOF on the ground, it was impossible to "go it alone." UW was the 
means by which force was employed against those parties who could 
not otherwise be influenced. The indigenous Afghans were the source 
of combat power on the ground and they would be supported by U.S. 
air power. The basic tactical elements of the campaign resembled those 
familiar to orthodox, conventional military theorists: there was a man-
oeuvre element (the indigenous Afghans) supported by a fire element 
(U.S. air power). 63  Thus the simplest explanation for success in Afghan-
istan is that the United States made more effective use of the traditional 
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elements of fire and manoeuvre than the Taliban/A1 Qaeda, resulting in 
a military victory. 

Answering the question of "how" the Americans were able to employ 
superior fire and manoeuvre is more difficult, but necessary to establish 
why UVV and SOF were responsible for victory in Afghanistan. Although, 
tactically, the style of fighting resembled that found in many prior con-
ventional battles, having to organize and synchronize fire and manoeuvre 
elements in a UVV context was a highly complex task. But for the presence 
of SOF, the United States and resistance forces would not have been able 
to co-operate to the degree necessary to synchronize these two elements. 
The discussion that follows dissects role of SOF in achieving this outcome. 

Manoeuvre Element: The Resistance 

The manoeuvre elements were based entirely on the Afghan resistance 
forces. Although the use of the term "resistance" implies a unified entity, 
they were anything but. Substantial negotiation and persuasion was 
required to convince factions with divergent interests to participate in 
the campaign. Quite simply, the resistance had to be persuaded to act in 
line with American interests. The CIA provided persuasion and coordin-
ation at the political and strategic level where Afghan leaders had to be 
persuaded to co-operate with U.S. foreign policy objectives. The USSF 
teams had to exert influence down to the lowest tactical level, whether 
it meant convincing local commanders of a particular tactical course 
of action, or leading Afghan troops in operations. Every SOF-Afghan 
interaction required the exercise of influence, which occurred constantly, 
and was of vital importance. SOF was uniquely able to exert this influ-
ence because of their language abilities, cultural sensitivity, skill sets, and 
access to U.S. air power. 

By employing these skills and resources, they were able  to  shape 
resistance behaviour through financial incentives, tangible matériel sup-
port, and coercion. 64  With regard to financial influence, it is estimated 
that the CIA disbursed US$70 million in cash in Afghanistan. Aside 
from the payment made to induce Taliban defections, this cash was also 
vital to securing co-operation and building the combat power of Afghan 
forces by acquiring weapons, food, and other matériel." 
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The matériel support that was provided was key to American victory. 
However, the Al Qaeda opposition could not be bought off. Cash ultim-
ately had to be converted into combat power to be of any value. Dir-
ect matériel support, such as weapons, ammunition, food, and clothing, 
were valuable, and often requested by the Afghans, so extensive efforts 
were made by SOF to supply these goods. The details of this support 
are included below. The important point is that the promise of physical 
goods helped influence resistance attitudes. 

Finally, coercion was also important. The constant demonstration 
of the effectiveness and destructive impact of U.S. air power went a long 
way toward convincing those commanders who wavered in their support 
of American interests. 

Adeptly manipulating the levers of influence assured Afghan co-
operation. To translate this willingness into tactical success on the 
ground required much more. SOF had to ensure that the resistance 
forces were capable of conducting the manoeuvre task for that it was 
responsible. Although experienced, the NA lacked sufficient weapons, 
equipment, and supplies. After the CIA and USSF had assessed the state 
of the local Afghan forces, they requested the appropriate weapons and 
equipment, selected drop zones, and arranged reception parties. USAF 
aircraft then dropped the required cargo. The scale of these deliveries 
was large. From mid-October to mid-December 2001, 770,000 kilo-
grams of matériel were dropped in 108 sorties on 41 different drop zones 
throughout Afghanistan. 66  

Without SOF, this effort would have been less successful and, per-
haps, would have even failed. The following example is instructive. Early 
in the campaign it became evident that NA forces were in need of food, 
for both themselves and their families. CIA personnel communicated 
this need to higher headquarters and selected a drop zone. To deliver the 
food the USAF pushed the prepackaged meals, in a form very similar 
to the U.S. military "Meals Ready to Eat" (MRE),67  off the aircraft with-
out parachutes. Changes in air pressure, combined with impact with the 
ground caused the packages  to  rupture, causing much of the food to be 
lost or be spoiled. The lack of tangible usable food was an embarrass-
ment and showed an inability to fulfill a promise. Moreover, the spoiled 
food made many people sick. In the end, this was hardly conducive to 
winning the confidence of the Afghan resistance. SOF on the ground 
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quickly diagnosed the problem, the CIA requisitioned cargo parachutes 
through their supply channels and the problem was corrected." 

SOF also was intimately involved in the fighting on the ground. 
Some have the impression that ground forces merely walked onto the 
objectives after devastating air attacks had destroyed all Taliban/A1 Qaeda 
resistance. This was not the case. Fighting on the ground was intense and 
necessary. As scholar and military analyst Stephen Biddle has explained: 

If SOF-directed air power had simply annihilated Tali-
ban forces at standoff range, as some now suppose, then 
even a radically unsophisticated army would have been 
sufficient to walk in and occupy the blasted ruins. But 
in Afghanistan, though air power could destroy most 
of a hostile force, it could not annihilate well-prepared 
defenses outright. Nor could it defeat well-directed, 
skillfully concealed assaults by itself. The result was a 
series of close combat actions, rather than a war fought 
exclusively at standoff ranges. And in these actions, even 
a few al Qaeda survivors, properly motivated and armed 
with modern automatic weapons, could mow down 
large numbers of unsophisticated indigenous soldiers 
caught exposed in the open. To survive long enough 
to take advantage of the tremendous firepower leveled 
by American air support thus required the fundamen-
tal combat skills of cover, concealment, dispersed small 
unit maneuver and local suppressive fire. 69  

Not only was fighting on the ground essential, but SOF played a 
large part in this fight. Usually the first step in building the resistance 
force is training. The NA forces had years of experience in fighting. The 
traditional USSF plan of instruction for the resistance force, consisting 
of rudimentary training in individual and small-unit infantry tactics, 
was largely not required because the NA forces had already been fighting 
small unit battles for years!' However, the NA was lacking in its ability 
to mount large-scale offensive operations. While USSF is trained and 
organized to provide training and mentoring to the battalion leve1, 7 ' 
the time for this training was not available. The campaign unfolded too 



i 8o / THE DIFFICULT WAR 

rapidly. Without the ability to train the resistance forces, SOF had to take 
an active role in combat operations on the ground. 

The best example is the actions of ODA 574 whose members almost 
single-handedly conducted the battle at Tarin Kowt which was discussed 
earlier. In the south, the resistance was very inexperienced, leaving the 
task of planning and leadership almost entirely to SOF in the early stages 
of the fighting there. In the north, the situation was better, but SOF still 
performed a unique and active role, such as in the case of the capture of 
Mazar-e-Sharif. In essence, SOF conducted the following actions in the 
fight to defeat the Taliban and Al Qaeda in 2001:" 

• Directed air strikes; 
• Liaised with three separate, and previously opposed, Afghan fac-

tions, securing their agreement to be nominally subordinate to 
General Dostum; 

• Coordinated offensive action of three separate resistance factions, 
none of which had operated together before, and whose com-
manders had little proficiency in large, coordinated offensives; 

• Tracked and reported on offensive progress, as most sub-unit 
commanders lacked the ability to read maps; 

• Provided radio communications, as NA radios were lacking or 
not interoperable; and 

• Imposed control measures to prevent fratricide, since the NA 
wore no uniforms and could not be identified visually. 

Clearly, SOF was instrumental in organizing the manoeuvre ele-
ments on the ground. No other entity could have done this because it 
required the maturity and training unique to SOF. They supplied the 
resistance with weapons and supplies, led them in combat, provided 
coordination across the theatre, and permitted synchronization with the 
fire element (air power). 

Fire Element: Air Power 

U.S. air power provided the fire element. The importance of air power 
in influencing resistance behaviour was a core component of American 
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success. The promise of attriting Taliban forces with air power, and thus 
substantially reducing casualties for the Afghan resistance, appealed to 
resistance commanders and made them more willing to participate in 
ground operations. In fact, at the highest levels of command within 
the Afghan resistance, decisions to act, i.e., attack, were based on avail-
ability of American air power. As such, the initial delays in delivering 
air power directly to the frontlines in some Northern sectors cost SOF 
much credibility in the early days of the campaign." At lower tactical 
levels, several USSF ODAs commented that it took no more than a few 
precision-guided sorties to win the hearts of local commanders and 
troops. After directly experiencing the utility of American air power, 
the respective ODAs were rapidly accepted and incorporated into all 
local tactical planning." 

More important, air power contributed substantial combat power to 
the actual conflict. Without air power, a UW victory may have been pos-
sible but it would doubtlessly have taken much longer. When conceived 
by military planners, the UW campaign was to take several months to 
equip and train Afghan resistance forces, with the ground offensive not 
beginning until April or May of 2002." That the campaign unfolded at 
an accelerated rate was in part because the combat capability of the NA 
was underestimated in the planning. In larger part, it was because U.S. air 
power was effective. 

The ability to precisely target and destroy Taliban and Al Qaeda 
positions allowed victory on the ground, at substantially reduced cost 
in both personnel and equipment. Without SOF, however, the applica-
tion of air power would not have been as effective. It was SOF on the 
ground that identified and located targets, guided ordnance onto the 
targets, assessed bomb damage, and, most important, synchronized the 
ground assault. SOF had to employ many capabilities to succeed at this 
task, from the technical role of guiding precision ordnance, to the tac-
tical role of determining how and when to employ such ordnance, to 
the diplomatic role of persuading Afghan ground commanders how to 
best take advantage of the destruction caused by air power. Although air 
power inflicted substantial damage, without SOF, those effects would not 
have been advantageously exploited. 
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LESSONS LEARNED 

The success of UW in OEF offers several important lessons to UW prac-
titioners. The following is a brief overview of some of the most obvious. 

The New UW Paradigm — An Expanded Theory of UW 

UW has always had a close nexus with insurgency and guerrilla war-
fare. The U.S. doctrinal definition of UW cited earlier does not explicitly 
restrict UW to an insurgent or guerrilla context but that is, quite frankly, 
the focus of U.S. doctrine." OEF demonstrated that UVV does not have 
to rely on guerrilla warfare. OEF involved the use of indigenous forces, 
in a relatively conventional conflict, with fixed lines and combined arms 
operations, though on a limited scale. This indicates that guerrilla-based 
UW is only one example of a larger concept for the use of indigenous 
forces under SOF sponsorship. UW can exist along a spectrum, from 
conventional to guerrilla warfare, and doctrine must acknowledge this 
broader application." 

OEF demonstrated that this spectrum can be very wide indeed. 
Attaining the ultimate end of a political result does not depend exclu-
sively upon employing kinetic means. To quote Sun Tzu, "To fight and 
conquer in all your battles is not supreme excellence; supreme excel-
lence consists in breaking the enemy's resistance without fighting. " 78  In 
effect, this is what SOF (primarily the CIA component) accomplished in 
Afghanistan. Through incentives and coercion, large numbers of Taliban 
defections were induced, which significantly reduced the combat power 
of the Taliban/A1Qaeda alliance. This preparatory step made the kinetic 
phase of the campaign that much easier. This tactic should be incorpor-
ated into UW doctrine and employed in future as circumstances permit. 

Importance of Intelligence to UW 

In UW, intelligence has more dimensions than in more traditional 
operations because the intelligence must inform about both friendly 
and enemy disposition. In a conventional campaign, most intelligence 
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concerns the enemy disposition. Understandably, if friendly forces are 
composed of a singular army, then there is little doubt about the friendly 
disposition. However, UVV depends on the ability to exert influence upon 
indigenous agents. These indigenous agents may have varying degrees of 
commitment to the friendly cause. In fact, as demonstrated in the Henry 
Crumpton quote cited earlier, even initially hostile forces can be viewed 
as a potential ally, if they can be su fficiently in fluenced to embrace the 
friendly cause. 

Successfully exerting the requisite influence requires information 
as a prerequisite. Persuasion of resistance actors requires knowledge of 
their preferences, political sensitivities, economic means, and military 
disposition. The entirety of their political, military, economic, and social 
disposition must be understood in order to comprehend their prefer-
ences. Based on this knowledge, the most effective form of assistance can 
be offered in exchange for support of U.S. objectives. 

Importantly, the CIA also amassed a great deal of intelligence about 
friendly force disposition. HUMINT based intelligence collection accel-
erated in the late 1990s. On 10 September 2001, the CIA had over 100 
HUMINT sources and sub-sources operating in Afghanistan. These 
sources spanned all social classes and ethnic groups. 79  In addition, there 
were five prior Jawbreaker missions into Afghanistan, as well as a num-
ber of meetings with Afghan resistance leaders outside of Afghanistan. 8° 
These prior contacts would have offered natural opportunities to assess 
attitudes of the Afghan resistance and determine the on-the-ground real-
ities of friendly force disposition. Had the CIA not possessed this intel-
ligence, then the UW campaign would have taken much longer, or may 
not have even been possible. 

Intelligence about enemy forces was also important. Naturally, the 
CIA had extensive technical and imagery intelligence. Furthermore, 
HUMINT had not been overlooked. By 1999, the CIA had substantially 
increased intelligence collection in Afghanistan. In February 1999 the CIA 
began joint intelligence operations with NA forces, including information 
sharing, reconnaissance teams, and recruitment of human sources. 8 ' NA 
HUMINT resources extended all over Afghanistan. Native Afghans were 
free to circulate throughout the country relatively unimpeded. Almost 
unbelievably, it was customary to allow unarmed personnel to cross for-
tified positions so that they could proceed to other areas of the country 
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to visit with relatives." Most importantly, pre-existing relationships at all 
levels could be exploited. Knowing the satellite telephone number and 
family history of a local Taliban commander proved invaluable. 

Preparation for UW 

OEF showed that UW begins well before the first contact or combat. A 
U.S. presence in northern Afghanistan well before 2001 ensured that suf-
ficient intelligence and interpersonal relationships existed to support a 
UW campaign. Furthermore, USSF were prepared for a UW campaign 
and well trained for its conduct. Finally, the U.S. had sufficient sup-
porting assets available, such that they could be deployed quickly. The 
ability to assemble 770,000 kilograms of matériel, both humanitarian 
and military, and deliver this load, all within two months, demonstrates 
that there was a high level of preparedness for this type of campaign 
within the U.S. military establishment. 

Undeniably, employing UW requires resources and preparation. To 
have the UW infrastructure ready, political and military leaders must 
have the foresight to predict the location of future conflicts and whether 
or not those theatres are susceptible to a UW campaign. Having suf-
ficient numbers of trained and experienced UW practitioners is one of 
the most important preparations that also requires the longest lead time. 

Personnel 

The most critical asset in UW is well selected and highly trained SOF per- 
sonnel who then bring the whole UW campaign together. UVV in OEF 
offers many lessons about the type of personnel and their requisite abilities. 
In this campaign the UW role was split between the CIA and USSOCOM." 

CIA operators brought experience and diplomatic skills, and these 
skills were very well employed to collect and extract HUMINT and 
thereby achieve UVV objectives. Most importantly, it was the ability to 
apply HUMINT to conduct UW operations that was vital to the Amer- 
ican victory. Notably, UW and HUMINT have overlapping skill sets. 
For example, the ability to speak local Afghan languages was crucial to 
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building relationships with Afghan political figures. For instance, the CIA 
teams included personnel who spoke Farsi/Dari, Uzbek, Russian and/ 
or Arabic." In addition, they were specialists in exerting political influ-
ence and employing strong interpersonal and relationship management 
skills. Performing this function required people with great experience 
and maturity. Indeed, the average age of CIA personnel on the Jawbreaker 
team was 45, with an average of 25 years of experience." Jawbreaker team 
leader, Gary Schroen, held the CIA rank equivalent to a three-star gen-
eral, and delayed his retirement to participate in the mission." It is also 
important to note that all  the functions were performed under aus-
tere conditions, in a hostile environment, requiring a baseline compe-
tence in fieldcraft, weapons, and tactics." 

The USSF operators in turn brought lcinetic capabilities. They were 
the experts in weapons, tactics, and logistics. They also demonstrated the 
ability to employ conventional tactics in unconventional environments. 
There was little in U.S. doctrine to directly guide their actions, but an 
emphasis on flexibility and adaptability as the core of their UW training 
allowed them to solve the novel problems that arose." 

Expertise in applying force does not mean that softer, interpersonal 
skills were not also required. As previously noted, every level of UW, 
whether strategic, operational, or tactical, requires co-operation with 
indigenous agents and, thus, cultural sensitivity, language skills, and a cer-
tain degree of empathy. In fact, there were instances where USSF ODAs 
were unable to find a common language with their Afghan hosts, resulting 
in a delay in operations of up to weeks in some cases. 89  Accordingly, kin-
etic skills are necessary but not sufficient. UW operators have to possess a 
balance of kinetic and "softer" skills. 

Interagency Co-operation 

Splitting operational responsibilities between USSOCOM and the CIA 
created interagency co-operation issues. Political turf battles at the high-
est levels impaired operational effectiveness from the beginning. Addi-
tionally, military SOF entered the theatre more than one month after the 
CIA because the U.S. Department of Defense objected to CIA leadership 
during the early stages of the campaign. 
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Although USSOCOM routinely trains in a joint environment involv-
ing U.S. Air Force, U.S. Navy, and U.S. Army elements, there seems to be 
very little planning or practice of joint CIA-USSOCOM operations. This 
is inferred from a number of documented events. For example, USSF had 
difficulty gaining access to CIA intelligence about NA leaders because of 
a shortage of USSF personnel with a "Top Secret" security clearance. The 
situation was sufficiently difficult that the regulations were temporar-
ily ignored by the commander of U.S. 5th Special Forces Group, as he 
viewed it as the only common sense solution to the pressing needs of the 
circumstance. 9° 

The insertion of ODA 555 offers another example of the seeming 
lack of trust between the CIA and USSOCOM. ODA 555 was in full com-
munication with the Jawbreaker team, with which it was to be colocated. 
Jawbreaker had reconnoitred and marked landing zones and had pre-
pared a reception party. Regardless, ODA 555 treated the insertion as 
one into hostile territory. They overflew the marked landing zone, land-
ing some distance away, in two separate teams. Additionally, they did not 
advise the on-site CIA team of their arrival until shortly before landing. 
The result was mass confusion and an elevated risk of fratricide as the 
ODA acted in a manner unexpected by CIA personne1. 9 ' 

Clearly, if a UW campaign is to be conducted by different parties, those 
agencies have to better integrate on several levels. First, they must share a 
common doctrine. Second, they should participate in joint training exer-
cises and cross-postings. These types of activities are crucial if the different 
agencies are to build the level of mutual trust required to conduct these 
types of dangerous operations. For example, USSOCOM and the CIA, if 
they plan to conduct similar ventures, need to share a connectedness on 
par with that experienced by the different service arms within USSOCOM. 

CONCLUSION 

SOF operations in Afghanistan during the early days of OEF provide 
many lessons about the use of UW. The campaign was successful for sev-
eral reasons. Early involvement by the CIA provided a solid foundation 
of intelligence and relationships with the indigenous forces. Recognition 
by the CIA of the idiosyncratic nature of Afghan culture and the ability 
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to substitute cash and persuasion for brute force greatly diminished 
the extent of the military task by reducing the size and resources of the 
opposition. The CIA was also instrumental in securing the co-operation 
of friendly Afghan factions to ensure their support and facilitate their 
employment in the use of force. 

For their part, USSF did the heavy lifting of the military campaign, 
as the experts in weapons, tactics, and logistics. Their maturity, cultural 
sensitivity, and overall ability to establish rapport allowed them to effect-
ively employ these skills in a UW context. These abilities were applied 
to build and strengthen the resistance forces based upon a pre-existing 
military infrastructure. By delivering weapons and supplies, and adding 
liaison, tactical advice, advanced technology, and techniques (such as 
radios and laser target designators), USSF was able to organize a man-
oeuvre element on the ground, and synchronize it with the firepower ele-
ment in the air. The result was the destruction of the ability of the Taliban 
to maintain political control over Afghanistan. Without such control, Al 
Qaeda was no longer free to use the country as a safe haven. Thus, a pol-
itical victory was achieved by SOF employing IIW. 

UW doctrine should be expanded to solidly encompass all the tac-
tics, techniques, and procedures employed in OEF. Recognition should 
be given to the greater importance of intelligence, about both friend 
and foe, in UW and the requirement for such intelligence to be heavily 
sourced through HUMINT. 

Preparation for UW requires skilled, experienced operators pos-
sessing both highly developed political and kinetic skills. To conduct an 
effective UW campaign requires that these personnel are in place well 
before the commencement of the actual warfighting campaign. If the 
skills required to prosecute a UW campaign are conducted by different 
government agencies, then attention must be paid to interagency friction 
points, and doctrine and training should be unified. 

This chapter touched upon many of the most obvious lessons about 
UW that were learned during OEF but there remains much additional 
work to be done. UW campaigns are infrequent. Consequently, every 
effort must be made to learn what lessons we can through intensive study 
of what few examples are available and to then apply this new knowledge 
as expeditiously as possible in the form of new strategy and doctrine. 
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FROM THE COLD WAR 
TO INSURGENCY: 

Preparing Leaders for the 
Contemporary Operating Environment 

Bernd Horn 

THE CLICHÉ THAT SAYS militaries always prepare for the last conflict is 
ready ammunition for critics, and is normally true. With it, pundits 

can easily convey an air of foresight, intellect, and insightfulness that is 
likely as deep as their understanding of the problem. Clearly, militaries 
are charged with the defence of their nation and national interests. How-
ever, the task is normally daunting. Military establishments in Western 
industrialized democracies are rarely a government's budgetary prior-
ity. As such, most military institutions find it difficult to resource even 
the "must have" requirements. For its part, military leadership does tend 
to be conservative minded, conscious of risk and totally aware of the 
consequences of failure. In addition, those same leaders, at all levels, are 
prisoners of their experience. In the absence of a decisive, clear under-
standing of the future battlespace, they will default to one they know, 
that they are comfortable with, and that has worked in the past. Some 
experimentation is accepted, but to risk failure on new concepts or pre-
dictions of where conflict or warfare will go is never prudent and almost 
always rejected. As such, large-scale military evolution and transforma-
tion has always been a function of cataclysmic events that have forced a 
change in direction. 
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Clearly militaries should strive to anticipate, adapt, and adjust 
as quickly as possible to transformations in the security environment. 
However, this is not always possible because of organizational and pol-
itical constraints such as leadership capacity/capability, professional 
development, resources, and government policy. 

A case in point is the Canadian military evolution from the Cold 
War to its current emphasis on insurgency. It entered each phase of its 
road to Afghanistan with painful lessons learned and the accusation by 
its own members that they were prepared for the last rotation of the mis-
sion, not the situation on the ground they faced. For example, those who 
served in the early tours in Kabul in 2004, stated they were trained for a 

"Bosnia-like" environment and conflict (which stemmed from Canada's 
long-standing commitment and operations there). Similarly, when the 
transition was made from Kabul to the more volatile Kandahar Province 
in 2006, soldiers complained that they were prepared for a "Kabul-like" 
context instead of the reality they faced. 

In the end, it is clear that it is important for militaries to prepare 
their leaders and soldiers to face the unknown, the ambiguous, and the 
complex. That, quite franldy, is the security operating environment that 
they face today and will face in the future. Those are also the characteris-
tics of the insurgency they are currently fighting. As such, it is important 
to examine the lessons learned from the evolution the Canadian military 
has undergone and how it can best prepare its personnel for the oper-
ations they face, and will confront, particularly with respect to the cur-
rent insurgency in Afghanistan. 

Initially, it is important to understand the transformation that has 
occurred. The political and public debate over whether the Canadian 
Forces should participate in such a dangerous and often seemingly 
thanldess task as counterinsurgency in Afghanistan is always simmering 
under the surface, as it is inside other Western countries. The desire to 
do "simple" peacekeeping operations, akin to the Cold War model, U.N. 
Chapter VI (traditional peacekeeping) operations, as represented, for 
example, by the decades long deployment by the U.N. forces in Cyprus 
(UNFYCYP), is understandable. Relatively speaking, they were simple 
operations. The peacekeeper's role was to monitor a ceasefire or peace 
agreement once the fighting had stopped. Their employment, agreed 
to by the belligerents, was always within a prescribed boundary — in 
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the buffer zone between the two former warring parties. Their operat-
ing environment was very clear. Each side had its fortified line. Each 
side was clearly delineated by its front line and all participants were in 
clearly identifiable national uniforms. Moreover, the entire operational 
area was quarantined. There were rarely civilians or press to deal with. 
When there was, it was under carefully controlled circumstances and the 
outsiders were always escorted. In essence, the military was allowed to 
operate in almost complete isolation. 

The end of the Cold War, marked by fall of the Berlin Wall in late 
November 1989, resulted in a dramatic shift in the international secur-
ity environment. Many of the proxy states that were supported or sub-
sidized by one or another of the superpowers were abandoned, to sub-
sequently drift toward total collapse. The resultant chaos transformed 
peacekeeping operations. Where conflict in the Cold War was based 
on an interstate paradigm, it now took on an intrastate posture. Failed 
states spiralled into anarchy creating a vacuum of power that was often 
filled by warlords, paramilitary gangs, and criminal organizations. The 
civil wars and unrest that ensued were incredibly savage and frequently 
threatened to spill beyond their borders. In 1995, Boutros Boutros-Ghali, 
the secretary general of the United Nations wrote: "the end of the cold 
war removed constraints that had inhibited conflict in the former Soviet 
Union and elsewhere ... [There] has been a rash of wars within newly 
independent States, often of a religious or ethnic character and often 
involving unusual violence and cruelty." 

The safe, templated, and well-known Cold War paradigm disappeared 
almost overnight. The new security environment marked by complex-
ity, ambiguity, ever-present media, nefarious enemies, and threats, all 
embedded in the context of failed and failing states, changed the face of 
peacekeeping. Operations were no longer static, no longer conducted in 
isolation or with the agreement of all parties, and they were exponentially 
more dangerous. 

A whole new lexicon was developed that now spoke of peace sup-
port operations that encompassed peacekeeping, peace enforcement, 
and peacemaking missions. The dynamic, fluid, and combative nature 
of the new security landscape spawned a whole new concept entitled the 

"Three Block War" that argued military forces were required to conduct 
humanitarian, peacekeeping, and warfighting operations, potentially all 
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on the same day, all within three city blocks. Simply put, military forces 
deployed on peace support operations were required to have a wide 
range of skills, including combat capability. 

But the evolution of peace support operations was not yet complete. 
The terrorist attack on the twin towers of the World Trade Centre on 11 
September 2001 led to the most dramatic, if not radical, shift in West-
ern security policy since the end of the Cold War. In fact, the influential 
Economist magazine called 9/11 "the day the world changed." It provided 
the rationale for two major conflicts — Afghanistan and Iraq — as well 
as a global anti-terror campaign that has arguably fuelled an extraordin-
ary high level of anti-Western sentiment in much of the Muslim world. 
Like it or not, traditional U.N. peace support operations to bolster failing 
states or provide humanitarian assistance can no longer separate them-
selves from the larger global context of the conflict that is now raging. 
Globalization has allowed exponential advances in communications, as 
well as the transfer of information and technology. These changes have 
shaped the next generation of conflict. 

In essence, although many threats are geographically confined, inter-
national terrorist networks (e.g., Al Qaeda) pose a global threat. Their 
goals, operational methodologies, and adaptability have shifted the 
nature of transnational insurgencies. They employ asymmetric strategies 
in attacks following a doctrine of propaganda by deeds. They use the 
tactics of terrorism and guerrilla warfare in the pursuit of their objectives 
and have refined other disruptive techniques including suicide bombings, 
improvised explosive devices, and mass casualty events. Additionally, as 
already mentioned, they exploit globalization (i.e., telecommunications; 
financing; internet interconnectivity for information operations; as well 
as sharing lessons learned, techniques, tactics, and procedures). 2  In addi-
tion, the proliferation of technology continues to enhance their capacity 
and reach. In summary, these organizations are networked, multilayered, 
and complex entities capable of detailed operational planning, synchron-
ization, and execution, and are continually expanding their reach. 

The "so what?" is dramatic. No region or nation is immune! The set 
of actors on the international scene is now much more diverse, inter-
connected, and ruthless. "It is a merciless enemy," explained U.S. Marine 
Corps Lieutenant-General James N. Mattis, "and it is up to you [military] 
to stop them as far from our shores as you can."' The enemy we face, 
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described Major-General Robert Scales, "is dedicated to tactics, tech-
niques, and procedures, TTPs, that are unacceptable to Western nations; 
they are organized and networked; passionate and fanatical; committed; 
relentless; and savage." 4  Additionally, respected author, scholar, and ana-
lyst Robert Kaplan warned, " [we will face] warriors — erratic primitives 
of shifting alliance, habituated to violence, with no stake in civil order."  

As such, some theorists have noted that we are now engaged in 
Fourth Generation Warfare (4GW), where the enemy uses largely asym-
metric tactics to achieve their aim; where human (non-kinetic), not 
technological, solutions are paramount; and where integrated operations 
(i.e., co-operation and coordination between all players  —joint  [all four 
services in the military], law enforcement agencies, other government 
departments, coalition partners, allies, and national and international 
agencies) in a long war scenario provide the best hope for success. 

In the current security environment, militaries need soldiers, leaders, 
and commanders with judgment, wisdom, and reasoning abilities — not 
just technical skills. 

Increasingly we find that we are unwilling or unable to bring our tech-
nology superiority to bear. "You're going to have people coming at you 
who don't play by the rules," observed former Harvard University political 
scientist Michael Ignatieff, "and you're going to have people coming at 
you who have an infinitely greater willingness to risk anything, i.e., their 
lives, than you may and that's one of the challenges you have to face."6  

Simply put, the current security operating environment is chaotic, 
volatile, uncertain, and ever changing. The ambiguous nature and asym-
metric conditions inherent in most conflicts today require militaries 
to rapidly deploy forces that can apply special skill sets in a variety of 
environments and circumstances to achieve di fficult missions in peace, 
conflict, or war. Although excellent equipment may provide a techno-
logical edge, deployed forces must ensure they are composed of leaders 
and soldiers who are adaptive and agile. In the end, it is incumbent on 
all militaries to prepare their personnel for the complex operations, such 
as insurgency, that they now face. 

As such, this chapter will examine theoretical constructs to frame oper-
ations in the current security environment. Furthermore, leadership les-
sons that aim to prepare leaders for the contemporary operating environ-
ment will be examined, specifically within the context of the Canadian 
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counterinsurgency engagement in Afghanistan, which, intriguingly, began 
as a result of the Canadian government's desire to assist U.N. efforts to 
rebuild a failed state.' 

THE CONCEPT OF THE "THREE BLOCK WAR" 

As noted earlier, the naïve wishes of some politicians and the public to do 
just "simple peacekeeping" missions is understandable. It allows forces 
to minimize the training and equipment requirement for their person-
nel and it is far less dangerous. The casualty figures were always low, and 
normally occurred because of an unfortunate accident or a mine strike. 
However, the world has changed and, arguably, the simple peacekeeping 
mission of yesteryear has vanished. 

The transformation began in the post–Cold War period. In the 
early 1990s United States Marine Corps (USMC) Commandant General 
Charles C. Krulak coined a concept called the Three Block War (3BW). 
He described this as military operations other than war combined with 
mid-intensity conflict. Although he developed his idea based on the 
belief that because of urbanization, most of our future conflicts would 
take place in cities, the core of the issue was based on the evolution of 
peace support operations. He explained that in 3BW the entire spectrum 
of tactical challenges ranging from humanitarian assistance, to peace-
keeping, to traditional warfighting, could be encountered in the span of 
a few hours and within the space of three contiguous city blocks.' 

The importance of his paradigm was based on the premise, or one 
could argue reality, that military personnel must be capable of operat-
ing in an ambiguous, chaotic, volatile, and rapidly changing battlespace. 
Moreover, they must be able to think in non-traditional, non-Western 
ways and think in terms of the enemy's perspective. Significantly, in 
accordance with this concept, leaders and their followers must also be 
able to transition through the entire spectrum of conflict seamlessly — 
in essence they must be able to fight the Three Block War. Simply put, 
military personnel must be able to transition from humanitarian oper-
ations, peace support, or stability tasks to high intensity mid-level com-
bat, potentially all in the same day and all in the same area of operations.' 
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FOURTH GENERATION WARFARE 

The concept of 3BW dominated during the 1990s in the context of the 
times. Failed and failing states, such as Somalia and the former Yugoslavia, 
fixated U.N. and Western efforts. Nonetheless, as early as October 1989 
former Lieutenant-Colonel William S. Lind had introduced the concept 
of Fourth Generation Warfare (4GW) in the Marine Corps Gazette. He 
attempted to forecast the future trend in warfare. Although overshadowed 
by other theorists at the time, his idea gained prominence after 9/11. 1 0  

According to Lind, First Generation Warfare was characterized by 
linearity and order; it reflected an environment where states held a mon-
opoly on the use of war to obtain political ends. The next generation of 
war, 2GW, was ushered in by the First World War. It was a function of 
fire and movement captured in the mantra "artillery conquers, infantry 
occupies." 3GW was also introduced during the First World War by Ger-
man storm troopers, but was refined and became dominant during the 
Second World War where it was showcased by German blitzkrieg tactics. 
In simplest terms, 3GW was manoeuvre warfare. 

Fourth Generation Warfare refers to a nonlinear, asymmetric 
approach to war in that agility, decentralization, and initiative are instru-
mental to success. Antagonists utilizing 4GW normally favour indirect 
and asymmetric approaches, however, they will employ the full range 
of military and other capabilities to erode an adversary's power, influ-
ence, and will. In essence, 4GW "seeks to convince the enemy's polit-
ical decision makers/political leaders that their strategic goals are either 
unachievable or too costly for perceived benefit." The struggle "is rooted 
in the fundamental precept that superior political will, when properly 
employed, can defeat greater economic and military power." The con-
flict is fought across the entire spectrum of society and human activ-
ity — political, military, economic, and social. In short, 4GW is intended 
to influence and affect the non-military population of a nation. It is, as 
General Sir Rupert Smith asserts, "war amongst the people." 12  Its use is 
meant to collapse an enemy internally versus destroying them physically. 

Furthermore, 4GW departs radically from the traditional model in 
which the conduct of war was the monopoly of states. It evolved out of 
the radically different conditions of the post–Cold War era. It is not a 
war for conquest or territory. The enemy is not a nation-state and its 
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people. Rather, in 4GW, non-state actors such as Hamas, Al Qaeda, and 
the Taliban become serious opponents, capable of operations outside of 
their traditional areas of operation. 

Moreover, in 4GW the definition of combatants diverges significantly 
from the traditional laws of armed conflict. 4GW is non-linear, widely dis-
persed, and largely undefined. It has few, if any, definable battlefields, and 
the difference between "civilian" and "military" is often indistinguishable.° 

The concept of 4GW is not without criticism. Some analysts have 
stated that 4GW is so vague and all encompassing that it can include 
everything and, as a result, is of little value» Nonetheless, it does provide 
a construct by which to examine asymmetric tactics and evolution of 
warfare. Moreover, placed in the context of ongoing conflicts it provides 
a framework to understand enemy intent, their tactics, techniques, and 
procedures, as well as a model to prepare one's own forces. 

ASYMMETRY 

As already alluded to, the asymmetric nature of current conflict has a dra-
matic effect on how we fight. "Asymmetry," according to American strat-
egist Steven Metz, "is acting, organizing, and thinking differently than 
opponents in order to maximize one's own advantages, exploit an oppon-
ent's weaknesses, attain the initiative, or gain greater freedom of action." 
He adds, "It can entail different methods, technologies, values, organiza-
tions, time perspectives, or some combination of these ... [and it] can have 
both psychological and physical dimensions."° Doctrinally, an asymmetric 
threat is a concept "used to describe attempts to circumvent or undermine 
an opponent's strengths while exploiting his weaknesses, using methods 
that differ significantly from the opponent's usual mode of operations."i 6  

At its core, asymmetry is not designed to win battlefield victory. 
Rather its aim is to disrupt, distract, and disconnect. In short, its goal 
is to wear down a normally superior opponent. "Difficult to respond to 
in a discriminate and proportionate manner," explained strategist Colin 
Gray, "it is of the nature of asymmetric threats that they are apt to pose 
a level-of-response dilemma to the victim. The military response read-
ily available tends to be unduly heavy-handed, if not plainly irrelevant, 
while the policy hunt for the carefully measured and precisely targeted 
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reply all too easily can be ensnared in a lengthy political process that 
inhibits any real action." 

Gray also points out that the asymmetric threat makes coercive 
threats less credible and even poses difficulties in going to war as was 
recently demonstrated in the war against terrorism and the lack of inter-
national support for the American war against Iraq in 2003. Moreover, 
the asymmetric threat makes the achievement of operational and tac-
tical goals difficult. As Gray pondered, what defines success? Displacing 
Osama bin Laden? Ousting Saddam Hussein? Furthermore, it is not 
enough for responses "to asymmetric threats to be effective; in addition, 
they must be politically and morally tolerable." 

Herein lies the difficulty for the practitioner. Commanders will be 
required to operate in, and be comfortable with, ambiguous and uncertain 
surroundings. Their options for the type of force they can apply will often 
be restricted, and they may not be permitted to use force at all. In addi-
tion, of necessity, they will require the capability of adapting physically 
and theoretically to changes not only in their immediate operational area 
but also in the larger international security environment. The contem-
porary defence environment will also demand that individuals, units, and 
formations be agile, flexible, and capable of responding to the unforeseen 
and unexpected. 

Complexity will also derive from the nature of the enemy that is 
spawned by asymmetric warfare and the evolving Western way of war. As 
military superiority increases, so too does the resiliency of the opponents. 
The enemy will work increasingly in complex networks composed of small 
organizations of dispersed individuals that communicate, coordinate, and 
conduct campaigns in an internetted manner. These associations will be 
diverse, robust, and redundant, thus, making it difficult to bring superior 
effects to bear. There will be multiple nodes, most likely with no centralized 
command to attack. Therefore, the question arises: how do you defeat it? 19  

LEADERSHIP LESSONS LEARNED 

Having set the theoretical parameters of operating in the contem-
porary environment, particularly in an insurgency context, it is now 
timely to look at the actual execution of operations and the difficulties 
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they entail for commanders and leaders. The lessons are many and 
those discussed in this chapter only scratch the surface. Many are 
interrelated and mutually supporting as will become evident. Indeed, 
Canadian operations in Afghanistan have highlighted a number of 
salient issues that have forced change in how military personnel are 
educated and trained. In most cases changes have been successfully 
undertaken (whether out of necessity, circumstance, or by design is a 
separate debate). 

Preparing for Complexity 

To state that the modern battlespace is complex is a huge understate-
ment. The nature of 4GW and the enemy's asymmetric approach it 
entails, coupled with operations in foreign, harsh, inhospitable, and alien 
environments, as well as in co-operation with a multitude of players (e.g., 
coalition allies; host nation; other government departments; national 
and international agencies; and non-governmental agencies) provide 
challenges of Herculean proportions. Major-General Scales observes, 

"Victory will be defined more in terms of capturing the psycho-cultural 
rather than the geographical high ground." He explains: 

Understanding and empathy will be more important 
weapons of war. Soldier conduct will be as important as 
skill at arms. Cultural awareness and the ability to build 
ties of trust will offer protection to our troops more 
effectively than body armor. Leaders will seek wisdom 
and quick but reflective thought rather than operational 
and planning skills as essential intellectual tools for guar-
anteeing future victories. 20  

His  sentiments are well supported. "The absolute truth of the com-
plexity of the modern battle space," acknowledges Lieutenant-Colonel 
Shane Schreiber, a former operations officer for the NATO multinational 
brigade in Afghanistan, "requires mental agility and adaptability. The 
greatest weapon is the intellectual ability of the Canadian soldier to 
adapt — not new technology, surveillance, or weapons."' 
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The emphasis in the contemporary environment has shifted from a 
traditional focus on internal staff processes to one that must be capable 
of dealing with 4GW, which is inherently chaotic and fluid. Therefore, 
emphasis must be placed on the enemy and the situational requirements. 
Individual leader and soldier initiatives are more important than slav-
ish adherence to standard operating procedures (SOPs) and obedience. 
Understanding and adherence to the commander's intent becomes far 
more important than specific detailed orders." In essence, the contem-
porary environment has shifted: 

From 	 To 

Predictability/symmetrical 	surprise, uncertainty and asym- 
threats 	 metrical threats 

Single focused threats 	multiple complex challenges at 
home and abroad 

Interstate threats 	 decentralized terrorist and crim- 
inal networks and non-state 
enemies 

Response after a crisis 	preventive action to prevent, dis- 
rupt and dislocate threats 

One size fits all deterrence 	tailored deterrence to rogue states, 
terrorists, peer competitors 

The indiscriminate and asymmetric nature of 4GW necessitates agil-
ity in thinking and the rapid and flexible conduct of operations, as well as 
decentralization and the reliance on initiative at the lowest tactical level. 
It is a small unit war most of the time. As such, subordinate commanders 
must be allowed the freedom to conduct operations based on circum-
stances as they arise. A culture of adaptability and agility of thought is 
key. But, the operational commander must ensure that the employment 
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of tactical forces achieves specific ends, or objectives in accordance with 
the operational campaign plan. 

To complicate this factor is the operational context. First, the com-
mander rarely has enough enablers (e.g., aviation, close air support, sur-
veillance suites, artillery, psychological operations) and those that do 
exist in theatre are national assets and controlled as such by the respect-
ive donor nation. As a result, priority of use and national caveats are 
not the commander's call. Furthermore, the environment is extremely 
complex and the commander simply does not control the battlespace. 
For example, a commander may have to deal with up to 30 significant 
incidents a day, including a mass casualty; a catastrophic friendly-fire 
incident minutes before H-Hr, shorthand for the hour designated for 
launching a brigade offensive; and five different special operations forces, 
all from different countries, all operating in his active area of operations 
(AO), all of whom report to different chains of command. These issues 
are exacerbated by national caveats on force utilization; hidden inter-
national agendas; host nation limitations; as well as cultural and political 
factors and domestic national imperatives, just to name a few. Added to 
this is an extremely complex operational environment where it is hard to 
determine friend from foe and the terrain is some of the most difficult 
possible in which to conduct military operations. 

In addition, the restrictions and limitations placed on the oper-
ational commander as a result of the coalition context is another huge 
challenge. As briefly mentioned earlier, leaders must cope with diverse, 
nation-centric and/or, at times, competing national interests in pursuit 
of the mission, all of which must be dealt with through complex chains 
of command. From the political/development side this also means play-
ers must seek policy directives and/or authority before engaging. More-
over, national caveats on force employment provide further restrictions. 
For example, as one staff officer revealed, during Operation Medusa 
in Kandahar Province in September 2006, the Canadian brigade com-
mander was getting calls from the ISAF commander and his senior staff 

"on an hourly basis saying this is the most important thing NATO's ever 
done, the future of NATO rides on this, the future of Afghanistan rides 
on this." He added, "There was a lot of psychological pressure being put 
upon the commander," and that in turn was transmitted down to sub-
ordinate commanders to "get this done faster." However, at the national 
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level, those same commanders were getting "a lot of pressure" and were 
clearly told "you can't have any more casualties, the political situation is 
precarious."" It became a difficult circle to square. 

Adding to this complexity is the amazing reality that not all force-
providing countries are prepared to let their forces fight. This coalition 
factor is further complicated by cultural and organizational differences 
and the egos of personalities, particularly commanders. The importance 
of building personal relations becomes paramount. Often, in this com-
plex coalition and host nation environment, more is achieved through 
diplomacy, personal trust, reciprocation, and relationships than through 
the attempted exercise of authority, position, or rank. 

Finally, perhaps one of the most difficult challenges is balancing 
ground truth with domestic expectations. National agendas and expecta-
tions for progress and good news stories (e.g., reconstruction for a better 
Afghanistan) to justify the cost in Canadian blood and treasure often run 
counter to the reality on the ground. Leaders face pressures "to get on 
with it" while still wrestling with a dangerous threat environment on the 
ground that does not always permit the necessary freedom of movement 
or collaboration required to prosecute development or reconstruction 
programs. In addition, coalition resource limitations and foreign national 
caveats on their participating forces can place an inordinate burden on 
select nations who are in a lead position to provide security in their 
assigned area of responsibility. 

The actual ground also adds to the complexity of the modern 
battlespace, particularly with operations in urban-type centres. Small, 
distributed targets, primarily people, are located in a high clutter, densely 
populated, masked environment. The design of cities with their abun-
dance of varied infrastructure limit and restrict current military capabil-
ities such as stealth, mobility, C4 (command, control, communications, 
and computers), ISTAR (intelligence, surveillance, target acquisition, 
and reconnaissance), and GPS (ground positioning system) navigation 
and target designation. Moreover, fighting in built-up areas is not a trad-
itional core competency of most armies. This is further exacerbated by 
the inability of soldiers and commanders to think in a three-dimensional 
manner, because they did not train in and practice the skill. 

These challenges and limitations provide a levelling effect. So does 
the reality that cities provide physical cover for the enemy. As noted, an 
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urban centre by its very nature tends to neutralize technology, especially 
long-range weapons. As a result, it relegates action to close combat — 
normally a slow, resource and casualty-intensive process. Moreover, the 
clutter and dense nature of cities allows for maximization of camouflage, 
concealment, deception, and surprise strikes. The most recent conflicts 
in Iraq and Afghanistan demonstrate that an opponent will hide com-
batants, equipment, and weapons in churches, mosques, community 
centres, hospitals, and schools. They will also shed uniforms, deploy in 
civilian dress, and mix in with the population in an attempt to achieve 
success. One uno fficial after-action report revealed the enemy to be 

"Smart, flexible. Utilizing all means at their disposal. They have moved 
ammo in civilian trucks, held weapons to their own people's heads, and 
pretended to be doctors with asthmatic children. Pretend to surrender 
then open fire." 24  Not surprisingly, two Chinese strategists have warned, 

"There is no means which cannot be used in war [in the future] and there 
is no territory or method which cannot be used in combination."" 

This movement to asymmetric and unrestricted warfare on the part 
of some antagonists severely increases the complexity for commanders 
and their soldiers. Regardless of the heinous nature of the circumstances 
that caused the conflict, or the moral bankruptcy of the organizations 
fighting it, militaries of participating democracies will be expected to 
uphold the principles and values that are fundamental to their societies. 
Pressures stemming from the political context, and constraints such 
as societal tolerance to friendly casualties, timelines, collateral damage, 
and demand for increasing precision engagements will make military 
operations exponentially more complex in the future." When military 
force is authorized, the resultant action will have to be at as low a risk 
threshold as possible, ensuring the minimum number of casualties and 
collateral damage, yet, accomplished in the quickest possible timeframe. 

There results an inherent paradox. Commanders are often left with the 
quandary of using enough force to win, but thereby risking criticism of 
excessive death and destruction, or using too little force and risk losing or, 
at a minimum, becoming the target of criticism once again for a stalled, 
ineffectual strategy, campaign, and/or performance (e.g., initial stages of the 
Kosovo, Afghanistan, and Iraq campaigns in 1999, 2001, 2003 respectively). 

This realization provides opponents with another valuable reason 
to use urban settings — political cover. The risk of heavy casualties, 
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specifically civilians, the danger of collateral damage, and the likelihood 
of a subsequent humanitarian crisis in the aftermath of a prolonged 
struggle in an urban area, compounded by the scrutiny of the media, 
provide not only a levelling of the battlefield but, in some ways, an 
advantage to the enemy. The resultant political constraints (i.e., restrict-
ive rules of engagement [ROEs] ) compounded by the necessity to invest 
heavily in humanitarian and public affairs efforts to counterbalance the 
negative press can potentially distract from the primary mission and sap 
momentum. It also will have the effect of prolonging the conflict, which, 
to an impatient public, is untenable. 

As such, commanders and leaders at all levels must become more 
conversant with other methodologies and resources available. The utiliza-
tion of special operations forces with their surgical kinetic precision, for 
example, can be leveraged to take out high-value targets in urban errors 
to avoid collateral damage. In addition, greater credibility, emphasis, and 
trust must be placed in establishing and nurturing human intelligence 
networks and sources. Admittedly, HUMINT is always an emotional topic 
as it depends on people — people who often decide to assist for a multi-
tude of reasons. However, HUMINT provides one of the greatest keys to 
success since it deals with individuals who know their own communities 
and society, who know the cultural norms, and who fit in. Importantly, 
they also know the villains. Although not foolproof, it is a good means of 
intelligence collection. Consequently, frequent overreliance on technical 
means must not be allowed to blind military personnel to the vital contri-
bution HUMINT provides to the counterinsurgency battle. 

In the end, the complexity in the contemporary and future battlespace 
will require mental agility and adaptability. A military's greatest weapon 
will be the intellectual ability of the average leader and soldier to adapt, 
use all available resources, and do the right thing. Only internalized val-
ues, commitments, and intellectual skills will fill the bill." It will not be 
a function of new technology, surveillance equipment, or weapons. "We 
must never forget that war is fought in the human dimension," General 
Peter Schoomaker, former chief of the U.S. Army, recalled. He explained: 

Defeating our enemies requires a shared understanding 
of the threat and a strategic consensus. It requires a con-
certed effort, utilizing all elements of power—  diplomatic, 



208 / THE DIFFICULT WAR 

informational, military, and economic. Finally, it requires 
a national commitment to recruit, train, equip, and sup-
port those in uniform and their families, something that 
is a matter of priorities not affordability. 28  

Dealing with the Host Nation 

Yet another important leadership lesson is the importance of work-
ing with host nation forces and decision makers. T.E. Lawrence, better 
known as Lawrence of Arabia, the infamous practitioner of unconven-
tional warfare in the Middle East during the First World War, wrote: "It 
is better to let them do it themselves imperfectly than to do it yourself 
perfectly. It is their country, their way and our time is short." Amazingly, 
his sage advice is often ignored. 

Military commanders invariably approach a problem with conviction, 
confidence, and preconceived ideas of how they will solve it. Rarely do 
they have knowledge or confidence in the experience or advice of others. 
As a result, mistakes or delays in achieving effects are often realized. "Indi-
viduals were sent home," Lieutenant-General Andrew Leslie, a former dep-
uty commander of the International Security Assistance Force remarked. 

"Immaturity and the inability to actually think outside the box made them 
ineffective," he continued, "What they tried to do was bring their usually 
limited experience from somewhere else and apply it the same way that it 
had been done somewhere else and that didn't work." He explained, "each 
mission has got its own unique drivers, cultural conditions, local nuances, 
relationships with your other allies or other combatants." Moreover, he 
emphasized that the Afghan problem needed an Afghan solution.29  

In the final analysis, commanders must engage host nation forces 
and decision makers. As difficult as it may be to work with less-skilled, 
trained, and equipped forces and personnel — it must be understood 
that there is no option. To build capacity so that the host nation can even-
tually take over responsibilities for their own affairs, the governance and 
security apparatuses must be built. This can only be achieved through 
dedicated efforts and by building host nation capacity at all levels. More-
over, long-lasting success can only be attained if the solution is integral 
to the culture, society, and norms of the host nation. Transplanted ideas, 
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and structures, as well intentioned as they may be are, more often than 
not, ineffective. 

Preparing Self and Others for the Scope of Conflict 

An important leadership lesson that is not always grasped quickly enough 
at the beginning of a new deployment is the scope of the actual conflict. 
For example, the default setting, or more accurately, attitude, was often 
one that considered the latest deployment as "just another simple peace-
keeping or peace support mission." This posture ignores the nature of 
contemporary operations. As said earlier, arguably, there is no longer such 
thing as a "simple peacekeeping mission." U.N. operations in the Balkans, 
Somalia, Rwanda, and Afghanistan, to name a few, have shown the tragic 
results of being unprepared. 

As such, leaders must ensure they create, nurture, and maintain 
the proper combat mentality within their command by cultivating an 
understanding of the magnitude of the mission and the soldier's respon-
sibility in making the operation a success. They must reinforce the con-
cept of the Three Block War and 4GW. Importantly, this means everyone, 
regardless of rank, trade, or position, is a potential warfighter and, as 
such, must ensure they have the requisite skills and abilities. 

Repeatedly, commanders on the ground lament that not everyone in 
theatre, or at home, has fully grasped the scope of the respective conflict 
they are engaged in, whether Somalia or Afghanistan, for example. The 
slow initial uptake of individuals in theatres of operations often trans-
lates into unnecessary casualties until the hard lesson is learned. A Brit-
ish SOF officer with vast experience in the new environment asserted, 

"The sheer velocity of the insurgent's determination to kill us had to be 
gripped quickly. There was no room for error." He added, "it was kill or be 
killed." He explained, "It is warfare where the enemy is prepared to die to 
achieve his objectives. That is hard to counter and the insurgent approach 
has forced us to think not just out of the box, but around the corner." 30 

 This reality is the reason an intelligence senior non-commissioned officer 
who provided an in-country threat brief to newly arrived personnel to 
Afghanistan in 2006 ended his 40 minute lecture with "Now it's important 
to remember, they [Taliban] ARE trying to kill you." 
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Ensuring that leaders and subordinates are properly prepared for the 
theatre of operations and the full spectrum of conflict is critical. In prac-
tical terms, it will physically save lives since individuals will ensure they 
adopt the correct force protection posture and mindset. Equally import-
ant, it will also steel leaders and their subordinates for the hard deci-
sions that need to be made in crisis situations as well as prepare them to 
deal with the reality of violent, traumatic, and stressful events. "Mental 
toughness must be developed just like physical fitness," a unit regimental 
sergeant major counselled, "because you are going to face some hard 
times and hard decisions."' 

Dealing with Casualties 

Casualty-averse publics are a reality. The less a society feels they have 
at stake in an out of area mission, the more reluctant they are to pay in 
blood or national treasure to help a failed or failing state. This dynamic 
is well understood by the enemy and they use this knowledge as a major 
tool for destabilizing U.N. and NATO missions or coalitions of the willing. 
Asymmetric tactics assist in their ability to wreak havoc on participat-
ing nations. Opponents understand that casualties have a huge domestic 
impact. Deaths in far away places for reasons not always well understood 
by domestic populations inevitably erode support for operations. 

As such, with a determined foe casualties will inevitably occur as they 
attempt to influence events and undermine governments and their sup-
port base. The effect in theatre is dramatic. "The biggest shock," revealed 
Lieutenant-Colonel Orner Lavoie, a battle group commander in Afghan-
istan, "is that you will lose guys and you are losing guys." He elaborated: 

It's a bit of a shock and as a leader you must put it into 
perspective. But, it's a huge morale issue. Soldiers see 
their friends, buddies and colleagues on the ground 
dead. They don't see the 200 enemy dead. The guys are 
definitely hurting. I'm just not sure how you could ever 
replicate that in training. I mean we certainly covered 
the issue in our preparatory training back in Wainwright 
and other places. You can get your TTPs down for doing 
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the casualties, but you never get that true battlefield 
inoculation of actually seeing 37 soldiers laying on the 
ground all wounded, all in pain, all in agony, all needing 
treatment, as well as the dead along with that. And that's 
just something that never gets any easier. I think your 
TTPs — the procedural stuff, can be ironed out and 
more efficient SOPs developed, but the psychological 
side of it never, never gets any easier that's for sure." 

"You can mitigate it [taking casualties] but will never be able to bring 
it to zero," Brigadier-General David Fraser asserted, "You need com-
manders who have resolve of steel to get things done." 

In the end, leaders themselves must come to grips, and assist their 
subordinates to cope, with casualties and combat death. This is the single 
biggest shock and most difficult psychological challenge all participants 
are facing in Afghanistan. Although everyone acknowledged that there 
would be casualties and deaths in theatre, and they all witnessed ramp 
ceremonies on television before deploying, almost all were unprepared 
for it when it occurred. Leaders at all levels struggled with making sense 
of the deaths themselves and then had to try to comfort and make sense 
of it for their subordinates. "People are choking on a richness of experi-
ence," commented Padre Robert Lauder, "they are trying to metabolize 
it; trying to understand the new environment, but there is too much to 
chew, too much to swallow but they can't spit it out."34  

Information Operations 

Another critical reality in contemporary operations is the importance 
of information operations. Major-General Scales, a well-known stra-
tegic analyst and author observed, "the greatest challenge in the modern 
battlefield is human." He continued, "it's not about technology, rather 
the object is to influence opinion — to win over populations." He added, 
"it's not about kinetic energy or kinetic solutions. Killing is not import-
ant. Cognitive dominance is the key."" U.S. Secretary of State Condo-
leezza Rice reinforced this idea when she stated, the U.S. is now engaged 
in a "great global struggle to determine what ideas will organize the 21st 
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century."" However, prosecuting a long war or operational deployment 
is difficult unless the public can see a major attack or clear threat to them 
or their society. As such, militaries desperately need a clear moral right 
to be doing what they are doing. Additionally, if they step off the moral 
high ground they will lose support — both domestic and international. 
General David Petraeus, the commander of the Multinational Force in 
Iraq, advised, "Do not hesitate to kill or capture the enemy, but stay true 
to the values we hold dear." He stressed, "Living our values distinguishes 
us from our enemies."" 

Within this context, one leadership lesson that seemingly remains 
frustratingly slow for Western militaries to acquire is the importance of 
information operations (I0). IO "are continuous military operations 
within the Military Information Environment that enable, enhance and 
protect the commander's decision action cycle and mission execution to 
achieve an information advantage across the full range of military oper-

ations."" In simpler terms, IO are those functions that target and affect 
information and information systems (human or technical) to achieve 
a desired effect while at the same time protecting our own people and 
our allies. Clearly, all operations in the contemporary environment, 
at all levels, are dependent on IO, which include computer network 
attacks, efforts to counter-propaganda, deception, electronic warfare 
(EW), destruction of enemy IO targets, security of friendly information 
and infrastructure, as well as related activities such as civil military co-
operation (CIMIC) and public affairs. 

One immediate requirement is the need to get information dis-
seminated quickly to military personnel and the civilian populations 
of both the inhabitants in the area of operations, and the domestic and 
international audience. It has become apparent that the enemy is highly 
skilled at using tactical actions by small dispersed groups and individ-
uals and translating the resultant kinetic action into strategic cogni-
tive effect. This must be countered. "Be first with the truth," General 
Petraeus insisted, "beat the insurgents, extremists, and criminals to the 
headlines and pre-empt rumours." This action entails the swift devo-
lution of information, i.e., explanations of events at the scene by the 
tactical operators. 

This action also carries a degree of risk and adds to the complexity of 
the task. However, a RAND study concluded, "the marginal return from 
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leveraging an information factor — such as the media — may be greater 
than the marginal return of applying more firepower." 4° In the end, time 
becomes the critical factor — often the centre of gravity. 

This has a dramatic implication for those conducting operations. 
First, it requires a greater concentration on IO and an understanding 
of the peoples/cultures of the area of operations. It also necessitates 
great effort in countering propaganda and informing the media, affected 
population, domestic audience, and the international community of the 

"proper and righteous" manner in which operations are being conducted. 
"Avoid spin and let facts speak for themselves," General Petraeus insisted. 
He added, "Challenge enemy disinformation [and] turn our enemies' 
bankrupt messages, extremist ideologies, oppressive practices and indis-
criminate violence against them." 4 ' 

A fundamental lesson is that commanders must believe and com-
municate that  JO  is an integral part of the unit or formation's mission. 
Their actions must mirror their words. As such, personal involvement 
and staff focus is critical. For instance, key personnel must be selected 
and dedicated to carry out JO planning and coordination. Commanders 
must support JO in their selection of priority intelligence requirements 
and they must set the tone for the vital intelligence support of JO. 

In the end, it is vital to keep objectives simple. In addition, one 
should never take a templated, cookie-cutter approach. It is important to 
stay adaptive and dynamic. What worked one week will not necessarily 
work the next. Moreover, what worked in one area/region/country may 
not work in another. "Although lethal operations against insurgent fight-
ers instill confidence in the population," as mentioned by one senior offi-
cer, "their effect can be short-lived and also open to interpretation and 
manipulation by the insurgent information operations campaign." He 
continued, "The consistent promulgation of key messages in conjunc-
tion with all other types of operations has a broader and more lasting 
effect on the population. JO  is the best tool that can be used to have an 
impact on the greatest number of people."" General David Petraeus, the 
commander of the Multinational Force in Iraq, advised, "Realize that we 
are in a struggle for legitimacy that will be won or lost in the perception 
of the Iraqi people."" Although stated in the context of Iraq, it applies 
equally to Afghanistan. 
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Dealing with the Media 

Napoleon Bonaparte shrewdly opined, "Four hostile newspapers are 
more to be feared than 1,000 bayonets." 44  More recently, American strat-
egist Ralph Peters counselled, "the global media can overturn the verdict 
of the battlefield." 45  Not surprisingly, our opponents have clearly demon-
strated they will use the mass media as a tool to defeat national resolve. 
In fact, their doctrinal publications underline that "Understanding the 
media politics of the adversaries and dealing with them is important in 
winning the military and political battle."46  

As such, leaders and their subordinates will invariably operate in a 
politically sensitive environment where the actions of a soldier at a road-
block or in a tactical setting can have strategic ramifications. Operating in 
a setting that is under the constant glare of the news camera will exacer-
bate the complexity of the situations they face. "The Power of CNN" is 
no longer an idle network boast. 47  The CNN effect of instantaneous 
worldwide imaging will magnify tenfold the concept of the "strategic 
corporal" where a tactical decision/error can become a strategic issue as 
it is beamed across the globe in real time. In fact, it adds to the volatil-
ity of the political security environment. The media's global connectivity 
and instant reporting can exacerbate threats or create new ones based on 
viewers' reactions (and generated perceived beliefs) to news reports (e.g., 
collateral damage, unjust military action, disrespect of religious symbols 
or sites). A glaring example was the American soldier who, upon clearing 
a stronghold in Iraq during the 2003 invasion, raised the American flag. 
Although lowered almost immediately, the fleeting image of that action 
unleashed a barrage of controversy and debate over the act in regards to 
the implications of an American occupying power instead of a liberating 
force. "A wrong decision in the glare of the media," Colonel Paul Maillet, 
a former Canadian Department of National Defence director of defence 
ethics, warns "can have far reaching consequences that can affect peace-
keeping mandates and strategic and national policies and aims."48  

The CNN effect also feeds what has become an unrealistic impa-
tience by both the public and the media. Military operations, arguably 
the most multifarious of human endeavours, even when conducted in 
some of the most distant and hostile environments known, is expected 
by a restless media and their audience to be completed within days, at 
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best weeks. In a medium where only 90 to 100 seconds are allocated per 
issue on an average news story, and where the concept of "if it bleeds it 
leads" exists, there is a need for news to be dramatic, if not sensational. 
This will cause great problems for the military. News reports will be fleet-
ing and without context. "Television as a medium has no past and no 
future," explained NATO spokesman Jamie Shea, "It is always the eternal 
present. What BBC's Nik Gowing has called the 'tyranny of real time: 
with no causality, no connection to what came before or what goes next. 
So everything is immediately important and a few moments later com-
pletely unimportant, contrary to our experience of real life." 49  

As such, a single act can become the defining image of a battle, cam-
paign or operation. Failure or errors of any scale carry the potential of 
being catastrophic. Recent examples have shown that shocking images of 
combat or terrorist acts can sway public opinion in an open democratic 
society and create intense political pressure to cease hostilities or under-
take dramatic action otherwise not contemplated. 5° 

Moreover, there will be no respite. In Bosnia there were 3,000 journal-
ists on the ground throughout the NATO air campaign of 1995. "They were 
faster than NATO soldiers or NATO satellites," Shea conceded, "Certainly 
faster than our intelligence community." 5 ' The infamous tractor bombing 
incident caused NATO to lose 20 percentage points of public support in 
Germany alone after images were beamed all over the world. 52  In 2003, in 
the war against Iraq, there were apprœdmately 810 embedded reporters 
with the coalition alone, more than 3,000 war correspondents in total and a 
multitude of others covering the conflict from strategic locations through-
out the globe." This has led to a universally accepted populist notion that "it 
isn't real unless it's on television." To conduct operations in such an environ-
ment magnifies the complexity of an already complicated profession. 

As a result, integrity and credibility become paramount. As one sen-
ior commander eloquently stated: "Don't put lipstick on pigs. Acknow-
ledge setbacks and failures and then state what we've learned and how 
we'll respond." He added, "Hold the press (and ourselves) accountable 
for accuracy, characterization and context." 54  

In the end, the reality of the strategic corporal necessitates the educa-
tion and training of everyone who deploys into the theatres of operations. 
Since their actions become tools, if not weapons, in the ongoing infor-
mation campaign waged by the enemy, individuals must be inculcated 
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with the notion that all personnel must be conscious and accountable for 
their behaviour at all times. 

Cultural Intelligence 

"During the first year of my counterinsurgency duties," one senior officer 
explained,"I believe I created more insurgents than I eliminated. This was 
not only because of inexperience but also because I lacked fundamental 
knowledge of the terrain, the people and the culture. I also did not know 
how to sift through local intelligence effectively. A combination of my 
own naiveté and enthusiasm, not to mention pressure from senior com-
manders to deliver results, resulted in actions that alienated the locals 
and inadvertently, helped the insurgents."" Similarly, Brigadier-General 
Fraser conceded, "I underestimated one factor — culture. I was looking 
at the wrong map. I needed to look at the tribal map not the geographic 
map. That map was over 2,000 years old.'56  

Cultural Intelligence, or CQ, "is the ability to recognize the shared 
beliefs, values, attitudes, and behaviours of a group of people and to apply 
this knowledge toward a specific goal.' 57  Dr. Emily Spencer has identified 
that CQ goes beyond the normal parameters of understanding the enemy. 
It also pertains concurrently to the national (e.g. domestic population/ 
society); international (e.g., allies, coalition partners, NG0s, the United 
Nations, and other international agencies); and host nation (e.g., govern-
mental, military, and police agencies within the country of operations) 
domains, in addition to that of the enemy. 

Spencer explains, "showing high CQ can be an effective force multi-
plier," while notably demonstrating low CQ in any of these four domains 
can negatively impact a mission." In the final analysis, the message that 
is intended is less important than the message that is actually received 
by a target audience. As such, it is important to "understand the neigh-
bourhood." To this end, the building of relationships is key as they are a 
central component of successful counterinsurgency operations. Ultim-
ately, it is critical to see reality through the eyes of the other culture, not 
through the lens of your own experience and bias. 

Unfortunately, the importance of seeing the reality on the ground 
through the eyes of the local population is most often ignored or only 
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given token attention by most Western militaries. A few language classes 
that provide some common phrases, a brief history overview, and some 
cultural anecdotes are normally the extent of the CQ provided. However, 
mission success rests on in-depth CQ in all four domains so that the 
necessary assistance, co-operation, and support are achieved to allow for 
the accomplishment of the necessary objectives. 

Winning "Hearts and Minds" 

Current conflict that is enmeshed in 4GW inevitably centres on the vio-
lent struggle among state and non-state actors for legitimacy and influ-
ence over relevant populations. Adversaries inevitably attempt to erode 
each other's power, influence, and will. As such, one veteran explained, 

‘`every soldier must be made to understand to take responsibility for 
everything they do — from facial expressions to direct action." He 
stressed, "Everything you do has ramifications."" 

An American general agreed. He proclaimed, "Every time you offend 
an Iraqi you are working for the insurgents."" A former command-
ant of the U.S. Marine Corps cautioned, "Do not create more enemies 
than you take out by some immoral act." 6 ' Another commander agreed. 

"Every action taken by the enemy and our forces has implications in the 
public arena," he observed. He then elaborated, "There is no tougher 
endeavor than the one in which we are engaged. It is often brutal, phys-
ically demanding and frustrating." He concluded, "All of us experience 
moments of anger, but we can neither give in to dark impulses, nor toler-
ate unacceptable actions by others." 62  This advice is relevant regardless 
of theatre of operations, or scale of belligerence within the spectrum of 
conflict of a respective operation. 

Winning the respect and support of the host nation population is 
essential to the success of any mission. The local population can pro-
vide intelligence on enemy activity, location, and movements. With their 
co-operation, they can advance IO initiatives, governmental programs, 
and assist military forces operating within an AO. Without their support, 
they can remain at best neutral and withhold vital information required 
for force protection. At worst, they can assist the opponents with infor-
mation, food, lodgings, caching of weapons, and, potentially, recruits. 
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Importantly, winning the "hearts and minds" of the people is more 
than just providing soccer balls and food parcels. It is the amalgam of 
security, governance, and development. It is about providing the popula-
tion with a stake in the system and trust in the legitimacy of the govern-
ment. It is not just about doing nice things; rather, it is also about how 
you do them. Respect for individuals and culture is critical. 

However, the reality of 4GW makes winning hearts and minds dif-
ficult. For example, in the case of Afghanistan, it is often difficult to 
breach the cultural barrier, particularly one that is so xenophobic. More-
over, it is not unusual for soldiers who are attacked to feel angry and 
betrayed. They deeply believe that they are serving in Afghanistan to 
create a better society for its people, yet, they are continually attacked 
by seemingly invisible antagonists who appear to operate effortlessly in 
the very Afghan society that the soldiers are trying to improve and pro-
tect. 63  Although most understand the average Afghan is just trying to 
survive, the resentment still builds with each attack, with every casualty, 
and, especially, with every death. 

The nature of the conflict fuels a spiral of antagonism. The enemy 
has learned to use our kindness against us. As coalition forces continue to 
be targeted by improvised explosive devices (IEDs) and suicide bombers, 
they have no choice but to take action to protect themselves. These deci-
sions, however, comes with a cost. As convoys drive aggressively down the 
centre of the road, they force local Afghan traffic to scurry for the shoul-
der. As they physically bump traffic out of the way, or threaten vehicles 
who follow too close by pointing weapons, or create collateral damage 
because of attacks against them and/or defensive or offensive operations, 
they risk alienating Afghan nationals. With every action taken against the 
population at large, regardless of justification or cause, a cost is incurred. 
As such, coalition actions could potentially push Afghans to support the 
Taliban, or at least cause them to turn a blind eye to Taliban activities. 
Yet, to do nothing and continue to be hit without doing something about 
it, feeds soldier disillusionment and has the potential to lose Canadian 
public support for the conflict, especially, if it appears that the country's 
troops are being put at risk without the ability to take the necessary steps 
to defend themselves. Moreover, if a safe and secure environment is not 
created for the local population, there is almost no hope of creating sup-
port for the new Afghan national government. 
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As such, a careful balance must be reached between force protection 
and winning the hearts and minds of the population. In 4GW, combat 
power is not always the most effective tool or weapon. Leaders must 
ensure that their personnel understand that money, medicine, fuel, food, 
access to education, employment opportunities, public works projects, 
respect, and, particularly, information are all important enablers to 
achieving the mission. These non-kinetic, non-military tools are force 
multipliers that can dramatically change the threat picture and effective-
ness of the insurgents. They are all weapons of counterinsurgency oper-
ations. Security and reconstruction are not mutually exclusive concepts 

— they are intertwined and one feeds the other. 
In the end, regardless of mission or theatre of operation, winning the 

hearts and minds of the population is paramount. As such, cultural intel-
ligence, a carefully targeted  JO  campaign, solid leadership that ensures 
tolerance, patience, and a sound understanding of who the enemy is, are 
key to a successful counterinsurgency campaign. 

Integrated Approach: Whole of Government 

"It's quite easy to kill people and break things," a veteran observed, "com-
pared to putting them back together." 64  This is, in a nutshell, the dilemma. 
As already mentioned, successful operations in the contemporary environ-
ment necessitate joint, multinational, and multiagency co-operation, 
namely an integrated approach. However, this is normally a greater chal-
lenge than it sometimes appears. Within the military sphere, inter-service 
rivalries, differing sub-cultures, and limits on interoperability create stress 
and inefficiencies. Once allies or coalition partners are included, differing 
training standards, language barriers, and larger issues of inter-operability 
and national caveats muddy the water even more. 

These challenges are further exacerbated when government and civil-
ian agencies with different agendas, alien organizational cultures, and dif-
fering philosophies are included. Most often the greatest problem is one 
of ignorance. None of the players fully understand who the other par-
ticipants are, what they do, their mandates, or how they actually operate. 
Other government departments (OGD) and civilian agencies are nor-
mally not accustomed to military directness or command structures. In 
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addition, ironically, they are most often nowhere near as flexible; rather, 
OGDs are normally more bureaucratic and more risk-averse than the 
Department of National Defence. Additionally, where the military looks 
for quick solutions and immediate results, the developmental agencies 
focus on long-term sustainable development. Not surprisingly, timelines, 
approval mechanisms, communications, and organizational method-
ologies all vary among OGDs and the military and those embarking on 
co-operative ventures require both patience and tolerance." 

Clearly, ensuring an effective integrated approach is a key chal-
lenge that must be mastered. But how a leader ensures a diverse, multi-
national force is welded into a coherent organization, all with a clear 
conception of the desired operational end state, is a real challenge. This 
understanding must also be extended to civilian counterparts who 
must be integrated into the team and into the decision-making process 
in an accepting way and on an equal basis. What is often lost is the 
fact that invisible cultural barriers (i.e., divergent attitudes, beliefs, and 
values, as well as methodologies and organizational practices) restrict 
true co-operation. Often we do not know what we do not know, and 
we assume our perception of the state of affairs is accurate and mutual, 
when in fact truth on the ground may be an entirely different reality. As 
such, an enormous challenge for operational commanders is to create 
an environment conducive to the planning, decision making, and the 
conduct of activities in an integrated manner that allows for the neces-
sary advancement of political and economic initiatives and reforms in a 
safe and secure environment. 

The integrated approach unquestionably creates challenges for lead-
ers. Essential is the realization by all military and civilian personnel of 
the reality that success depends on an effective, co-operative military-
civilian integrated approach to most operations in the contemporary 
security environment. Few conflicts, particularly insurgencies, are a 
function of an exclusive military problem. Rather, most are the result of 
political, economic, and social dysfunction that is exacerbated by, and 
prolonged, as a result of, insecurity. Accordingly, military presence and/ 
or force is but one tool to remedy the problem. Notably, it is normally 
ineffective without the corollary political and economic levers to fix the 
larger underlying problems. 
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ACHIEVING AN ADAPTIVE AND FLEXIBLE MINDSET 

We are all prisoners of our own experience and, as such, bring personal 
baggage to all we do." Furthermore, most military members view change 
as a threat. It moves us from our comfort zone — i.e., sound understand-
ing of current TTPs, technical competence, relevance of personal experi-
ence, and proficiency, and a system that rewards those characteristics. 
Therefore, there is normally a resistance to change, and an undue reli-
ance on doing things "the way we always have." Although innovation is 
applauded, conformance is normally rewarded. 

As such, to create and nurture adaptive and flexible mindsets among all 
levels of leadership in a military institution requires a conducive environ-
ment that actively encourages and rewards those behaviours. It is a top-
down driven function that must be supported in deed, not just in words. 

In the short term, creating and nurturing an adaptive and flexible 
mindset requires commanders to ensure that their subordinates (as well 
as themselves) are continually assessing the context and situation they are 
facing, and adapting and adjusting TTPs accordingly. In the long term, it 
requires an emphasis on robust professional development (PD) programs 
(i.e., training, experience, education, and self-development) that emphasize 
innovation, creative thought, discussion, and intellectual rigour and debate. 

Central to developing an adaptive and flexible mindset is training. 
Although training provides "a predictable response to a predictable situa-
tion," it remains a key part of the process of preparing leaders and soldiers 
to be adaptive and flexible. Training provides the necessary skills, tech-
nical competence, and confidence in self, group, and equipment to con-
duct operations. It also furnishes an understanding of capability, capacity, 
and function that acts as a base line for future development. Additionally, 
training provides a default position that can act as a safety net in crisis. 

However, training must be as realistic as possible, encompassing bat-
tle and casualty simulation, realistic scenarios, unscripted enemy action, 
and an unrelenting tempo. Leaders and soldiers must be tested in an 
environment where they can make mistakes and learn without penalty 
or fear of career implications. They must be pushed to the limit so that 
they do not experience this reality for the first time on actual operations. 
In fact, veterans from Afghanistan insisted repeatedly, "Training can 
never be complex enough."" 
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The payback for good training is enormous. During a final valida-
tion exercise for a force protection platoon deploying to Afghanistan, the 
group underwent a scenario where a convoy they were protecting under-
went 29 events in less than 24 hours. At its termination, all platoon mem-
bers complained that this was totally unrealistic. On their second convoy 
in theatre, a supposed eight-hour convoy turned into a 36-hour ordeal 
that included no fewer than 19 separate incidents, including multiple 
suicide bombers, mortar and rocket attacks, ambushes, casualty evacua-
tion, a vehicle accident, and mechanical breakdowns. To a person, they 
conceded that the only way they got through the actual convoy was the 
fact that they had already done it on exercise, before deploying. In essence, 
the rehearsal in Canada provided them with the practical experience, the 
mental strength and stamina, as well as context and ideas of how to react 
and adapt to the changing dynamics of a real world dangerous situation. 

Within this context, adventure training is an important activity for 
leaders and soldiers to undertake. Whether mountain dimbing, trekking, 
canoeing, or another challenging activity, the opportunities for individuals 
to undertake risky ventures in unfamiliar environments allows them to 
develop leadership skills and deal with the unforeseen events that inevitably 
occur. In turn, these skills force leaders to improvise, adapt, and learn to 
deal with adversity in real world settings versus the canned exercise scenario. 

Corollary to training is experience. Experience builds confidence and 
individual and group competence. Experience is empirical and tangible; 
decisions are made, actions are taken, and results are seen, if not felt. 
In fact, the military culture reveres and rightfully recognizes the experi-
ence of individuals. However, this experience should be shared so that 
those not fortunate enough to have undergone operations or complex 
exercises can learn through the experiences of others and thereby gain, 
in essence, vicarious experience. Seminars, conferences, PD symposiums, 
publications such as the Canadian Defence Academy's "In Harm's Way" 
series (several volumes — written by individuals representing different 
rank levels and services — that profile operations and leadership chal-
lenges and explain how success was achieved) all provide valuable vicari-
ous experiences to learn from. 

This repertoire of experience provides individuals with a data bank 
of knowledge that can be accessed in a crisis or when facing a prob-
lem. It enables individuals to draw from past experience, whether their 
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own or that of someone else, when responding to a problem. In short, 
experience provides the confidence and practical ideas for individuals to 
develop an adaptive and flexible approach to challenges they encounter. 
As such, a conscious program of deploying leaders of all levels on exer-
cises, operations, and PD opportunities is very important. 

Education that promotes, "the reasoned response to an unpredict-
able situation — critical thinking in the face of the unknown" is another 
vital, if not the most important, part of the process of developing adapt-
ive and flexible mindsets.68  Quite simply, one must be educated to deal 
effectively with uncertainty, which is omnipresent in the current and 
future security environment. In essence, "education," Major David Last, 
a professor in the Department of Political Science at the Royal Mil-
itary College of Canada (RMC), explains "is the shaping of the mind."69  
Education assists in our reasoning ability which, in turn, is critical in 
responding to unanticipated circumstances. 

Clearly, education rooted in critical thinking, problem solving, and 
analytical research better prepares individuals to think, as well as cope 
with problems and situations that are unexpected than mere training 
or rote memorization. It assists individuals to not only embrace change, 
but to adapt and anticipate it. More important, it instills in people the 
attitude and ability to constantly learn from one's environment and to 
prepare, as well as react, accordingly. Indeed, as the famous British mil-
itary historian Sir Michael Howard wrote: 

academic studies can provide the knowledge, insight, 
and the analytic skills which provide the necessary basis, 
first for reasoned discussion, and then for action. They 
provide a forum, and breed the qualities, which enable 
the student, the teacher, the politician, the civil ser-
vant, the moral philosopher, and not least the soldier to 
reach a common understanding of the problems which 
confront them, even if inevitably there is disagreement 
about the solutions. This dialogue is what civilization is 
all about. Without it societies dissolve." 

Similarly, Dr. John Cowan, a former principal of RMC, reinforced 
the necessity of education in relation to the military. "Today, when a 
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young officer may be called upon to be a skilled leader, a technical expert, 
a diplomat, a warrior, and even an interpreter and an aid expert all at 
once," he insisted, "there is no question that good training is not enough. 
Skills are not enough." He added, "The job calls for judgement, that 
odd distillate of education, the thing which is left when the memorized 
facts have either fled or been smoothed into a point of view, the thing 
that cannot be taught directly, but which must be learned. Without the 
mature judgement which flows from education, we fall back on reflexes, 
which are damned fine things for handling known challenges, but which 
are manifestly unreliable when faced with new ones." 7 ' 

Finally, the development of an adaptable and flexible mindset also 
rests on self-development. Individuals, particularly leaders, must take 
it on themselves to continue their professional development by read-
ing and studying the profession of arms and the evolution of conflict. 
They should devour material that encompasses changes to the security 
environment and their profession, particularly material that provides 
insight into the geography (human, political, and terrain) of regions to 
which they will deploy on operations. Reading, for example, expands 
their horizons and assists with their understanding of the culture, his-
tory, and practical dynamics of the environment in which they will be 
operating. Thus, they will be better situated to anticipate and adapt to 
challenges they may face. 

CONCLUSIONS 

The theoretical solution to any problem is always easy. It is without eco-
nomic, political, or cultural restraint. It normally represents the logical, 
comprehensive, ideal resolution to the quandary. Generally, it is also 
useless as it is often unworkable within the constraints of real life. It is 
within this context that every government and military must balance 
risk with achievable solutions. In the end, whatever is decided should be 
based on a clear understanding of the reality of the contemporary oper-
ating environment and the risk that is acceptable. It should not be based 
on wishful thinking. 

As such, the trends in the contemporary security environment are 
fairly clear. The simple peacekeeping tasks of the Cold War are unlikely 
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to ever resurface. Militaries deploying on missions in foreign lands 
should be prepared to conduct operations along the entire spectrum of 
conflict, particularly insurgencies, such as those currently experienced in 
Afghanistan and Iraq. 

The implication of all this for the warrior of the contemporary and 
future security environment is seemingly simple: to be a highly trained 
combat soldier is no longer enough. To operate effectively in this multi-
faceted environment of today and tomorrow, soldiers will have to be not 
only highly trained, but also highly educated. In this vein, "time dedicated 
to understanding the higher orders of conflict inculcates mental agility 
and the ability to be creative as well as technically competent," is of vital 
importance as Major-General Scales explains. "A well-read and educated 
leader," he adds, "will be better prepared to deal with the uncertainty and 
chaos of combat [or increasingly complex operations] ."" Quite simply, 
decentralized decision making power and enlightened low-level leaders 
capable of making reasoned, timely decisions under pressure will deter-
mine success or failure. 

As previously articulated, given globalization and its implications for 
the proliferation of technology, weaponry, and information, opponents 
seeking to undermine U.N. and coalition missions will use 4GW and all 
that it entails to achieve their aim. Consequently, commanders and their 
forces must be capable of transitioning through the spectrum of conflict 
on a regular, if not daily, basis to accomplish their mission. Therefore, as 
a minimum, leaders and troops must be trained, in simple terms, to exe-
cute the Three Block War. Units must be capable of a wide scope of oper-
ations that enable troops to perform a range of activities from humani-
tarian assistance, to peacekeeping, to warfighting. Moreover, leaders must 
be intellectually agile and adaptive so they can use innovative tactics and 
approaches to accomplish the higher intent of a mission, rather than 
being limited in the scope of their actions because of restrictive mission 
verbs originating from an outdated lexicon that often fails to capture the 
reality of the contemporary and ever-evolving security environment. 



226   / THE DIFFICULT WAR 

NOTES 

1. Boutros Boutros-Ghali, An Agenda for Peace 1995, 2nd ed. (New York: United 
Nations, 1995), 7. 

2. For example, explosively formed projectiles (i.e., creates a slug) similar to anti-tank 
shaped charges were first used by Hezbollah in Lebanon. They then migrated to 
Iraq in 2004 and were later confirmed in Afghanistan in April 2007. 

3. Lieutenant-General James N. Mattis, Ethical Challenges in Contemporary Conflict: 
The Afghanistan and Iraq Cases (Annapolis: United States Naval Academy, March 
2001), 10. 

4. Major-General Robert Scales, presentation at Cognitive Dominance Workshop, 
West Point, 11 July 2006. This new era of conflict has also spawned a new threat 
even within Western nations, namely the radicalization of elements within the soci-
ety of developed nations: homegrown terrorists. Recent examples include the U.K. 

"shoebomber" (i.e., who attempted to destroy an aircraft with a bomb hidden in the 
sole of a running shoe), the terrorists who conducted the London subway bombing, 
and the "Toronto 17" - a group of Canadian homegrown terrorists who estab-
lished a training camp in Ontario, Canada. 

5. Robert Kaplan, Warrior Politics: Why Leadership Demands a Pagan Ethos (New York: 
Vintage Books, 2002), 118. 

6. Michael Ignatieff, Virtual War: Ethical Challenges (Annapolis: United States Naval 
Academy, March 2001), 8. 

7. See Janice Gross Stein, The Unexpected War. Canada in Kandahar (Toronto: Viking, 
2007), for a detailed account of how Canada's politicians found themselves locked 
in a bitter counterinsurgency campaign in Afghanistan. 

8. General Charles C. Krulak, "The Strategic Corporal: Leadership in the Three Block 
War," Marine Corps Magazine, January 1999. 

9. Charles C. Krulak, "The Three Block War: Fighting in Urban Areas," National Press 
Club, Vital Speeches of the Day, 15 December 1997; and Charles C. Krulak, "The 
Urban Operations Journal. The Strategic Corporal and the Three-Block War." www. 
urbanoperations.com/strategiccorporal.htm  (accessed 27 March 2003). 

10. William S. Lind "The Changing Face of War: Into the Fourth Generation," Marine 
Corps Gazette, October 1989, 22-26. 

11. Thomas X. Hammes, "Modern Warfare Evolves Into a Fourth Generation," 
Unrestricted Warfare Symposium 2006 Proceedings, 65. 

12. General Sir Rupert Smith, The Utility of Force: the Art of War in the Modern World 
(London: Allen Lane, 2005), xiii. 

13. Lind, "The Changing Face of War," 22-26. 
14. For a criticism of 4GW see Vincent Curtis, "The Theory of Fourth Generation War-

fare," Canadian Army Journal, Vol. 8, No. 4 (Winter 2005), 17. 
15. Steven Metz and Douglas V. Johnson II, "Asymmetry and U.S. military Strategy: 

Definition, Background, and Strategic Concepts," U.S. Army War College, Strategic 
Studies Institute, January 2001, 5-6. 

16. Colonel W.J. Fulton, DNBCD, "Capabilities Required of DND, Asymmetric Threats 
and Weapons of Mass Destruction," (Fourth Draft), 18 March 2001, 2/22. 

17. Colin Gray,"Thinking Asymmetrically in Times of Terror," Parameters, Vol. 32, No. 1, 
Spring 2002, 6. 



From the Cold War to Insurgency /  22 7 

18. Ibid., 9. 
19. Mohammed Aideed in Somalia is one example. He used runners, burning tires, 

and other primitive means of communication and was able to elude capture and 
destruction of his power base. 

20. Major-General Robert Scales, introductory remarks, Cognitive Dominance Work-
shop, West Point Military Academy, 11 July 2006. 

21. Lieutenant-Colonel Shane Schreiber, ACOS, Multinational Brigade HQ, 1 CMBG 
briefing, 22 January 2007. 

22. The commander's intent is the commander's personal expression of why an oper-
ation is being conducted and what he hopes to achieve. It is a clear and concise state-
ment of the desired end-state and acceptable risk. Its strength is the fact that it allows 
subordinates to exercise initiative in the absence of orders, or when unexpected 
opportunities arise, or when the original concept of operations no longer applies. 

23. Lieutenant-Colonel Shane Schreiber interview with author, 18 October 2006. 
24. "3-7 CAV Lessons Learned," posted on www.companycommand.com  (accessed 1 

April 2003). 
25. Qiao Liang and Wang Xiangsui, Unrestricted Warfare (Beijing: PLA Literature and 

Arts Publishing House, February 1999), 199. 
26. See Jeffrey Record, "Collapsed Countries, Casualty Dread, and the New American 

Way of War," Parameters, Vol. 32, No. 2, Summer 2002, 4-23. 
27. Dr. Martin Cook, "The Future Operating Environment: Ethical Implications," CCEL 

7, 28 November 2006. 
28. General Peter J. Schoomaker, thirty-fifth chief of staff of the army in his farewell 

message, 9 April 2007. 
29. Interview with Major-General Andrew Leslie, 8 February 2006. 
30. Michael Smith, "Secret War of the SAS," Mick Smith's Defence Blog, 18 January 

2008. 
31. Chief Warrant Officer Northrup, RSM TF Orion, 1 CMBG briefing, 22 January 2007. 
32. Interview with author, October 2006. 
33. Brigadier-General David Fraser, presentation at the Canadian Infantry Association 

Annual General Meeting, 25 May 2007. 
34. Interview with author, 17 October 2006. 
35. Major-General Robert Scales, presentation at "Cognitive Dominance Workshop," 

West Point, 11 July 2006. He elaborated, "His hope is to leverage our impatience to 
cause us to overreact with inappropriate use of physical violence. Perception control 
will be achieved and opinions shaped by the side that best exploits the global media." 

36. Michael Tutton, "Rice Gives Nod to Military," The Kingston-Whig Standard, 13 Sep-
tember 2006, 11. 

37. Memorandum, General D. H. Petraeus, "Multi-National Force - Iraq Command-
er's Counter-insurgency Guidance," 15 July 2008, 3. Henceforth Petraeus Memo. 

38. B-GL-300-001/FTP-000 Conduct of Land Operations - Operational Level Doctrine 
for the Canadian Army. 

39. Petraeus Memo, 3. 
40. Sean J. A. Edwards, Mars Unmasked (Santa Monica: RAND Arroyo Center, 2000), xiv. 
41. Petraeus Memo, 3. 
42. Major Jay Adair, "A Crucible of Experience: A Company Second in Command's Per-

spective on Operations in Afghanistan," unpublished paper, 2007. Terrorist groups 



228   / THE DIFFICULT WAR 

such as Hezbollah, Hamas, Al Qaeda exploit communications - make extensive 
use of the media, television, and internet - in battle for hearts and minds. The 
computer keyboard is a weapon no less than an RPG or assault rifles. 

43. Petraeus Memo, 3. 
44. Quoted in McCormick Tribune Foundation, "Irregular Warfare Leadership in the 

21st Century: Attaining and Retaining Positional Advantage (Wheaton, IL: McCor-
mick Tribune Foundation, 2007), 27. 

45. Ralph Peters, "Lessons So Far," New York Post Online, 13 August 2006, www.nypost. 
co m/ p o stopinion/opedcolu m n is ts/lessons_s ojar_op edcolu m nists_ralph_peters. h tm 
(accessed 15 August 2008). 

46. Abu Bakr Naji, "The Management of Savagery: The Most Critical Stage Through 
Which the Umma Will Pass," Translation of document done by the John M. Olin 
Institute for Strategic Studies at Harvard University, 23 May 2006. 

47. It is estimated that a minimum of 100 million people had access to satellite networks 
carrying reports on the War in Iraq during the U.S.-led invasion. International Press 
Institute (IPI), "Caught in the Crossfire: The Iraq War and the Media," www.free-
media.at/Iraeteport2003.htm  (accessed 6 June 2003). 

48. Colonel J.P.M. Maillet, "Defence Ethics, Program Ethics and Operations Project," 
memorandum, 20 June 2000. 

49. Shea, 409. 
50. See Sean J. A. Edwards, Mars Unmasked (Santa Monica: RAND Arroyo Center, 

2000), 67. 
51. Dr. Jamie Shea, "Modern Conflicts, the Media and Public Opinion. The Kosovo 

Example," Militaire Spectator, JRG 169,  8-2000,410.  
52. Ibid., 411. 
53. IPI, "Caught in the Crossfire," a CNN televised report, 9 April 2003. 
54. Petraeus Memo, 3. 
55. David Kilcullen, "Build It and They Will Come' - Use of Parallel Hierarchies to 

Defeat Adversary Networks," Unrestricted Warfare Symposium: 2006 Proceedings, 279. 
56. Brigadier-General David Fraser, presentation at the Canadian Infantry Association 

Annual General Meeting, 25 May 2007. 
57. Dr. Emily Spencer, "Crucible of Success: Applying the Four Domain CQ Paradigm," 

CFLI Technical Report 2007-05, May 2007. 
58. Ibid., 13. The message is simply, know your audience. Terrorists stopped showing 

taped beheadings because they found that they had violated accepted standards, 
although informal, of those they relied on for support and legitimacy. It was fear 
of losing popular support that prompted their modified behaviour. Gary Shiffman, 

"Economic Analysis and Unrestricted Warfare," Unrestricted Warfare Symposium 
(Maryland: John Hopkins University, 2007), 226. 

59. Interview with Master-Corporal Lars Penniston, 9 May 2007. 
60. Dr. Martin Cook, "The Future Operating Environment: Ethical Implications," CCEL 

7, 28 November 2006. 
61. Lieutenant-General James N. Mattis, Ethical Challenges in Contemporary Conflict: The 

Afghanistan and Iraq Cases (Annapolis: United States Naval Academy, March 2001), 11. 
62. Petraeus Memo, 3. 
63. This reality is similar to that experienced by U.N. forces working in Somalia in 

1992-93. 



From the Cold War to Insurgency /  229 

64. Lieutenant-Colonel Shane Schreiber, ACOS, Multinational Brigade HQ, 1 CMBG 
briefing, 22 January 2007. 

65. The different approaches can be described as follows: Security (military operations) 
— effects are measured in weeks; Development (programs to provide food and build 
roads) — effects are measured in years; Capacity Building (training clinicians, train 
army, build schools) — effects measured in generations. 

66. Library and Archives Canada, MG 31, G6, Vol. 9, File: Articles, Papers, Speeches 
— U, Major Sieberg, "Tank or Anti-Tank? Does the Spanish War Show Which is 
Superior?" Translation of an article appearing in the Militar-Wochenblatt of 11 Feb-
ruary 1938. "We see," Major Seiberg wrote in the mid-1930s, "that the Spanish Civil 
War has up to now demonstrated nothing really new, and also that men only regard 
experience as valid when it is their own experience. Otherwise it would not be pos-
sible for the same errors that led to failure in the Great War to be repeated." 

67. Lieutenant-Colonel Shane Schreiber, ACOS, Multinational Brigade HQ, 1 CMBG 
briefing, 22 January 2007. Schreiber repeated the sentiments of many when he said, 

"Casualties are a fact of life for us. Bring it into training. Practice it — test the limits 
of the soldiers." 

68. Dr. Ron Haycock, "Clio and Mars in Canada: The Need for Military Education," 
presentation to the Canadian Club, Kingston, Ontario, 11 November 1999. 

69. Major David Last, "Educating Officers: Post Modern Professionals to Control and 
Prevent Violence," in Bernd Horn, ed., Contemporary Issues in Officership: A Can-
adian Perspective (Toronto: Canadian Institute of Strategic Studies, 2000), 26. 

70. Michael Howard, The Causes of War (New York: Harvard University Press, 1984), 
83. Major-General, the Honourable W.A. Griesbach stated: "Since wars cannot be 
arranged in order merely to train officers, it follows that, after a long period of peace, 
the officers of an army must get their military education from reading and study." 

"Military Study: Notes of a Lecture," Canadian Defence Quarterly, October 1931,19. 
71. Dr. John Scott Cowan, RMC Convocation Address, 4 October 1999, Kingston, Ontario. 

See also Eliot Cohen and John Gooch, Military Misfortunes. The Anatomy of Failure in 
War (New York: Vintage Books, 1991), 233-37. 

72. Scales, 13. 





'o  

SOF FOR SALE: 

The Canadian Forces and the 
Challenge of Privatized Security 

Christopher Spearin 

IN THE TWENTY-FIRST CENTURY, despite a history of ad hocery and indif-
ference, Canada has certainly entered the elite ranks of the world's spe- 

cial operations forces' community.' The December 2001 federal budget 
allocated an additional C$119 million to Joint Task Force 2 (JTF-2), Can-
ada's Tier One SOF organization, to double its capacity by increasing its 
ranks to as many as 600 frontline personnel. JTF-2's traditional counter-
terrorism responsibilities, or black operations, have grown alongside 
green operations (i.e., direct action and unconventional warfare missions) 
in countries such as Afghanistan.' Additionally, in January 2006, the 
government announced the creation of a 750-strong special operations 
regiment to conduct Tier Two/Tier Three-type SOF activities. Comple-
menting all these developments was the standing up, on 1 February 2006, 
of the Canadian Special Operations Force Command (CANSOFCOM) 
with responsibility to conduct either supported or supporting operations. 
As a result, SOF personnel have arguably become the fourth service of the 
Canadian Forces.' 

Now that Canada, through its financial commitments, military 
operations and personnel increases, has identified the important contri-
bution of SOF to the Canadian defence community, the challenge will be 
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twofold: to maintain a robust SOF capability in a relatively small military 
and to massage a variety of concerns likely to be held by the army, the 
navy, and the air force regarding "the new kid on the block." Unfortu-
nately, these challenges will likely be heightened by the increased attract-
iveness of this more prominent and larger SOF pool to international pri-
vate security companies (PSCs). 4  

Currently, the United States and the United Kingdom, in spite of 
their larger force structures, are feeling the strain caused by the drain of 
SOF expertise to the private sector. In Iraq alone, there are some 20,000 
PSC employees, and a significant number of them possess SOF experi-
ence. This number supports claims that Iraqi PSC service constitutes the 
largest reunion of American SOF personnel in history, and that there are 
more former British Special Air Service, SAS, personnel in Iraq than are 
now serving in uniform.' As for the CF, though official numbers have not 
been released, it has already lost valuable SOF personnel, thus reinfor-
cing the CF view that, " [t] he world-renowned reputation of JTF 2 as a 
SOF ... unit has drawn attention from many of these security firms."' 

This unwanted attention will continue and will likely increase 
because of the SOF-focus of many PSCs. Moreover, there are consider-
able political and military limitations in formulating a coherent Can-
adian response. Although the CF can use some means to overcome these 
limitations, those means are not likely to be entirely satisfactory. There-
fore, this chapter will outline that an appropriate measure would be for 
the government to lobby the United States for support, given its heavy 
influence upon the international private security industry. 

SOF AND PSCs 

Although the advent of PSCs is generally linked to the end of the Cold 
War, precursor firms did exist, and they were largely based upon SOF 
credentials. The Scottish laird, Sir David Stirling, instrumental in the July 
1941 creation of the SAS, later formed the company Watchguard Inter-
national in 1967. This company, which was once described as the "civilian 
branch" of the SAS, provided security analyses, military training, and per-
sonal protection services to government clients in Africa and the Middle 
East.' Alastair Morrison, another former SAS operator, founded Defence 



SOF for  Sale! 2 33  

Systems Limited (DSL) in 1981. Morrison's SAS career was distinguished 
by his participation alongside German SOF in the successful storming 
of a hijacked Lufthansa passenger aircraft in Mogadishu, Somalia on 17 
October 1977. Within the private sphere, Morrison organized DSL with 
a mandate to harness SOF expertise "by ensuring that an internationally 
recognised company would be waiting to hire former military personnel 
into legitimate contracts as security consultants, military trainers, or sup-
port commercial enterprises with assets in regions of conflicts."' 

Contemporary American PSCs also highlight their SOF pedigree. For 
instance, former U.S. Navy SEAL personnel created and largely staff the 
company Blackwater USA. Similarly, the firm Triple Canopy stresses that 
its " [o]perators have an average of more than 20 years in the most elite mil-
itary special operations units and are the highest quality personnel in the 
industry ... We have more former Tier One special operations profession-
als than any organization other than the U.S. Military." 9 Additionally, Meyer 
8( Associates indicates that its employees are "specially trained ex-military 
personnel from U.S. Army Special Forces, Rangers, Intelligence Operators, 
Marine Recon, Navy and Coast Guard Waterborne Operators." 1 ° 

While it is important to recognize that not all PSCs are stocked with 
SOF expertise, there are at least three particular reasons why former 
SOF personnel are attractive to PSCs. First, most PSCs are "virtual" in 
the sense that they possess very small permanent staffs. PSCs, therefore, 
rely on rosters of retired military personnel from which they draw their 
required personnel. Although some PSCs do openly solicit employment 
applications, much sourcing comes from informal networks among retir-
ees as well between the private and public spheres. Because many PSCs 
are started by former SOF personnel, and because of the close bonds that 
exist particularly among those of the SOF community because of their 
common training and experiences, the preference for SOF personnel in 
many PSCs is understandable. 

Second, because there are no consistent and rigorous qualitative stan-
dards regarding PSC personnel at the domestic level, let alone internation-
ally, the presence of SOF expertise largely suffices as the qualitative seal of 
approval. It becomes a de facto industry benchmark. Though also present 
in conventional forces, SOF, in a generic sense, offer attributes appealing to 
the private sector such as language abilities, cultural appreciation, flexibility, 
and adaptability. Moreover, SOF serve as a "leadership nursery," because, 
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as described by Colonel Bernd Horn, now the deputy commander of Spe-
cial Operations Forces Command, SOF personnel, "have the opportunity 
to learn additional skills, particularly advanced leadership abilities due to 
their exposure to different training and operational experiences, as well 
as exposure to different, often more experienced, mature, highly skilled 
personnel." While Horn suggests that SOF personnel might later return 
to conventional units, and thus spread the benefits of their expertise, one 
can contend that this expertise can equally be disseminated in the private 
sphere instead. This attractiveness is recognized by a senior enlisted adviser 
at the United States Special Operations Command (USSOCOM), Master 
Sergeant Robert Martens Jr. He remarked, "What makes them [ SOF per-
sonnel] so valuable to us makes them highly marketable on the outside." 2  

The final reason discussed as to why SOF personnel are attractive to 
PSCs is related to marketability. The presence of SOF expertise serves as a 
valuable advertising tool for PSCs. From conducting high profile "SCUD-
busting operations" in the 1990-91 Persian Gulf War, to serving success-
fully as force multipliers alongside anti-Taliban forces in Afghanistan, the 
importance of SOF has been publicly recognized by prominent govern-
ment officials2 3  As Elliot Cohen attests, this sort of recognition is not start-
ling during times of crisis because, "it is then that the public searches for 
heroes and politicians look for panaceas." 14  To date, SOF have largely suf-
ficed in this role, a point reinforced by the generally positive portrayal of 
SOF in popular entertainment's Consequently, contemporary PSCs can 
tap into the SOF mystique to sell their services. For example, because of the 
recognized elite status of forces such as the SAS, Middle Eastern and African 
clients saw the hiring of Watchguard International as a "mark of prestige," 
especially given their earlier status as British colonies or protectorates.' 6  

LIMITATIONS DUE TO THE SOF DRAIN 

Other factors, beyond numerical augmentation, will likely increase the 
attractiveness of Canadian SOF to private industry. Although Canadian 
SOF have been criticized in the past for their lack of experience, because 
of, for instance, Canada's peacekeeping traditions and its lack of colonial 
experiences, the present operational tempo serves to substantially reduce 
this learning curve. 17  In this regard, Bernd Horn makes plain SOF's current 



SOF for  Sale! 2 35 

importance in comparison with conventional capabilities with respect to 
the terrorist and insurgent threat: "Faced with an elusive foe that relies 
on dispersion, complex terrain, and asymmetric tactics, political and mil-
itary decision-makers recognized that only a flexible, adaptive and agile 
response (i.e., SOF operations) would suffice." Indeed, Canada's reli-
ance upon the CF's SOF assets serves to make Canadian SOF a known, 
respected, and marketable commodity. Moreover, because Canadian SOF 
operators often train alongside and conduct operations with foreign SOF, 
particularly American SOF, Canadians are further drawn into the lar-
ger SOF network. Given the Bush Administration's decision in January 
2003 to assign USSOCOM the primary responsibility for prosecuting the 

"Global War on Terrorism," these relationships are likely to grow. 
Consequently, a reduced Canadian SOF capability, (in stark contrast to 

the politically directed expansion), resulting from the loss of trained oper-
ators to PSCs, would pose a number of difficulties to Canada with regards 
to potential political and military options. As Colonel Horn observes, 

‘'properly used, small, highly trained specialized units can give even a small 
state a deterrent power and military and political influence far in excess 
of that which the simply physical size of its armed forces might suggest." 9  
Limited capabilities, therefore, would constrain Canada's ability to contrib-
ute to a "SOF War" and thus minimize its influence on the international 
scene in this regard. It would similarly reduce the political capital Canada 
might accrue from other countries, particularly the United States." 

What is more, limited Canadian SOF capacity would restrict the par-
ticular activism of Canada's executive branch of government. The increased 
centralization of government in Canada has long been noted and, as identi-
fied by analysts such as Cohen and Deborah Avant, the manner by which 
the political control of violence is managed can further alter the distribu-
tion of power among governing institutions. 2 ' In the particular case of SOF, 
because of the secrecy that often surrounds their operations and their rela-
tionship to the achievement of strategic objectives, those in the highest ech-
elons of government become the focus of interaction and decision making. 
Indeed, analysis of past operations finds that decisions to employ Canadian 
SOF work to deflect criticism of government policy emanating domestic-
ally or internationally because of the veiled nature of the actions; the small 
footprint of the SOF team(s) employed; the surgical precision and nature of 
their capabilities; and/or the highly skilled operators that normally ensure 
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mission success." However, this domestic or foreign policy tool, specifically 
the "politicar elasticity of Canadian SOF, would become brittle if there was 
an increased brain/brawn drain to the private sector. 

CHALLENGES IN HANDLING THE SOF DRAIN 

There is no straightforward solution or "silver bullet" regarding how to 
keep Canadian SOF capability in uniform. Simply increasing SOF intake, 
whether for JTF-2 or the nascent special operations regiment, will not 
be the sole effective answer. Indeed, significant challenges exist in this 
regard. From one standpoint, rapidly increased intake contradicts the 
so-called four "enduring truths" of SOF: "Humans are more import-
ant than hardware; Quality is better than quantity; Special Operations 
Forces cannot be mass-produced; and competent SOF cannot be created 
after emergencies occur."" Altering the SOF selection standards, which 
normally results in acceptance rates of between 10 and 30 percent of 
those who apply depending on the particular SOF tier, threatens existing 
qualitative standards. Already, concerns exist about the CF's ability to 
maintain SOF standards if JTF-2's capabilities are doubled. 24  Even for-
mer Minister of National Defence, Gordon O'Connor, while serving as 
opposition defence critic, cast doubt upon whether Canada possessed 
the ability to maintain the requisite SOF skills and standards. He opined, 

"Is the Canadian military big enough to get that much talent?"" 
From another standpoint, because existing Canadian policy is not to 

recruit SOF personnel directly "from the street," the navy, the air force, 
and, especially, the army, given that it supplies most SOF recruits, would 
likely be hesitant to embrace plans that would deplete their ranks, even 
with the incumbent Conservative government's wish to increase over-
all CF strength. A greater and quickly applied emphasis on SOF, if not 
handled delicately, serves to potentially create a substantial rift between 
the conventional and unconventional elements within the CF. The result 
would likely favour the former if Colonel J. Paul de B. Taillon's warning 
observation is to be taken into account:  "[W]  e [the CF] are a conventional 
force steeped in a conventional military culture, with its attendant views 
and opinions."26  In essence, as history has shown — conservative, conven-
tional forces are slow to accept or support SOF. 
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But more problematic from a conventional services point of view is 
that SOF, historically, are known to attract individuals who display great 
potential and ability from (and at the expense of) the conventional forces. 
For example, military historian Philip Warner contends that SOF volun-
teers "are the most enterprising, energetic, and least dispensable," and Field 
Marshal Viscount Slim accused SOF of "skimming the cream" from con-
ventional forces. 27  Thus, one argument is that JTF-2, following its inception 
in April 1993, served to draw quality personnel away from the Canadian 
Airborne Regiment. 28  It is also important to recall views held by senior CF 
leadership as late as 1999 that Canada did not possess "special forces," in 
part out of the fear that such recognition would heighten the attraction of 
SOF, and would implicitly deem the rest of the CF as unexceptional. 29  

Heightening the "value" of uniformed service in a number of ways will 
also not fully remedy the situation. In 2006, financial compensation allow-
ances for JTF-2, dictated by the level of risk, working conditions, seniority, 
and skill sets were increased for the first time since 1997. For instance, the 
annual allowance for JTF-2 assaulters, the "sharpest point of Canada's SOF 
spear," rose from C$21,756.00 to C$25,260.00. This development built 
upon a CF report issued in 2004 that examined increasing SOF remunera-
tion to encourage retention." Nevertheless, on a dollar-per-dollar basis, 
public expenditures are likely not to be large enough to counter salaries 
offered in the private sphere. Under the terms of some contracts in Iraq, 
for example, PSC personnel stand to receive daily payments of between 
US$800 and US$1,000. 

Other benefits of public service are also not as robust in ensuring 
retention. CF officials have emphasized some benefits seemingly not avail-
able in the private sphere, such as pensions and insurance?' However, in 
the United States, where the issue of SOF retention has been more publicly 
studied, it is the senior SOF operators, those with earned pensions, who 
have been attracted to private industry. Additionally, depending on the 
PSC, the financial attraction has been improved by the introduction of 
robust insurance plans. 

Finally, attention paid to the values of national service versus private 
employment presents limitations given the "creeping occupationalism," 
rather than institutionalism, that is thought to exist in the Canadian 
Forces." For Charles Moskos, this represents the difference between value 
orientations and rational calculations, between "the intrinsic motivation 
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of an institution with the extrinsic motivation of an occupation."" This 
situation is not unique to Canada. In the United Kingdom, some argue 
that, "[I]t's a money-driven culture now and a lot of young troopers 
are treating the SAS as a training school for their private careers." 34  In 
fact, if present patterns in the United States hold and spread to Canada, 
the institutional/occupational line is becoming more and more blurred 
because of the increased recognition the state is giving to PSC personnel, 
especially those that have died, through honouring them and through 
highlighting their patriotism. 

REGULATION AND CONTROL 

Suggested forms of Canadian regulation are only in their nascent stages, 
and they relate more to the normative and human rights impact of pri-
vately supplied security sector expertise, rather than to specifically manag-
ing the flow of Canadian personnel from the public to private spheres per 
se. As Lieutenant-Colonel David Last warns, " [I] t is not just a question of 
autonomy and efficiency for the state. The state must consider regulation 
of the private capacity for special operations, which might be misused in a 
global marketplace."" While not wishing to underplay the importance of 
these factors, they are understandable. This is because of the legacy of the 
human security agenda that still informs many activities at the Depart-
ment of Foreign Affairs and International Trade. As well, it acknowledges 
enduring concerns about national image and respect for human rights, 
matters that first came to the fore in the wake of the Somalia Inquiry, and 
that continue today in such cases as the appropriate handling of combat-
ants captured during anti-terrorist/insurgent operations. 

The complete prohibition of CF SOF joining PSCs would not help. 
Ethically, it would most likely draw into question former operators' pro-
tections under the Charter of Rights and Freedoms. Practically, it would 
be difficult given the transnational personnel sourcing of the PSC 
industry, and the limitations of extraterritoriality. Even in earlier times, 
the control of personnel proved difficult for Ottawa. In 1937, Prime 
Minister Mackenzie King's government created the Canadian Foreign 
Enlistment Act (FEA) to prevent Canadian participation in the Spanish 
Civil War. During that conflict, no state provided more foreign fighters 
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per capita than did Canada." The act's ineffectiveness was made plain 
since over half the 1,200 Canadians that travelled to Spain did so after 
the FEA became law. 

In the present day, U.S. experience has demonstrated that "stop loss 
programs" designed to prevent retirement of personnel deemed essential 
have been both unpopular and the subject of criticism, ranging from 
accusations of an unofficial draft through to servitude. As for managing 
PSCs, there are few Canadian PSCs, let alone those that draw regularly 
from Canadian SOF assets. For the most part, Canada serves as a feeder 
country for firms with greater presence and market share located in other 
countries, particularly in the United States and the United Kingdom. 

Because of these limitations, one can argue that a more productive 
undertaking would be for the Canadian government to lobby Washington 
to implement controls dealing with the qualitative standards of the PSC 
industry. In part, this argument can be made because many Canadians 
are hired by U.S.-based PSCs. More important, however, is the place of 
the United States in the broader PSC industry. Conclusions reached by 
political scientist Deborah Avant point toward this issue: "Indeed, the 
overwhelming dominance of the US in defense spending suggests that 
other governments will have only limited consumer impact on the 
behaviour of PSCs. Regulation by other governments is likely to yield less 
satisfaction unless they step up their consumption of security services." 
With respect to Canada, it is unlikely that the nation will soon become a 
dominant player in the international marketplace for PSC services. 

To expand, it is true that, on one hand, PSCs are a part of larger 
international trends that feature "the erosion of Westphalian norms, the 
spread of neo-liberal economic tendencies, especially the privatization 
of services, and the globalization of production of goods and services." 
The assumption here, however, is that the effects and implications of 
private security are even and the same the world over in terms of con-
trol, or the lack thereof. On the other hand, with respect to developed 
world states, particularly the United States, PSCs are frequently the tools 
of statecraft. This falls in line with arguments made by likes of Hans 
Morgenthau, Kenneth Waltz, and John Mearsheimer that powerful states 
in the international system are not only affected by global phenomena 
differently, they can to a certain extent shape these phenomena to their 
benefit." Thus, Norrin Ripsman and T.V. Paul assert the question "is not 
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whether the new challenges of globalization will overwhelm the state but 
in what ways will they alter the state and what mechanisms will the state 
use to adapt to global social forces while retaining its centrality." 4° 

For the United States, because it is a major client of the international 
PSC industry, it possesses significant influence in terms of "the market's 
ecology."41  Alongside the SOF credentials of PSC founders and managers, 
the substantial purchasing of PSC services by the United States has served 
to reinforce SOF capabilities as the gold standard for private industry. 
This is because the United States — the demand side — has largely 
ignored the role it plays with respect to determining the nature of the 
supply side — the qualifications and capabilities of PSCs. For example, 
in the case of Iraq, while some of the tasks performed by PSC personnel 
relate directly to SOF expertise, such as close protection, other tasks such 
as security advising, static protection, and convoy duties do not neces-
sarily fall directly or solely into the SOF realm. Former SOF personnel, 
nevertheless, are performing them for PSCs. This is not necessarily the 
most beneficial use of SOF expertise, but by the United States simply 
purchasing what the marketplace has to offer, largely dictated by the 
nature of the PSCs themselves, this serves as "the mechanism through 
which the preferred model of professionalism is communicated." 42  

To better communicate to PSCs, and thereby alleviate and de-emphasize 
the importance of SOF, there are two methods, possibly advanced by Can-
adian prodding, that the United States might consider. One approach is to 
make an asserted effort to hire PSCs that either do not predominantly dis-
play their SOF credentials, or perhaps do not rely significantly upon retired 
SOF expertise. Similarly, a closer examination might be made of the actual 
abilities required for contracted tasks; SOF expertise may not be needed. 
The second and more expansive method would be qualitative regulations 
for U.S.-based PSCs, put in place by the U.S. government regarding the 
standards for PSC personnel. These standards would stress professionalism, 
capability, and respect for human rights norms, but they would not imply 
that the necessary qualifications are predominantly found among those with 
SOF experience. Because the United States forms such a great portion of the 
international marketplace, it is likely that PSCs in other countries would fol-
low suit in tailoring their marketing and personnel capabilities to enhance 
their commercial attractiveness. The overall goal, therefore, would be to 
make SOF seem less "special" in the private sphere. 
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One can argue that such a lobbying approach, if performed by Can-
ada, might be well received in the U.S. As indicated earlier, USSOCOM has 
been feeling the negative effects of the shift of expertise to PSCs. Although 
the Pentagon has instituted new retention measures similar to the allow-
ances and bonuses mentioned above, the expertise drain continues. More-
over, the effects of this drain might become more acute, given the weight 
of value placed upon SOF in the 2006 Quadrennial Defense Review: a 15 
percent increase in SOF forces, with particular emphasis upon increasing 
the number of operators for the U.S. Army Special Forces and the U.S. 
Navy SEALs. Although U.S. measures to date have largely focused upon 
ensuring that SOF personnel remain in uniform, more attention can be 
paid to the marketplace in which they operate, should they decide to leave 
the U.S. military. Although not a panacea, such attention would also help 
the CF in managing and maintaining their SOF expertise. 

CONCLUSIONS 

Based upon the foregoing analysis, some issues come to the fore that policy-
makers and future analysts might wish to consider. First, because of its 
emphasis upon developing qualitative standards that de-emphasize SOF 
expertise, this study implies that private personnel should be derived more 
consistently ftom state security sectors in the larger sense. Even though 
earlier analysis has determined that PSCs are here to stay because of sup-
ply, demand, and ideational factors, the PSC industry is still a delicate 
matter for political and normative reasons, and it will have to be treated 
accordingly. 43  As such, one future thrust of inquiry will be why, when, and 
under what conditions Canada officially elects to manage more closely 
privately controlled security sector expertise that is based in Canada and 
that is exported internationally. Second, and in a related fashion, it will be 
important to examine how the Canadian populace might respond, and 
what impact this would have politically, to changes regarding Canadian 
security sector expertise. For instance, the activities of SOF and conven-
tional units in Afghanistan already challenge traditional views of the CF 
(i.e., the peacekeeping myth). It is important to recall that as late as the 
1990s, senior CF officials referred to some JTF-2 operations as merely "very 
benign observer-type missions."44  The fact that the government chose, in 
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2005, to lift slightly the veil of secrecy covering JTF-2's Afghan operations 
underscores government sensitivity regarding the perception of Can-
adians.45  Emphasis placed not only upon SOF, but also upon Canadian 
PSC personnel, who, perhaps for some Canadians, constitute nothing 
more than mercenaries in the most pejorative sense, would pose further 
challenges for the government. 

Overall, it is intriguing to see how the "fortunes" of both SOF and 
PSCs have grown since the end of the Cold War, and particularly since the 
terrorist events of 11 September 2001. In their own different ways, they 
have served the "security marketplace" characterized by terrorism and 
insurgency. It is not surprising that some states, particularly the United 
States, want to rely more upon these public and private assets. In the 
process, however, because of the limited and overlapping personnel pool, 
strains will result and challenges will be presented to feeder states such as 
Canada, just as the CF is attempting to increase its own SOF capabilities. 
Although there is no easy solution to this dilemma, the aforementioned 
suggestions developed in this article might hopefully reduce the possibly 
looming necessity of "robbing Peter to pay Paul." 
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II  

BUILDING COALITION 
SPECIAL OPERATIONS FORCES 

FOR THE "LONG WAR" 

J. Paul de B. Taillon 

Now, it is an extraordinary thing that you should meet with 
so much opposition from allies. Allies, altogether, are really 
very extraordinary people. It is astonishing how obstinate 
they are, how parochially minded, how ridiculously sensi-
tive to prestige and how wrapped up in obsolete political 
ideas. It is equally astonishing how they fail to see how 
broad-minded you are, how clear your picture is, how up-
to-date you are and how cooperative and big-hearted you 
are. It is extraordinary. But let me tell you, when you feel like 
that about allies — and you have even worse allies than the 
British, believe me — when you feel like that, just remind 
yourself of two things. First, that you are an ally too, and all 
allies look just the same. If you walk to the other side of the 
table, you will look just like that to the fellow sitting opposite. 
Then the next thing to remember is that there is only one 
thing worse than having allies — that is not having allies. 

— Field Marshal Sir William Slim' 
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T ODAY, MOST MILITARY COMMANDERS, analysts, and scholars will 
acknowledge that special operations forces accomplish missions that 

are tactical but that have significant strategic impact. In this vein, over the 
past decade, successful operations have been conducted by coalition spe-
cial operations forces (CSOF) in Bosnia, Kosovo, Afghanistan, and Iraq. 
This record of accomplishment underlines the necessity to support, facili-
tate, and expedite future CSOF operations. However, current and future 
coalitions face difficulties as they encompass not only so-called "trad-
itional allies,"2  but also non-traditional SOF partners. This raises a num-
ber of sensitive concerns, including intelligence sharing and interoper-
ability, as well as maintaining coalitions while balancing national interests. 
Moreover, the deployment of coalition SOF represents the strategic inter-
ests of their respective nations. Hence, coalition operations have become 
the crucial enabler for success in GWOT, the Global War on Terrorism. 

To appreciate the spectrum of CSOF capabilities, this chapter will 
explore recent operations in Afghanistan and Iraq, offering recom-
mendations on how to enhance interoperability and integration. This 
includes "outreach" or coalition advocacy programs aimed at likely SOF 
partners and initiatives to facilitate the interoperability of partners in a 
fully integrated joint CSOF command structure. 

THE THREAT 

Although terrorism has been historically viewed as a criminal threat, 
since the attacks of 11 September 2001 (9/11), it has become the pri-
mary focus of the American national security efforts and those of 
their partners since terrorists are now viewed as a serious and per-
sistent threat to all nations. American SOF and CSOF are leading the 
way, using their unusual skills, experience, language capabilities, and 
cultural awareness to develop personal links with the local popula-
tion, thereby garnering critical intelligence, fostering all-important 
interpersonal relationships and forging strategically important global 
coalition partnerships.' American and coalition SOF are in regions 
around the world, including the Philippines, the Pacific Rim countries, 
the South American Tri-Border region (Brazil, Paraguay, and Argen-
tina), the African Sahel region (Chad, Mali, Mauritania, and Niger), 
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and work closely with local police, the military, and security author-
ities to counter the persistent threat from terrorism. As Major-General 
Gary L. Harrell, the Combined Special Operations Component com-
mander, United States Central Command, has underlined, "CSOF are 
valuable contributions to GWOT, far in excess of their numbers."' This 
American acknowledgement underlines the necessity to reinforce and 
expand such contributions, particularly as American SOF are report-
edly "so overstretched" because of their operational tempo.' 

Today's global terrorism challenge necessitates the mobilization and 
maintenance of a collective will and determination, with the requisite 
resources and elements of national power to facilitate the efforts of coali-
tion partners. The American strategic policy of pre-emption will result 
in certain U.S. government initiatives taking place beyond what has his-
torically been understood as designated combat zones. For instance, one 
recent incident (or pre-emptive attack) reported by a Pakistani security 
official outlined how an American missile launched from an unmanned 
aerial drone targeted and killed an Al Qaeda trainer believed to be a 
chemical biological expert in Waziristan. This strike highlights the neces-
sity for closer co-operation, as well as the development of synchronized 
plans that draw upon the strengths of the United States and its coalition 
partners to best target terrorists, while at the same time avoiding tragic 
collateral damage as the engagement space grows.' 

To successfully overcome contemporary terrorism, the United States 
and its allies must create an environment that eschews terrorism and 
develop an adaptive counterterrorism strategy. This requires the sup-
port and full co-operation of the international community, the respect-
ive government agencies, as well as all U.S. departments and agencies, 
to effectively execute the four principles that underline an adaptive 
counterterrorism strategy: 

• Prevent the emergence of new terrorist threats; 
• Isolate terrorist threats that have emerged from their respective 

support bases; 
• Defeat isolated terrorist threats; and 
• Prevent the re-emergence of terrorist threats that have already 

been defeated.' 
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STRATEGIC IMPORTANCE OF PARTNERS 

Politicians, military commanders, and their planners understand that 
the "Long War," as it is now known,' will not be won unilaterally by the 
United States. To prevail, the United States and allied coalition partners 
must adopt the "strategy of the indirect approach," as articulated by the 
renowned strategist Liddell Hart, to organize and synchronize the efforts 
of a global coalition. This will necessitate the development of effective 
coalition military forces and, in particular, the interoperability and inte-
gration of CSOF at all levels.' 

Currently, over 80 countries support Operation Enduring Freedom 
and Operation Iraqi Freedom (0IF), with 64 countries providing conven-
tional military forces and 12 countries contributing CSOF. 1 ° Current SOF 
missions undertaken by CSOF include direct action (DA), special recon-
naissance (SR), unconventional warfare (UW), civil affairs (CA), and 
psychological operations (Psy0ps). 1 ' Depending on the political or mil-
itary situation, CSOF could expand or contract these missions as required. 

STRATEGIC REQUIREMENT FOR BUILDING CSOF CAPACITY 

CSOF and building partner capacity became strategically salient in early 
February 2006, when the Joint Staff (J-5) Planners of the Pentagon laid 
out a new 20-year defence strategy for the Long War. This strategy out-
lined the deployment of U.S. forces, often clandestinely, to fight terror-
ism and other non-traditional threats, as well as a 15 percent boost in the 
future number of SOF personnel. It also acknowledged the requirement 
to operate around the globe» 

The strategy recognized that SOF would play a major role and that 
U.S. "SOF will have the capacity to operate in dozens of countries simul-
taneously," deploying for longer periods of time with the aim of build-
ing relationships with foreign military and security forces. Moreover, the 
strategy emphasized that the U.S. military could not unilaterally achieve 
victory, thereby once again reinforcing the strategic importance of allies 
and coalition partners. Ryan Henry, principal deputy undersecretary of 
defense for policy, confirmed this belief, stating that "we cannot win this 
Long War by ourselves."4 
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The rationale is easy to discern. Operating in a foreign cultural 
environment demands those linguistic and cross-cultural skills that are 
inherent in SOF/CSOF. Coalition commanders have learned through 
operational experience that no other military force can accomplish as 
broad a scope of missions, conducted in as wide a spectrum of oper-
ational environments, as SOF/CSOF. In addition, historically, the oper-
ational demand for CSOF continually exceeds supply.' 5  And this can 
be easily exacerbated should a major crisis occur requiring a "surge" in 
military forces. In such instance, it is only logical to predict that the 
United States would request higher levels of military contributions from 
international partners. 

BUILDING PARTNER CAPACITY AND COALITION INTEROPERABILITY 

In 2005, Director of Strategic Studies at the Center for Strategic and 
Budgetary Assessments, Michael G. Vickers, told the Committee on Armed 
Services Panel on Gaps — Terrorism and Radical Islam that the main tasks 
of SOF in the Long War are to: 

• Build partner capacity and provide persistent, low visibility 
ground presence; 

• Conduct persistent air, maritime, and ground surveillance over 
ungoverned areas; and 

• Conduct clandestine and covert operations, counter-prolifera-
tion operations, and operations in denied areas. 16  

Depending on the level of perceived threat and political support, allied 
or coalition partners could plan, execute, or facilitate any one of these 
taskings. However, early assimilation and integration are critical to ensur-
ing that the requisite levels of coalition SOF effectiveness are attained. 

To build partner capacity, the 2006 U.S. defence budget proposed that 
the U.S. Special Operations Command receive $4.1 billion, with a por-
tion designated to facilitate co-operative initiatives with allies, including 
training for the military forces of other nations. Major-General Harrell 
emphasized the importance of the contribution of coalition forces across a 
spectrum of operations and, the fact that given the appropriate assistance, 
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time, and investments, future CSOF activities could be expanded, predi-
cated on appropriate political support and coalition direction? 

To date, CSOF has integrated and functioned with relative ease in the 
Afghanistan and Iraq operational areas.' 8  This is largely because of SOF 

from the Eastern European and Pacific regions have adopted the North 
Atlantic Treaty Organization standard for training and equipment.' 9  In 
addition, Major-General Harrell acknowledged that the Central Com-
mand's (CENTCOM) SOF did much to ensure that CSOF achieved the 
requisite level of interoperability before deploying.20  Nonetheless, some 
areas still need attention to ensure closer coalition SOF co-operation, 
interoperability, as well as the integration of CSOF staff in joint and com-
bined operations. It has consistently been recognized that the earlier CSOF 

integration takes place, the better are the results. This can be addressed 
through enhancing coalition SOF training and exercises to educate, train, 
and sensitize participating commanders and staff to tactical, operational, 
and strategic issues, as well as ensuing problems. CSOF partners could also 
contribute other ideas on how best to address this situation. Vice-Admiral 
Eric Olson, then deputy commander and now Admiral Olson, commander 
U.S. Special Operations Command, reinforced this idea, arguing that: 

The level of coalition SOF integration, particularly early 
on, will determine ultimate success in joint and com-
bined special operations. Organizational relationships 
and communications are always issues in such oper-
ations, but feedback from our SOF counterparts reflects 
fewer integration and interoperability problems at the 
tactical level than we experienced as recently as a couple 
of years ago. 21  

Admiral Olson noted, however, that the higher up the chain of com-
mand one goes, the more conceptual are the challenges. It is, therefore, 
important — indeed imperative — that U.S. and coalition SOF staff 
and their commanders meet to discuss the concept of operations before 
assigning and engaging CSOF at the lower level. A salient lesson acknow-
ledged by all is that the "campaign plans, mission focus, and execution 
parameters must be consistent across the combined force.' 
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STRATEGIC IMPORTANCE OF U.S. SOF/CSOF INTEROPERABILITY 

The momentum for embracing CSOF interoperability increased dra-
matically in the wake of the electrifying attacks on 9/11. Since then a 
spectrum of CSOF operate and fight alongside U.S. SOF on a scale never 
before thought possible. Moreover, the deployment and integration of 
CSOF lends strategically important political and military legitimacy, as 
well as moral weight, to the war on terrorism. In both Afghanistan and 
Iraq, the U.S. Army Special Forces became the core for the Combined 
Joint Special Operations Task Forces (CJSOTFs), the command and con-
trol umbrella for CSOF. 

CENTCOM INITIATIVE IN DEVELOPING CSOF 

To assist nations facing terrorism, CENTCOM has created a special 
operations and counterterrorist, CT, capability so that regional part-
ners can conduct successful CT operations within their respective bor-
ders. CENTCOM is pursuing bilateral SOF operations between regional 
nations to develop SOF skill sets and expand their respective experience 
in coalition operations. 23  Recognizing that there are no simple solutions 
to interoperability, Major-General Harrell sewed together a patchwork 
of strategic, operational, and tactical initiatives to facilitate the inclusion 
of CSOF. These include: 

• A CENTCOM Coalition Command Cell (CCC) staffed by senior 
national representatives and defence attachés; 

• Pre-deployment and interoperability training; 
• Communications security memoranda of agreements (COMSEC 

MOA); 
• Acquisition and cross-servicing agreements (ACSA); and 
• Combined training and exercises. 24  

This CENTCOM initiative has done much to address the challenge 
of coalition interoperability. An overview of CSOF operations in Iraq 
and Afghanistan underlines the challenges and successes faced in both 
of these theatres, and illustrates the above point. 
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CSOF PARTNERS IN OIF: AN OVERVIEW 

Over 13,000 SOF personnel were deployed during Operation Iraqi Free-
dom, making it the largest SOF deployment since the Vietnam War. The 
contingent included Australian, British, Polish, and American SOF who 
undertook a variety of land, air, and maritime operations throughout 
the Iraqi theatre. To affect those operations, the Combined Forces Spe-
cial Operations Component Command (CFSOCC) was created in early 
2003 and was charged with the command and control of the U.S. Army, 
Air Force, Navy, and SOF assets, including the CSOF provided by the 
respective coalition nations." 

To facilitate command and control during OIF, three task forces 
were created to conduct special operations (SO) missions within the 
Iraqi theatre: 

• Combined Joint Special Operations Task Force — North 
(CJSOTF-N); 

• Combined Joint Special Operations Task Force — West 
(CJSOTF-W); and 

• Combined Joint Special Operations Task Force — South 
(CJSOTF-S). 

These task forces were directly supported by the Combined Joint 
Special Operations Aviation Component (CJSOAC) which had Austral-
ian and British aviation assets under its command and control, flying 
over 2,181 missions, many of which were behind Iraqi lines." 

The CJSOTF-W was built around the U.S. Army's 5th Special Forces 
Group (Airborne) and reinforced by coalition special forces from the Aus-
tralian and British Special Air Services, including the 4th Battalion, Royal 
Australian Regiment (Commando). Its area of responsibility (AOR) was 
the western desert — the area from Baghdad to Kuwait.27  The primary 
mission of CJSOTF-W was to deny freedom of movement to the Iraqi 
ground forces, to plan and execute strategic reconnaissance, to conduct 
unconventional warfare and, most important, to restrict Iraq's ability to 
launch SCUD missiles at coalition and friendly forces." 

Australian, British, and U.S. SOF, along with USAF Special Tactics 
Squadron personnel, were rapidly deployed throughout CJSOTF-W AOR. 
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They commenced the forward reconnaissance of Iraqi defensive positions, 
monitored their ground movements, and conducted counter—theatre bal-
listic missile (CTBM) operations. Among their assigned tasks, the CSOF 
teams called in close air support to suppress and destroy Iraqi defensive 
positions, as well as providing "eyes on the sparrow" intelligence and 
reconnaissance to both U.S. Marine Corps and U.S. Army commanders 
throughout their rapid armoured advance to Baghdad." 

The assimilation of SOF coalition partners was facilitated by clear 
command relationships, a common understanding of the importance of 
the principle of unity of command and effort, as well as solid ground-
ing in the doctrine employed and staff procedures. During the opening 
phases of the attack on Iraq, Australian, and British SOF were assigned 
appropriate missions and were under the tactical control of CJSOTF-
W. These tasks also contributed to the counter—theatre ballistic missile 
operations focused in the western deserts of Iraq and were tactically and 
strategically sensitive. 3° 

COALITION SOF INTEGRATION INTO OIF 

From the outset, it was vital to ensure that CSOF were thoroughly inte-
grated into the campaign plan for Iraq. Commanders and their staffs 
ensured that the integration started at the most senior levels of leader-
ship residing at the theatre special operations command (TSOC), and 
then cascaded down to the CJSOTF level, to the combined Army Special 
Operations Task Force (ARSOF), and to the respective tactical level?' 

In one example, the effectiveness of coalition integration in Iraq 
was demonstrated when an Australian SAS patrol reached a boundary 
of their assigned AOR. The patrol commander observed an Iraqi mil-
itary convoy heading toward his position and immediately sought a close 
air support mission from the Airborne Warning and Control Squadron 
(AWACS). The British AWACS crew subsequently directed a flight of 
fighters onto the Iraqi convoy, all within eight minutes of the air support 
request." It should be appreciated that such close air support procedures 
had been developed and fully rehearsed with USSF, coalition SOF, and 
with British and U.S. aircraft during three well-planned exercises that 
were undertaken leading up to the invasion. This instance illustrates the 
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critical importance of consistently exercising coalition operational and 
support procedures before any combined deployments. 

U.S. SOF AND CSOF STAFF INTEGRATION 

During the initial stages of the operation in Iraq, the 5th Special Forces 
Group (Airborne) made up much of the staff assigned to the CJSOTF-
W. Embedded and integrated coalition staff, consisting of Australian and 
British officers, served in many of the directorates of CJSOTF-W. Notably, 
the CJSOTF J3 (Operations) and the deputy commanders, as well as the 
J3 Western Desert and Assistant J2 (Intelligence), were all coalition allies. 
The British J3 and his U.S. staff were so well acquainted with the doctrine 
that integration "appeared to be seamless." A top-down staffing approach 
with coalition seniors further facilitated multinational interoperability, 
ensuring that CSOF integrated into each phase of operations." 

During the strategically important CTBM operations in Iraq, U.S. 
special forces became a vital asset for the combined force air component 
commander (CFACC). During operations, coalition SOF units rapidly 
adapted to new technologies by effectively employing precision-targeted 
air delivered ordnance. However, this coalition capability and flexibility 
was predicated upon years of training on well-established NATO close 
air support procedures that ensured interoperability with both American 
and coalition SOF. 34  These procedures were further exercised and honed 
by CSOF during follow-on air strikes against the Iraqi military targets. 

While operating in Iraq's western desert, CSOF were attacked on a 
number of occasions by Iraqi forces. Fortunately, these contacts were 
short-lived as coalition SOF were rapidly supported by close air sup-
port and, therefore, could engage or disengage as required. To ensure the 
effective coordination of air support tasks, a combined staff of American 
and British officers made up the joint fires element of CJSOTF." 

For CSOF undertaking counter—theatre ballistic missile operations 
in Iraq's western desert, the most harrowing time was during the days 
immediately after their insertion. Initially, American, Australian, and 
British forces had to "deconflict" their respective operations to safely con-
duct a passage of lines when CSOF planned, or suddenly found it neces-
sary, to transit each other's operating areas. This situation was further 



Building Coalition Special Operations Forces for the "Long War" / 255 

complicated by the necessity of conducting all tactical moves at night — 
the same period when Iraqi forces would conduct aggressive counter-SOF 
operations — resulting in an increased possibility of friendly fire, also 
known as a blue-on - blue incident." 

To mitigate potential problems, a series of rehearsals were conducted, a 
common radio frequency was provided and activities were tightly planned, 
coordinated, and controlled. It is notable that CJSOTF-W's CSOF/U.S. 
special forces detachments were successful and achieved their missions 
without loss of any CSOF personnel, while, concomitantly, inflicting sub-
stantial matériel damage and casualties upon the Iraqi formations. The 
success of CSOF in Iraq was predicated upon tried and true interoperable 
procedures, an integration of CSOF staffs, close coordination and integra-
tion of coalition partners up and down the command and control chain, as 
well as extensive combined training in joint operations. 

CSOF ASSISTANCE TO TASK FORCE 145 

The close liaison between the U.S. special forces and the Jordanian spe-
cial forces witnessed a major success in the 2006 pursuit of Abu Musab 
al-Zarqawi, the Al Qaeda terrorist leader in Iraq. Media reports indicated 
that the Pentagon's Task Force 145 received intelligence from a human 
source working under the direction of a Jordanian SF team operating 
inside Iraq. While acknowledging the importance of other intelligence 
collection methodology and techniques, it is often a single 'informer' 
who can provide the critical piece of timely information to take the 
operation to the next level — such as the capture of a high-value target 
(HVT). In this case, the Iraqi informant identified Zarqawi's spiritual 
leader and American intelligence was then able to technically monitor 
their target through his mobile telephone communications. American 
intelligence subsequently located the spiritual leader at a safe house, 
where he was meeting with Zarqawi. The house was surrounded and an 
air strike was called in on the premises. In the wake of the air attack, Zar-
qawi was found alive in the rubble, but quickly succumbed to massive 
internal injuries. This successful mission, where Jordanian special forces 
played a lead role, further illustrates the critical and growing importance 
of CSOF in the Long War." 
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CSOF PARTNERS IN OEF: AN OVERVIEW 

In 2002, the first year of Operation Enduring Freedom in Afghanistan, 
SOF units operated hundreds of kilometres from their headquarters, 
Combined Joint Special Operations Task Force—Afghanistan (CJSOTF-

A). To address this situation, the CJSOTF-A commander established a 
special forces liaison element, better known as a coalition coordina-
tion cell, which was subsequently staffed from the 3rd SF Group and 
colocated with the five CSOF task groups. The coordination cell had 
staff representatives from J2 (intelligence), J3 (operations), J4 (logis-
tics), and J6 (command, control, communications, and computer sys-
tems). The coordination cell provided an American C2 (command 
and control) umbrella, as well as the vital communications and intel-
ligence links to coalition SOF headquarters. The coordination cell 
also facilitated access and the dissemination of American intelligence 
responding to coalition requests for information (RFIs), video feeds, 
surveillance and reconnaissance reports, radio frequencies, and crypto. 

The coordination cell ensured "deconfliction" and facilitated the incor-
poration of coalition SOF throughout the Afghan battlespace as they 
conducted special reconnaissance and direct action missions against Al 
Qaeda and Taliban elements." 

In December 2001, CSOF, drawn from seven nations, were deployed 
to Afghanistan to conduct operations under the auspices of OEF. In the 
following year, these coalition partners conducted over 200 direct action, 
special reconnaissance and sensitive site exploitation missions." This 
tempo could only have been accomplished through a high degree of 
coordination and interoperability. American SOF and CSOF must look at 
all measures to facilitate the fight in the Long War, more in a "by, through, 
and with" attitude and means. This underscores the necessity of lead 
nations doing more with CSOF partners and traditional allies, as well as 
with non-traditional partners. 4° 

While the CJSOTF-A headquarters represented interoperability at the 
operational level, it was truly manifested at the tactical level by an Amer-
ican SF battalion.  When  the 2nd Battalion, 3rd SF Group was assigned 
to, and established, its Forward Operating Base 32 (FOB 32) at Kandahar 
Airfield, it was colocated with five CSOF task groups embedded in the 
coalition coordination cell. Taking advantage of CSOF expertise in static 
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and mobile special reconnaissance, FOB 32 commenced the operational 
preparations for their respective SF detachments. FOB 32 also planned 
and undertook combat missions with coalition SOF in the Afghan prov-
inces of Uruzgan, Helmund, and Paktika. These initial reconnaissance 
missions were instrumental in subsequent successful operations against 
leadership cells belonging to Al Qaeda and the Taliban. Moreover, SF 
detachments conducted many of their missions based upon the intel-
ligence and information provided by CSOF — a true indication of trust 
in their CSOF partners» 

During initial operations, it was quickly recognized that certain 
CSOF partners were particularly skilled in mobile reconnaissance mis-
sions thereby enabling the identification, seizure, and destruction of 
enemy arms caches. Predicated upon sound and timely intelligence, as 
well as close coordination, CSOF members conducted their own success-
ful direct action missions, locating and capturing a number of members 
of the Taliban leadership cadre. 42  

More recently, Afghan National Army commandos and U.S. SOF 
freed a number of hostages incarcerated in a Taliban prison. The com-
mandos were searching a compound where the Taliban commander 
Nungiala Khan had a jail. Fifteen Afghans were discovered being held for 
ransom and were promptly released. It is through such operations that 
nascent SOF forces will garner the experiences to hone their professional 
and operational capability and internal leadership» 

COALITION SOF AND 160TH SPECIAL OPERATIONS AVIATION REGIMENT 

Supporting CSOF was the 3rd Battalion, 160th Special Operations Avi-
ation Regiment, better known to those in the community as the "Night 
Stalkers." Both CSOF and the supporting air assets acknowledge that 
interoperability was vital to successful joint and combined SOF initia-
tives. The 160th planning staff and flight commanders understood the 
criticality of this and undertook to facilitate CSOF operations to the full-
est extent by ensuring intimate coordination between the ground force 
commanders and the air planners. The Danish SOF contingent was offi-
cially commended for their exceptional planning ability as they brought 
with them two of their U.S.-trained pilots. Both aviators, well versed in 
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U.S. air planning formats and requirements were, astutely, assigned to 
billets on the air operations planning staff of the 160th, thus expediting 
CSOF air planning. On a series of occasions, the 160th inserted CSOF 
into their AOR, including insertions on extreme slopes at high elevations. 
In a number of these, 160th crews took enemy fire while conducting 
their approaches to drop-off points, underlining the high degree of trust 
and professional dedication that existed between the 160th and coalition 
SOF partners. 44  

LESSONS LEARNED AND RECOMMENDATIONS 

The experiences and lessons learned from Iraq and Afghanistan under-
score the critical importance of deliberate planning in coalition SOF 
operations. Fortuitously, the planning and decision-making processes 
employed by CSOF mirrored American doctrine." The "commonality" 
of doctrine and formats for developing concept of operations, staff work, 
and back brief facilitated interoperability and has further cemented the 
professional trust between the United States and the various CSOF units 
engaged in operations. Moreover, under the American C2 umbrella, 
coalition SOF proved their ability to undertake special operations suc-
cessfully at both the tactical and operational levels. Strategically, CSOF 
contributed directly to the legitimacy and credibility of U.S. and coali-
tion political and military objectives and subsequent initiatives in the 
struggle against terrorism. 

In the Long War, CSOF operations will remain a vital component of 
the coalition effort. Hence, it is incumbent upon military professionals 
to assimilate the experiences and lessons learned in Afghanistan and Iraq, 
and to build upon them to increase the efficiency and effectiveness of inte- 
grated CSOF operations. A key lesson from operations in Afghanistan and 
Iraq is the early integration of qualified CSOF personnel into senior pos- 
itions in CJSOTF headquarters. This ensures a unity of effort and maxi- 
mizes the skills and potential of coalition partners." Multinational SOF 
exercises, at both the tactical and operational levels, could improve inter- 
operability and build upon the hard-won lessons of Afghanistan and Iraq. 

The following recommendations would, if incorporated, expand 
and enhance future CSOF interoperability and assist in our coalition 
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efforts in the Long War. As such, they are as follows: 
1. Create Coalition SOF Mobile Training Teams 

(CSOFMTT). Operators from Australia, Canada, 
New Zealand, Poland, and others under NATO 
(plus) 47  could develop NATO-standard SOF tactics, 
technologies, and procedures to enhance individ-
ual military skills, develop counterinsurgency and 
counterterrorist expertise, and pass on proven tech-
niques. The January 2006 announcement of the 
creation of the International Special Forces Train-
ing Course (ISFTC) at Fort Bragg is an important 
and substantial step toward CSOF interoperabil-
ity. The 15-week program takes students through 
a comprehensive SF program. This initiative can 
also be a vehicle for coalition advocacy and stra-
tegic partnering. Moreover, instructors from CSOF 
nations would give the course a true coalition SOF 
flavour. CSOF nations would benefit from sending 
candidates to train and develop personal connec-
tions with other students in anticipation of future 
coalition initiatives. Another goal is for SOF lead 
nations to assist nations with the skills, knowledge, 
and experience to secure their own borders and 
provide for their own internal stability. 

2. Create a NATO SOF School: The international 
Long Range Patrol School (LRPS) at Weingarten, 
Germany had a cadre of instructors from various 
NATO nations and was a focal point in developing 
standardized NATO patrol techniques. A similar-
style NATO SOF School would provide a base of 
knowledge and skills, along with standardized TTPs 
for a spectrum of SOF missions, enhancing future 
CSOF interoperability. 

3. Ascertain Coalition SOF Expertise and Leverage 
It: Many nations have developed unique or niche 
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capabilities, such as the Norwegians for snow or high-
altitude conditions. Coalition SOF must have an 
awareness and appreciation of each other's respective 
skills and capabilities and leverage these to the benefit 
of the CSOF community." 

4. Create a SOF "Olympics": CSOF would be tested by 
undertaking several operational scenarios, such as 
a direct-action operation, hostage rescue, strategic 
reconnaissance mission, and long-range patrol" to 
assess the professionalism, flexibility, and equipment 
of those partaking, as well as ascertain the interoper-
ability of these CSOF partners." This would provide 
a venue to learn from the respective experience of 
the participants so as to share successful TTPs in 
preparation for future deployment initiatives. 

5. Create a SOF Staff College: The college could look 
at special and asymmetric operations throughout 
history, including the profiles and experiences of 
various special forces to garner insights as to their 
respective history, skills, and methodologies. The 
SOF staff college would teach new planning meth-
odologies, emphasize the responsibilities of com-
manders and staff in planning sensitive, as well as 
normative SOF operations. The curriculum could 
examine the issues and experiences of CSOF part-
ners and the development of their respective SOF. 5 ' 
Courses would be taught to enable SOF operators 
to understand various cultural mores, behaviours 
and traditions, as well as to realize that this cultural 
understanding is as important as the weapons they 
carry." The SOF staff college could also conduct a 
series of NATO-standard exercises focusing on the 
spectrum of SOF missions. This would assist in tal-
ent spotting and the training and development of 
operational skills of U.S. SOF/CSOF personnel, as 
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well as staff planners, trainers/instructors and com-
manders. This initiative could be extended to incor-
porate the creation of a SOF planning specialty, 
similar to the School of Advanced Military Studies 
(SAMS) at the U.S. Command and Staff College, 
Lea' venworth, as well as selecting officers to become 
special operations and irregular warfare strategists. 
This could readily be put under the umbrella of 
Joint Special Operations University (JSOU), based 
in Hurlburt Field, Florida." 

6. Increase coalition SOF attachments and second-
ments to various SOF/CSOF schools. The exchange 
of officers, instructors, and students would secure 
the human dimension of CSOF and put a real coali-
tion face to, in particular, American SOF schools and 
training programs. This would ensure an increase in 
interoperability through an awareness of the various 
coalition cultures, staff, and operating methodolo-
gies, while concomitantly developing personal con-
tacts. This has proven successful in the standing up 
of reportedly four Iraqi Special Operations battal-
ions that are now capable of conducting operations 
and another two are at present in force generation» 

7. Solicit CSOF participation in US and coalition SOF 
exercises and, concomitantly, garner coalition input 
and ideas, similar to Emerald Warrior 07. CSOF 
observers/participants may have unique cultural, 
operational, or methodological insights that would 
be advantageous to the SOF/CSOF community. The 
request or invitation to participate would, in itself, 
acknowledge coalition value and importance." 

8. Assist coalition initiatives in the Long War. Par-
ticularly in regions where post-colonial nations are 
experiencing confrontations with terrorism and 
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insurgency, and where British or American presence 
could be problematic, coalition partners may wish to 
provide military assistance in the Long War through 
a future NATO (plus) program." This multinational 
operational detachment Alpha team (ODA, which is 
a U.S. Army Special Forces "ie Team) could consist of 
coalition SOF members from Australia, Canada, Ger-
many, New Zealand, Poland, et cetera. This would be 
an expansion of the Second World War era Jedburgh 
teams, 57  or "Jeds" for short. These were small units 
comprised of three military officers/non-commis-
sioned officers — one British (Commonwealth), one 
French and one American that were parachuted into 
France to provide intelligence and assist the French 
underground in aligning underground activities to 
support Allied operations both before, and after, the 
Normandy invasion." Such multinational ODAs 
could conduct foreign training and undertake advis-
ory missions, essentially performing Foreign Internal 
Defence (FID) or Stability and Security Operations 
(SASO). Today, this initiative would embrace coali-
tion SOF, taking it to a higher level through team 
integration — a real Rainbow 6!" 

9. Support ongoing international SOF symposiums 
and academic institutions that study irregular war-
fare and special operations. These venues could 
be employed to enhance coalition SOF exchanges, 
tap respective SOF academics, and build networks 
internationally within the SOF academic field. This 
has been demonstrated at the international SOF 
symposium held at the Royal Military College of 
Canada in Kingston, where four such events have 
been held to date. 

10. Select, train, and return intelligence support per-
sonnel. In recent operations, a major and persistent 
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issue was the difficulty of intelligence sharing 
among coalition allies. Considering the criticality of 
intelligence in driving SOF initiatives, the integral 
SOF intelligence organizations, particularly those 
of the traditional or special alliance comprised of 
Canada, Great Britain, Australia, New Zealand, and 
the United States, must address how to appropri-
ately manage SOF intelligence requirements in a 
coalition. While it can be appreciated that intelli-
gence sources and sensitive technology may have 
to be protected, assigning coalition allies high-risk 
conventional or SOF missions without provid-
ing critical all source intelligence along with the 
assigned target package is, arguably, immoral and 
particularly disenfranchising. It is vital to ensure 
that SOF select and retain intelligence support per-
sonnel who are capable of effectively operating in 
a joint and coalition staff, as well as working with 
ambiguity, prickly intelligence issues, allied/foreign 
SOF operators, and allied agendas. 6° 

CONCLUSION 

The Long War will require great patience and a comprehensive approach 
to defeating the terrorism threat. More important, it must be recognized 
that this is not purely an American problem but an international one in 
which military forces alone cannot win. The war demands the concerted 
multidisciplinary effort of global partners and CSOF will be instrumen-
tal in conducting long-term, effective operations aimed at generating 
enduring effects to defeat the terrorists and their support network. 6 ' To 
ensure the strategic success in the Long War, coalition members must 
maintain a unity of effort. All avenues that help to seed, nurture, and 
renew mutual trust and coalition interoperability will do much to ensure 
victory on this new "battlefield." To facilitate the successful interoperabil-
ity of SOF, there must be a coalition SOF standard. This will not be easy 
as there is no simple "silver bullet" solution to ensure interoperability. 
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Hence, the coalition special operations community must come together 
and provide the guidance, doctrine, training, and education to achieve 
seamless interoperability, thus ensuring that coalition special operations 
forces remain the "Tip of the Spear." 
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