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1. INTRODUCTION 

The Royal Canadian Mounted Police (RCMP) is 
committed to providing Canadians with information 
in a timely manner. Canadians need us to be open 
and transparent, and be accountable for the work 
we do. We take our responsibilities under the 
Access to Information and Privacy Acts seriously, 
and will continue to communicate how we meet 
Canadians’ expectations, while protecting the 
public and the integrity of the investigations we 
undertake on their behalf.

The Privacy Act extends to individuals, the right of 
access to information about themselves held by 
the government, subject to specific and limited 
exceptions. The Act also protects individuals’ 
privacy by preventing others from having access 
to their personal information and gives individuals 
substantial control over its collection, retention, 
use and disclosure. 

The RCMP’s annual report for 2019-2020 details the 
manner in which it discharged its responsibilities 
in relation to the Act, during the reporting period. 
The report is prepared and tabled in Parliament 
in accordance with section 72(1) of the Privacy Act. 

During the past two years, RCMP Commissioner 
Brenda Lucki has worked diligently with employees, 
partners and stakeholders, to develop a plan to 
modernize the RCMP as it approaches its 150th 
anniversary in 2023 and beyond.

The plan is making the RCMP a modern, healthy 
and effective organization: putting people first to 
achieve policing excellence and ultimately, a safer 
Canada. Our work won’t stop in 2023 – we know 
that we need to continually evolve to keep pace 
with the policing environment and what Canadians 
need and expect from the RCMP.

The RCMP’s framework for modernizing its police 
service sets out objectives and projects under 
four crucial pillars: our people, our culture, our 
stewardship and our police services. 

As part of these modernization projects, the 
Access to Information and Privacy (ATIP) Branch 
will undergo a number of changes, including 
reviewing its policies to better align with legis-
lation, refining a human resources strategy to 
address our needs, and conducting a strategic 
program review to improve our business proces-
ses. We will also launch an education campaign 
for employees across the country. Our aim is to 
increase awareness of our employees’ roles and 
responsibilities when it comes to information.  

While the RCMP’s change journey is long, we have 
set the course for where we want to be: a healthy, 
inclusive organization providing a leading-edge 
police service to keep Canadians safe.

2. ORGANIZATIONAL STRUCTURE 

2.1 RCMP

For nearly 150 years, the RCMP has been Canada’s 
national police service. It is unique in the world 
since it is a national, federal, provincial, and 
municipal policing body. The Force provides federal 
policing services to all Canadians and policing 
services under contract to the three territories, 
eight provinces, and more than 180 municipalities, 
including more than 750 detachments across 
Canadian communities, 600 Indigenous comm-
unities and three international airports. 

The RCMP’s mandate is multi-faceted and includes 
preventing and investigating crime; maintaining 
peace and order; enforcing laws; contributing 
to national security; ensuring the safety of state 



ANNUAL REPORT TO PARLIAMENT 
ON THE ADMINISTRATION OF THE 
Privacy Act 

2

officials, visiting dignitaries and foreign missions; 
and providing vital operational support services to 
other police and law enforcement agencies within 
Canada and abroad. 

The organization is sub-divided into divisions 
(which include all 10 provinces and 3 territories, 
as well as the Training Academy in Regina and 
National Headquarters in Ottawa),  each of which 
is under the direction of a Commanding Officer 
or Director General. National Headquarters 
includes nine business lines and is structured as 
follows: Federal Policing; Contract and Indigenous 
Policing; Specialized Policing Services; Corporate 
Management; Human Resources; Internal Audit 
and Evaluation; Legal Services; Office of the 
Ethics Advisor; and, Strategic Policy and External 
Relations Directorate. 

2.2 Access to Information and Privacy 
(ATIP) Branch

The RCMP established the ATIP Branch in 1983, as 
the central contact point for matters arising from 
both the Access to Information and Privacy Acts. 

The ATIP Branch falls within the RCMP’s Strategic 
Policy and External Relations Directorate. The 
Director of the Branch acts on behalf of the head 
of the institution as the Departmental Access 
to Information and Privacy Coordinator for the 
RCMP. The ATIP Coordinator ensures compliance 
with both the spirit and the intent of the Access 
to Information and Privacy Acts, as well as all 
associated regulations and guidelines. 

As described below, the ATIP Branch is divided 
into two major areas: 

Disclosure Team (Operations): This team pro-
cesses all formal requests under the Access 
to Information and Privacy Acts. This includes: 

working with requesters to discuss scope and 
clarity of their submissions; opening requests; 
and tasking and receiving/importing records to 
and from Liaison Officers (LOs) within the RCMP’s 
various business lines and divisions from across 
the country. The team also reviews records and 
provides disclosed pages to requesters. As well, 
they process informal access to information 
requests, review, and respond to complaints 
received through both the Offices of the Infor-
mation and Privacy Commissioners. 

When tasking requests, the Branch works closely 
with LOs and record holders, known as Office of 
Primary Interest (OPIs). Some responsibilities of 
the LOs and OPIs include: 
  

Liaison Officers (LOs): They are responsible 
for forwarding all ATIP requests to the 
appropriate personnel (OPIs) within 
their business lines or divisions. Other 
responsibilities include: tracking submissions 
to ensure responsive records are sent by OPIs 
to the ATIP Branch; ensuring records are on 
time; and, documenting and communicating 
internal RCMP ATIP processes to all who 
facilitate the processing of requests.

Office of Primary Interest (OPIs): As the 
record holders, some of their responsibilities 
include: providing electronic copies of the 
responsive records; reviewing records for 
duplication; ensuring that the information 
falls within the scope of the request; notifying 
the ATIP Branch if records are voluminous; 
and, advising the Branch or LO if an extension 
is required.

Policy Team: This team monitors and develops 
internal policies, procedures and guidelines for 
the collection, retention, disposition, use and 
disclosure of all personal and non-personal 
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information for RCMP-wide applications. It also 
offers support to ATIP analysts and the RCMP ATIP 
Coordinator, provides guidance to RCMP business 
lines and divisions across Canada with respect to 
section 4 to 8 of the Privacy Act. In addition, the 
team reviews and creates internal policies that 
reflect Treasury Board Secretariat policies and 
directives as well as expectations of the Office 
of the Privacy Commissioner in order to meet 
its obligations in relation to the Info Source and 
Privacy Impact Assessments within the RCMP.

3. DELEGATION ORDER

The Departmental Access to Information and Privacy 
Coordinator has full authority to administer the 
legislation and apply exemptions and releases. A 
copy of the signed Delegation Order is included in 
Appendix A. 

4. PERFORMANCE 2019-2020
This section provides on overview of the RCMP’s 
performance with respect to information requested 
under the Privacy Act for the 2019-2020 reporting 
year. The completed statistical report is found in 
Appendix B.

Impact of COVID-19 and mitigation measures

Due to the COVID-19 pandemic, the RCMP exp- 
erienced added challenges during the reporting 
period. As with other non-critical services within 
the RCMP, employees of the ATIP Branch teleworked 
with limited capacity during the last two weeks of 
March. This resulted in some employees not being 
able to perform their duties and some experienced 
technical difficulties in processing requests. As 

well, most LOs and OPIs were delivering critical 
services and had limited abilities in responding to 
the ATIP Branch during this period. Not withstanding 
these challenges, the Branch implemented 
temporary measures to ensure Canadians continued 
to receive information during this period. Such 
measures included: putting in place safeguards 
to efficiently retrieve disclosed files; reprioritizing 
requests to better meet timelines; electronically 
releasing smaller sized consultations; and imple-
menting a gradual return to tasking LOs and OPIs 
in the first quarter of the 2020-2021 fiscal year. As 
well, Branch employees continued to open online 
requests, retrieve electronic records and review 
backlogged files.

4.1 Compliance

The ATIP Branch saw a slight decrease in com-
pliance for the number of closed requests within 
the legislated timeframes under the Privacy Act. 
Compliance decreased to 38.6% from 40.96% 
in 2018-2019 fiscal year. The decrease is largely 
due to capacity challenges within the Branch 
to address complex and voluminous requests. 
Further, limited resources were challenged with 
an increase of 150% for the number of requests 
containing 5,000 or more pages compared to 
the 2018-2019 reporting period. As well, because 
of the COVID-19 pandemic, the RCMP had limited 
capacity during the last two weeks in March. 

4.2 Requests Received and Closed

As noted in the statistical report in Appendix B, the 
RCMP received a total of 3,661 new requests under 
the Privacy Act in 2019-2020. In addition, there were 
3,490 requests outstanding from the previous 
reporting period for a total of 7,151 requests. Of 
these, 4,510 requests were completed and 2,641 
carried over to the 2020-2021 fiscal year.
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Generally, privacy requests cover a variety of 
topics, including information on police operational 
files such as motor vehicle accidents and emp-
loyment files.

As demonstrated below, there have been decreases 
in requests received compared to the last two 
reporting periods. The number of requests received 
decreased by 15% compared to the previous fiscal 

year and decreased by 28% compared to the 2017-
2018 fiscal year. 

The graph also demonstrates that the number of 
requests closed this reporting period decreased 
by 6% compared to the previous fiscal year. 
However, there was a 46% increase compared to 
the 2017-2018 fiscal year.
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4.3 Number of Requests processed with 
over 5,000 pages

Over the past three fiscal years, the RCMP has seen 
a significant increase in the requests processed 
with over 5,000 relevant pages disclosed. For the  
current reporting period of 2019-2020, there has  

been an increase of 150% for the number of such 
requests compared to the 2018-2019 fiscal year 
and an increase of 400% compared to the 2017-
2018 fiscal year. 
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4.4 Completion Time and Extensions 

The Branch completed 23% (1,043) of its requests 
in 30 days or less. During the reporting period, 
17% (744) of the requests were completed within 
31-60 days, 13% (586) were completed in 61-120 
days and 47% (2,137) were completed in more than 
121 days. 

Extensions of over 30 days were sought on 3,678 
files. This can be attributable to the number of 
requests with a large volume of pages. During this 
reporting period, the ATIP Branch processed 20 
requests with more than 5,000 pages disclosed. 
In the previous fiscal year, there were only eight 
requests with such high page numbers and only 
four in the 2017-2018 fiscal year. 
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4.5 Disposition of Completed Requests

Of the 4,510 requests completed in the 2019-2020 
fiscal year, the dispositions of completed requests 
were as follows:

•	 299 (7%) requests were all disclosed;
•	 2,476 (55%) requests were disclosed in part;
•	 148 (3%) requests had all material 

exempted; 

 

•	 3 (0%) requests had all material excluded;
•	 429 (9%)requests had no records located;
•	 1,130 (25%) requests were abandoned by
•	 requesters; and,
•	 25 (1%) requests were neither confirmed 

nor denied.  
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4.6 Consultations for Other Institutions 

The number of consultations received and completed 
over the last three reporting periods has stayed 
relatively the same. During the reporting period, the  

 
RCMP completed 144 consultations, totaling 3,964 
pages reviewed. Of the 144 completed consultations, 
74 were received from other Government of Canada 
institutions and 70 were other organizations. 
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5. TRAINING AND AWARENESS

Training is a priority for the RCMP’s ATIP Branch. 
Employees are encouraged and supported to 
enroll in various courses as a means to gain 
knowledge and improve their skills. 

For the 2019-2020 reporting year, units within the 
ATIP Branch held regular information sharing 
sessions where employees discussed and reviewed 
recent files with the goal of sharing best practices. 
An informal mentoring program was set-up during 
the 2019-2020 fiscal year. Senior analysts acted as 
mentors and provided guidance to junior analysts. 
This initiative forms part of the Branch’s human 
resources strategy for succession planning and 
employee retention.      

One employee in the Branch’s Intake team coached 
and trained their peers, which has resulted in 
more stability for this unit. All new employees 
joining this team received this coaching. As well, 
other units within the Branch were trained to 
assist the Intake team during busy times. 

Five preliminary training sessions on reviewing 
files were also provided to the members of the 
Intake team and junior analysts within the Branch. 
Two more advanced practical training sessions 
were provided following the initial sessions. 
Approximately 20 participants attended the ses-
sions, which introduced concepts they would need 
while reviewing files. Following the practical 
training sessions, mentors continued to provide 
guidance and advice to the participants. 

Two training sessions were provided to personnel 
within the RCMP’s Resource and Conduct Adjud-
ications Directorates. A total of 37 participants 
attended this training, which included: an intro-
duction to the Access to Information and Privacy 
Acts, guidelines and commonly used exemptions 

within the RCMP; a review of common requests 
received for the Directorates; and, an overview 
of the ATIP Branch’s role and responsibilities 
within the Directorates. The training also included 
practical discussions on different scenarios and 
how the legislation would affect the Directorates’ 
responsibilities. 

The Branch also provided training to six business 
lines within the RCMP’s National Headquarters. 
This training included a review of the ATIP Branch’s 
roles and responsibilities and an introduction to 
the Access to Information and Privacy Acts, legislation 
and guidelines. It also included an overview of Bill 
C-58 and the importance of meeting the legislative 
requirements for proactive disclosure. Similar 
training was also provided to LO in Prince Edward 
Island and in Nova Scotia.   

Personnel within the ATIP Branch also received 
additional training during Branch town halls. 
During the November 2019 town hall, employees 
were updated on Bill C-58. Topics during other 
town halls included updates on modified processes 
in file reviews and criminal records exemptions. 

As part of the ATIP Branch’s Management Res-
ponse to the internal audit of 2018, the Branch 
in conjunction with the RCMP’s Learning and 
Development unit has recently started developing 
an online ATIP introductory course to be delivered 
to all RCMP employees. This training is to provide 
RCMP employees across the country with know-
ledge of ATIP legislation and procedures so that 
they can more effectively comply with current 
legislation and RCMP policies. 
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6. POLICIES, GUIDELINES, PROCEDURES 
AND INITIATIVES 

The ATIP Branch continued to review its processes 
to improve operational effectiveness. During 
the reporting period of 2019-2020, the Branch 
accomplished the following:

•	 reviewed employee work arrangements and 
established new telework agreements to 
allow more flexibility for its ATIP personnel;

•	 updated the Intake team’s standard 
operating procedures, which was part of 
the Branch’s task of formalizing its internal 
processes;

•	 enhanced internal processes for facilitating 
the transfer of files within the RCMP;

•	 developed guidelines to address its backlog, 
enabling processing efficiencies;

•	 purchased and installed new servers and 
higher capacity computer systems, allowing  
the Branch to gain efficiencies;

•	 established an internal working group of 
various stakeholders within the RCMP for 
the development of guidelines, standard 
operating procedures and awareness 
communiques to facilitate proactive 
disclosure requirements under Bill C-58; 
and,

•	 established and led the interdepartmental 
working group for the development of 
business continuity plans specifically 
for ATIP programs, which led to greater 
information sharing among the participating 
departments. 

Additionally, the ATIP Policy Unit completed the 
following:

•	 Reviewed its policy on paragraph 8(2)
(e) – Privacy Act Request to other federal 

institutions and initiated a review of its 
Exempt Bank policy in collaboration with 
interested stakeholders.

•	 Developed Standard Operating Procedures 
on disclosures in accordance with 
subsections 8(2)(e) and (m) of the Privacy 
Act and on privacy compliance complaints. 
The latter includes a handbook describing 
the ATIP Branch and OPI’s responsibilities 
regarding complaints. It also offers guidance 
on formulating representations to the Office 
of the Privacy Commissioner. 

•	 Developed, in accordance with Treasury 
Board Secretariat (TBS) Policy on Privacy 
Protection, a protocol for collecting, using or 
disclosing personal information for non-
administrative purposes, including research, 
statistical, audit and evaluation purposes. 
 

7.  SUMMARY OF KEY ISSUES AND 
ACTIONS TAKEN ON COMPLAINTS OR 
AUDITS  
	
7.1 Complaints and Investigations

During this reporting period, the RCMP continued 
to work collaboratively with the Office of the 
Privacy Commissioner to streamline processes in 
addressing complaint files. 

To enable the RCMP to respond more efficiently 
to complaints received through the Offices of 
the Information and Privacy Commissioners, a 
complaints team was created in November 2017. 
The team, which has grown from two members 
to seven and now includes some consultants, 
has been working persistently on responding to 
complaints. 

Section 8 of the Statistical Report (Appendix B) 
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also provides data on the complaints received and 
closed. Specifically for the 2019-2020 reporting 
period, the RCMP received and provided the 
following under the Privacy Act:

•	 For Section 31, received 159 notices, which 
represents less than 4% of all requests 
closed during the reporting period. The 
majority of the privacy complaints received 
relate to being late and in deemed refusal, 
which can be attributable to the RCMP 
having a backlog and receiving complex 
and/or voluminous requests. Under this 
section, the OPC formally notifies the 
institution of their intent to investigate a 
complaint received of a request. 

•	 For Section 33, made no formal 
representations. Under this section, 
the OPC requests representations from 
both the complainant and the institution 
pursuant to an ongoing complaint 
investigation.

•	 For Section 35, received 17 ‘report of 
findings’ with recommendations from the 
Privacy Commissioner. This represents 
11% of the complaint notices received. 
Under this section, the OPC issues 
a findings report, which may include 
recommendations, for a well-founded 
complaint upon the conclusion of the 
investigation. 

7.2 Court Action

In addition, three court proceedings were actioned 
with respect to requests processed and all were 
concluded during the reporting period. 

7.3 ATIP program internal audit

An internal audit of the ATIP program was 
conducted by the RCMP’s Audit and Evaluation 

unit. The audit examined the processes and 
controls, which were in place within the RCMP to 
support compliance with the Access to Information 
and Privacy Acts. The audit scope included activities 
carried out from April 1, 2016 to March 31, 2018. 
It concluded that a governance framework was in 
place to support the program but opportunities 
existed to enhance the processes and controls of 
the program. 

The ATIP Branch continuously reviews its proc-
esses to improve the operational effectiveness and 
efficiency of the program. Specifically to address 
the internal audit, the Branch is developing and 
advancing key enhancements to the program 
and they include reviewing and updating inter-
nal policies; reviewing business processes; 
developing online training and tools; and refining 
its human resources strategy and structure.  
  

8. MONITORING COMPLIANCE

The ATIP Branch monitors compliance through 
weekly statistical reports that include compliance 
rate, the number of on time and late files and 
complaints. Performance is also compared to 
previous fiscal years to identify trends. The Branch’s 
Management team reviews the weekly reports to 
manage workload and to determine any upcoming 
issues where processes could be improved. The 
reports are provided to the Chief Strategic Policy 
and External Relations Officer and recently to the 
RCMP’s Chief Administrative Officer.  

The Branch is currently considering various 
reporting systems with dashboard capabilities. 
The new system will capture and provide pertinent 
data to assist the Branch with its tactical and 
strategic planning.
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9. MATERIAL PRIVACY BREACHES 

As Canada’s national police force, the RCMP 
is trusted to handle and protect the personal 
information of Canadians with professionalism 
and integrity, a job it takes very seriously. To 
safeguard the personal information in its care, the 
RCMP has strict policies and procedures in place 
to prevent unauthorized access and disclosure 
across the organization. However, even with rig-
orous procedures in place, privacy breaches still 
occur. With every privacy breach, the RCMP takes 
steps to improve its processes, further ensuring 
that similar incidents do not occur again. 

When a privacy breach is detected, the RCMP’s 
ATIP Branch follows TBS guidelines to determine 
the privacy risks and reports all breaches, 
deemed material, to the Office of the Privacy 
Commissioner and TBS. 

During the 2019-2020 fiscal year, the RCMP re-
ported a total of seven material privacy breaches 
to the Office of the Privacy Commissioner and 
TBS. Below is a brief description of the breaches 
and actions taken: 

In the first case, an employee improperly acces- 
sed electronic police files related to the ex-
spouse of a family member for personal purposes 
and used part of this information in a sworned 
affidavit in support of the family member involved 
in a child custody case. A Code of Conduct inv-
estigation is ongoing for this employee.

In the second case, a sensitive briefing note 
email, intended for a limited number of RCMP 
senior management officials, was inadvertenly 
sent to the wrong proxy email address. This 
proxy address further disseminated the email 
to another eight RCMP email proxy addresses. 
The RCMP’s Information Management and 

Technology Branch is working to restrict 
the number of recipients through the non-
sensitive RCMP reporting email proxies for 
future reporting.

In the third case, an RCMP police officer 
recorded a witness statement on his personal 
cell phone for a public complaint investigation. 
The audio recording was accidentally erased 
following a software update. There is no 
evidence that the information contained 
within the statement, which was erased, 
was improperly accessed. The police officer 
involved was provided guidance on proper  
police investigation procedures, including the 
proper handling and retention of police evid-
ence. The RCMP Commissioner has directed 
that the RCMP’s national policy be updated to 
provide greater clarity that personal devices 
should not be used for recording statements 
unless exigent circumstances exist.

In the fourth case, a partial security clearance 
file was sent from National Headquarters 
in Ottawa to a provincial office through 
internal mail, however the package was never 
received. The RCMP’s Departmental Security 
Branch now requires National Headquarters 
mailroom to provide tracking numbers for all 
envelopes sent through its facility.

In the fifth case, two mail packages sent from 
the National Sex Offender Registry Office in 
Regina were sent to registered sex offenders, 
however it appears the incorrect mailing labels 
were placed on the packages resulting in each 
addressee receiving the other’s information. 
Following this incident, the individual in 
charge of the National Sex Offender Registry 
Office issued, an all-employee directive for the 
unit, new procedures for mailing information 
to clients. 
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In the sixth case, a sensitive briefing note, 
intended for a limited number of RCMP 
senior management, was inadvertenly sent 
to the wrong proxy email address. The 
briefing note described an off-duty incident 
involving an RCMP police officer and the 
fact that charges were pending. The RCMP’s 
Information Management and Technology 
Branch is working to rename the various proxy 
addresses as they are named too similarly.

In the last case, an employee’s security file was 
misplaced through the internal mail system, 
however, it was later found in an offsite RCMP 
storage facility. The unit involved implemented a 
new procedure to ensure transmittal forms are 
completed for every file that is handled by them.

10. PRIVACY IMPACT ASSESSMENTS 

During the reporting period, the RCMP completed 
four Privacy Impact Assessments (PIAs) and 
submitted the following PIAs to the Office of the 
Privacy Commissioner: 

•	 Shift Scheduling and Exception Pay 
Processing Reporting and Analytics 
(SSEPP); 

•	 Criminal Intelligence Service Canada’s 
(CISC) Automated Criminal Intelligence 
Information System (ACIIS) database; 

•	 In-Car Digital Video System; and,
•	 A PIA addendum for Covert Administration 

System – Witness Protection (CAS – WP). 

The PIAs for Shift Scheduling and Exception Pay 
Processing Reporting and Analytics (SSEPP), 
Criminal Intelligence Service Canada’s (CISC) 
Automated Criminal Intelligence Information 
System (ACIIS) database were also submitted to 

TBS as they required changes to related Personal 
Information Bank (PIB). 

A short description of each PIA is detailed below 
and the complete executive summaries for these 
programs are available on the RCMP website 
at:https://w w w.rcmp-grc.gc.ca/en/privacy-
impact-assessments

Criminal Intelligence Service Canada’s (CISC) 
Automated Criminal Intelligence Information 
System (ACIIS) Database

The scope of this PIA encompasses the current 
ACIIS database. It is limited to the current 
partners sharing information through ACIIS 
and will be subject to updates/amendments as 
new agencies gain access to the system.

Through domestic collaboration, and cons-
ultation with the Public Safety Canada portfolio 
and federal partners, a unified organized crime 
strategy was developed to allow a whole-
of government response to current and 
emerging threats from organized crime. With 
the overarching objective of facilitating the 
prevention, disruption and reduction of criminal 
activity, ACIIS enables increased information 
sharing; improved communication; and en-
hanced service delivery to members of the law 
enforcement community. ACIIS is an important 
component to strengthen the alignment 
between intelligence and operations, in support 
of intelligence-led law enforcement. Partners 
involved in this program include federal, 
provincial and municipal law enforcement 
agencies, who can view and contribute to the 
database, as well as private sector organizations 
and international organizations, who can only 
contribute information to the database. 
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Shift Scheduling and Exception Pay 
Processing Reporting and Analytics

This project will deliver dimensional data 
models, purpose-built reports and analytical 
tools that will allow the RCMP’s National 
Compensation Services, Corporate Budgeting, 
Occupational Health and Safety, Operational 
Managers and the Business Intelligence team 
within RCMP Division of British Columbia to: 

•	 analyze shift scheduling and extra duty 
pay data and other information of up to 
approximately 22,000 police officers;

•	 assess these results against policies; 
•	 decide how the RCMP functions; and,
•	 decide if policies and/or processes need 

to be changed.

Given the extent of personal data being 
integrated into this BI solution, security/
access is a critical aspect of the reporting and 
analytics system. For this project, personal 
data is accessible via the BI solution through 
a two-factor authentication by way of the 
RCMP’s secure access portal using a valid 
Entrust token or smart card. In addition, users 
must be on an approved list to access personal 
data relative to their job responsibilities. Their 
access to specific personal data is provided 
on a “need-to-know” basis and is restricted 
to only those users identified on a controlled 
user list.

This project will use existing personal data to 
provide an overview of the overall health and 
wellness of RCMP police officers, including 
their work life balance.

In-Car Digital Video System

The RCMP’s National Traffic Services imple-

mented the In-Car Digital Video System 
(ICDVS) as a long-term program. The ICDVS is 
used by law enforcement agencies to capture 
audio/video recordings of incidents and 
interactions with the general public, witnesses 
and suspects as they occur. The intent is to 
enhance transparency and accountability 
should questions, concerns, or accusations 
against the RCMP arise after an incident and 
to provide evidence for prosecution should an 
incident constitute a crime.
 
Under section 18 of the RCMP Act, this sensitive 
personal information, including allegations or 
suspicions and the context surrounding it, may 
be collected. Furthermore, it could be used 
in criminal investigations, enforcement and 
national security, which may affect individuals, 
and may be disclosed to municipal, provincial 
and federal agencies. All individuals in areas 
policed by the RCMP may be recorded by the 
ICDVS.

Covert Administration System – Witness 
Protection (CAS – WP)

An addendum to the CAS WP PIA was completed 
to ensure that the most accurate information 
was captured and reflected as several enhan-
cements were made to the system.

Pursuant to the Witness Protection Program 
Act (WPPA), the federal Witness Protection 
Program (WPP) is responsible for providing 
protective measures, such as relocation 
and change of identity for individuals in the 
Program. The collection and use of personal 
information is consistent with the purposes 
identified in the PIB RCMP PPU 015. The 
purpose of the personal information collected 
was outlined in the WPPA and the information 
is collected directly from the individuals. The 
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information gathered is strictly for matters 
related to the provision of witness protection 
services. 

The risks to privacy are minimal. All WPP 
personnel are aware of the disclosure pro-
visions outlined in the WPPA and they are 
made aware of the transactional logs. There is 
also a security framework built in the system, 
and access to the files is strictly on a need-to-
know basis. 

The three completed PIAs were carried 
forward from previous fiscal years. The com-
pleted PIA addendum was received during the 
reporting period and seven PIAs that were 
carried forward from previous fiscal years are 
pending completion by RCMP requesting OPIs.  

RCMP OPIs submitted four new PIAs to the 
ATIP Branch during the reporting period. Three 
of the four new PIAs required a preliminary 
review by the Branch. As well, during the 
2019-2020 fiscal year, the Branch responded 
to 162 PIA-related queries and reviewed 54 
PIA questionnaires to determine if a PIA was 
needed. 

11. PUBLIC INTEREST DISCLOSURES 

During the 2019-2020 fiscal year, 23 disclosures 
were made pursuant to paragraph 8(2)(m) of the 
Privacy Act. The disclosures related to either the 
duty status of charged RCMP employees or the 
release of dangerous offenders into communities 
across Canada. Due to the nature of these 
disclosures, the majority of the notifications are 
made to the Office of the Privacy Commissioner 
after the disclosure.
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APPENDIX A - DELEGATION ORDER
Access to Information Act and Privacy Act Delegation Order
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SECTION 1: REQUESTS UNDER THE PRIVACY ACT

1.1  NUMBER OF REQUESTS
NUMBER OF REQUESTS

Received during reporting period 3,661

Outstanding from previous reporting period 3,490

Total 7,151

Closed during reporting period 4,510

Carried over to next reporting period 2,641

APPENDIX B – STATISTICAL REPORT ON THE ACCESS TO INFORMATION ACT
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SECTION 2: REQUESTS CLOSED DURING THE REPORTING PERIOD 

2.1 DISPOSITION AND COMPLETION TIME

Disposition of Requests

COMPLETION TIME

1 to 15 
Days

16 to 
30 Days

31 to 
60 Days

61 to 
120 
Days

121 to 
180 Days

181 to 
365 Days

More 
Than 
365 
Days

Total

All disclosed 15 28 80 54 23 29 70 299

Disclosed in part 66 214 442 370 233 334 817 2,476

All exempted 10 44 28 16 14 16 20 148

All excluded 0 0 1 1 1 0 0 3

No records exist 86 56 82 77 19 30 79 429

Request abandoned 443 78 103 64 12 42 388 1,130

Neither confirmed nor 
denied

1 2 8 4 1 2 7 25

Total 621 422 744 586 303 453 1,381 4,510
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2.2 EXEMPTIONS 

SECTION NUMBER OF 
REQUESTS SECTION NUMBER OF 

REQUESTS SECTION NUMBER OF 
REQUESTS

18(2) 0 22(1)(a)(i) 768 23(a) 3

19(1)(a) 8 22(1)(a)(ii) 307 23(b) 0

19(1)(b) 3 22(1)(a)(iii) 7 24(a) 0

19(1)(c) 351 22(1)(b) 425 24(b) 0

19(1)(d) 86 22(1)(c) 0 25 3

19(1)(e) 0 22(2) 0 26 1791

19(1)(f) 0 22.1 2 27 93

20 0 22.2 0 27.1 0

21 2 22.3 0 28 7

22.4 0
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2.3 EXCLUSIONS

SECTION NUMBER OF 
REQUESTS SECTION NUMBER OF 

REQUESTS SECTION NUMBER OF 
REQUESTS

69(1)(a) 0 70(1) 0 70(1)(d) 0

69(1)(b) 0 70(1)(a) 0 70(1)(e) 0

69.1 0 70(1)(b) 0 70(1)(f) 0

70(1)(c) 0 70.1 0

2.4 FORMAT OF INFORMATION RELEASED
PAPER ELECTRONIC OTHER 

1,397 1,376 2

2.5 COMPLEXITY

2.5.1 RELEVANT PAGES PROCESSED AND DISCLOSED
NUMBER OF PAGES PROCESSED NUMBER OF PAGES DISCLOSED NUMBER OF REQUESTS

877,248 341,856 4,081
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2.5.2 RELEVANT PAGES PROCESSED AND DISCLOSED BY SIZE OF REQUESTS

Less Than 100
Pages Processed

101-500
Pages Processed

501-1000
Pages Processed

1001-5000
Pages Processed

More Than 5000
Pages Processed

Disposition
Number 

of 
Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

All disclosed 267 2,395 24 4,575 5 1,919 3 1,165 0 0

Disclosed in 
part

1,659 29,783 514 62,309 163 67,623 123 128,718 17 43,369

All exempted 110 0 29 0 6 0 2 0 1 0

All excluded 3 0 0 0 0 0 0 0 0 0

Request 
abandoned

1,064 0 49 0 9 0 6 0 2 0

Neither 
confirmed nor 
denied

22 0 1 0 2 0 0 0 0 0

Total 3,125 32,178 617 66,884 185 69,542 134 129,883 20 43,369
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2.5.3 OTHER COMPLEXITIES

DISPOSITION CONSULTATION 
REQUIRED

LEGAL ADVICE 
SOUGHT

INTERWOVEN 
INFORMATION OTHER TOTAL

All disclosed 1 0 0 0 1

Disclosed in part 36 0 332 4 372

All exempted 0 0 4 1 5

All excluded 0 0 0 0 0

Request abandoned 0 0 2 1 3

Neither confirmed nor 
denied

0 0 0 0 0

Total 37 0 338 6 381

2.6 CLOSED REQUESTS

2.6.1 NUMBER OF REQUESTS CLOSED WITHIN LEGISLATED TIMELINES
REQUESTS CLOSED WITHIN LEGISLATED TIMELINES

Number of requests closed within legislated timelines 1,741

Percentage of requests closed within legislated 
timelines (%)

38.6

2.7 DEEMED REFUSALS

2.7.1 REASONS FOR NOT MEETING LEGISLATED TIMELINES

Number of Requests 
Closed Past the Legislated 
Timelines

PRINCIPAL REASON
Interference with 

Operations / 
Workload

External 
Consultation

Internal 
Consultation Other

2,769 2,374 105 165 125
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2.7.2 REQUESTS CLOSED BEYOND LEGISLATED TIMELINES (INCLUDING ANY EXTENSION TAKEN)

NUMBER OF DAYS PAST 
LEGISLATED TIMELINES

NUMBER OF REQUESTS 
PAST LEGISLATED 

TIMELINE WHERE NO 
EXTENSION WAS TAKEN

NUMBER OF REQUESTS 
PAST  LEGISLATED 

TIMELINES WHERE AN 
EXTENSION WAS TAKEN

TOTAL

1 to 15 day 31 170 201

16 to 30 days 32 150 182

31 to 60 days 28 205 233

61 to 120 days 28 292 320

121  to 180 days 7 147 154

181 to 365 days 19 411 430

More than 365 days 316 933 1,249

Total 461 2,308 2,769

2.8  REQUESTS FOR TRANSLATION
TRANSLATION REQUESTS ACCEPTED REFUSED TOTAL

English to French 0 0 0

French to English 0 0 0

Total 0 0 0

SECTION 3: DISCLOSURES UNDER SUBSECTIONS 8(2) AND 8(5)

PARAGRAPH 8(2)(e) PARAGRAPH 8(2)(m) SUBSECTION 8(5) TOTAL

14 23 23 60



ANNUAL REPORT TO PARLIAMENT 
ON THE ADMINISTRATION OF THE 
Privacy Act 

25

SECTION 4: REQUESTS FOR CORRECTION OF PERSONAL INFORMATION AND NOTATIONS

DISPOSITION FOR CORRECTION REQUESTS RECEIVED NUMBER

Notations attached 3

Requests for correction accepted 1

Total 4

SECTION 5: EXTENSIONS
5.1  REASONS FOR EXTENSIONS AND DISPOSITION OF REQUESTS

15(a)(i) INTERFERENCE WITH OPERATIONS 15 (a)(ii) CONSULTATION

NUMBER OF 
REQUESTS 
WHERE AN 
EXTENSION 
WAS TAKEN

FURTHER 
REVIEW 

REQUIRED 
TO 

DETERMINE 
EXEMPTIONS

LARGE 
VOLUME OF 

PAGES

LARGE 
VOLUME OF 
REQUESTS

DOCUMENTS 
ARE 

DIFFICULT TO 
OBTAIN

CABINET 
CONFIDENCE 

SECTION 
(SECTION 70)

EXTERNAL INTERNAL

15(b)
TRANSLATION 
PURPOSES OR 
CONVERSION

3,678 0 0 3,678 0 0 0 0 0

5.2 LENGTH OF EXTENSIONS

LENGTH OF 
EXTENSIONS

15(a)(i) INTERFERENCE WITH OPERATIONS 15 (a)(ii) CONSULTATION

15(B)
TRANSLATION 
PURPOSES OR 
CONVERSION

FURTHER 
REVIEW 

REQUIRED 
TO 

DETERMINE 
EXEMPTIONS

LARGE 
VOLUME OF 

PAGES

LARGE 
VOLUME OF 
REQUESTS

DOCUMENTS 
ARE 

DIFFICULT TO 
OBTAIN

CABINET 
CONFIDENCE 

SECTION 
(SECTION 70)

EXTERNAL INTERNAL

1 to 15 
days

0 0 0 0 0 0 0 0

16 to 30 
days

0 0 3,678 0 0 0 0 0

31 days or 
greater

0

Total 0 0 3,678 0 0 0 0 0
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SECTION 6: CONSULTATIONS RECEIVED FROM OTHER INSTITUTIONS AND ORGANIZATIONS

6.1 CONSULTATIONS RECEIVED FROM OTHER GOVERNMENT OF CANADA INSTITUTIONS AND OTHER 
ORGANIZATIONS

CONSULTATIONS

OTHER 
GOVERNMENT OF 

CANADA 
INSTITUTIONS

NUMBER OF PAGES 
TO REVIEW

OTHER 
ORGANIZATIONS

NUMBER OF PAGES 
TO REVIEW

Received during the 
reporting period

74 2,161 70 1,803

Outstanding from 
the previous 
reporting period

8 2,022 8 266

Total 82 4,183 78 2,069

Closed during the 
reporting period

74 4,123 69 1,043

Carried over to 
the next reporting 
period

8 60 9 1,026
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6.3 RECOMMENDATIONS AND COMPLETION TIME FOR CONSULTATIONS RECEIVED FROM OTHER 
ORGANIZATIONS

Recommendation

NUMBER OF DAYS REQUIRED TO COMPLETE CONSULTATION REQUESTS

1 to 15 
Days

16 to 30 
Days

31 to 60 
Days

61 to 120 
Days

121 to 180 
Days

181 to 
365 Days

More 
Than 365 

Days
Total

All disclosed 27 9 4 1 0 0 0 41

Disclosed in part 17 6 1 0 0 0 0 24

All exempted 2 2 0 0 0 0 0 4

All excluded 0 0 0 0 0 0 0 0

Consult other institution 0 0 0 0 0 0 0 0

Other 0 0 0 0 0 0 0 0

Total 46 17 5 1 0 0 0 69

6.2 RECOMMENDATIONS AND COMPLETION TIME FOR CONSULTATIONS RECEIVED FROM OTHER 
GOVERNMENT OF CANADA INSTITUTIONS

Recommendation

NUMBER OF DAYS REQUIRED TO COMPLETE CONSULTATION REQUESTS

1 to 15 
Days

16 to 30 
Days

31 to 60 
Days

61 to 120 
Days

121 to 180 
Days

181 to 
365 Days

More 
Than 365 

Days
Total

All disclosed 25 5 3 0 0 0 1 34

Disclosed in part 18 3 10 3 0 1 0 35

All exempted 2 2 0 1 0 0 0 5

All excluded 0 0 0 0 0 0 0 0

Consult other institution 0 0 0 0 0 0 0 0

Other 0 0 0 0 0 0 0 0

Total 45 10 13 4 0 1 1 74
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SECTION 7: COMPLETION TIME OF CONSULTATIONS ON CABINET CONFIDENCES

7.1 REQUESTS WITH LEGAL SERVICES
Fewer Than 100 Pages 

Processed
101-500

Pages Processed
501-1000

Pages Processed
1001-5000

Pages Processed
More Than 5000
Pages Processed

Number of 
Days

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

1 to 15 0 0 0 0 0 0 0 0 0 0

16 to 30 0 0 0 0 0 0 0 0 0 0

31 to 60 0 0 0 0 0 0 0 0 0 0

61 to 120 0 0 0 0 0 0 0 0 0 0

121 to 180 0 0 0 0 0 0 0 0 0 0

181 to 365 0 0 0 0 0 0 0 0 0 0

More than 365 0 0 0 0 0 0 0 0 0 0

Total 0 0 0 0 0 0 0 0 0 0
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7.2 REQUESTS WITH PRIVY COUNCIL OFFICE
Fewer Than 100 Pages 

Processed
101-500

Pages Processed
501-1000

Pages Processed
1001-5000

Pages Processed
More Than 5000
Pages Processed

Number of 
Days

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

Number 
of 

Requests

Pages 
Disclosed

1 to 15 0 0 0 0 0 0 0 0 0 0

16 to 30 0 0 0 0 0 0 0 0 0 0

31 to 60 0 0 0 0 0 0 0 0 0 0

61 to 120 0 0 0 0 0 0 0 0 0 0

121 to 180 0 0 0 0 0 0 0 0 0 0

181 to 365 0 0 0 0 0 0 0 0 0 0

More than 365 0 0 0 0 0 0 0 0 0 0

Total 0 0 0 0 0 0 0 0 0 0

SECTION 8: COMPLAINTS AND INVESTIGATIONS NOTICES RECEIVED

SECTION 31 SECTION 33 SECTION 35 COURT ACTION TOTAL

159 0 17 3 179

9.2 PERSONAL INFORMATION BANKS
PERSONAL 

INFORMATION BANKS ACTIVE CREATED TERMINATED MODIFIED

38 0 0 0

SECTION 9: PRIVACY IMPACT ASSESSMENTS (PIA) AND PERSONAL INFORMATION BANKS (PIB)
9.1 PRIVACY IMPACT ASSESSMENTS

Number of PIA(s) completed 2
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SECTION 10: MATERIAL PRIVACY BREACHES

Number of material privacy breaches reported to TBS 7

Number of material privacy breaches reported to OPC 7

11.2  HUMAN RESOURCES
RESOURCES PERSON YEARS DEDICATED TO PRIVACY ACTIVITIES

Full-time employees 28.66

Part-time and casual employees 1.79

Regional staff 0.00

Consultants and agency personnel 4.70

Students 0.46

Total 35.61

Note: Enter values to two decimal places.

SECTION 11: RESOURCES RELATED TO THE PRIVACY ACT

11.1  COSTS
EXPENDITURES AMOUNT

Salaries $2,374,477

Overtime $79,328

Goods and Services $572,061

• Professional services contracts $479,868

• Other $92,193

Total $3,025,866
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APPENDIX C – SUPPLEMENTAL STATISTICAL REPORT – REQUESTS AFFECTED BY 
COVID-19 MEASURES

The following table reports the total number of formal requests received during two 
periods; 2019-04-01 to 2020-03-13 and 2020-03-14 to 2020-03-31.

TABLE 1 – REQUESTS RECEIVED 
NUMBER OF REQUESTS

Received from 2019-04-01 to 2020-03-13 3,547

Received from 2020-03-14 to 2020-03-31 114

Total 3,661

The following table reports the total number of requests closed within the legislated 
timelines and the number of closed requests that were deemed refusals during two 
periods 2019-04-01 to 2020-03-13 and 2020-03-14 to 2020-03-31.

TABLE 2 – REQUESTS CLOSED 
NUMBER OF REQUESTS 

CLOSED WITHIN THE 
LEGISLATED TIMELINES

NUMBER OF REQUESTS 
CLOSED PAST THE 

LEGISLATED TIMELINES

Received from 2019-04-01 to 2020-03-13 and 
outstanding from previous reporting periods

1,699 2,713

Received from 2020-03-14 to 2020-03-31 42 56

Total 1,741 2,769
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The following table reports the total number of requests carried over during two 
periods; 2019-04-01 to 2020-03-13 and 2020-03-14 to 2020-03-31.

TABLE 3 – REQUESTS CARRIED OVER 
NUMBER OF REQUESTS

Requests received from 2019-04-01 to 2020-03-13 and 
outstanding from previous reporting period that were carried 
over to the 2020-2021 reporting period 

2,534

Requests received from 2020-03-14 to 2020-03-31 that were 
carried over to the 2020-2021 reporting period

107

Total 2,641


