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● (1845)

[English]
The Chair (Hon. Bardish Chagger (Waterloo, Lib.)): Good

evening, everyone. I call the meeting to order.

Welcome to meeting number 71 of the Standing Committee on
Procedure and House Affairs. The committee is meeting today to
continue its study on foreign election interference.

We have with us today Mr. Kenny Chiu, former member of Par‐
liament, by video conference, as well as Mr. David Salvo, manag‐
ing director and senior fellow at the Alliance for Securing Democ‐
racy at the German Marshall Fund of the United States, also by
video conference.

Mr. Chiu, welcome to PROC. We now pass the floor to you for
your opening comments.

Mr. Kenny Chiu (Former Member of Parliament, As an Indi‐
vidual): Thank you, Madam Chair, for the invitation.

Freedom, democracy and the rule of law are not clichés. In fact,
many from around the world have chosen Canada because of our
respect for and practice of these ideals. Arguably, those who are
from the outside come to treasure them and want to protect them
even more, because many of us have seen and lived lives without
these rights.

Twenty-first-century Canada is a multicultural society with im‐
migrants and refugees from all continents and all walks of life, who
call it their settlement home. It is a beautiful and ideal world that
those before us in this generation worked very hard to build—a fair,
respectable, multicultural society that honours diversity and yet
commits to preserving the uniqueness and the very essence of being
Canadian, those much-cherished ideals of equality, universal values
and human dignity.

Authoritarian regimes around the world, however, do not sub‐
scribe to this same value system we believe in. Not only do they
work to undermine us, to turn our country into a subservient state—
kowtowing to their direct influence, whether they are the Russian
Federation, China, Iran or other less resourceful or ambitious
regimes—but they are also willing to sacrifice our trusted institu‐
tions, the harmonious society we have carefully built over decades
and the people who are in it.

I used to be a partisan politician, but now that I'm back as an or‐
dinary Canadian citizen, I continue to share with millions of fellow
Canadians the same deep level of worry and concern for my adopt‐
ed country, because foreign interference is a national threat. It

should have been a pan-partisan issue. Protecting the country and
its people is arguably the top job for any sovereign government, yet
we are seeing an inexplicably action-free policy exercised by our
federal government vis–à–vis interference from the most resource‐
ful and ambitious of all foreign states, the Chinese Communist Par‐
ty regime.

To be clear, the government is not mute and has not been seen to
have done nothing. It loudly verbalized its spontaneous concerns
and cited SITE, CSE, NSICOP, NSIRA, CEIPP, CSIS and, recently,
a rapporteur as proof of things it has done, but none of that, I would
argue, has protected sufficiently the 21st-century Canada that we
are in, and my experience has been that my country did not protect
me from foreign interference and the attacks I've experienced.

In a thriving, diverse, multicultural country such as ours, it is up
to those who are in power to stop the corruption and the deceit, to
safeguard the exposed and the vulnerable few, to safeguard Canadi‐
ans of all mother tongues from predatory states and their coercion,
and to safeguard Canada from exploitation and manipulation.

I thank you for giving me this opportunity to answer many of the
questions you may have and to share my views. Recently in the
Canadian broadcasting world, we have seen more than sufficient
coverage on the issues and the challenges that have been presented
to us today, and I urge all of you to take some action, to be deter‐
mined, to stand up and to protect our country, especially the people
who are in our country.

Thank you again for this opportunity.

The Chair: Thank you, Mr. Chiu.

We now go to Mr. Salvo.

Welcome to PROC. The floor is yours.

Mr. David Salvo (Managing Director and Senior Fellow, Al‐
liance for Securing Democracy, German Marshall Fund of the
United States): Thank you, Madam Chair.

Distinguished members of the committee, good evening from
Washington, D.C., and thank you for inviting me.



2 PROC-71 May 9, 2023

I was asked to discuss the collaboration of my organization, the
Alliance for Securing Democracy at the German Marshall Fund,
with the Government of Canada and Microsoft on a joint initiative
that brought together leading experts, policy-makers and industry
professionals from around the world to produce a practical guide of
best practices that key stakeholders in democracies can use to
counter foreign interference in elections.

To provide some context to what motivated us to join this part‐
nership with your government, it's worth briefly explaining the gen‐
esis of the Alliance for Securing Democracy.

We launched in the summer of 2017 to put Russia's interference
in the 2016 U.S. presidential election into context for American
policy-makers and offer solutions on how to better defend our
democratic institutions and processes from autocratic threats, not
just from Russia but from other state-sponsored actors like China
and Iran.

The name “Alliance” was very deliberate. What happened in the
United States did not occur in a vacuum. Over many decades, Rus‐
sian interference has targeted numerous democracies, including
several of the U.S. and Canada's allies and partners in Europe. Au‐
tocrats' tools of interference, which include cyber-operations, ma‐
lign finance and information manipulation, among many others,
have been refined to exploit modern technologies and target all sec‐
tors of democratic society.

We knew that as a civil society organization we had some small
role to play in facilitating the exchange of best practices between
governments, companies and other civil society organizations, and
that we could learn lessons from across sectors and national borders
in order to offer guidance to policy-makers and shut down institu‐
tional vulnerabilities in our democracy. In this regard, our partner‐
ship with the Government of Canada and Microsoft on combatting
election interference as part of the French government's Paris Call
for Trust and Security in Cyberspace was at the heart of what we
do.

The compendium of best practices that we published along with
the Government of Canada and Microsoft offers reminders of best
methods to secure election infrastructure, procedures to ensure vot‐
ing integrity during the pandemic, transparent ways of communi‐
cating with the public about threats to elections, and best practices
in building citizen resilience to disinformation. It even highlights
examples of Canadian good practice, which include the Canadian
Heritage programs to fund civil society initiatives to tackle elec‐
tion-related misinformation and disinformation, and the govern‐
ment-wide critical election incident public protocol. If used as in‐
tended, Canada's protocol should be an excellent model of trans‐
parency and communication with the public to reduce the likeli‐
hood of politicians' manipulating threat information about election
interference.

This compendium of best practices is not just in circulation in
Canada and the United States, of course. It is being put to good use
around the world. Anecdotally, U.S. government colleagues have
informed me that they disseminate the compendium to government
counterparts in the global south, where many nations are under-re‐
sourced and increasingly at the forefront of Russian and Chinese
malign influence operations.

In Canada, you do not need me to tell you that foreign interfer‐
ence in democracy remains a serious challenge. The rise in Chinese
state-sponsored interference in Canadian democracy through target‐
ing specific ridings and candidates in elections, malign financial co‐
ercion and subversion of civil society, including the Chinese Cana‐
dian diaspora, have been well documented and on the agenda of
your committee, of course. Russian state-sponsored actors have am‐
plified domestic divisions on issues of heightened political sensitiv‐
ity, including the war in Ukraine, vaccination mandates, the “free‐
dom convoy” in Ottawa and economic hardships facing Canadian
voters.

Undermining Canadians' confidence in democratic governance
and the integrity of Canadian elections is an overarching objective
of these authoritarian regimes. Therefore, the compendium of best
practices that we published continues to be a useful guide, not just
in Canada but for democracies worldwide. It's illustrative not only
of the importance of cataloguing the policies and procedures that
can secure elections to rising autocratic threats, but also of the utili‐
ty of conducting such multi-stakeholder exercises.

No nation, government, company or civil society organization is
an island unto itself. By working together as allies and breaking
down barriers between governments, industry and civil society, we
will be better positioned to secure democratic elections and institu‐
tions from an ever-evolving autocratic threat ecosystem.

I look forward to your questions. Thank you very much.

● (1850)

The Chair: Thank you very much.

We will now start with six-minute rounds, starting with Mr.
Cooper and followed by Mr. Turnbull, Madame Gaudreau and then
Mrs. Blaney.

Mr. Cooper, the floor is yours.

Mr. Michael Cooper (St. Albert—Edmonton, CPC): Thank
you very much, Madam Chair. I'm going to direct my questions
through you to Mr. Chiu.

Mr. Chiu, do you believe you were the target of Beijing's inter‐
ference in the 2021 election?

Mr. Kenny Chiu: Yes, sir.

Mr. Michael Cooper: What do you base that on? Can you de‐
scribe some of the incidents that occurred in your riding and some
other experiences that you had on the campaign trail?

Mr. Kenny Chiu: The experience was not just within my riding,
as we all know—as you all know, as federal politicians. A lot of
time, especially at election time, the party's platform and the party's
leadership accounts for a large number of people...who will be vot‐
ing for you or not.
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Much of the disinformation that I observed was levelled against
my party, misconstruing the platform as well as attacking the leader
for the Conservative Party of Canada back then, Mr. Erin O'Toole.
It was also levelled at me. They attacked Mr. O'Toole as if he was a
white supremacist and anti-Chinese, anti-Asian.

As if that's not ridiculous enough, they levelled similar attacks on
me personally. The fact that I'm an ethnic Chinese, that I speak flu‐
ent Cantonese and Mandarin, and that I read and write the lan‐
guage, didn't prevent them from labelling me as a traitor. I was a
sell-out for what I had proposed in the last session of Parliament as
my private member's bill, Bill C-282, the foreign interference reg‐
istry act. It was misinterpreted and misconstrued as something that
would cause persecution against all Chinese-Canadians, causing
them significant grief.

These are things that I saw and personally experienced.
● (1855)

Mr. Michael Cooper: Thank you.

Do you believe it was coordinated?
Mr. Kenny Chiu: With the level of organization, the various

facets, and especially in contrast to previous elections that I was in‐
volved in, yes, I believe it was organized.

Mr. Michael Cooper: We know that the rapid response mecha‐
nism at Global Affairs detected a Beijing-driven disinformation
campaign targeting you and other Conservative candidates, specifi‐
cally in the Lower Mainland.

Did anyone from the Communications Security Establishment or
from the SITE task force ever reach out to you about this disinfor‐
mation campaign—and by the SITE task force, I mean the election
panel that had been established?

Mr. Kenny Chiu: No, sir. None of these national security appa‐
ratus contacted me. I had, however, been contacted prior to the
election by the Canadian Security Intelligence Service. Therefore,
during the election, when I observed unbecoming activities, signifi‐
cant evidence that showed me that there had been a coordinated at‐
tack against me and my party, I gave a call to the same CSIS con‐
tact I had. They came to my campaign office, and we had a meet‐
ing.

Mr. Michael Cooper: When would that have taken place, ap‐
proximately?

Mr. Kenny Chiu: It would have been in September 2021.
Mr. Michael Cooper: How long was that before the election?
Mr. Kenny Chiu: It would have been 10 days, maybe two

weeks, maximum.
Mr. Michael Cooper: Thank you for that.

You heard nothing back, and as far as you know, no further ac‐
tion was taken by the critical election incident public protocol.

Mr. Kenny Chiu: Negative—I did not hear anything.
Mr. Michael Cooper: You said, with respect to this government,

that there is an inexplicably action-free policy when it comes to
countering Beijing's interference. Can you elaborate upon that?

Mr. Kenny Chiu: The foreign interference started by the Beijing
authority is not something new. We know, for example, of Huseyin

Celil being kidnapped by the Uzbek police, per directions by the
CCP, followed in 2014 by Kevin and Julia Garratt, and the hostage
diplomacy that was involved. Then there were the two Michaels.
These were things that were happening to Canadians overseas, per‐
haps. At the same time, we also know that for years, CSIS, under
Dick Fadden, for example—

Mr. Michael Cooper: Mr. Chiu, I apologize for interrupting,
but—as you can appreciate, as a former member of Parliament
yourself—my time is very limited.

I'll put it to you this way: Do you believe the election integrity
defence infrastructure this government has established is adequate
to deal with Beijing's foreign interference tactics?

Mr. Kenny Chiu: I don't know about adequate, but I surely do
not think it's been effective.

Mr. Michael Cooper: You would submit that it was not effective
in your riding, obviously.

Mr. Kenny Chiu: It was not effective in my riding or in a couple
of other ridings I've been paying attention to, sir.

Mr. Michael Cooper: Thank you.

The Chair: Thank you.

Go ahead, Mr. Turnbull.

Mr. Ryan Turnbull (Whitby, Lib.): Thanks, Mr. Chiu and Mr.
Salvo, for being here today.

Mr. Chiu, I'll start with you.

Would you agree that any form of foreign interference or domes‐
tic interference is wrong and should be stopped?

● (1900)

Mr. Kenny Chiu: It depends on what you define as “domestic
interference”. If you define it the way the CEIPP wrote in their re‐
port, then yes, domestic interference is something we Canadians
need to pay attention to.

However, foreign interference has no place in Canada, in my
opinion.

Mr. Ryan Turnbull: Are you against foreign interference but
okay with domestic interference, or are you against both?

Mr. Kenny Chiu: Well, we have election laws, and every Cana‐
dian, domestically, has to abide by the Canada Elections Act. Now,
whether you can clearly separate domestic from foreign is a sepa‐
rate issue.

Mr. Ryan Turnbull: Okay. The reason I bring up domestic inter‐
ference is that your party sent out flyers across my riding in one of
the elections, which misinformed the public right across my riding.
It's interesting that we're here talking about foreign interference. I
think we should equally be opening up the conversation to talk
about domestic interference.

Anyway, I'll move on from that.
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You lost the last election, as far as I understand, by 9% of the
vote—that's approximately 3,500 votes. You maintain that foreign
election interference was the reason you lost. Is that true?

Mr. Kenny Chiu: Mr. Turnbull, if you could answer what the
voter turnout rate for my riding was compared with 22 months pre‐
viously, in the 2019 election, you would see that a lot of the sup‐
porters—a lot of voters—stayed at home.

Mr. Ryan Turnbull: I guess what I want to establish here is this:
Did you lose by 9% of the vote or not?

Mr. Kenny Chiu: The candidate who won the riding won by a
margin of 9%. I agree. Yes, 3,400 or something—

Mr. Ryan Turnbull: Okay, thank you for that.

How many votes do you think were impacted by foreign interfer‐
ence?

Mr. Kenny Chiu: If I could have a camera installed in each and
every booth and look at how people voted, then I would be able, for
certain, to answer your question.

Mr. Ryan Turnbull: Mr. Chiu, thank you for that.

You admit that you don't exactly know how many votes were im‐
pacted by foreign interference. Is that the case?

Mr. Kenny Chiu: There is no way anybody, including the
CEIPP, could tell that foreign interference was not a factor in the
election result in my riding.

Mr. Ryan Turnbull: Thank you. That's a clear answer. We don't
know.

I think that's true, although there's evidence in a report I found
and read very intently. It's called “Mis- and Disinformation During
the 2021 Canadian Federal Election”. It goes through a very de‐
tailed analysis of.... It mentions your riding and the disinformation
campaign you were subjected to, which I don't think anyone
doubts.

I have a couple of quotes from this report:
If it is these Chinese Canadian voters who shifted against the Conservative Par‐
ty, it should be detectable in the survey data. We evaluated whether Chinese
Canadians switched their vote intentions or changed their evaluations of the
Conservative Party using survey data collected during the campaign and just af‐
ter the election. We compared Chinese Canadians' vote intentions during the first
two weeks of the campaign to their vote intentions during the last two weeks,
with the results in Figure 22.

Here's the important part: “The two left panels show that there
was no change” in voter intentions. That's interesting, because it
demonstrates the exact opposite of what you are maintaining and
what you have said publicly numerous times.

Given the fact that you don't know and have now said that on the
record at this committee, and that there's evidence to suggest there
actually was no change in voter intentions, how can you maintain
what you believe?

Mr. Kenny Chiu: I haven't read the survey or the report of the
survey, and I would be very keen to understand what language the
survey is conducted in.

You mentioned, sir, about the Chinese. There are no homoge‐
neous Chinese in my riding. There are Chinese from Taiwan. There
are Chinese from Hong Kong and from mainland China.

Some of them use WeChat, especially the mainland Chinese.
Some of them solely rely on WhatsApp—the Hong Kong Chi‐
nese—and the Taiwanese Chinese use LINE as a communication
means. I don't know when the last time was that you picked up the
phone when you didn't know the number, but perhaps....

I would probably refer the committee to also study the McGill
University data mining professor's study on the disinformation that
I experienced, or maybe Infowatch, as well as the Digital Forensic
Research Lab.

● (1905)

Mr. Ryan Turnbull: Thank you, Mr. Chiu.

To get a last quote and question in here, the report also states,
“We also did not find evidence that those using WeChat for politi‐
cal information were less likely to support the Conservative Party
or that using WeChat had a different impact on East Asians than
other Canadians”.

Again, this report has a significant amount of evidence that con‐
tradicts the claims you've been making. I wonder if you've read the
report that I'm referring to.

Mr. Kenny Chiu: Mr. Turnbull, like I said, there has been sig‐
nificant research done on this, including by this infowatch.org.
There have also been studies conducted by the Digital Forensic Re‐
search Lab, as well as the McGill University data mining profes‐
sors.

I wonder if you, sir, have read any of their studies.

To give a straight answer to your question, no, I have not read
that particular report, which does not corroborate what's been re‐
ported by CSIS whistle-blowers, sir.

The Chair: Thank you, Mr. Chiu, and thank you, Mr. Turnbull.

Next is Madame Gaudreau.

[Translation]

Ms. Marie-Hélène Gaudreau (Laurentides—Labelle, BQ):
Thank you, Madam Chair.

Mr. Chiu, when you appeared before the Standing Committee on
Access to Information, Privacy and Ethics on March 31, you said
that you had been the victim of a plot. You just mentioned WeChat
and allegations of anti-Chinese sentiment.

I'm trying to determine the source. How did you figure out this
was a warning sign?
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[English]
Mr. Kenny Chiu: During an election campaign, you have many

volunteers and supporters volunteering for you. Many of my volun‐
teers and supporters are people from the community. I did observe a
significant detachment from supporting me between 2019 and
2021. There was a significant drop in mainland Chinese-back‐
ground supporters of my campaign in 2021. However, there are still
volunteers in my campaign who have access to WeChat, and they
are also participants in the WhatsApp chat rooms. Therefore, they
bear witness to much of the spreading of disinformation, the orga‐
nizing to defeat Kenny Chiu, the organizing to defeat Conservatives
in general.
[Translation]

Ms. Marie-Hélène Gaudreau: Again, when you appeared be‐
fore the Standing Committee on Access to Information, Privacy and
Ethics, you said you were glad that the Canadian Security Intelli‐
gence Service, or CSIS, had blown the whistle.

In your opening remarks, you said that no one had contacted you.
Can you give us more information on what led you to a certain con‐
clusion?
[English]

Mr. Kenny Chiu: In my term as a member of Parliament, I was
first contacted by CSIS soon after 2020, I believe. It was an abrupt
connection through my home phone here, and then, through my of‐
fice in Ottawa, we sat down and chatted for the first time. It was all
shrouded in secrecy. They would not tell me why they wanted to
meet me. Similar meetings were conducted two more times during
my term as an MP.

I know of a Vancouver contact of CSIS, so that's the person I
contacted during the federal election. I also tried to collect this in‐
formation on my own by going to YouTube and organizing a spe‐
cial town hall and all that. None of that was effective.
● (1910)

[Translation]
Ms. Marie-Hélène Gaudreau: I gather that you made your own

efforts to investigate the matter.

This morning, we heard reports of underhanded tactics being
used repeatedly, causing the person being targeted to wonder what
was really going on. Paranoia was even mentioned.

I'd like more information on that.
[English]

Mr. Kenny Chiu: Well, ma'am, this information and the interfer‐
ence work did not start or stop just during the election writ period.
This is something that I wish all members in this committee to un‐
derstand. The foreign interference and infiltration of our communi‐
ty and of our country continues today. I'm sure you all are aware of
Minister Mendicino's efforts across the country to conduct a town
hall study of the potential establishment of a foreign registry. Right
now, in many of the community chat rooms, this is being linked to
anti-Asian racism, and they're also trying to stoke members of the
community to speak up, to put pressure on the government so that it
will not establish the foreign registry.

[Translation]

Ms. Marie-Hélène Gaudreau: You also talked about the thresh‐
olds for notifying the public. It's obvious that questions were raised
and that things could have been done. You said at the outset that the
thresholds were inadequate.

We are trying to get an overall understanding of the situation and
figure of what needs to be done to detect any interference attempts
going forward.

Do you think the thresholds were adequate to help in your case
or even allow for a response to the foreign interference activity you
faced?

[English]

Mr. Kenny Chiu: First of all, I have no confidence that the es‐
tablished mechanism would effectively detect and therefore provide
me with sufficient warning ahead of the attacks.

Understand that these attacks are, a lot of times, using the foreign
languages of Mandarin and Chinese. They're in written and verbal
language, videos, and opportunities provided only to one particular
candidate against the other. I don't know if the SITE task force is
equipped to deal with that.

Secondly, even if I was warned, what am I going to do? How
would I be able to counter this? What tools in the tool set am I, as a
candidate in an election, provided with so that I can effectively
combat this?

The CEIPP report mentioned notifying Canadians—with a very
high threshold. The notification to Canadians, I would imagine,
even if that high threshold was met, would probably be in English
and French. None of these people who are subject to foreign inter‐
ference would be listening to or receiving the message.

The Chair: Thank you.

Ms. Blaney.

Ms. Rachel Blaney (North Island—Powell River, NDP):
Thank you, Chair.

As always, all of my questions go through the chair.

I want to thank the witnesses for being here today.

Mr. Salvo, I would like to come to you first.

I'm very curious. You talked about the partnership between you,
Microsoft and the Government of Canada, if I have that correct. I'm
just wondering how that works. Could you tell us a bit about how
people are educated about it?
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One thing that we're hearing, of course, is that people don't know
where to go to find relevant information. As a member of Parlia‐
ment who represents a more rural and remote riding, I see more and
more across Canada that local papers are falling by the wayside and
not having the resources to continue their important work to pro‐
vide journalism that can be held to a certain standard. People are
going more and more online, which may or may not give them the
best information.

I'm just wondering how we are educating people about this re‐
source.

● (1915)

Mr. David Salvo: Thank you, ma'am. It's a great question.

What's difficult, especially as a representative of civil society, is
that our resources are extremely limited to do exactly the type of
engagement that's necessary to make sure that these best practices
get in the hands of the right people. By “the right people”, I mean
election officials all over the country, local journalists who are in a
position to educate their specific communities, mayors, and people
who are really on the ground in their communities.

This is an extremely dense and difficult set of issues. We're talk‐
ing about election administration procedure. My organization
works on these issues and I wouldn't even stick my hand up and say
I'm an expert in every single aspect of election administration. To
expect the ordinary citizen, who doesn't spend time understanding
these things.... It's difficult. The same is true for under-resourced
election officials as well, all over the country.

It's really a challenge that government in particular.... The federal
level has to provide the resources for organizations, not just like
mine, but also for state and local officials themselves, and for
provincial officials in Canada to be able to work with community
leaders on the ground to get this information out.

Look at the constituents in Mr. Chiu's riding, for example. They
never would have been aware of state-sponsored disinformation
tactics targeting a particular campaign or what they could do to in‐
oculate themselves against such tactics. That information is very
hard to come by.

This is why we created this initiative in the first place. It's incum‐
bent on civil society and governments in particular. It's a resource
exchange, but it's also an information exchange. The information
gaps are all over in this field. The average voter is essentially a sit‐
ting duck for a lot of these tactics. That's why we tried to put to‐
gether some sort of handbook that addresses both election adminis‐
tration and resilience. How do you provide Canadian voters with
more information about these tactics? What defences can they
adopt, so that when they go to the polls they are voting freely and
fairly according to their conscience, without any sort of undue in‐
fluence from foreign state-sponsored actors?

Ms. Rachel Blaney: Thank you for that.

I appreciate that you mentioned earlier some of the realities—for
example, on the convoy that we had here in Ottawa. We know there
was foreign money: There was Russian money sent to support that
convoy. It's quite shocking when you read the information that

came out of the public inquiry, when you understand how quickly
money was moving in ways that we couldn't necessarily track.

Of course, that means there's foreign money that's influencing us,
either during the election or around an election, which is very con‐
cerning.

I think you said this well: This is an issue that is rapidly chang‐
ing. How things are being done is changing, so we have to have
processes that are responsive to that. I'm wondering if you could
talk about the influence of that kind of money. What are the ways
that we can track...? What are the ways that we can look into the
future and think, “Here's how we're going to monitor that so that we
make sure those dollars aren't influencing Canadians”?

Mr. David Salvo: Absolutely, and part of the problem is that we,
as democracies, allow the fox into the henhouse. With a lot of our
financial legislation, when the money comes in from China or Rus‐
sia and is connected to state-sponsored actors or to the governments
directly, oftentimes it's legal. It's through legal means. It's through
shell companies and real estate and others.

That's because in Canada and the United States, at least today, to
my knowledge there's no registry, not only for foreign agents....
Well, we have one in the United States, but it's poorly implemented.
Canada to date does not have one. Also, a beneficial ownership reg‐
istry would at least unmask who the hidden owners are behind
companies and behind property. That's how a lot of this autocratic
authoritarian money enters into Canadian politics, American poli‐
tics and European politics.

That's what's so insidious and long term about the use of the fi‐
nancial tools to corrode our democracies. It's not always about a
particular election, a particular candidate or a particular riding. It's
way more insidious than that. It's about moving money into our
system, masking the origin of that money and presenting it as au‐
thentic Canadian voices trying to influence Canadian politics when
there's a clear tie to an authoritarian regime like China or Russia.

Tightening up laws in the financial space...and this is applicable
to my country too. I'm not trying to cast stones at Canada here. It's
a problem facing a lot.... In the EU, there are many governments
facing this exact problem. Ensuring that there's full transparency
over the money that's coming into our country through property and
in companies is a sure way to expose and provide sunlight onto the
origins of money entering domestic politics from abroad.

● (1920)

The Chair: Thank you.

We'll now enter our second round, starting with Mr. Nater, who
will be followed by Ms. O'Connell.

Mr. Nater, you have five minutes.

Mr. John Nater (Perth—Wellington, CPC): Thank you,
Madam Chair, and, through you, thank you to our witnesses.

I want to start by quoting from the study that Mr. Turnbull quot‐
ed from earlier. It says this:
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We cannot preclude the possibility, however, that there was some influence at
the riding level. Moreover, the mere perception that China was able to influence
the race in Steveston—Richmond East may have a chilling effect on criticism of
China in Canadian politics.

Moreover, if Mr. Turnbull had read the explanatory notes, he
would have read that the survey data was from 689 Chinese Cana‐
dians from across the country and was not specific to Mr. Chiu's
former riding. I would commend to the committee the possibility of
reading the entire report.

For you, Mr. Chui, looking at intimidation efforts that may have
happened in your riding and in other ridings where there are large
diasporas of Canadians of Chinese descent, what impacts do these
types of efforts have on individuals and their families here in
Canada, and also on those who may have families in China, Hong
Kong and other areas?

Mr. Kenny Chiu: It's something that even I, personally, do not
feel completely comfortable with—sharing my own personal expe‐
rience and thoughts, knowing that the PROC committee meeting
here is public and is viewable by anybody with an Internet link.
Therefore, I will just recount my observations during the election
time.

There were seniors groups that Alice Wong and I, both Rich‐
mond MPs, organized to meet up with during the election time, be‐
cause we sensed that we had seen some of these attacks happening
to us. We thought we would be able to sit down with the seniors
groups to clear their minds of some of the misunderstandings. We
spent about two or three hours with a group of a dozen and a half.
These were leaders in the seniors groups and were mainly mainland
Chinese.

At the end of it, they cried. They had been worried about their
kids—their children and their grandchildren—being discriminated
against by Kenny Chiu and the Conservatives and their policies,
and we cleared the air. We told them none of that was true. They
were reassured. They all left happy. Some of them even carried
some of the snacks that we provided.

In only 24 or 48 hours, I can't remember, I started to see the same
group of seniors show up at my opponent's campaign office and
cheer for that person. They had no idea who he was, were not able
to communicate with him and also did not support him. I know that
for a fact from many of the policies my opponent's party has es‐
poused.

To me, that was a huge flip. One of the leaders in the seniors
groups had gone incommunicado. He did not answer my calls. He
would not answer my phone calls, my text messages, or anything.
He just completely detached from me.

Mr. John Nater: Following up on that, we've heard that there
were no public disclosures by the CEIPP, the critical election inci‐
dent public protocol, or the task force during the election campaign.
Do you think that threshold is too high to trigger a public disclo‐
sure?
● (1925)

Mr. Kenny Chiu: I'm sorry. In order to answer your question, I
would have to be able to access the CEIPP report following the
mentioning of my name and Steveston—Richmond East, but sever‐
al bullets have been redacted. There's no way for me to understand

what they know and, therefore, to provide a true answer to your
question, sir.

Mr. John Nater: Thank you, Mr. Chiu.

Following up on that, do you believe it would be important, if
voters in even one riding were being impacted by organized foreign
interference efforts by a foreign entity, that those people in that rid‐
ing be notified? Ought there to be public disclosure if even one rid‐
ing is being impacted by a coordinated campaign of foreign inter‐
ference?

Mr. Kenny Chiu: I don't think the nation should be immediately
informed, but definitely the candidates in that riding, even the bene‐
factors, should be informed about the presence of the detection.
They should also be offered, at the same time, some effective coun‐
termeasures that could be employed.

Yes, I believe the threshold should be set, at least hypothetically,
to when there is foreign interference detected in a particular riding,
that riding's involved candidate should be informed.

The Chair: Thank you.

Ms. O'Connell.

Ms. Jennifer O'Connell (Pickering—Uxbridge, Lib.): Thank
you, Madam Chair.

Chair, through you to Mr. Chiu, you mentioned in your Aus‐
tralian committee testimony, and mentioned here today as well, ex‐
amples that your supporters had sent to you of disinformation on
WeChat and on WhatsApp. Can you provide the committee with
copies of that? Do you have any evidence that it was directly orga‐
nized by a foreign agent?

Mr. Kenny Chiu: Ma'am, first of all, it's been almost a year and
a half since the last election. Computers change hands, and I had,
for example, stored some of the information on a parliamentary
cellphone, which has been returned. Even with that, much of the in‐
formation provided to me was from my supporters, so I don't want
to present to you the sense that this information is comprehensive.
Besides, when CSIS sat down and met with me, I had already print‐
ed every one of them, per their instructions—

Ms. Jennifer O'Connell: That's perfect. I'm sorry. I have limited
time.

Mr. Kenny Chiu: —and handed them to CSIS.

Ms. Jennifer O'Connell: If you don't have the information but
you provided it to CSIS, so CSIS.... What we heard at this commit‐
tee was that there was no question that there were lots of messages
being spread; there was disinformation in a text, but there wasn't
the connection that actually made it that it wasn't just Canadians
that were unhappy with you or the Conservative Party. For foreign
interference to take place, it has to be a coordinated effort led by a
foreign entity. If all the information you had was presented to CSIS
or other members of the national security community...they actually
said that they couldn't determine that it wasn't just Canadians who
were upset.
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On that point, I would just like to point out that you, Mr. Kenny
Chiu, Kerry Diotte, Tamara Jansen, Bob Saroya and Alice Wong all
lost the 2021 election. Do you know what the members also have in
common? Voting against banning conversion therapy.

In your riding in particular, the progressive NDP vote actually
went up 4%. It's my understanding that you had two very public
resignations from two of your youth council members over the fact
that you voted against banning conversion therapy.

How much of this decision impacted your election loss, when a
number of your other colleagues who also lost also had very public
negative reactions about your votes on banning conversion therapy?

Mr. Kenny Chiu: I know that you have been trying to character
assassinate me from that front, but I'm sure, ma'am, you would be
able to access information that I voted for the conversion therapy
ban when it was tabled. Only after the Liberal Party of Canada, at
committee, amended the bill so much that I do not believe it strikes
the balance between protecting Canadians' rights...and preventing
conversion therapy from happening, did I decide to vote against it.
● (1930)

Ms. Jennifer O'Connell: That's right, so you voted—
Mr. Kenny Chiu: Therefore, it's a different form of disinforma‐

tion that you're trying to spread here, ma'am.
Ms. Jennifer O'Connell: Mr. Chiu, you can't just refer to every‐

thing as disinformation that you don't agree with. In fact, you voted
against the bill, and there was a very public resignation by members
within your community.

Through the chair, I would also like to ask you this, Mr. Chiu. In
2015 you also lost the federal election. Was that as a result of for‐
eign interference?

Mr. Kenny Chiu: If you look at the information that I've pre‐
sented, I think it would be wise for the government to conduct a
public independent inquiry on foreign interference in the 2021 elec‐
tion, because it—

Ms. Jennifer O'Connell: Madam Chair, that wasn't the question
I asked.

I'm sorry, Mr. Chiu. I asked you this very clearly. In 2015 you al‐
so lost an election. I'm asking if that was as a result of foreign inter‐
ference, and then if in 2021 the foreign interference went away and
then...or, sorry, in 2019 the foreign interference went away—

Mr. Kenny Chiu: You'd better get your facts straight.

Ms. Jennifer O'Connell: —and then in 2021 the foreign inter‐
ference came back. Those are the facts. Those are the election re‐
sults from 2015, 2019 and 2021.

Mr. Kenny Chiu: Well, yes, many members of the House of
Commons, members of Parliament, have tried many times. For ex‐
ample, my colleague Alice Wong attempted it three times before
she was able to get elected in the riding of Richmond. Therefore,
you cannot blame foreign interference for everything. In fact, I did
not experience foreign interference in 2015. I did not personally ex‐
perience it in 2019. It doesn't preclude that it happened. That's why
I was especially sensitive to the difference. Twenty-two months af‐
ter the 2019 election there was a sea change. There were volunteers

quitting, who were staying persona non grata, as if I was the per‐
sona non grata, and staying out of contact.

The Chair: Thank you.

I'm just going to remind Ms. O'Connell and Mr. Chiu that if we
can't take turns, then we need to go through the chair. I know that
Mr. Chiu, as somebody who has served in the House, knows the
rules, as does Ms. O'Connell, who is serving in the House.

I would just remind us all to go through the chair if we're not go‐
ing to be able to just have a conversation back and forth and take
turns.

With that, I'll go to Madame Gaudreau.

[Translation]

Ms. Gaudreau, you have two and a half minutes.

Ms. Marie-Hélène Gaudreau: Madam Chair, my questions are
for Mr. Chiu.

Certain things have been proven, and there is speculation as to
whether certain allegations are true. Earlier I mentioned subversive
tactics.

Right now, we need to determine whether an independent public
inquiry is necessary to really get to the bottom of things. Otherwise,
this discussion could go on and on. What do you think?

[English]

Mr. Kenny Chiu: Pardon me. Can you repeat the question? I
didn't really get the question in there. I'm sorry about that.

[Translation]

Ms. Marie-Hélène Gaudreau: Given what's happening right
now, with all the grey areas and the fact that partisanship may be at
play, do you think an independent public inquiry is more than nec‐
essary?

[English]

Mr. Kenny Chiu: Absolutely, because with the latest news that
we have heard, every day and every other week, it is becoming
more and more concerning for Canadians in general. I'm now just
an ordinary Canadian.

The people I've come into contact with wonder what is happen‐
ing, how come our government has not acted to protect Canada, has
not been the sunshine that it talked about and has not been transpar‐
ent to Canadians about what happened.

For example, Mr. Michael Chong indicated that the national se‐
curity adviser told him that multiple MPs have been targeted by
Zhao Wei, the employee of the Toronto consulate.

Who are the other MPs? Could it be one of them among us here?
Could it be Ms. Jenny Kwan, the MP who was born in Hong Kong
and who has relatives in Hong Kong? We don't know. The govern‐
ment refused to answer. We have only to live in continued fear.
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● (1935)

[Translation]
Ms. Marie-Hélène Gaudreau: I have one last question,

Madam Chair.

Mr. Chiu, you said earlier that you weren't giving all the exam‐
ples. You said this goes back more than 18 months, but are you
afraid of reprisal?
[English]

Mr. Kenny Chiu: The simple answer is yes.
The Chair: I'll take that. Thank you.

Mrs. Blaney, you have two and a half minutes.
Ms. Rachel Blaney: Thank you.

I have no questions for Mr. Chiu, but I would just ask him not to
speak for other members of Parliament, because I can verify that
some of the things he's said are incorrect. Maybe don't do that for
other MPs.

Mr. Salvo, I would like to come back to you. In doing some re‐
search around the work that you do, I saw—hopefully I get this
right—the authoritarian interference tracker, which is a really
amazing tool. It gives a lot of information about interference and
what kind of interference, and then there's a lot of information that
explains it, so that if you were a civilian, you could look in there
and understand what the type of interference was and what the im‐
plications are, and find information about how that works. I think
it's really an amazing tool.

Could you talk a bit about that tool and how accessible it is? Is it
something that a government like Canada's could get behind with a
lot more focus?

The other thing that I want to note—maybe I'm just not good at
using it, because I didn't spend a lot of time on it—is that there was
nothing I could find that was past 2020. Is there a process that I'm
missing in that system?

Mr. David Salvo: For those who don't know, the authoritarian
interference tracker is an online tool we have, which maps and cata‐
logues Russian and Chinese interference in the trans-Atlantic com‐
munity, including Canada, since the year 2000. There are cases be‐
yond 2020, but they may not be applicable to Canada. It is a living
tool, so it is constantly being updated with new cases. Certainly,
there are cases in Canada from the last two to three years that
weren't being included.

The utility of the tool is to show two things. First, there are sev‐
eral tactics these authoritarian governments use to interfere in
democracies, and ones we may not pay attention to, like the subver‐
sion of civil society groups. Think tanks and student associations
are targeted and set up by authoritarian governments, which try to
mask their connections to them, in order to shape discourse, pro‐
mote censorship or forbid certain topics from being discussed in
academic or political settings. It's to show how these tools are used
to not only interfere in elections but to shape everyday democracy
and discourse in our countries.

The other utility here is, hopefully, to show that these tools aren't
really politically motivated. They are non-partisan when they are

deployed. Yes, there are moments, and we are having a political de‐
bate about moments in which an authoritarian government might
weigh in, trying to shape a particular election campaign. The track‐
er shows hundreds of cases in which these tools are being used well
outside of the context of electoral democracy, simply to get Canadi‐
ans, Americans and Europeans at each other's throats and to deni‐
grate the whole process of living in a democratic society.

The Chair: Thank you.

We're going to do a quick, two-minute round with Mr. Calkins,
followed by Mrs. Romanado.

Mr. Blaine Calkins (Red Deer—Lacombe, CPC): Thank you,
Madam Chair. My question will be for my former colleague, Mr.
Chiu.

Mr. Chiu, I'm sure you're familiar with a February 17 article pub‐
lished by Bob Fife and Steven Chase, which says:

A month after the September, 2021, vote, CSIS reported that it was “well-known
within the Chinese-Canadian community of British Columbia” that Ms. Tong,
then the Vancouver consul-general, “wanted the Liberal Party to win the 2021
election,” one of the reports said.
CSIS noted that Ms. Tong, who returned to China in July, 2022, and former con‐
sul Wang Jin made “discreet and subtle efforts” to encourage members of Chi‐
nese-Canadian organizations to rally votes for the Liberals and defeat Conserva‐
tive candidates.

The article also says:
In early November, 2021, CSIS reported, Ms. Tong discussed the defeat of a
Vancouver-area Conservative, whom she described as a “vocal distractor” of the
Chinese government.

She went on to say in this article that she helped to defeat two
Conservative MPs in the 2021 election.

Mr. Chiu, do you believe you're one of those two MPs?
● (1940)

Mr. Kenny Chiu: Yes, I do, although I do not have the screen‐
shot showing the admission of guilt from consul general Tong Xi‐
aoling.

Mr. Blaine Calkins: Who would the other MP be?
Mr. Kenny Chiu: I believe it was the other Richmond MP, Ms.

Alice Wong.
Mr. Blaine Calkins: Why do you believe that, Mr. Chiu?
Mr. Kenny Chiu: Like I said at the beginning, the Conservative

Party of Canada has been portrayed as not friendly to the CCP
regime in Beijing, therefore.... Even in the article you just referred
to, according to the CSIS whistle-blower, the consul general also
saw the Conservatives as less of a preference than Justin Trudeau's
Liberals.

Mr. Blaine Calkins: Thank you.
The Chair: Thank you.

Mrs. Romanado, you have two minutes.
Mrs. Sherry Romanado (Longueuil—Charles-LeMoyne,

Lib.): Thank you very much, Madam Chair, and thank you to the
witnesses for being here today.

I will make one request of Mr. Chiu, and I have a question for
Mr. Salvo.
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Mr. Chiu, you mentioned that soon after 2020, you were provid‐
ed a briefing by CSIS, and two more additional times. I'm going to
ask you to submit to this committee the dates of those meetings you
had with CSIS, for our timeline.

Mr. Salvo, you were talking a bit about the difficulties with re‐
spect to making sure average Canadians, and in your case Ameri‐
cans, understand what foreign interference looks like, some of the
tactics that are used, and how we can detect, deter and counter
some of those initiatives.

Can you elaborate a bit about any advice you would have for us
in terms of recommendations that perhaps parliamentarians and
their staff could be briefed on such tactics? What would you recom‐
mend our committee look at in terms of the detection and deter‐
rents?

Mr. David Salvo: I think it's most important to look at what gov‐
ernments and countries that have been dealing with this challenge
much longer than yours and mine have done to try to counter these
threats and build resilience in their society. The Nordic and Scandi‐
navian countries and the Baltic states are particularly good exam‐
ples. Parliamentary exchanges, I would argue, are an excellent way
to determine what you can do as a legislative body to not only pass
legislation but to engage in outreach in your ridings.

That is really where a lot of the rubber meets the road. You all
have cachet, presumably, with your constituents, and you are trust‐
ed, authoritative voices in your constituencies.

Leaving politics aside—I know that's hard—if you put aside, say,
a specific instance of interference in a particular riding and talk
about the tools and tactics that are used.... This shouldn't be contro‐
versial or partisan. These are tools and tactics that have been used
in dozens of countries all over the democratic space. It's not unique
to Canada, as you know. It's not unique to my country.

That will help. As we've learned in the States, that's really broken
down some of the partisan divides. We shed light on these tactics
and make ordinary voters aware of how they might be targeted at
even the local level.

The Chair: Thank you.

I know, Mr. Salvo, that you have a bit more to share. I will ask
this, if it's suitable, similar to the request made of Mr. Chiu: If you
have additional information to share with the committee, could you
submit it to the clerk? We'll have it translated and then shared with
committee members in both official languages.

With that, Mr. Chiu and Mr. Salvo, I would like to thank you on
behalf of PROC committee members for being here. We apologize
for the technical issues at the beginning of this set.

We'll be moving into our next panel. With that, we wish you both
a good rest of the day and thank you for your time and attention to‐
day. If there is anything else, please just send it to the clerk, and it
will be circulated.

For the purpose of committee members, we know that bells will
start shortly. Do we have agreement to work through the first 20
minutes of bells? We'll have the clock put up on the screen, so that
we're all aware of it. Is that suitable?

Some hon. members: Agreed.

● (1945)

The Chair: That's excellent.

Depending on what happens, we will go into estimates next
week. We will need a budget passed for the estimates, so that we
can have the copy and so forth. Are we okay with that budget being
passed?

Some hon. members: Agreed.

The Chair: That's excellent. We will suspend for two minutes,
do quick sound checks and start on the next panel. We'll see you
shortly.

Thank you.

● (1945)
_____________________(Pause)_____________________

● (1950)

The Chair: I call the meeting back to order.

In our next panel we have Sam Andrey, managing director of the
Dais at Toronto Metropolitan University, by video conference.

We also have Vivian Krause, researcher and writer, by video con‐
ference.

We will now start our opening remarks.

Mr. Andrey, let's start with you. Welcome.

Mr. Sam Andrey (Managing Director, The Dais, Toronto
Metropolitan University, As an Individual): Thank you, Madam
Chair, for the invitation to address the committee today.

My name is Sam Andrey. I am the managing director of The
Dais, a policy and leadership institute at Toronto Metropolitan Uni‐
versity, where we work to advance public policy solutions for the
responsible governance of technology and a strong democracy.

We have been conducting regular surveys of Canadians over the
past four years to better understand online misinformation and to
track public attitudes toward regulating online platforms.

I want to begin tonight by sharing a high level of what we under‐
stand from our research about the spread of online misinformation
in Canada. About half of Canadians say they see false information
online at least a few times a month. The use of online platforms for
news, particularly Facebook, YouTube and private messaging apps,
is associated with higher exposure to and belief in misinformation.
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About 10% to 15% of Canadians have a relatively high degree of
belief in misinformation and are more likely to hold false or con‐
spiratorial beliefs about many topics, such as COVID-19, the Rus‐
sian invasion of Ukraine, and immigration. This group tends to
have lower trust in mainstream media and public institutions in
general. Conversely, this group shows higher levels of trust in and
use of social media and messaging platforms for news, and people
in this group are less likely to say that they fact-check things they
see online using another source. These collectively are conditions
that can be taken advantage of by foreign actors to both seed and
amplify false information online.

What are potential policy solutions to this challenge? This is not
an easy question for a liberal democracy while protecting free ex‐
pression and avoiding unintended consequences, including the po‐
tential to produce chilling effects, surveillance creep and the cen‐
soring of voices that represent the most vulnerable.

There are of course proactive efforts the federal government is
already supporting in some way—things such as digital literacy
programming in schools and communities, and maintaining strong,
independent journalism. We also have measures in place now,
through the Canada Elections Act, to monitor digital election ads
and prohibit foreign parties from directly purchasing those ads.

However, a number of allied jurisdictions are also now advanc‐
ing regulatory models that place additional legal responsibilities on
online platforms to more transparently address their systemic risks
to society, including their role in spreading foreign disinformation
that is designed to undermine democratic processes.

Regulatory models could, for example, advance responsibilities
to require labels on synthetic or deepfake media, or to clamp down
on what's commonly referred to as “coordinated inauthentic be‐
haviour”, a tactic that can be used by foreign actors to artificially
spread false information through the use of fake or automated ac‐
counts.

There are also efforts under way to improve tools that enable
users to more easily fact-check or understand the context of what
they come across online. For example, WhatsApp has rolled out a
feature for highly forwarded messages, whereby you can tap on a
magnifying glass and send that message to a Google search. Twitter
has also begun piloting its “Community Notes” feature, which al‐
lows users to add context to misleading tweets, which others can
then rate the helpfulness of. Nudging features like these, as well as
other efforts that encourage users to think twice before sharing, can
help mitigate the spread of misinformation without censorship.

I want to close by saying that we have found, through our sur‐
veys, that these platform governance proposals are supported wide‐
ly, by more than 80% of Canadians, and that the majority of Cana‐
dians believe the intentional spread of false information is a threat
to Canadian democracy that needs to be addressed by our govern‐
ments.

Thank you for the opportunity. I'm looking forward to your ques‐
tions.

The Chair: Thank you, Mr. Andrey.

Ms. Krause, it's over to you.

Welcome to PROC.

Ms. Vivian Krause (Researcher and Writer, As an Individu‐
al): Thank you very much for the invitation to join your meeting
today.

My name is Vivian Krause. I am in Vancouver, and I am appear‐
ing here as an individual.

The reason I am here is that I've had two experiences since 2017
with Elections Canada investigations, and I think that those experi‐
ences can perhaps be useful in looking to see how they went and
how they can be improved.

Since 2017, I should say that I have been involved with two in‐
vestigations, which were Leadnow and WE Charity. In both cases,
these were non-profit, youth-focused organizations, which are very
different from an authoritarian state government.

In both cases, the organization at the heart of the investigation
had openly acknowledged that it had been trying to influence elec‐
tion outcomes. In both cases, there was clear evidence of funding
from outside Canada.

For example, in their book, WEconomy, the Kielburger brothers
write that they had been approached by Allstate—that's the Ameri‐
can insurance company—wanting to “buy election results”. That's
on page 253 of their book. They go on to explain, “[I]t's not what
you think. For the insurance [company], the cause [was] youth em‐
powerment,” but the Kielburgers explain further that they had cal‐
culated that it cost $34 to “buy” a youth vote. Allstate gave WE
Charity $34 million for their youth program, which I take was
enough funding for one million youth votes.

I'm sure we all agree that we want to encourage youth voting.
That's not the issue. The issue is the funding.

The second point I'd like to raise is that, with Leadnow, the rea‐
son this was a concern to me is that Leadnow was created by an
American organization. After the 2015 election, its executive direc‐
tor wrote in its annual report that year that it had run a Canadian
campaign that had moved the needle, contributing greatly to the
ousting of the Conservative Harper government.

Even in these two cases, where there was an admission on the
part of the organization being investigated that they had been trying
to influence the election's outcome, Elections Canada found noth‐
ing wrong.

In the case of Leadnow, I was interviewed. It was a four-hour in‐
terview, if I remember correctly, and I remember at the end of it
how frustrated the Elections Canada investigator was. He said,
“People like you who are concerned need to get the Elections Act
changed, because”—as he said—“we can only enforce it. We can't
change it.”
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I think there are three specific things that need to be tightened.
One is the types of activities that are regulated, especially with a fo‐
cus on online activity. Two, the time frame for reporting funds is
way too short. Three, non-cash, in-kind contributions are really
where the impact is being felt.

The second point I would like to make, and I'll be brief, is that, to
make our elections more resistant to outside interference, I believe
that it's at the CRA that we need to see change, and, in particular, at
the charities directorate. The reason this is so important is that char‐
ities can, in essence, Canadianize funds, so that once funds have
gone through a Canadian charity, in the eyes of Elections Canada
those funds are Canadian.

As I see it, the charities directorate has been operating largely on
an honour system. I say that because for the last 30 years, CRA has
revoked only 584 charities. That's an average of 22 charities per
year over the past 20 years. That's less than one-tenth of 1% of
Canada's 86,000 charities, so it is a negligible number.

Since last summer, CRA has revoked or put into the process of
revocation a total of 18 charities run by a single individual, a tax
lawyer in Vancouver. These audits, I think, are important to take a
look at, because they're revealing, not only about the charities but,
even more importantly, about CRA oversight.

One of the important things to note is that these 18 audits took,
on average, 10 years from the point of the transaction or the activity
that CRA found to be offside and revocation. The range was from a
minimum of seven years to 21 years. That's just far too long.
● (1955)

In one case the audit report was completed in 2012. It took an‐
other 11 years before the charity was shut down just last month, as
of March 25.

I draw your attention in particular to the case of Howe Sound
Samaritans' Foundation, a Canadian charity—
● (2000)

The Chair: Ms. Krause, are you close to the end? We have al‐
ready—

Ms. Vivian Krause: Yes. I have two more sentences.
The Chair: Okay. Go ahead.
Ms. Vivian Krause: I was going to mention Howe Sound

Samaritans' Foundation. They were revoked because they paid the
cost of a consultant to provide information to the Chinese govern‐
ment about charitable activities in eastern Europe, particularly Es‐
tonia, Latvia and Lithuania. This was paid for via a company called
Enabling Environment Endeavours.

The Chair: I'm sorry. Those are a long two sentences. We're lim‐
ited in time tonight. Thank you.

If you have opening comments, as always, just share them with
the clerk and we'll get them circulated to all members.

We will enter our first round of six minutes with Mr. Calkins,
followed by Ms. Romanado, Ms. Normandin and Ms. Blaney.

Mr. Calkins.
Mr. Blaine Calkins: Thank you, Madam Chair.

My first question will be for Ms. Krause.

Would you want to elaborate on your concerns regarding the
charities directorate at the CRA?

Ms. Vivian Krause: My concern is that the CRA is not enforc‐
ing the law requiring that charities stick to activities that are exclu‐
sively charitable. The example I was trying to illustrate was of a
Canadian funded via a Canadian charity, who was providing infor‐
mation to the Chinese government about what's going on in former
Soviet countries. That's not charitable activity.

If you read the revocation reports that are coming out, there are
some very concerning activities the CRA is revealing.

It's the nature of the activities that are being conducted that's a
concern, number one.

Second is the delay. When it's taking 10 years to shut down an
errant charity, that's too long.

I could go on. It's the nature of the types of activities occurring
that's a concern, and the other is—

Mr. Blaine Calkins: I don't mean to cut you off, but I want to
move on.

I'm an Albertan, Ms. Krause. It's been glaringly obvious to me
throughout my political career that money has come across the bor‐
der through various foundations and charities to advocate against
things like the energy sector, against pipeline development. We've
seen this, and I know you've spoken on these things a lot as well.

Foreign money can interfere in our domestic affairs in numerous
ways if we allow it. Now we have some relatively serious allega‐
tions of money being funnelled in by a foreign state through prox‐
ies in Canada to help certain candidates win elections, win nomina‐
tions, etc.

I had a bill back in a previous Parliament, C-406, that would
have banned third party advertising by any organization that re‐
ceived foreign funding. The issue seems to be, especially when it's
on the charity side.... I'm wondering what conclusions you can infer
when it comes to a foreign state actor, and how that would be dif‐
ferent. The problem I believe Elections Canada has with this is that
it's not able to sort out the molecules per se without keeping track
of separate bank accounts and where the money actually comes
from.

That's one of the glaring loopholes that I think we can all agree
on here.



May 9, 2023 PROC-71 13

What are some of the other glaring loopholes that allow foreign
money to flow into Canadian charities or into our political process
that you think need to be closed?

Ms. Vivian Krause: That's the big question.

I think the answer is, number one, that the CRA is running the
charitable sector on an honour system. There just isn't nearly
enough auditing. When you have 80,000 charities and only one-
tenth of 1% of them are shut down a year, it's just negligible.

Specifically with regard to elections, the two things I saw in the
investigations that I was part of were, first, that organizations were
having an influence via activities that aren't regulated. For example,
online activities, or creating a donor base, or developing video con‐
tent, or creating websites, editing reports, writing speeches, coach‐
ing and providing strategic guidance aren't regulated. None of those
were reportable expenditures.

The second issue is the time frame. What I saw is that so much
of the election preparation was done years in advance. By the time
the two-year mark came around—that is, two years before an elec‐
tion—the groundwork was already laid. If you compare that with
the timeframe for reportable expenditures, it's a matter of months.

It's very easy to circumvent the rules by making your expendi‐
tures before the reporting period even begins.
● (2005)

Mr. Blaine Calkins: Could you elaborate on this? You talked
about the types of activities that should be regulated and the time
frames—those are fairly straightforward—but you also talked about
non-cash, in-kind contributions, which, I think, are very difficult
things to track.

Could you give us some examples of how you think that's being
abused?

Ms. Vivian Krause: There's a lot of online support you can give
to a campaign from outside Canada. Even things like media moni‐
toring or monitoring online activity.... That's going to be very diffi‐
cult to control, because it can be done from a beach in Australia, or
anywhere. I mention the beach in Australia because that's where the
website for Leadnow was created, apparently. That's part of it.

I'll give you another example. The online donation mechanism
for Leadnow was created by an organization based in Washington,
D.C.

Whenever things online can be prepared by an online consultant
anywhere, it's hard to track the expenditures.

Mr. Blaine Calkins: Another rationale the government had for
voting against my bill, Bill C-406, was that they were going to in‐
stead pass a government bill, Bill C-76, which, if you believe the
government's talking points of the day, would have closed some of
the loopholes in foreign funding of elections by third parties.

Do you think Bill C-76 has been a success?
Ms. Vivian Krause: I couldn't answer that question, to be hon‐

est. I really couldn't predict.
The Chair: Thank you.

Mrs. Romanado, you have six minutes.

Mrs. Sherry Romanado: Thank you very much, Madam Chair.

Through you, I'd like to thank the witnesses for being here with
us this evening.

My first question is for Mr. Andrey.

You brought up some very interesting information with respect to
disinformation campaigns and social media. We all know how dis‐
information campaigns on social media were used in Crimea prior
to Russia's invasion of Ukraine.

We all know that members of Parliament have a role to play in
terms of informing our constituencies, but we also have a responsi‐
bility to make sure the information we are providing people is accu‐
rate.

One of the areas you mentioned, which I think would be interest‐
ing to hear a little more about, is the evolution of AI and what that
can do in terms of misinformation campaigns out there. I've seen
videos that have obviously been faked. They look and sound like a
person but have been proven to be incorrect.

Can you elaborate a bit on what you're seeing on the ground in
this regard, and how we can combat that?

Mr. Sam Andrey: Absolutely. I think, in general, automated
content or bot accounts—which are sometimes called “coordinated
inauthentic behaviour” by some of the big platforms—have been
tactics used by foreign governments and state actors for quite a
number of years. It's a form of automation. The concern is that the
sophistication of these tactics is growing and that AI—in particular,
generative AI, where text, video or images can be created more eas‐
ily—is rapidly getting better and will make the detection efforts
that platforms have tried to ramp up over time less successful. That
is, I think, the biggest concern. Doctored videos, deepfake images
and...text, as well, are growing in frequency.

In terms of what to do about it, there have been proposals that
any synth-fake media should be labelled. Of course, there is legiti‐
mate use of synthetic media that is satirical or artistic. However, if
we're concerned about the spread of misinformation, perhaps there
should be a little label on these platforms that informs the user
that's the case. If it is meant to mislead, the platforms could try to
impose labels on these images and improve over time—get to the
point of kicking users off the platforms who continue to post ma‐
nipulated images without labels, for example.
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In its most extreme form—I'm sorry if I'm talking for too long—
there have been suggestions that generative AI tools like ChatGPT
could keep a log of their outputs and that platforms could then, ba‐
sically, track against that log to automatically add the labels that....

Again, these are ideas people are putting forward to try to ad‐
dress the risks.
● (2010)

Mrs. Sherry Romanado: This may sound like a bizarre ques‐
tion. Given your experience, and your expertise in governance....
We have parliamentary privilege in the House of Commons, which
means that during question period, during debate, we can make
statements as long as we're using proper language and not using un‐
parliamentary language, but we can state things in the House which
could be incorrect.

I'd like to say all 38 million Canadians are watching CPAC,
watching QP, and watching us all the time. For those who are
watching, I would anticipate you would agree with me that we also
have a responsibility as members of Parliament to make sure the
content we are creating in the House of Commons, in terms of what
we are saying, is factually correct.

Otherwise, hiding behind parliamentary privilege to make state‐
ments in the House that are actually misleading and/or disinform‐
ing.... Would you agree that as parliamentarians we also have a re‐
sponsibility to make sure the information we are creating is accu‐
rate? We make clips for social media. We use parliamentary Par‐
lVU, or our parliamentary resources, to then post on social media,
and a clip may have a missing preamble or whatever. Would you
say that would mean we are creating disinformation campaigns as
well?

Mr. Sam Andrey: That's a tricky question. I want to draw a dis‐
tinction between the cut and thrust of domestic political actors who
talk to their constituents and foreign disinformation. The appropri‐
ate response to those things, I think, is understandably different.

I agree with the general premise of what you're saying, which is
that in an ideal state, our democracy is based on evidence and facts,
and voters are informed correctly. What is true and what is false in
a domestic debate context is subjective, of course.

Mrs. Sherry Romanado: I'm out of time, so I'll give that back
to the chair.

Thank you so much.
The Chair: Thank you so much.

Madame Normandin.
[Translation]

Ms. Christine Normandin (Saint-Jean, BQ): Thank you,
Madam Chair.

My questions are for Mr. Andrey. I'm going to pick up on what
he just said and piggyback on a question Mr. Turnbull asked during
the previous panel. Hesaid that it was just as important to address
foreign interference as domestic interference. He compared a disin‐
formation campaign on WeChat to a party sending out flyers con‐
taining false information.

Mr. Andrey, I'd like you to talk about your survey findings. Are
people more wary when information comes from a political party—
since they realize that it may be politically motivated—than they
are when information is shared by their peers, colleagues and peo‐
ple like them on social media?

[English]

Mr. Sam Andrey: I'll start with your first question. In general,
the use of messaging apps for news, things like WhatsApp or
WeChat.... When people say they use that as a source of news, they
are more likely to then also believe in misinformation.

It is in the scheme of these types of media, which are among the
worst in terms of their effects on people's belief in misinformation.
It is a concerning way in which people are accessing news. There is
an inherent trust in the media that you receive through these mes‐
saging apps that come from friends and colleagues. It's different
from news presented on a feed, where you might just scroll on by.
It has a higher likelihood of being read and a higher propensity to
be believed.

If I misunderstood your question, please feel free to elaborate.

The second question was, do people trust political parties? We
haven't directly asked that question, so I couldn't answer that.

● (2015)

[Translation]

Ms. Christine Normandin: Thank you.

As we've heard, one of the problems with information online is
that it's hard to identify the source, especially when foreign interfer‐
ence is involved.

Would it be possible to use flag icons as a way to label informa‐
tion that is shared online, to encourage people to look at it with a
more critical eye or question it further? Would a tool like that be
helpful, say, when tweets are retweeted over and over again by bots
or when sources outside the country are primarily responsible for
spreading information about Canada? Identifying the source can be
difficult.

[English]

Mr. Sam Andrey: Yes, absolutely.

A feature that used to be on Twitter, whereby you could see the
location of the tweet, was removed recently with the Twitter owner‐
ship change, which has been a slight setback in that kind of trans‐
parency that you described.

Whether it's domestic or foreign is at the heart of this debate, of
course. I've been watching the past meetings. The ability, in a short
amount of time, in an election, to understand the source is some‐
times not possible, and this relates to the threshold for mitigative
communications.
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While it's important to focus on what we can do about foreign
disinformation through the Elections Act and through the penalties,
it's also important to focus on what we can do in general about mis‐
information, regardless of its source, and how we can make the
platforms healthier places for democratic discourse. This goes back
to focusing on automated content and on nudges to encourage peo‐
ple to check things, and having different labels, as you described.
[Translation]

Ms. Christine Normandin: Thank you.

You said that, when people fact-check things they see online us‐
ing another source, it can help counter disinformation. The media
come to mind.

One of the groups we are interested in, as part of this study, is the
Chinese diaspora. Are members of that community at a disadvan‐
tage because they have access to very few—or no—reliable outside
sources in their mother tongue?
[English]

Mr. Sam Andrey: Absolutely. In fact, as one example, we find
that French Canadians are less likely to believe in misinformation.
It's been proposed that it is in part because in the English language
media ecosystem, disinformation flows up principally from the
United States to Canada, so the French media ecosystem is less sus‐
ceptible to it. There are all sorts of linguistic dynamics in our infor‐
mation ecosystem.

Specific to your question about the diaspora communities or Chi‐
nese-language communities, one potential solution that we
shouldn't overlook is the importance of local media, such as Chi‐
nese language newspapers and other smaller outlets, that can be a
voice and be a vehicle to address that. I think the federal govern‐
ment has made some efforts around supporting journalism. I think
more of that is needed, because that is a key way to address that
concern.
[Translation]

Ms. Christine Normandin: That's all the time I have.

Thank you.
[English]

The Chair: Thank you.

Mrs. Blaney, please.
Ms. Rachel Blaney: Thank you, Madam Chair, and I thank the

witnesses for being here today. I really appreciate your testimony.

Mr. Andrey, I am going to ask you the questions that I have to‐
day.

I thought it was very interesting when I read about the survey of
online harms in Canada. The information was interesting.

I'm really curious, because I know that Canadians' use of social
media is growing. I represent a more rural and remote riding, and
one challenge for small communities across Canada is that local pa‐
pers are really struggling to find ways to survive in this economy.
There is not as much support for them to make sure there are actu‐
ally accredited journalists doing the work and making sure the in‐
formation is true and factual.

I'm curious about this. You also said that Canadians are ready to
see action taken on this issue. I'm curious about how people are
making decisions about what a trusted source is when they go on‐
line.

If we're going to combat misinformation, what kinds of thoughts
do you have around what we could provide so that people know if
something is a trusted source or not?

● (2020)

Mr. Sam Andrey: It's a great question.

There are a few things. We have been tracking trust in main‐
stream media as well as in social media for the last four years. The
good news is that most of our mainstream media, like CBC, The
Globe and Mail, CTV and Global News, are highly trusted institu‐
tions among most Canadians. While it has slipped slightly through
the pandemic, which is a global phenomenon, not just in Canada, it
has not significantly.

On the other hand, trust in social media continues to fall. In fact,
fewer than one in 10 Canadians now say they have a high degree of
trust in Facebook, TikTok and Twitter.

I think Canadians are getting the message about where they can
access trustworthy information in some respects. On the other hand,
though, use of these platforms for news continues to grow. These
are a bit at odds, if that makes sense.

To your point, it relates to how we're consuming information and
how we're using our phones. In terms of the ability to access forms
of media like local media, there are a bunch of factors that con‐
tribute to that, which are worrisome. However, I wanted to answer
your question specifically about trust.

Ms. Rachel Blaney: Thank you for that.

You talked a lot about ethnic media, and earlier today we heard
testimony about different countries resourcing media within
Canada. There should be more accountability in how people are
trained and what resources they're getting. I think that's an impor‐
tant part.

I'm just wondering, when you did this research, if you did any
particular research on social media that was in different languages
in Canada, or if it was just on the French and English. Is that a gap?
Do we need to see more resources to research that, to make sure
those methods are really being held to account, so then we can sup‐
port that transparency?

Mr. Sam Andrey: That's a really good question.
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We did a study two years ago, specifically around messaging
apps. We dug into WeChat, in particular. Private messaging apps
tend to be a key vehicle for diaspora communities. For example,
WhatsApp is heavily used in the South Asian community in
Canada. Telegram is used by the Russian and eastern European
communities. Different apps are used differently. It's easy to com‐
municate back home, and there are also already groups with family
and friends, etc.

Having said all that, in general, the use of these apps is associat‐
ed with higher exposure to and belief in misinformation. People
who use those apps say that they receive misinformation. I think
about 40% said that they receive it at least a few times a month, and
WhatsApp, WeChat and Telegram stood out among those. We
haven't looked specifically at language, but I think our findings are
decent proxies for that.

Does that help?
Ms. Rachel Blaney: That does help. Thank you.

This is my last question. It says here that 15% of Canadians have
a high degree of belief in misinformation. This really makes me
think of living through the convoy and watching journalists go on
live television right there and ask people to share their thoughts.
People just kept yelling, “Fake news!” and wouldn't say anything. I
just watched that and found it so odd.

In any of the work that you've done, is there clarity about why
this 15% is believing more misinformation. What can we do to re‐
mind people of the fact that Canada has some good things that we
should look at?

Where is that distrust, and what can we do? It was mind-bog‐
gling to me that when they had a microphone in front of their face,
and they could tell everyone whatever, they couldn't think of any
words to say except, “Fake news!”

● (2025)

Mr. Sam Andrey: That's a great question. I think it's the key
question.

There's concern that this group is growing and that the online in‐
formation ecosystem is making it worse. Conspiratorial beliefs
have always existed. In some ways we are focusing new attention
on a thing that has always existed and maybe was never tracked ad‐
equately. Yes, there is a minority of Canadians whom we categorize
as having a high belief in misinformation, because they believed at
least six of eight statements that were common misinformation
about a range of topics.

The Chair: Thank you, Mr. Andrey.

Mr. Sam Andrey: I'm sorry.

The Chair: Don't be sorry. We appreciate the information you
have provided to us. I'd like to thank Mr. Andrey and Ms. Krause
for the information.

I would just like to say that if there's anything else you would
like committee members to know, please share it with the clerk.
We'll have it translated and available in both official languages and
shared with members.

We are heading off to two votes, and because it will take a bit
longer, we will not return.

We wish you a good rest of the day. We thank you for the infor‐
mation you've provided.

Members, we will see you on Thursday at 10 a.m. in room 025-
B.

With that, the meeting is adjourned.
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