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● (1105)

[English]
The Chair (Hon. Bardish Chagger (Waterloo, Lib.)): Good

morning, everyone. I call the meeting to order.

Welcome to meeting number 81 of the Standing Committee on
Procedure and House Affairs.

The committee is meeting today to study the question of privi‐
lege related to the member for Wellington—Halton Hills and other
members.

I will remind you to not have your earpiece near the microphone,
to use your earpiece and not somebody else's. Ideally what I'm real‐
izing, because I am returning to my mission for interpreters and
fighting for them, is IT will know when it's your turn to speak, so
you don't need to push the button to turn it on or off. That way we
make sure one person is speaking at a time, and we let these great
people do their work. So just lean in and they'll know it's your turn.
I'm confident we can do this very well. As always, we will maintain
a consolidated speaking list.

Today we have with us Mr. Vincent Rigby, visiting professor,
Max Bell School of Public Policy, McGill University.

Welcome to PROC. I understand that you've shared your com‐
ments with interpreters.

With that, I will pass the floor over to you for up to five minutes.
Mr. Vincent Rigby (Visiting Professor, Max Bell School of

Public Policy, McGill University, As an Individual): Thank you
very much, Madam Chair. It's greatly appreciated, and I greatly ap‐
preciate hearing that I have five minutes. I thought I only had four.
I have lots of time.

I served as national security and intelligence adviser from Jan‐
uary 2020 to June 2021. This term came at the end of a 30-year ca‐
reer in which I held senior positions in a variety of security depart‐
ments, including National Defence, the Privy Council Office, Glob‐
al Affairs and Public Safety. In all these positions, I was either a
producer or a consumer of intelligence. Security intelligence was at
the heart of my public service career.

I am pleased that Canada is finally having a public debate about
national security and intelligence. However, this is not the way to
go about it.

I condemn the individual or individuals who have leaked highly
classified intelligence. These leaks undermine our national security,
and they potentially put lives at risk. They also present an incom‐

plete and potentially misleading picture of national security con‐
cerns. Providing a few examples of isolated intelligence without
any context does not make for informed discussions; it is akin to
proudly displaying a complicated jigsaw puzzle with most of the
pieces missing.

The men and women of our intelligence community are highly
trained and dedicated professionals, but is that community without
flaws? Unequivocally, no. Since I left government, I have spoken
publicly about these flaws.

I co-authored a report last year with Thomas Juneau from the
University of Ottawa, who I think was a witness before this com‐
mittee last week. It was supported by retired senior security offi‐
cials with close to 300 years of collective experience. It identified
systemic weaknesses in our national security system, with every‐
thing from a lack of security culture and strategy to shortfalls in in‐
formation sharing, governance and transparency. All of these
played out, not only during the foreign interference controversy, but
during the “freedom convoy” as well. I have commented publicly
about that.

I was once part of that system, and I accept my share of responsi‐
bility for those failings, but my point is that even before the current
storm over foreign interference, informed commentators were stat‐
ing that our national security system was in peril and called for a
review of related policies, governance and tools to help confront
the very dangerous world in which we live. We have had no such
review in nearly 20 years.

A highly politicized debate over one specific area of intelligence,
however important, seemingly aimed at assigning individual blame
is not the solution.

While I was national intelligence and security adviser, the pan‐
demic and other issues consumed much of my time. I discussed for‐
eign interference with the Prime Minister on at least one occasion
formally, and I read intelligence reports on the topic and discussed
them with colleagues. I fully understood that it was a serious long-
standing and growing problem in Canada.
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The July 2021 report on the targeting of Mr. Chong and other in‐
dividual MPs was produced and distributed after my departure, but
I am not surprised that this intelligence was not raised to the politi‐
cal level. This is where the system is particularly weak. The intelli‐
gence community produces thousands of reports a month, many of
which I read over the course of my term. I would estimate that I
read probably between 5,000 and 7,000 intelligence reports in my
18-month stint, but we did not have a formal system to flag impor‐
tant pieces of intelligence. What we had was ad hoc, and it was in‐
consistent.

I knew there was a problem. In response, I created a new DM in‐
telligence committee, the DMIC, which put a greater premium on
operational-level intelligence. I was concerned that important and
actionable intelligence was not being appropriately flagged or fol‐
lowed up on. This committee was a step in the right direction, but it
was still a work in progress when I departed in the summer of 2021.

Finally, I am aware that more steps are being taken to strengthen
information sharing, but it should not be just for foreign interfer‐
ence. It should be for all intelligence. Reforms should include, first,
a stronger intelligence capability at the centre to flag and fuse im‐
portant intelligence to the Prime Minister and to other ministers.
The government, in my view, should explore creating a position
within PCO similar to the director of national intelligence, or the
DNI, in the United States and separate from the NSIA.

Second, create a cabinet committee on national security, chaired
by the PM, that meets regularly to receive intelligence briefings and
discuss appropriate responses.

Last, promote greater transparency. Government should, among
other things, produce annual public threat assessments, respond to
NSICOP reports, publish intelligence priorities and share more in‐
telligence outside the executive, including with members of Parlia‐
ment. These are issues that have been discussed in government but
have still not been implemented.

I'd be happy to discuss any of these issues in greater detail, espe‐
cially those moving forward. I am here today as a witness because I
care about this issue and I would like to see our national security be
improved.

Thank you, Madam Chair.
The Chair: Thank you very much, Mr. Rigby.

With that, we will start six-minute rounds.

As a reminder, the microphone will turn on and off for you, so
you can take that off your plate.

Mr. Cooper, six minutes to you, through the chair.
Mr. Michael Cooper (St. Albert—Edmonton, CPC): Thank

you, Madam Chair.

Thank you, Mr. Rigby, for being here.

Mr. Rigby, in May 2021 you were the national security and intel‐
ligence adviser to the Prime Minister. Did you receive the May
2021 CSIS issues management note indicating that there was intel‐
ligence that the Beijing regime intended to target MP Michael
Chong, another MP and their families?

● (1110)

Mr. Vincent Rigby: Not that I am aware of. I do not recall re‐
ceiving that [Inaudible—Editor].

Mr. Michael Cooper: When did you first become aware of this
issues management note?

Mr. Vincent Rigby: Through the newspapers.

Mr. Michael Cooper: That would have been in recent weeks.

Mr. Vincent Rigby: Very recently. Yes.

Mr. Michael Cooper: On page 27 of the Johnston report, he in‐
dicates that the issues management note was sent to the attention of
the then minister of public safety, Bill Blair, along with his chief of
staff and deputy minister, via what he called the top secret network
email.

Last Thursday when Minister Blair appeared before this commit‐
tee, I asked him about this. He said that was not correct, that there
is “no email account in which top secret information is shared with
ministers.”

Given your familiarity, as the national security adviser, whose
account of the facts is correct? Is it Mr. Johnston's? Is it Minister
Blair's? Both can't be right.

Mr. Vincent Rigby: Madam Chair, I can't speak to the details of
how intelligence is shared in ministers' offices. It's done in different
ways in different ministers' offices.

I, myself, rarely took things right off the system. I had hard-copy
packages presented to me. That's the way we did it for the Prime
Minister as well. That's how we did it for the Prime Minister's Of‐
fice.

I'm not aware how Minister Blair organized his office, how they
took material off the system and whether CSIS actually delivered
this material in hard-copy form. I'm not aware how it would work
in that individual minister's office.

Mr. Michael Cooper: The system you're referring to is the top
secret network.

Mr. Vincent Rigby: It is a top secret network. There are many
different systems, but yes.

Mr. Michael Cooper: Okay.

Would there have been emails sent? Minister Blair said there's no
such thing, there's no account. But Johnston says, in his report, that
this was sent by way of some form of email to his attention.

Mr. Vincent Rigby: I honestly can't speak to the details, because
I'm not aware. That is a question you'd have to ask the CSIS direc‐
tor or someone in the minister's office.

Mr. Michael Cooper: Okay.
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You talked about briefing the Prime Minister on foreign interfer‐
ence. Did you see the PCO daily intelligence brief of February 21,
2020, which noted that there was a “subtle but effective” interfer‐
ence network by Beijing in the 2019 federal election?

Mr. Vincent Rigby: My understanding is that was part of the
daily intelligence brief that was put together by the international as‐
sessment secretariat, which worked under me.

I read, as I said earlier, between 5,000 and 7,000 documents. I do
not remember that specific piece of intel. Those daily intelligence
briefs would have anywhere from five, six, seven to 10 items, and I
don't recall specifically seeing that or reacting to it.

Mr. Michael Cooper: So it follows that you don't recall briefing
the Prime Minister about that.

Mr. Vincent Rigby: I briefed the Prime Minister more broadly
on foreign interference. That would have included election interfer‐
ence, but briefing him specifically on that item, no.

Mr. Michael Cooper: Jody Thomas, when she appeared before
the committee, indicated that the February 21, 2020, daily foreign
intelligence brief would have been part of the Prime Minister's
reading package. Is that your understanding?

Mr. Vincent Rigby: What happens is that the daily intelligence
brief is morphed into a weekly intelligence brief for the Prime Min‐
ister. The Prime Minister does not necessarily get the daily intelli‐
gence brief, but rather a weekly. The weekly would not necessarily
cover every single item in every single daily.

What was plucked, I cannot recall. Obviously, I can't even recall
that specific item, so I can't talk to that. It would be very difficult to
categorically say that it automatically went from the daily to the
weekly, which was for the Prime Minister.

Mr. Michael Cooper: Does the Prime Minister read his daily
reading package, in your experience?

Mr. Vincent Rigby: I can't speak to whether he read it on a daily
basis. I don't know.

Mr. Michael Cooper: Does he read his weekly package?
Mr. Vincent Rigby: I'm quite confident that he read his weekly.
Mr. Michael Cooper: Why are you so unsure about the daily

packages?
Mr. Vincent Rigby: That's because he got a PM weekly intelli‐

gence brief. That's what he received. I'm not sure if saw the daily.
Mr. Michael Cooper: But Jody Thomas and you just said he had

also received a daily reading package, so why—
Mr. Vincent Rigby: The daily brief was not aimed for the Prime

Minister. The Prime Minister's weekly intelligence brief went di‐
rectly to the Prime Minister, usually on a Friday. Whether the Prime
Minister was seeing the daily, which had a very wide circulation....
The PMO certainly saw it, there's no doubt about that, I would sug‐
gest, but whether the PM was seeing the daily and reading the daily,
I'm not sure. Again, there were two separate items, and one was
specifically aimed at the PM, and that was the weekly.
● (1115)

Mr. Michael Cooper: Who would decide as to what was put in
the weekly and was—?

Mr. Vincent Rigby: That was left up to the international assess‐
ment secretariat working within PCO.

Mr. Michael Cooper: Would you consider that it was a signifi‐
cant breakdown that we have at least two sitting members of Parlia‐
ment who were targeted by the Beijing regime and that information
was passed along to the Minister of Public Safety, the deputy min‐
ister and the minister's chief of staff, and he didn't see it? Then a
memo was sent in July 2021 to three deputy ministers plus the na‐
tional security adviser to the Prime Minister, your successor, and no
one saw it.

Mr. Vincent Rigby: Certainly, when I saw the news reports, it
did raise some concerns. I have not looked—

Mr. Michael Cooper: Some concerns—I'd say they were pretty
major.

Mr. Vincent Rigby: It raised some concerns, but I haven't seen
all of the intelligence, and any intelligence that crossed my desk....
I'm assuming that this document would have been based on some
source reporting. I certainly would have wanted to take a look at
the source reporting and the nature of the intelligence. Was it a hu‐
man source? Was it an intercept? If it was a human source, was it a
human source with a corroborated reporting history? I would have a
lot of questions—

The Chair: Thank you.

Mr. Michael Cooper: [Inaudible—Editor]

The Chair: Mr. Cooper, resist. Mr. Cooper, resist. Resist, Mr.
Cooper.

When I hit seven minutes, I provide the courtesy that I have now
been known to provide, and then, Mr. Cooper, for some reason, you
don't notice that courtesy. I think it takes away from what we're try‐
ing to do here. I let you finish your question. You got to six minutes
and 32 seconds. I let Mr. Rigby comment back, because it was ap‐
propriate. I time this stuff. Maybe I take it too seriously, but I think
when it comes to our democratic institutions, we all should.

It's early in the game. I'm letting you know how it operates. I'm
asking the mike tech to make sure that only one mike is on at a
time. That way we will ensure that what interpreters are hearing....
This is a resource that is very limited right now.

I don't want to live in a world where my ears can't hear. It's a
blessing to have, and I'm not going to have these people who do
this for a living and provide us with our two official languages con‐
tinue having to have this battle. I will battle for them, and I hope
every single member stands with me on it.

Thank you, Mr. Rigby.
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Mr. Turnbull, the floor is yours.
Mr. Ryan Turnbull (Whitby, Lib.): Thank you, Madam Chair.

Thank you, Mr. Rigby, for being here today.

I want to acknowledge your 30 years of service and say how
much we value your expertise and that you can lend some valuable
insight into what we need to do in order to continue to evolve our
response to the threat environment that we know is changing in
terms of foreign interference.

I want to ask you a question. It's something I've been wondering
about for a while, and I thought, just based on your experience, that
you might be a good person to enlighten us on this.

I know that the government's response has been changing. Cer‐
tainly, I think we've heard from Mr. Johnston that there are short‐
comings we need to address. I think we can all acknowledge that,
but what I'm interested in is that it seems to me—and you can tell
me whether you would consider this an accurate characterization of
the evolution—that we've gone from kind of a siloed approach
within a few different departments in terms of foreign interference
and perhaps in past governments to what Rosenberg called an elec‐
toral ecosystem approach and the four pillar plan to protect Canadi‐
an democracy, which was, I think, a change.

It looks to me like it's more a systems approach. Maybe a whole-
of-government approach would be a good way to describe it, and I
think maybe we're even moving to a whole-of-society approach
where we're thinking about engaging citizens and having more of a
public dialogue about this so that people are aware.

Do you agree with that assessment, first of all? Do you agree
with the general sentiments I'm laying out here that there is this
evolution in terms of a more systemic approach to combatting for‐
eign interference?
● (1120)

Mr. Vincent Rigby: I would say that is true. I think the system
has matured over the last number of years as we've seen the threat
evolve in terms of what's happened in not just Canada but other
countries as well. I've advocated on a number of occasions publicly
that we need a whole-of-Canada response, not just a whole-of-gov‐
ernment response. We need all Canadians informed. We need all
Canadians educated. We need all Canadians aware.

Absolutely, I'd like to see us move not just whole of government
but also whole of Canada.

Mr. Ryan Turnbull: Got it. I recognize that this seems to be the
next chapter in this evolution.

What I wanted to get at in relation to this is that I studied systems
theories. When you add a whole bunch of new mechanisms and ac‐
tors and departments into a more complex threat environment,
you're likely going to increase the chances that information flow
and structural challenges arise. Would you not agree with that? It's
almost a natural evolution in challenges that we're now confronted
by and are having to overcome as a result of the next stage of the
evolution of our response.

Mr. Vincent Rigby: I would suggest that what you have here is
the perfect storm. On the one hand, I think you're 100% right. Elec‐

toral interference is not new. It's been around for a long time, but I
think it has become more intense in the last number of years. The
challenges have become more complex. The way we're responding
has become more complicated, with greater attempts at using dif‐
ferent mechanisms. There are a lot of, as you say in terms of the
systems, moving parts, etc. We're probably still experiencing some
teething problems. That's pretty clear.

Having said that, the perfect storm emerges when a lot of the
problems with respect to information flow and information sharing
have been there for a long time. Those are legacy issues. You have
new systems being put in place, and new mechanisms like the panel
of five and SITE, etc. Then you have old problems with respect to
sharing intelligence, having it fuse properly and having it pushed
up at the political level and the right people seeing it at the right
time. That's the perfect storm.

Mr. Ryan Turnbull: Right. We heard from Jody Thomas as well
that there needs to be a focus on what advice is given and recom‐
mendations are made as to what should be done about the intelli‐
gence, even when it does flow correctly, at the right pace, to the
right people, at the right time, which is a bit of an orchestration. It's
complex. I'm just acknowledging that it's complex and it's chang‐
ing, and therefore there will be challenges.

In terms of the general sentiments here, there are some shortcom‐
ings in terms of structural challenges and communication flow.
There's also a significant cultural change within the intelligence
agencies and the intelligence community in general. Can you speak
to maybe the cultural shift and describe that a little bit further for
us?

Mr. Vincent Rigby: Well, a cultural change has to take place
within the public service but also at the political level. Again, this is
operating at two different levels. Within the public service and
within the government writ large, yes, absolutely; I think the S and
I community, the core agencies of PCO, CSIS and CSE, take this
very, very seriously. We may not have it perfectly right....

I'm sorry. I keep referring to “we”. I'm retired now.

Certainly, best efforts have been made to improve that culture.
The problem is more across the public service writ large and trying
to bring other government departments into the intelligence picture,
making sure that, again, this intelligence gets outside not just the
core 10 or 12 S and I departments but to other spaces in between. I
think the political level, in many respects, is the most important
level. You can get the best intelligence in the world up the chain
and it can go to the political level, but you need someplace to actu‐
ally receive that intelligence and discuss it.
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One of the problems I've had for a long time is the fact that you
really don't have anywhere for this intel to go right now. The NSIA
briefs the prime minister. Other deputies brief their ministers, such
as the minister of public safety. The CSE chief briefs the minister
of national defence. You have occasional briefings to cabinet com‐
mittees. I gave a lot of those briefings. Once in a blue moon there
was a presentation to full cabinet.

I think it would have been really useful here to have the prime
minister with key ministers sitting around the table in a cabinet
committee on national security talking about this stuff on a regular
basis so that we wouldn't get to crisis mode. You'd be getting regu‐
lar intel briefs. The PM would be able to talk about it with his min‐
isters.

We've never truly had that in this country. We've made a few at‐
tempts, but that's what we're missing. I think that would have
helped in this situation.

I'm sorry to go over time, Madam Chair.
The Chair: Thank you, Mr. Rigby.

[Translation]

Before giving the floor to Ms. Gaudreau, who may use either of‐
ficial language, I want to inform you, Mr. Rigby, that the time taken
for interpretation won't be counted against Ms. Gaudreau's time. I
therefore invite you to take the time you need to listen and answer
her.

Ms. Gaudreau, you have the floor.
● (1125)

Ms. Marie-Hélène Gaudreau (Laurentides—Labelle, BQ):
Thank you, Madam Chair.

I also thank the witness.

In your speech, you said you had co-written a report with
Mr. Juneau. What was the publication date of that report?
[English]

Mr. Vincent Rigby: I believe the exact date was May 28, al‐
though I may be mistaken, but it was about a year ago, in 2022.
[Translation]

Ms. Marie-Hélène Gaudreau: Excellent.

I'm trying to make the connections and understand how, based on
what we heard, even with all the witness's professionalism, the re‐
peated warnings, a reform has been needed for 20 years…

The Chair: Excuse me, there is a point of order.

Ms. Sahota, you have the floor.
[English]

Ms. Ruby Sahota (Brampton North, Lib.): I apologize. Maybe
I'm on the wrong channel, but I wasn't getting interpretation. It
might be my fault.

I'm sorry. I'm okay.

I apologize for interrupting you, Madam Gaudreau.

[Translation]

Ms. Marie-Hélène Gaudreau: Madam Chair, when the mic is
always on, it's harder to hear the interpretation. I'm often having
fun, but I don't want to lose this time. The witness's answer is near‐
ly inaudible when my mic is on.

The Chair: I asked for only one mic to be on at a time. The time
it takes to turn off one mic and turn on another is time that will be
granted to you. If we let the technicians do their work, we will hear
everything.

Ms. Marie-Hélène Gaudreau: Very well.

I would like to know why for 10 years, even 20 years, interfer‐
ence issues have been worsening, so much so we find ourselves
here today.

Given your broad national security experience and your role as
Associate Deputy Minister for Foreign Affairs, why wait until the
media sounded the alarm? Is there something else we need to un‐
derstand? Then, we'll talk about the future.

What must we understand?

[English]

Mr. Vincent Rigby: Thank you, Madam Chair, for the question.
I think it's a very important question.

There were two reports that came out a year ago, 18 months ago.
The first report was done by CIGI. It was co-authored by Wesley
Wark, who I think you know well, and Aaron Shull. That came out
in December 2021. Then the Ottawa U report, co-chaired by
Thomas Juneau and me, came out in May 2022, if I am not mistak‐
en.

I remember talking to CIGI and talking to my colleagues at the
time and thinking, boy, what a one-two punch this is going to be for
these two reports to come out, because they came to almost identi‐
cal conclusions and almost identical recommendations: that (a) the
national security structure in Canada was in peril, and (b) massive,
massive changes needed to take place. We thought, “Boy, this is go‐
ing to get some headlines, and this is going to get some action.”

I'll be perfectly honest: I was disappointed in the response.

There was some media that did pick it up—a lot of interviews.
The media was actually quite good, but I don't believe there has
been a lot of pickup at the political level. But I could be wrong. I
don't know what goes on behind closed doors right now, and maybe
some of those recommendations I'm talking about, like a cabinet
committee, are now being explored.

I do find it interesting that almost all of the recommendations
with respect to foreign interference and information sharing and
governance played out during whatever you want to call it—the
storm right now over foreign interference—and a lot of the recom‐
mendations and material that we had in there about information
sharing played out also during the convoy. We talked a lot about
sharing information better with the provinces, with the territories,
with the municipalities, and it all played out.
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I take no credit for having a crystal ball or being a clairvoyant,
but I just found it very interesting that this stuff has been out there.
Everybody is now walking around going, “Oh, my God, I'm so sur‐
prised. I can't believe this is happening. I can't believe we have
these kinds of issues in our national security system.” They were
actually laid out in two major, major reports in the space of six
months.
[Translation]

Ms. Marie-Hélène Gaudreau: Thank you, Madam Chair. I will
stop my timer as well.

It worried me when Ms. Jody Thomas told us there's 3,000 to
4,000 reports to read almost every month. You've just said you
might have read between 700 and 5,000 reports. There comes a
time when we just can't do it anymore and need help. We're hearing
that the culture of intelligence is lacking. I dare to hope it will im‐
prove, since the situation has been a concern since last November.

I would like you to tell us about the 180‑degree shift… You al‐
ready talked about some public measures intended to reassure peo‐
ple. I just want to take a moment so you can tell us what we need to
do to recalibrate after all these years. All is not lost, but these are
grave times.
● (1130)

[English]
Mr. Vincent Rigby: I suggested three or four recommendations

at the end of my opening statement. I honestly believe we do need
to fuse the intelligence better and flag it better. I think that my suc‐
cessor has taken some steps in that direction.

As I've said, I made some early attempts with the creation of this
DM intelligence committee, which had always focused on strategic
level foreign intelligence assessments. I wanted to focus a little bit
more on domestic stuff that was happening inside Canada, intelli‐
gence that was actually actionable. When you do a very strategic
foreign intelligence assessment that say is looking at what is coun‐
try X doing in region Y, it's not necessarily immediately actionable.
But I and a number of colleagues, including David Vigneault, the
director of CSIS, said there's stuff coming out that we're not neces‐
sarily looking at and thinking about what we need to do in terms of
follow-up. So I created that committee.

I think it's a legacy issue. I think it had been there for a long
time. I created the deputy minister intelligence assessment commit‐
tee when I was the head of the international assessment secretariat
from 2008 to 2010. I think it was a gap and that's why I created a
different committee with a focus both on the strategic assessments
and the operational level intelligence.

Does that answer the question that's probably coming as to did
anything with respect to Mr. Chong or other targeted MPs come be‐
fore that committee? No, it didn't. That committee was having
teething problems as well.

I'd love to come back and talk about some other ideas. Maybe I'll
get another chance.
[Translation]

Ms. Marie-Hélène Gaudreau: With these recommendations…

Madam Chair, I admit that I blanked on my question, but I know
it would've been too long. Let me take my remaining 30 seconds
and add it to my next turn. I will ask it then.

Thank you.

[English]

The Chair: Ms. Blaney.

Ms. Rachel Blaney (North Island—Powell River, NDP):
Thank you so much, Chair.

Thank you to the witness for being here today. I appreciate your
testimony.

I'm just trying to clarify a few things. We had Ms. Thomas in the
committee very recently. She said that she was not provided with
the Michael Chong CSIS memo, but that her predecessor had seen
it. I'm hearing from you that you haven't seen it.

I'm trying to figure this out, because it feels like there's some sort
of process that's missing. I'm trying to understand that. I'm wonder‐
ing if you could speak to that.

Mr. Vincent Rigby: I did not see it because I retired on June 30,
2021. The memo came out in July. It was prepared and distributed
after I left. I did not see drafts of it or anything along those lines or
any other intelligence that I can recall referring to this. That's why I
personally didn't see it.

As to what happened after that, there was a long lag between my‐
self and Jody being named as the NSIA. It took six months to name
a new NSIA. There were interim or acting NSIAs in the meantime.
I think you're having one or two of them appear before the commit‐
tee.

Ms. Rachel Blaney: Thank you for that. I appreciate that clarity.

It's interesting to me that you did say in your testimony earlier
that you did talk to the Prime Minister once about foreign interfer‐
ence, if I got that correctly.

But in the list of dates of the briefings provided to PROC, there
was nothing in there that mentioned that. Was this a different sort of
communication process?

Again, I'm just trying to clarify the information that I have before
me.

Mr. Vincent Rigby: I looked at that list as well. I think what
happened was that it was a briefing that was done, I believe, in ear‐
ly 2021. It was listed—and again, this would have to be confirmed;
you would have to go back to PCO—as a briefing done by David
Vigneault. David Vigneault was the lead briefer. I was with David.
It was actually a joint briefing between the NSIA, me and David
Vigneault.

● (1135)

Ms. Rachel Blaney: Thank you. That is helpful for me.
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You said very clearly that you have some concerns about the pro‐
cess and that when you were in the role you put some things togeth‐
er, and there are some other ideas that you have.

One of the things that I think you were saying in the last ques‐
tioning was about the committee of intelligence and that you were
looking at what was happening internationally and that foreign as‐
pect but also within the country.

I'm wondering if you could talk a little bit about what you were
seeing within the domestic actions. If you can't talk specifically, I
understand that. What were the processes you were looking at and
how were you trying to make that information clearer so that when
it was delivered to the Prime Minister it could be understood in a
way that action could be taken?

Mr. Vincent Rigby: I think the deputy minister of the intelli‐
gence assessment committee, which was in place before.... Again,
there were very high-level foreign intelligence strategic assess‐
ments looking at the big picture—geostrategic issues, functional is‐
sues, etc. I wanted a greater focus on domestic issues, because of
hostile-state activities, so I looked at the environment. Whether it
was China, Russia, Iran, North Korea, whatever the case may be, or
violent domestic extremism threats inside the country, all those
kinds of issues—technology, nefarious attempts at investment by
foreign actors—I wanted a little bit more of a window into some of
that intelligence. If they weren't actual strategic assessments, I even
wanted to look at single-source reporting, intelligence reports that
were not necessarily analyzed, but we all looked as them and went,
wow, that's kind of important. Let's talk about it. What are we going
to do about it, but then where do we need to send it? Do we need to
send it up to the political level?

When I was in the job, this was very nascent. That committee
was up and running for six months. I don't know where that com‐
mittee is now, how often it meets. It was meeting every two weeks,
and there was a standard agenda. The first agenda item was strate‐
gic international assessments, the second item was actionable intel‐
ligence that we needed to discuss, and the third item was broader
coordination issues across the community.

I think that reflects my attempt to try to get on top of this in early
days; and then I had my 30 years, and I left at the end of June. I
would have loved to worked on that a little bit more if I had stayed
in the job longer.

Ms. Rachel Blaney: Thank you for that.

I'm wondering in the work that you were doing over the time pe‐
riod that you had, if there were any discussions about how to ad‐
dress information that may impact members of Parliament and can‐
didates during elections and the process that you had. What I think
is most frustrating as we go through this is that members of Parlia‐
ment were not notified that there were things happening about
them, and now of course you know, and Ms. Thomas has talked
about this, that they're going to do the absolute opposite, which is
just give information as quickly as possible. I'm wondering if there
was any discussion. Was that something you were looking at, and
how were you looking at it?

Mr. Vincent Rigby: I'm sorry. I have to be careful here, because
I can't get into specific advice that I gave to the Prime Minister and
the conversations that happened.

I mentioned to you at the end of my opening remarks some of the
things that I think we need to do a little bit better in terms of trans‐
parency. Certainly there were discussions about giving briefings to
all members of Parliament with respect to foreign interference, a
general sense to all MPs of the dangers of foreign interference, not
just in the context of elections, but more broadly other attempts at
coercive foreign interference efforts. There had been a little bit of a
talk about that.

Certainly there was a lot of talk about the security of ministers in
particular and MPs more broadly. That's not specifically foreign in‐
terference, but it could move into the realm of foreign interference
on a certain level. All that is to say that there was a great deal of
talk about members of Parliament and their roles, including NSI‐
COP, including their possible access to intelligence, talk about giv‐
ing intelligence clearances, classified clearances, to leaders of the
opposition, things like that.

The Chair: Thank you.

We are going into five minutes for Mr. Calkins, followed by Ms.
Sahota. I would like to keep it tight so that we can try to get
through a full round.

Mr. Calkins.

Mr. Blaine Calkins (Red Deer—Lacombe, CPC): Thank you,
Madam Chair.

Thank you, Mr. Rigby, for being here today and for your years of
service to Canada.

I want to go back to this international assessment secretariat.
They were ultimately responsible, you said, for producing the
weekly briefing that the Prime Minister got, which is the only one
that you've assured us that the Prime Minister actually sees, so this
obviously is the focal document according to your testimony.

What process did that take? Who signed off on that assessment
secretariat? Did that go up the chain through the NSIA? Where did
it go through the PCO? Where was the hand-off to the political lev‐
el? Can you give us a sense of where that document chain would
go?

● (1140)

Mr. Vincent Rigby: Just on what the PM saw or what the PM
didn't see, that's to the best of my understanding, certainly when I
was an NSIA. I want to be absolutely clear on that. I can't promise
you that the PM didn't see some of the dailies, but all I'm saying is
that there was one document in particular that was aimed at the
Prime Minister on a weekly basis.

In terms of the sign-off, that is signed off, I believe, at the level
of the head of IAS. When I ran IAS, I signed off on it, because I
was the one who actually introduced.... I don't know if I introduced
the daily, but I think it was a weekly back then, but I signed off on
it. I tried to give the IAS as much freedom as possible in terms of
producing the intelligence and signing off on.... I didn't want a long
chain in terms of what went in or what went out. They knew the
intelligence. They knew what was important.
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Mr. Blaine Calkins: What I'm hearing you say is that, while you
were there, the weekly would have gone through the hands or
across the desk of the NSIA before it went to somewhere else in the
PCO or before it went directly to the Prime Minister's Office.

Mr. Vincent Rigby: No, it would not go through my hands for
sign off. I did not sign it off.

Mr. Blaine Calkins: Would it go directly from the IAS to the
Prime Minister's Office?

Mr. Vincent Rigby: Certainly while I was NSIA. By the time I
left, I don't know if that was still the process. Again, you would
have to check that with PCO and confirm how it is done now, but
that's the way it was done with me.

Mr. Blaine Calkins: That's the way it was done with you. So it
would have gone straight.... It would have gone to everybody who
had the authority to see that document in the PMO, or would it go
to a specific hand-off person when you were there?

Mr. Vincent Rigby: There was a distribution list. Certain people
saw it. Certain organizations saw it. Sometimes there were names.
Sometimes there weren't names; they were just organizations.

David Johnston's report talks about that in terms of consistency,
but there was a distribution list as to who saw it and who didn't see
it.

Mr. Blaine Calkins: You would, as the national security adviser,
have been on that list. Would you have been privy to who else was
on the list?

Mr. Vincent Rigby: I can't remember off the top of my head.
Mr. Blaine Calkins: No, but you would have been privy to it.

I'm not asking you to recall names. I'm just asking if you would
have been privy to it.

Mr. Vincent Rigby: I would have been privy to it. At the bottom
of the document on the second page, third page, there's a long list
of who it was circulated to. I recall that, but I can't tell you who was
on it.

Mr. Blaine Calkins: You testified earlier that every minister can
set things up differently in how they receive information through
the process we have, but we also have a document tracking system,
so I'm assuming that everybody was at least consistent with docu‐
ment tracking. There's a flexibility permitted in how intelligence is
shared as long as it's able to be tracked by the tracking system. Is
that right?

Mr. Vincent Rigby: I'm simply telling you how the document is
shared with the minister. I can't tell you how it's done in different
ministers' offices at the end of the day.

The documentation is circulated. You would have to ask CSIS,
especially in this specific context, how they circulated this docu‐
ment and whether it was just sent electronically or put in a package
and sent to the minister. I don't know; I simply don't know.

Mr. Blaine Calkins: It would have been reasonable that the
Prime Minister's chief of staff would have probably been included
in the distribution list.

Was there ever a circumstance while you were the national secu‐
rity adviser where you wanted access? Did you have direct access
to the Prime Minister, or did you need to go through people in order

to get there? Were you ever denied a meeting with the Prime Minis‐
ter that you requested?

Mr. Vincent Rigby: I was never denied a meeting. I dealt regu‐
larly with the chief of staff, and if I needed to see the PM, I got to
see the PM. It was sometimes difficult getting on his agenda, be‐
cause he's an incredibly busy man, and don't forget this was during
the pandemic, but if there was an urgent matter, the chief of staff
would take my call.

Mr. Blaine Calkins: You were quite assertive in your opening
remarks. I appreciate the candour and the frankness, and I believe
you do have a lot to share. Would you like the opportunity? We on‐
ly have a few minutes here in this committee today. It sounds like
you have a lot to say. Would you like to be able to say that at a pub‐
lic inquiry?

Mr. Vincent Rigby: Are you asking me whether I believe there
should be a public inquiry?

Mr. Blaine Calkins: I'm asking if you would relish the opportu‐
nity.

Mr. Vincent Rigby: I would relish the opportunity to speak at a
public inquiry if there were one. I would relish the opportunity to
speak to public consultations if those happened under the auspices
of Mr. Johnston. I would be happy to be consulted as part of a gov‐
ernment review of national security policy, foreign policy and any
other policy relating to security. That would be wonderful, but I
have to say that my views are pretty well covered in that document
from last year. I would strongly encourage all of you who have a
chance to read it to do so and also to read the CIGI report, because,
going back to the previous question, there's a lot in those two re‐
ports, and I think you will be quite amazed when you read them
how they played out a lot of the recommendations in both the con‐
voy and foreign interference.

A lot of my views are already on the public record, but I would
be happy to re-engage and get into the details.
● (1145)

The Chair: Thank you.

I appreciate the shout-out to CIGI. It happens to be based in the
riding of Waterloo, so keep up the good work.

I would just say—and I should have said this after Ms. Blaney—
that next week's notices for Tuesday have both been published, and
David Vigneault will be appearing on Tuesday.

Ms. Sahota, five minutes go to you.
Ms. Ruby Sahota: Thank you, Madam Chair.

Mr. Rigby, I want to get your thoughts on how this has all tran‐
spired, how it has come about and the leaks that went to the media
as a result. Some are saying that this is whistle-blowing.

I personally believe that some good may eventually come out of
this, because we're trying to correct the gaps that may exist, but
what is your belief? What are your thoughts regarding the leaks that
have taken place, the responsibility of the media and basically what
has transpired here? Do you think this is good for our national secu‐
rity?
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Mr. Vincent Rigby: In terms of the leaks, categorically and un‐
equivocally it's wrong. It's against the law. It undermines our na‐
tional security in terms of potentially exposing to hostile state ac‐
tors where our strengths and weaknesses are. It potentially exposes
human sources to retribution. It literally puts lives at risk. This is
not the way to go about this.

I know there are a lot of people out there saying the whistle-
blower is a Canadian hero—not in my books. Not a Canadian hero
and not a whistle-blower: There's been no explicit wrongdoing in
terms of laws of being broken, malfeasance or anything like that.
You can certainly be upset that the government did not respond in
certain ways to some intelligence, if that's the way you feel, but if
you start having public servants releasing—illegally—highly, high‐
ly classified intelligence, then you are trending in the direction of
chaos.

In addition to undermining all of our national security interests
and so on, it sets a bad examples for others who are then going to
start leaking documents. Every time somebody is a little bit upset
that they're not being listened to and they feel that...“I'm going to
go directly to the Canadian public.” You're going to have every‐
body in every department going, “Oh, well, look at all the exposure
we got on foreign interference, so why don't I try that?”

That's not the way a parliamentary democracy works. The gov‐
ernment—ministers—are accountable to the public. Public servants
report to the government. There was an excellent article in The
Globe and Mail a while ago by Jim Mitchell and a former clerk of
the Privy Council to this effect in terms of how our system works.
This is not the way it works.

Did some good come of it? Well, as I said earlier, if people had
read those two reports.... Honestly, I'm not going on about these re‐
ports because my name is on the cover. I just think they're pretty
solid reports. If people had read those reports, they would have re‐
alized that there's a lot happening here and we could have started to
try to fix the system that is broken.

But for people to do this, it's categorically wrong, in my view.
Ms. Ruby Sahota: Thank you, Mr. Rigby.

You mentioned reading the reports, and also parliamentarians.
Specifically, leaders of different parties have been offered the op‐
portunity to also view the evidence and intelligence that helped
David Johnston to arrive at his report and other things amongst it.

Do you think that would be a good idea for policy-makers, for
our active legislators, whoever is afforded that opportunity, in order
to be able to make good decisions moving forward or to continue
either to criticize or to hold our government to account? Do you
think they should be viewing those documents?

Mr. Vincent Rigby: It's an idea that was explored a bit when I
was NSIA in terms of providing security clearances to those outside
the public service or outside the political system, not just to mem‐
bers of the opposition, to leaders of the opposition, but also even to
the private sector. We'd often brief the private sector—CSIS, for ex‐
ample—and research institutions on threats. They'd say, “You're not
giving us enough detail.” We toyed with this idea. We didn't go
anywhere with it at the end of the day—not yet.

I think we need to share information more broadly. I think we
need to move outside of the pure executive and share as necessary.
Not necessarily every single piece of intelligence needs to go to the
leader of the opposition, but certainly in some cases it would be
useful.

In my own personal opinion, speaking as a private citizen, I think
that if I were the leader of the opposition and I had a chance to take
a look at the intelligence that right now was being offered to me, I
would take that opportunity, because I think it's in the interest of
Canada's national security for the leader of the opposition to under‐
stand that intel and what it says—but that's me.

● (1150)

Ms. Ruby Sahota: Thank you, Mr. Rigby.

There's another thing I wanted you to comment on. The Right
Honourable David Johnston, in his first report, talked about com‐
munication gaps. In your position as a national security adviser be‐
fore, do you have any comments or recommendations for us as to
how those can be corrected?

Mr. Vincent Rigby: Communication gaps in what context?

Ms. Ruby Sahota: In the PMO, within the government appara‐
tus.

Mr. Vincent Rigby: Well, as I said, if it's about sharing informa‐
tion, I've mentioned a number of things that we could possibly do, I
think. A stronger centre.... I think that we need to look very closely
at the role of the NSIA. We recommend in our report that basical‐
ly—it's my own personal view as well—someone should come in
and take a look at the role of the NSIA.

It's been around now, that position, for about 20 years. It's been
performed in different ways by different NSIAs. It's ebbed and
flowed in terms of the strength, the capacity, behind the NSIA. The
job jar shrinks, expands.... I think it needs to be strengthened. I hon‐
estly think it needs to be strengthened, so I'd start there, and we can
talk off-line about some other ideas that I have.

The Chair: Thank you. You can also always provide them to
committee. We'll have them translated into both official languages
and shared with all members. Any insights are always welcome.

[Translation]

You will have the floor for 2 minutes and 50 seconds, Ms. Gau‐
dreau.

Ms. Marie-Hélène Gaudreau: Thank you, Madam Chair.

I only have two questions to ask.

First, we see you have a great deal of information to offer. You
talked about your retirement, but you remain quite active and are
entirely willing to share all you know.

Is there an explanation for your retirement or resignation? You've
only been there for 18 months.
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[English]
Mr. Vincent Rigby: I came up to 30 years, so I was at full retire‐

ment. It was a very difficult decision to retire. A number of people
said I was just hitting my stride and it looked as though I was final‐
ly making sense of this job, and I should stay on a little bit longer. I
wanted to stay on a little bit longer, but I also wanted to leave the
job still on my feet and have my health and so on and so forth, so it
was time for me. But there was a part of me—and I hope you'll see
that from the passion that I bring today—that did want to stay on
and try to improve the system a little bit more.

I know there have been some very interesting questions around
this committee table about the duration of the NSIAs and that, in
the last four or five years, you've had quite a turnover. I know
there's been quite a turnover and there have been some suggestions
by former clerks that maybe there should be a five-year term. I
think that's something worth exploring. I share the concern that
NSIAs are coming through so quickly, often at the end of their ca‐
reer, and often as they are retiring, so I think that's something that
does need to be looked at.
[Translation]

Ms. Marie-Hélène Gaudreau: So, it was a choice you made.
That was what I wanted to be sure of.

Mr. Johnston met you during the process of tabling his report,
didn't he?
[English]

Mr. Vincent Rigby: Yes, and it's in his report that he met with
me. I will point out that my name was misspelled in his report, but I
won't make a big deal out of that.
[Translation]

Ms. Marie-Hélène Gaudreau: I see.

What was the gist of the questions Mr. Johnston asked you?
[English]

Mr. Vincent Rigby: I'm not sure I'm at liberty to talk about that.
I wasn't expecting a question like that. I can certainly answer that,
but I can't get into the specifics.

There was a lot of discussion about how to improve the system
and conversation such as we're having today about measures and
cabinet committees. He mentioned in his report the possible cre‐
ation of a cabinet committee on national security, greater trans‐
parency and information flows generally speaking. We talked about
those kinds of things. It was, in a lot of ways, similar to the conver‐
sation we're having today.
● (1155)

The Chair: Thank you.

Ms. Blaney, go ahead.
Ms. Rachel Blaney: Thank you, Chair.

I'm curious about something you said at the beginning of your
testimony. You talked about some needs for systemic change within
the system and about how some of the processes in place were not
necessarily as effective, and how you were working really hard to
see what you could do to clean those up.

We did have Ms. Thomas in. She talked about the process of in‐
telligence information sharing with the government and how she
had corrected that process, and how she believed there would be no
further problems. Even based on the questions that I asked the last
time around, one of the things we see is that when information
comes sometimes it gets lost. Ms. Thomas talked about being away
for a month and then not going back to that information. It seems a
little concerning.

I'm wondering if you could talk about whether you think the pro‐
cess Ms. Thomas outlined will address the issue. Is there anything
else you think is important for us to address, especially when it
comes to this point of privilege? To me the biggest issue here is, in
this particular context, how do we make sure that MPs have the ap‐
propriate information at the appropriate time so they can respond in
a way that is effective?

I heard from you, I believe, and from Mr. Chong as well. Mr.
Chong talked about receiving a briefing, just a general briefing on
what foreign interference looks like. He felt that it was very help‐
ful, but he knew that only a small number of the members of Parlia‐
ment actually got it.

There are two separate questions. With regard to the process, has
it been addressed? Are there gaps that you in your role see and
would want to point out and draw to the attention of the committee?
How do we make sure that the information is clear so that members
of Parliament, and in fact all parliamentarians, are getting informa‐
tion that will assist them in having a point of view with more wis‐
dom in terms of foreign interference?

Thank you.

Mr. Vincent Rigby: With regard to the changes that the national
security intelligence adviser has introduced, I think they're a great
start; I really do. I have tremendous respect for my successor, Jody.
She's a really great Canadian.

I think the idea of setting up a committee, which I think she men‐
tioned before this committee, to focus on actionable intelligence,
especially with respect to foreign interference, is really great.
Again, I tried to set that up within the DMIC. If she's created it as a
separate new committee, that's great. Have deputies sit down, talk
about this kind of intel and move it up.

I'm a little nervous about suddenly sending up every single piece
of intelligence about foreign interference and potential threats to
members of Parliament. The reason I'm a little bit concerned is that
you could possibly go from famine to feast in the sense that every
single piece of intel, whether it's corroborated or credible or not,
goes up to the top. That could potentially gum up the system.
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Can I make one quick last point? Getting it right at the deputy
level is really important, but it still has to go somewhere when it
gets to the political level. You need that central, functional body to
have those discussions. That comes back to the idea of having some
kind of a committee, chaired by the PM, to actually talk through the
intel and the response.

The Chair: Thank you.

Our next panel has arrived, and we're excited for it. We'll be go‐
ing slightly over.
[Translation]

First, I will give the floor to Mr. Berthold for five minutes. Then,
it will be Mr. Fergus's turn, also for five minutes.

Time required for interpretation will not be counted during
speaking time.

I ask you to speak according to the rules so that the interpreters
can do their job.

Mr. Berthold, you have five minutes.
Mr. Luc Berthold (Mégantic—L'Érable, CPC): Thank you,

Madam Chair.

Mr. Rigby, I'd like to come back to a question you asked my col‐
league about the discussion you had with Mr. Johnston.

You said the discussions focused mainly on possible solutions for
the process. Is that right?
[English]

Mr. Vincent Rigby: We talked about solutions. Again, I'm at sea
a little bit here because I'm not sure to what extent I can talk about
these discussions, so I'm going to be very careful.

We talked about a broad range of topics. Certainly, I was ques‐
tioned about processes, about what I knew about what happened in
the past, and also about the future. It was a backward-looking con‐
versation and a forward-looking conversation, as you'd expect.
● (1200)

[Translation]
Mr. Luc Berthold: During those conversations, did Mr. John‐

ston try to shed light on the events that supposedly led to no one
among the political staff in the Prime Minister's Office seeing the
famous memos we've been talking about from the start? I'm refer‐
ring specifically to the February memo that talked about a network
of 11 candidates funded by the regime in Beijing.
[English]

Mr. Vincent Rigby: I don't recall his mentioning that specifical‐
ly. If he did, then I don't think I'd be in a position to reveal that in‐
formation.
[Translation]

Mr. Luc Berthold: So, what I understand is that you don't re‐
member him talking to you about it.

It seems that Mr. Johnston didn't really want to go look for the
causes in that file, and that he was more interested in the second
part of his study.

Mr. Rigby, in your report from May of last year, you made the
following observation:

Many Canadians today mistrust government. This has major implications for na‐
tional security.

Unfortunately, despite this report and despite everything you
flagged, this does not seem to resonate much on the government
side.

Do you think that the current situation is worse than when you
tabled your report in May 2022, in terms of the trust Canadians
have in their government on national security?

[English]

Mr. Vincent Rigby: Madam Chair, just for the record, I did not
make any reference to Mr. Johnston not focusing on causes. That is
the member's statement. I will not say that.

With respect to confidence and trust in the government, what we
said in the report is that there is not a particularly strong culture of
national security in this country at the governmental level or with
Canadians. Governments traditionally—not just this government
but governments writ large—have not always had the support and
trust of Canadians when it comes to national security because they
haven't had the information. They haven't had the chance to talk
about it. It was in that context that we made that phraseology.

[Translation]

Mr. Luc Berthold: Mr. Rigby, you took the time to correct me. I
will therefore ask you the same question I asked earlier, so that you
can answer it this time.

In terms of trust in the government, do you find that the situation
is worse now than when you did your study and tabled your report
in May 2022, yes or no?

[English]

Mr. Vincent Rigby: I can't answer that question with a yes or
no, because I haven't seen opinion polling, and I don't know if
Canadians have less trust in government. Certainly there have been
a series of events over the last year since both the Ottawa U report
and the CIGI report came out that I think have confirmed a lot of
our concerns. Those are probably somewhat alarming for Canadi‐
ans without a doubt.

[Translation]

Mr. Luc Berthold: Mr. Rigby, I'm a little surprised to hear that,
before coming here, you did not familiarize yourself with all the
newspaper articles and information saying that people do indeed
trust the government less and less. If the people are demanding an
independent public inquiry, it's not because they trust the govern‐
ment, it's because they want to shed light on the national security
file.
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In your testimony, I was very disappointed to hear that in all the
documents and reports you read, and all the memos sent to you, a
subject like funding a network of candidates in an election cam‐
paign did not attract more of your attention. I understand that one
can read a lot of information, but when it comes to a direct attack
on democracy, I don't understand why it didn't raise certain ques‐
tions, why the situation wasn't dealt with on a political level and
why we aren't sounding the alarm.

You yourself said you had direct access to the Prime Minister
when you asked for it. Why did you fail to do so with this file,
Mr. Rigby?
[English]

Mr. Vincent Rigby: Madam Chair, I read 5,000 to 7,000 docu‐
ments, and I would suggest that a lot of those documents, probably
the vast majority of them, represented threats to the democracy of
Canada.

Foreign interference is not the only threat to democracy at the
moment. There is a whole range of other issues. I was dealing with
a multitude of threats, a multitude of issues. There was a pandemic
going on, so if—and it's if, I don't know if I missed these docu‐
ments or not—I missed a document or two, I will take full responsi‐
bility for that. But for someone outside the system who's never
been in that kind of work to suggest, I'm really surprised that you
didn't pick this up, it's easy to say, it really is, and I would suggest
walk a mile in the shoes of the NSIA.
● (1205)

The Chair: Thank you.

Mr. Fergus.
[Translation]

Hon. Greg Fergus (Hull—Aylmer, Lib.): Thank you very
much, Madam Chair.

I also thank Mr. Rigby for his 30 years of service to our country.
We are very grateful to him for it.
[English]

Mr. Rigby, being a local MP I have the privilege of running into
former retired deputy ministers from time to time and engaging
them in informal conversations.

One of the conclusions that I've gleaned is that there is, I would
call it, a cultural reluctance sometimes for deputy ministers to share
routine intelligence issues with their ministers with no possibility
for resolution. The time with the minister is limited, and they al‐
ways want to make sure that it's used most effectively. In other
words, this is sort of the intelligence to evidence problem. Does my
interpretation rhyme with your experience?

Mr. Vincent Rigby: Madam Chair, I think those are two differ‐
ent issues in terms of intel to evidence, which speaks to courts of
law, criminal prosecution, etc. So that's one basket.

The other basket with respect to deputy ministers and what they
tell their ministers.... I think deputy ministers make a thousand
judgment calls a day in terms of what they put before their minister.
As you said, ministers are incredibly busy people, and deputy min‐
isters are incredibly busy people, so a lot of judgment goes into de‐

ciding what to put before a minister on any given day. Sometimes
it's just situational awareness, “Minister, you should know about
this important context; it may come down and bite you at some
point at a later date.” Then there's the stuff, “I need to speak to you
now, Minister, because this is very important.” You're always as a
deputy, I think, sensitive to the fact that you don't want to gum up
the system. You don't want to fire too much at the minister. You
don't want to fire too much at the Prime Minister.

I remember with the Prime Minister seeing stuff all the time and
trying to decide: Do I fire this off to the PMO; do I fire this off to
the PM; do I ask for time right away knowing how busy he is? If
it's a really important issue, of course that's what you have to do,
but you have to make that judgment. It's a tough call every single
day for deputy ministers, but it's why they're paid the big bucks.

Hon. Greg Fergus: And to be fair, and just for the record, by
and large it works.

Mr. Vincent Rigby: It does work, absolutely.

Hon. Greg Fergus: Also, we recognize there are gaps in the sys‐
tem.

This gets me back to more of a forward-looking question. Be‐
cause you had raised the importance of setting up a type of cabinet
committee on intelligence, can you explain a little further how you
would expect, in large terms, that kind of committee could work?
Also, are there examples in other jurisdictions that you're aware of
in your experience in dealing with some of your international col‐
leagues where they have something to this?

Mr. Vincent Rigby: We are the only Five Eyes country that
doesn't have that type of body. The United States has a national se‐
curity council, which is actually in legislation. The other three Five
Eyes countries, I believe—I don't know if all of my information is
up to date—have cabinet committees with their prime minister
heading that up.

What I'd love to see is a cabinet committee that is chaired by the
prime minister with key national security ministers—the minister of
public safety, the minister of national defence, the deputy prime
minister and the minister of foreign affairs—meeting regularly, ev‐
ery couple of weeks. Don't wait for the crisis to happen to call an
incident response group meeting. They are great, but they're always
trying to catch up.

If the Prime Minister and his ministers together were being
briefed on the intelligence on a regular basis—every couple of
weeks—and then having discussions about what that intelligence
means, asking questions of the directors of CSIS, CSE, Public Safe‐
ty or DND, and then talking about responses.... To me, especially
given the security environment that we live in, with Russia, China,
pandemics and climate change—all of these are national security
concerns—it is just so logical to create that kind of body at this
time in our history.

Hon. Greg Fergus: I have a final question.
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Should it be limited to just government? I'm thinking of former
governor general David Johnston's conclusions that there needs to
be a greater baseline level of understanding of security and intelli‐
gence issues by the public, but especially by parliamentarians.

Would you agree with that recommendation, as well, and how
would you foresee that?
● (1210)

Mr. Vincent Rigby: Madam Chair, I would totally agree with
that.

That's why I'm a strong advocate of doing a full-scale national
security review. Whether you do a public inquiry focused narrowly
on foreign interference in elections, which is kind of a burning tree,
or you look at the whole forest, where there are lots of burning
trees.... If you were to do a full-up review with full-up public con‐
sultations, that is the government showing leadership and helping to
inform Canadians.

Governments will often say, “It's not a big concern for my con‐
stituents.” You have to educate your constituents about the state of
the world and the things that the government needs to do. That's
why I think what Mr. Johnston is recommending, or a full-scale na‐
tional security review launched by the government, is not a bad
idea at all.

The Chair: Thank you.

As the chair, I don't really get to have an exchange with Mr. Rig‐
by. I feel like it's been a lot of time.

The thing I really appreciated was the reference to reports and
the importance of reading them in their entirety. I know, as some‐
body who's going through Mr. Johnston's report, that it's a pretty
good read. It would be really important to see how Canadians com‐
municate and how it is resonating, because sometimes the work you
do is tough, and if you're not in that national security space, it's
very foreign to those of us who have confidence in the people in
those roles, because we know you do your best.

I want to say, on behalf of PROC members, thank you for your
time today. Thank you for responding to us and being able to be
present. If there's anything else that you find you would like to
share with us, just send it to the clerk and we'll have it translated
and shared around.

With that, we wish you the best.

We're going to suspend for a few minutes, as our next panel is
here.

Thank you.
● (1210)

_____________________(Pause)_____________________

● (1215)

The Chair: I call the meeting back to order.

For our next panel, we have with us, Mr. Eric Janse, acting clerk
of the House of Commons, Monsieur Michel Bédard, interim law
clerk and parliamentary counsel, Jeffrey LeBlanc, acting deputy
clerk of procedure, and Patrick McDonell, Sergeant-at-Arms and
corporate security secretary.

I understand that, combined, you are bringing readings. Mr.
Janse, five minutes go to you.

Mr. Eric Janse (Acting Clerk of the House of Commons,
House of Commons): Thank you very much, Madam Chair.

Thank you for inviting me and my colleagues to appear today on
the question of privilege concerning alleged acts of intimidation to‐
wards the member for Wellington—Halton Hills and other mem‐
bers.

[Translation]

To begin my remarks, I would like to inform the committee that I
do not have first-hand or specific knowledge of the circumstances
surrounding this incident. I leave it to other witnesses to clarify
those circumstances.

The contribution I believe I can make, for the committee's study
today, is in providing high-level observations on the central role
that parliamentary privilege plays in the proceedings of Parliament.
In addition, I hope to also be able to offer insights into the role the
committee can play in examining this question of privilege.

Parliamentary privilege refers to the rights and immunities that
have been deemed necessary to allow the House of Commons and
its members to carry out their parliamentary duties, free from undue
influence.

[English]

In the 30th Parliament, the Special Committee on Rights and Im‐
munities of Members, chaired by then speaker James Jerome, suc‐
cinctly enunciated the reason for parliamentary privilege in its first
report, presented to the House on July 12, 1976. It stated:

The purpose of parliamentary privilege is to allow Members of the House of
Commons to carry out their duties as representatives of the electorate without
undue interference.

The Speaker is entrusted with the responsibility to ensure that the
House and its members can go about their work freely, without in‐
terference or threats. In his ruling of May 8, 2023, the Speaker em‐
phasized this point:

The Chair has no higher responsibility than to ensure that the rights and privi‐
leges of the members, and of the House, are respected. I considered the gravity
of the information that has been put before the House, the origins of the informa‐
tion and the potential impact on our parliamentary duties.

On May 10, 2023, following the Speaker's ruling, the House de‐
cided to refer the prima facie case of privilege to this committee.
As the Speaker pointed out in his ruling, his role is not to make a
finding of fact. It is, rather, to determine whether, on the face of it,
the matter appeared to affect members' privileges in a way that was
serious enough to warrant priority consideration by the House.

In adopting an order of reference to this committee, the House
has determined that this matter required further investigation and
that this committee is the most appropriate vehicle to achieve this
objective.
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[Translation]

Generally, in examining a question of privilege, a committee will
seek first to establish the facts of what occurred. It can then consid‐
er whether the events in question do indeed, in its view, represent a
breach of members privileges or a contempt of the House. Finally,
it can look at what remedy, if any, it would propose in the circum‐
stances and make recommendations, either to the House or to the
government, of ways to prevent such events from occurring in the
future.

All the usual powers of the committee are available, including
the calling of witnesses and the ordering of the production of docu‐
ments it deems necessary to further its study. It can meet in public,
or in camera if it feels some discussions should be kept confiden‐
tial.

If the committee chooses to make a report to the House, I would
urge members to phrase their recommendations carefully. Where
the House itself is expected to take action, recommendations should
be phrased as orders which could be executed, should they be con‐
curred in by the House. In the case of recommendations to House
Administration or the government, they should be phrased in such a
way as to be actionable, and should fall squarely within the com‐
mittee's mandate.
● (1220)

[English]

This committee likely has never been called upon to consider a
question of privilege that arose from the intimidation of a member
by a foreign government. In a ruling on October 29, 1980, at page
4214 of the Debates, Speaker Sauvé made an insightful statement:

When new ways are found to interfere with our proceedings, so too will the
House, in appropriate cases, be able to find that a contempt of the House has oc‐
curred.

I am confident that this committee and the House have the capacity
to effectively respond to this new threat.

In conclusion, I would like to reiterate the support of the House
administration in helping the committee address such threats. With
that, I would like to thank you again for having invited me to ap‐
pear at the committee. My colleagues and I will be happy to answer
any questions you might have.

The Chair: We thank you for taking the time to appear with
your colleagues to answer what I'm sure will be a great exchange.

We will have six-minute rounds, starting with Mr. Nater, fol‐
lowed by Mr. Fergus, Madam Gaudreau and Madam Blaney.

Go ahead, Mr. Nater, through the chair.
Mr. John Nater (Perth—Wellington, CPC): Thank you,

Madam Chair.

Through you, thank you to our witnesses for joining us this
morning.

I'm frankly quite surprised that we don't have the same volume of
media here for your testimony as we had earlier in the week. I'm a
little disappointed by that, but I'm sure everyone's tuning in from
elsewhere.

I'll begin by talking a little bit about the production of papers.
Mr. Janse, you mentioned that in your comments, and Monsieur
Bédard, you were with us earlier this week at the OGGO commit‐
tee. At that committee, it was unfortunate, I think, that some depart‐
ments, including PCO, perhaps didn't fully understand the powers
of Parliament, including its committees, to compel the provision of
documents.

I was hoping that either you, Mr. Janse, or Mr. Bédard could con‐
firm for this committee our power to compel the production of doc‐
uments and its authority superseding all other government rules or
non-constitutional measures.

Mr. Eric Janse: Thank you very much, Mr. Nater.

Indeed, that's a very good question. It's not a new issue. Abso‐
lutely, Parliament, the House, has the authority and the power to de‐
mand the production of papers, but maybe I will, indeed, turn it
over to Michel because he's been addressing this very issue with a
number of committees over the past few months.

Mr. Michel Bédard (Interim Law Clerk and Parliamentary
Counsel, House of Commons): Among the parliamentary privi‐
leges that the House and its committees have, there is the right to
send for records and papers. Parliamentary privileges, in general,
are rooted in the Constitution and have constitutional status, so they
will prevail over ordinary legislation that would provide that infor‐
mation is to be kept confidential or secret unless there's an explicit
provision to the contrary.

Documents that could be sought and obtained by committee in‐
clude solicitor-client privilege, documents dealing with national se‐
curity....

Now, if there is some concern about the production of docu‐
ments, there could be a dialogue between the committee and the
government or the other party that is in possession of the docu‐
ments. The committee could decide to put measures in place to pro‐
tect the confidentiality of the documents, could insist on its original
request, or could decide not to ask for the production of the docu‐
ments.

Ultimately, it's for the committee to decide.

Mr. John Nater: Certainly, just to follow up on that and to con‐
firm.... We can compel the production of any documents, but it's
certainly also within our purview, in terms of how those documents
are dealt with, that they're not necessarily made public. We could
make provisions for whether they're dealt with in camera, in redact‐
ed formats, or some forms such as those, but it would be the power
of the committee to make that determination as we're compelling
documents.

Mr. Michel Bédard: Yes, and in doing so, the committee may
put measures in place to address concerns that were raised respect‐
ing the protection of the confidentiality attached to the documents.

Mr. John Nater: I appreciate that.
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With regard to the Winnipeg lab documents, there were some
suggestions from the government that perhaps the then law clerk
didn't have the necessary security clearance to deal with top secret
information. Could you confirm whether you do have the requisite
security clearance to deal with that information, were you to re‐
ceive it?

Mr. Michel Bédard: First of all, the right of this committee and
the House of Commons to obtain documents is not subject to any
specific clearance from the government. This committee has the
right to obtain the documents.

Now, if it's relevant for the committee and for the government in
considering measures to be put in place to protect the confidentiali‐
ty of documents, there are two counsels in my office, including my‐
self, who have top security clearance.

Mr. John Nater: Would you also have the necessary provisions
to keep any such documents secure within your facilities?
● (1225)

Mr. Michel Bédard: Right now, we're equipped to have in pos‐
session paper documents and to consult documents. We don't have
a room that is set up to discuss top secret information, but we can
make arrangements to have a room set up temporarily to allow the
discussion of top secret information.

Mr. John Nater: I appreciate that.

I'll move on. This question is for Mr. Janse.

Last month, our committee invited Beijing's ambassador to ap‐
pear before this committee. Obviously, we have a few questions we
hope to be able to ask him. To my knowledge, he has not yet re‐
sponded. Committees have, in the past, heard from diplomats vol‐
untarily.

Should this committee decide that it must hear from the ambas‐
sador, instead of just letting his silence speak volumes, does this
committee have the authority to compel his attendance?

Mr. Eric Janse: The short answer would be no, but I think my
colleague might have a more detailed response.

Mr. Michel Bédard: The power of the House of Commons and
its committees is limited to the Canadian territory, so if an ambas‐
sador or any foreigner is outside of the country, the House or its
committees would not have the power to compel the attendance of
this individual.

Mr. John Nater: Thank you for that clarity.

Mr. Janse, I want to follow up a little bit on the Speaker's ruling
on Erin O'Toole's question of privilege. The Speaker said, “Given
that the Standing Committee on Procedure and House Affairs has
already been instructed to investigate the matter of foreign interfer‐
ence, the Chair believes that it is the appropriate forum for further
discussion of this issue.”

In your view, do the matters that Mr. O'Toole raised fall within
the scope of our May 10 order of reference, or would this commit‐
tee need to pass a new motion to expand the scope of that study?

Mr. Eric Janse: It was the Speaker's ruling, but I think his inter‐
pretation was that the mandate currently before this committee is

sufficiently large to include the issues that were raised by Mr.
O'Toole, and potentially other members, as well.

The Chair: Thank you.

Mr. Fergus.
[Translation]

Hon. Greg Fergus: Thank you very much, Madam Chair.

I thank the witnesses for their appearance and for their work,
which they give to MPs every day.

Mr. Bédard, I would like to follow up on the question posed by
my colleague, Mr. Nater. You replied that three people in your of‐
fice have the highest security clearance, meaning Top Secret clear‐
ance. Did I understand that correctly?

Mr. Michel Bédard: Two people in the Office of the Law Clerk
and Parliamentary Council have that clearance.

Hon. Greg Fergus: Okay. So, there are two people, and you are
one of them.

Mr. Michel Bédard: That's right.
Hon. Greg Fergus: You told Mr. Nader you're equipped to read

top secret documents in your office, but you cannot store them.
Mr. Michel Bédard: We can read and store them as a hard copy,

but discussing top secret documents requires other measures, which
we don't have right now.

We can therefore receive documents, consult them and allow oth‐
er people to consult them, if it's authorized, but we can't have any
discussions about them.

Hon. Greg Fergus: Can you explain to me the process by which
you determine which passages of a document require redaction? I
imagine more than one person is involved, and you must have dis‐
cussions. Do you go to another location to have those discussions
and decide which parts of a document require redaction?

Mr. Michel Bédard: Mr. Fergus, my understanding is that you
are referring to a motion before the committee. It compels the pro‐
duction of documents, and would require my office to redact them.
To my knowledge, the motion has not yet passed.

Hon. Greg Fergus: I'm not referring to any motion. I just want
to know if you've been through that kind of situation before and
what you did in those cases.
● (1230)

Mr. Michel Bédard: It depends on the information's confiden‐
tiality level. In the past, we never had information classified as top
secret. It also depends on the volume of the information.

Following a motion passed by the House of Commons in Octo‐
ber 2020, tens of thousands of pages were sent to my office for
redaction. Information contained in those documents was not clas‐
sified as Secret or Top Secret. We therefore used computer systems
that meet confidentiality standards for those types of documents.

So, we have to adjust our methods to the nature of the docu‐
ments.

Hon. Greg Fergus: What you just said indirectly is that, until
now, you've never had to redact Top Secret documents.
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Your predecessor said the same thing in 2021.
[English]

Regarding the ability of your office to redact documents, he said
that there “may well be some factual information and knowledge
that the government or other entities have that we don't have, be‐
cause it's their information and their concerns”.
[Translation]

In light of that quote, how does your office and how do your col‐
leagues know what must be redacted? Which aspects do you con‐
sider relevant to national security?

Mr. Michel Bédard: You must understand that, to my knowl‐
edge, the Office of the Law Clerk and Parliamentary Counsel
redacted documents for the first time in 2020. In the beginning,
during the first mandates we received, we had little contextual in‐
formation from the department or agency that had given us the in‐
formation. Now, when a motion for the production of documents
gets passed, we consult with different caucuses and parliamentari‐
ans to suggest best practices. One often-accepted recommendation
is for the entity that generated the documents to also suggest redac‐
tions.

With a document containing proposed redactions and one with‐
out, we're able to compare and analyze them much more easily. In‐
deed, some information could reveal intelligence sources without
us being aware of it, because we lack context. That's why we asked
for proposed redactions and a line of communication with the entity
or department that generated the document; to get more context if
needed.

Hon. Greg Fergus: Thank you very much, Madam Chair.
The Chair: Mr. Nader had six minutes and seven seconds, so

your turns were similar.

Ms. Gaudreau, it is your turn.
Ms. Marie-Hélène Gaudreau: Thank you, Madam Chair.

I thank the witnesses. It's always an honour to have them.

I'd like to better understand the present and look into the future.
Having had the opportunity to meet with the United Kingdom's leg‐
islative assembly—I know you did too—, I'd like to draw a parallel
between our practices and theirs so we can talk about them in the
report.

You may be aware that in January 2022, the British MI5, which
is responsible for domestic security, sent a note to all members of
Parliament reporting a threat against a woman lawyer. This infor‐
mation came from a security intelligence agency. That's like the
Canadian Security Intelligence Service flagging a threat to the offi‐
cial presidency, and then sending that warning out to all elected of‐
ficials.

How does it work here in Canada?
[English]

Mr. Patrick McDonell (Sergeant-at-Arms and Corporate Se‐
curity Officer, House of Commons): Through you, Madam Chair,
yes, it would be much like the model in the U.K. If information
came to light that affected all MPs and was a concern of all MPs,

CSIS would likely go through my office to warn the MPs of any
potential interference.

● (1235)

[Translation]

Ms. Marie-Hélène Gaudreau: I want to be sure I understand
this. If CSIS determined that a member could not exercise their par‐
liamentary privilege because threats had been made against the
member, your office would be notified, and you would then advise
that individual.

Is that how it currently works in Canada?

[English]

Mr. Patrick McDonell: It's a hypothetical question, so I'll do my
best to answer it.

CSIS is responsible for the first communication with an individu‐
al MP. If they have a concern regarding foreign interference, for ex‐
ample, with that MP, that MP's office, that MP's staff, that would be
CSIS reaching out to the MP first. They wouldn't go through a third
party, which would be us. We would become aware of it at some
point, depending on the circumstances of the interference.

My job, my primary role, is to do my best, and my folks do their
best, to ensure the physical security of members of Parliament and
their staff and this place. That's our primary role. Foreign interfer‐
ence is something new on our plate, in the last few months.

[Translation]

Ms. Marie-Hélène Gaudreau: Thank you. I feel that my physi‐
cal security is protected.

Our counterparts across the pond have a much clearer protocol
than we do when one of their members is the target of a threat. The
information doesn't go to deputy ministers or a national security ad‐
viser to the prime minister such as Jody Thomas. There is direct
communication with the individual.

Going forward, should you automatically be among the first to
be notified of something that's going on, on the same basis as the
Prime Minister?

[English]

Mr. Patrick McDonell: Through you, Madam Chair, currently,
we have a memorandum of understanding with CSIS and their inte‐
grated threat assessment centre. As I mentioned the last time I ap‐
peared here, that was signed on March 30.

We're still developing our model, our way forward and our pro‐
cess, and we're doing that also in consultation with Five Eyes. In
particular, we've had in-depth discussions with the U.K. on several
occasions. We hope that our model, once it's in place, will be re‐
flective of what our members expect.

[Translation]

Ms. Marie-Hélène Gaudreau: That's reassuring, and that's why
we are having these meetings.
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Are there other things we should include in our report? We talked
about a direct line whereby information would be shared regarding
a threat against a member. Are there other powers you should have
so that you're aware of possible interference?

[English]
Mr. Patrick McDonell: Nothing comes to mind at this time,

Madam Gaudreau.

[Translation]
Mr. Eric Janse: I would add that, if decisions are made or an in‐

telligence agency has information to share with all members, the
House administration could help to coordinate that flow of informa‐
tion, through the offices of the Sergeant‑at‑Arms and the Speaker.

Ms. Marie-Hélène Gaudreau: I want to stress how important it
is to ensure impartiality and to not filter the information. I would be
more reassured knowing that you were aware and would be passing
the information on to us.

The Chair: Thank you.

[English]

Go ahead, Ms. Blaney.
● (1240)

Ms. Rachel Blaney: Thank you, Chair.

Thank you to those who are testifying today. I want to start off
by saying how much I appreciate all the work that you do for this
place. It is incredibly difficult and challenging, and I appreciate the
non-partisan people who get the work done while we do our politi‐
cal work, so I want to thank you all for that first.

What I'm trying to wrap my head around is this. We know that
foreign interference is ever-changing and it is a considerable issue,
and we need to figure out the best pathway forward.

We heard from Mr. Chong. He raised a powerful question of
privilege, and he has suggested that maybe CSIS should tell the
Speaker about any sort of threat activities and then have the Speak‐
er inform members at will. He used the example from the U.K. Par‐
liament to illustrate the process that is taking place in other coun‐
tries.

I'd like to ask all of you for your thoughts on that process. Know‐
ing that there's something fundamentally broken in the system, we
need to find a way to make sure that members of Parliament and
parliamentarians are made aware of any threat that's coming toward
them, and what that means for them in taking the next steps to pro‐
tect themselves.

Also, one of the things I've left this process with is an under‐
standing of what's coming at us and being able to observe the
world, perhaps, in a different way so that we can better see what is
coming. We can reiterate that back to all the relevant departments
to make sure that we're all collectively working together to make
sure there is no foreign interference.

I'll leave it to you, Mr. Janse, to start us off. Do you feel there's a
key role in the office and the work that you do that we could be ex‐
ploring? Are there other countries that are doing a good job that we

should be looking at? Of course, if any of your colleagues are will‐
ing to answer that question, I would deeply appreciate it.

Mr. Eric Janse: Thank you very much, Ms. Blaney, for the
question. I'll start, and then I'll turn it over to the Sergeant-at-Arms.

As it was just mentioned, obviously, yes, this is an important is‐
sue, which is why, in part, there has been a memorandum of under‐
standing signed between the House and CSIS. As it was just ex‐
plained, the details of how to operationalize that agreement are still
being determined now, so any recommendations from this commit‐
tee, of course, would be very timely.

I'll turn it over to Pat to provide a few more details on timelines
as well.

Mr. Patrick McDonell: Through you, Madam Chair, we've been
in discussions with CSIS over the last couple of weeks about how
to come in, or even virtually, to best inform our members of Parlia‐
ment in groups. We have 338 members of Parliament, so one large
group would be rather difficult if you're going to a Q and A session.

We've discussed possibly bringing in CSIS and approaching the
parties' caucuses to see if they would be interested in having a CSIS
briefing at their caucuses, as well as doing one generally. That's the
stage we're at now. “Generally” means all MPs, all at once.

Ms. Rachel Blaney: Thank you. I really appreciate that re‐
sponse.

I am just trying to figure out, too, what department.

To come back to the Sergeant-at-Arms, I understand you've
signed this agreement and I understand that you're in the process of
unfolding what this is going to look like in the future.

One of the things we have also heard from Mr. Chong is that
there was an orientation for him about what foreign interference
looks like. That information was extremely helpful for him in being
able to assess and see things that may have been a threat. He said
that before that training he may not have noticed those particular
nuances.

I am wondering if there are any discussions at that level that
you're working in about making sure that members of Parliament
have better awareness and understanding so that we can assess what
might be a threat, and alert the appropriate people. How will you be
working with CSIS to perhaps implement that into the future?

Mr. Patrick McDonell: There have been those discussions much
along the same lines. My role and the role of my folks would be as
logistics officers and bringing CSIS in and facilitating their briefing
the members of Parliament on foreign interference or threats.

Ms. Rachel Blaney: Thank you so much.

I think my next question would be for Mr. Bédard.

I appreciate some of the questions you were answering earlier
and the work you're doing around exploring what you might be able
to do in terms of having top secret information. I think it was very
helpful for me to hear that at this point this is not something you've
done.
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In the capacity of the work you do, how do you assess issues of
national security? If you were provided a request to do something
that would have you looking at that information—and I understand
your assessment level is at that space—how would you assess your
ability to do that, and the impacts it might have with other Five
Eyes partners, for example?
● (1245)

Mr. Michel Bédard: In the work of the law clerk's office, if we
are asked to redact documents, our marching orders will come from
the committee. We'll look at what the committee has asked of us.

As I indicated, it is proposed that if there is any mandate to our
office to redact national security information or top secret informa‐
tion, that would be provided with proposed redactions so that we
could assess and have context and, I trust, a line of communication
with the department or the provider of the document or the infor‐
mation.

In some cases if there is a tough call, I will err on the side of cau‐
tion and inform the committee accordingly, but that is what we will
do to ensure that we are not compromising national security.

The Chair: Thank you.

Mr. Cooper, you have five minutes, followed by Ms. Sahota.
Mr. Michael Cooper: Thank you, Madam Chair.

Mr. Janse, I want to follow up on an answer you provided to a
question posed by Mr. Nater. It was in regard to the ability of this
committee to compel Beijing's ambassador to Canada, in which you
said that the jurisdiction of this committee to order the compelling
of attendance is limited to that of Canada. What about in the case of
the ambassador being present in Canada, as he is?

Mr. Eric Janse: That's a good question. I am actually going to
turn it over to Michel to answer that one.

Mr. Michel Bédard: The power to send for persons and, as I re‐
ferred to earlier in this meeting, the power to send for records, is
constitutional in nature and has no limits for those who are express‐
ly permitted by Parliament. There is no explicit limitation on that
power to compel persons. That said, there are some authorities in
other jurisdictions—in the U.K. and Australia—for whom, as I
said, it is against their practices of Parliament to compel foreign
diplomats.

There is no known case in Canada of a committee compelling the
attendance of a diplomat. Even if this is allowed by parliamentary
law, parliamentary procedure, I would suggest that the committee
be careful, because there might be other considerations, public poli‐
cy considerations, to take into consideration. It could be seen as a
breach of international law even if that specific provision of inter‐
national law has not been codified in the laws of Canada.

Mr. Michael Cooper: To the greatest degree you can, given it is
a hypothetical situation and it hasn't happened before, how do you
see this potentially playing out? You said the committee should be
cautious. You cited international law, the Vienna Convention, for
example. I will give you an opportunity to maybe elaborate on your
thoughts, recognizing that you're not here to provide us necessarily
with advice. Well, you are to some degree, as to the parameters of
what we have the authority to do.

Mr. Michel Bédard: I referred to the fact that in more than 150
years of history in Canada there are no known cases, and there are
some parliamentary authorities outside this country that recognize
it's not within the power of Parliament. I also suggest there are seri‐
ous policy considerations to take into consideration. This is my an‐
swer.

● (1250)

Mr. Michael Cooper: Okay. Thank you very much for that.

Mr. Bédard, I will continue with you. Through you, Madam
Chair, in an answer that you had provided to a question, I believe,
posed by Mr. Fergus, you said you haven't had any experience
redacting classified documents. That would be because the govern‐
ment hasn't turned over to you any such documents to redact, such
as in the case of the Winnipeg lab.

Mr. Michel Bédard: We did receive unredacted documents that
were classified at a certain level that contained personal informa‐
tion, commercially sensitive information that we were tasked with
redacting. And thank you for the opportunity to clarify my remarks.
We did not receive any documents that included national security
information.

Mr. Michael Cooper: That's right.

I'm not going to ask you to comment on what I'm about to say,
but that was as a result of the fact that the government blocked the
production of those documents, took the Speaker to court, shut
down Parliament, and then the Prime Minister called an unneces‐
sary election, illustrating the lengths to which this government will
go to cover up. It also demonstrates the utter contempt this Prime
Minister and this government have for parliamentary committees
and for Parliament as a whole.

I would further add that what Mr. Bédard described as PCO un‐
dertaking proposed redactions of classified documents, and then
having the opportunity to review that, erring, as he said, on the side
of caution as to how he would approach things, is precisely the pro‐
cess we have put forward in the way of several motions that have
come before this committee.

Thank you, Madam Chair.

The Chair: Thank you.

Ms. Sahota.

Ms. Ruby Sahota: Thank you, Madam Chair.

I want to go back to you, Mr. Bédard, regarding the said intelli‐
gence that you might be receiving.

We've heard from many witnesses here before that those who are
experts in the intelligence community find that it takes them a lot of
experience and a lot of time to differentiate between what type of
intelligence is actually evidence or has more weight, or what the
context of the intelligence might be. Raw intelligence is often in‐
correct or misleading and requires that specific context to properly
be understood.
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Does your Office of the Law Clerk have the necessary expertise?
You've already testified here today that this would be the first time
you would be doing this. I would take it that the expertise is not
necessarily there. If it's not there at this time, how would you gain
that expertise in time? How would you understand the context that's
needed to ensure that the proper elements of those documents are
redacted?

Mr. Michel Bédard: Thank you for the question.

Through you, Madam Chair, there are two parts to the question.
The first is the capacity of the office. I heard you referring to the
interpretation of intelligence and being able to draw conclusions.
This is not part of our mandate. We do not have a capacity to devel‐
op it. This is a specific skill that is beyond the mandate of the Of‐
fice of the Law Clerk.

Now, in order to make redactions to what information could be
particularly sensitive, as I mentioned earlier, there are two means in
particular:put those redactions, and also the ability to talk with the
provider of the documents to assess the context of the proposed
redactions.

I don't know if my colleague, the Sergeant-at-Arms, wants to add
anything about the interpretation of intelligence.

Mr. Patrick McDonell: No.
Ms. Ruby Sahota: If my understanding is correct, in order to

have the capacity, you would also have to co-operate and work with
the provider, whether it's CSIS or another agency. They would have
to walk you through what is sensitive in nature and what isn't.
● (1255)

Mr. Michel Bédard: That was the gist of the answer. That said, I
haven't seen any documents. I haven't seen any proposed redactions
and I haven't received any explanation about documents. At this
stage, I'm not in a position to answer more. That would be specula‐
tion.

Ms. Ruby Sahota: Hypothetically, let's say there was a huge
document dump. That's what we would be expecting, right? We
have seen already in reporting what has happened. There were as‐
pects of intelligence out there; however, after having reviewed dif‐
ferent versions of drafts, perhaps ones that were translated, were
not translated properly, or draft versions that interpreted the intelli‐
gence one way and then final versions that interpreted the intelli‐
gence another way.... If you were to get all of these documents,
how would you understand one version from another?

It sounded very complex to me when the Right Honourable Mr.
Johnston was here explaining that there were different versions and
even interpretations within the agencies themselves when it came to
looking at those documents and what they should be conveying to
parliamentarians and to average Canadians who will then be con‐
suming the information that comes to committee.

Mr. Michel Bédard: Is the question how will I go about assess‐
ing multiple drafts?

Ms. Ruby Sahota: Yes.

Mr. Michel Bédard: Again, I'll have to refer to any proposed
redactions from the provider and any conversation that I might have
with them.

As I said, the mandate of the Office of the Law Clerk will not be
to provide an interpretation or draw any conclusions. It will be to
redact sensitive information. If there are various drafts of the same
information or a variation of the same information is in all these
drafts, we'll be consistent in our redaction, but we're not in the busi‐
ness of drawing conclusions. That will be for the committee to do.

Ms. Ruby Sahota: I understand and that's exactly my worry. It's
that you won't be looking at that evidence and drawing any conclu‐
sions. However, if the evidence that needs to be redacted gets
missed or is not redacted, we would then draw certain conclusions
and Canadians would draw perhaps potentially incorrect, dangerous
conclusions from the evidence.

I believe that is my time. There are so many more questions to
ask other witnesses and [Inaudible—Editor].

The Chair: There is.

Madam Gaudreau.

[Translation]

Ms. Marie-Hélène Gaudreau: Thank you, Madam Chair.

I'm learning quite a bit, and I want to learn more. Something that
came up a lot in everything we've heard so far is that foreign inter‐
ference is happening more and more and that it's important to be
cautious about who has all the necessary expertise to receive mate‐
rial classified as secret.

We are talking a lot about national security and foreign interfer‐
ence.

I'd like you to talk more about that, because I'm not sure I fully
understand something. We're being told that we have to be cautious
when it comes to national security, but that foreign interference is
on the rise.

Can you enlighten me on that? You have a solid minute to an‐
swer my question.

[English]

Mr. Patrick McDonell: I think the best organizations to provide
information to our members of Parliament on national security
would be the Royal Canadian Mounted Police. On foreign interfer‐
ence, it would be CSIS. Those are our best resources.

I think if I would try to do that here, I would be doing you and
them an injustice.

[Translation]

Ms. Marie-Hélène Gaudreau: I'm well aware that you're wait‐
ing to see what the Standing Committee on Procedure and House
Affairs recommends. Nevertheless, considering everything the
committee has heard so far, I imagine you have some sense of the
measures that will be taken right away.

Can you share some of what your action plan will cover to help
us turn the corner, and really counter foreign interference attempts,
threats and so forth?
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● (1300)

[English]
Mr. Patrick McDonell: Our plan is to start off with an initial se‐

ries of briefs to the members of Parliament and to follow up with
regular awareness sessions on any developments relating to nation‐
al security and/or foreign interference.

More importantly, when the members are first elected to the
House, we want to beef up our member orientation program and in‐
form them of these concerns right at the start, as they're starting
their duties as members of Parliament, and not wait a year or two
and brief them after something may have happened.

The Chair: Thank you.

Ms. Blaney.
Ms. Rachel Blaney: Thank you, Madam Chair.

I think I will go back to the law clerk.

Thank you, Mr. Bédard, for your patience with me. If I under‐
stand this correctly, from what I've heard from the other testimony,
you could receive the information. You feel you have the security
clearance. I guess what I'm trying to get clarity on is this: How
would you identify what is appropriate to redact? Have you done
any research on how other countries that we receive information on
do this? Is this a practice?

One concern I have is that if we're doing a practice that doesn't
make sense to our partners, it may limit their feelings of comfort to
share information with us. That is a significant challenge around
national security. When I'm making decisions, I really try, especial‐
ly on these issues, to not be partisan but to be very mindful of the
role that we all take to support the well-being and health of all
Canadians. As we move through this process, I am just trying to un‐
derstand that.

If you could answer that question, it would really support me in
understanding what thoughtfulness I need to take as things come
before me.

Mr. Michel Bédard: Thank you for the question.

In terms of practices in other jurisdictions, I'm not aware of any
similar practices where the law clerk's office or its equivalent is
asked to make redactions. That said, as I mentioned earlier, this
practice of having the administration, be it the law clerk or the clerk
of the committee, redact documents is a new practice in the Canadi‐
an Parliament. We didn't have the opportunity to do deep research
in other jurisdictions to see if there are other jurisdictions that have
a similar mandate.

In terms of how we would proceed with the redactions, as I indi‐
cated, we will rely on proposed redactions, provided that any order
for the production of documents includes also the requirement to
propose redactions as well as the ability to speak with the providers
of the documents so that we can get the proper context to assess the
sensitive nature of the information—and also, in case of doubt, err
on the side of caution.

Ms. Rachel Blaney: Thank you.
The Chair: That was two minutes and 40 seconds. The beep

didn't go off, but thank you for being you, Ms. Blaney.

[Translation]

Go ahead, Mr. Cooper. You have exactly five minutes.

[English]
Mr. Michael Cooper: Madam Chair, I will be moving the fol‐

lowing motion:
That, in relation to its order of reference of Wednesday, May 10, 2023, concern‐
ing the intimidation campaign orchestrated by Wei Zhao against the Member for
Wellington—Halton Hills and other Members, the Committee invite, to appear
within 10 days,

a. Sheila Block, counsel to Special Rapporteur David Johnston, on her own, for
two hours;

b. Valérie Gervais, Founder and Chief Executive Officer, RKESTRA, on her
own, for one hour; and

c. Don Guy and Brian Topp, founding partners, GT&Co, together on a panel, for
two hours.

The motion has been distributed to members in both official lan‐
guages.

Through you, Madam Chair, I will now speak briefly to the mo‐
tion.

Since his appointment as special rapporteur, there have been
troubling questions of conflict—

Ms. Rachel Blaney: I have a point of order, Chair.

I'm sorry to interrupt you, Mr. Cooper.
● (1305)

I just checked my emails. I have not received the motion. I'm just
checking to see when that's coming. I couldn't retain everything, so
it would be helpful for me, as we discuss this motion, to actually
have it.

Mr. Michael Cooper: [Inaudible—Editor]
The Chair: Mr. Cooper, you don't have the floor. When I give

you the floor, you have the floor. We know how this works.

I'm glad you're smiling and finding it entertaining. I don't.

Regarding the people who run the House of Commons, do we
need them here for this or can they get back to doing what they
need to do?

This is a regular occurrence. We invite witnesses. People have
questions lined up, and then.... I don't even know what it is you
think you are doing, Mr. Cooper, because we can function. These
are democratic institutions, for goodness' sake, people. This is not a
different—

I have the floor, Mr. Cooper. We don't push the button, as I've
said, because of interpretation and the people who provide us with
both official languages.

Ms. Blaney, do you have it now?
Ms. Rachel Blaney: I just received it. Thank you so much, and I

apologize for disrupting the process.
The Chair: I appreciate that. You didn't disrupt the process.



June 8, 2023 PROC-81 21

I'm going to give the floor back to Mr. Cooper.

Mr. Turnbull, I know that you have questions, and I will do my
best.

I also will just note that we're not new here. We know that re‐
sources are limited. We know that we don't have extra resources to‐
day. I went around, and I said the first panel is going to go over by
five minutes. We're going to keep everyone here tight. We gave ev‐
eryone who is helping us function that information, and then there's
just this whatever happening.

Go ahead on a point of order, Ms. Blaney.
Ms. Rachel Blaney: No, I just want to be added to the list.
The Chair: I'll add you.

Mr. Cooper, you have the floor.
Mr. Michael Cooper: Thank you, Madam Chair.

First of all, I think it would be appropriate that our panel of wit‐
nesses be dismissed.

The Chair: Can Mr. Turnbull have his five minutes? He's on the
list of people who are supposed to be asking questions.

Mr. Michael Cooper: Well....
The Chair: You don't have questions.
Mr. Michael Cooper: Well, no, I think we should be dealing

with this motion. This takes—
The Chair: Do you not have any more questions for the panel?
Mr. Michael Cooper: —precedence, so I'm prepared to.... I

would like to deal with this motion, but you asked if they could be
dismissed. I'm saying that's fine with me.

The Chair: Mr. Cooper, I asked if you had any more questions
for this panel.

Mr. Michael Cooper: I have lots of questions I could ask, but I
realize what the time is and the importance of getting this motion
debated and voted upon.

The Chair: He does not have questions for this panel. I am go‐
ing to—

Mr. Michael Cooper: I didn't say that. I said the opposite of
that, so don't put words in my mouth, Madam Chair.

The Chair: You do it for a living, so I think it's going to be okay.
What's good for the goose is good for the gander.

I am going, just for the record—

Mr. Luc Berthold: I have a point of order.

The Chair: Mr. Berthold, go ahead on a point of order.
[Translation]

Mr. Luc Berthold: What you said about my fellow member was
inappropriate, Madam Chair. You put words in his mouth, things
that weren't true.

I would ask you to please retract your comments.
[English]

The Chair: I'm sorry; I pushed the button, and I shouldn't have.

What I think we should do as our way forward is allow Mr. Turn‐
bull to ask his questions—

Mr. Luc Berthold: On a point of order.

The Chair: I'm just going to make my comment. As a path for‐
ward, we've done this before.

Go ahead on a point of order, Mr. Berthold.

[Translation]

Mr. Luc Berthold: I raised the point of order because I reject the
remarks you made about my fellow member. What you said he said
was not true. You put words in his mouth. You made an assumption
about what he was thinking. You characterized his work. It's inap‐
propriate for a committee chair to do that.

Please retract your comments.

[English]

The Chair: If it makes you feel better, Mr. Berthold, sure, but
I'm just saying that, when it comes to putting words in the mem‐
ber's mouth, it's happened before.

I asked if Mr. Cooper had any more questions, because then what
I could suggest is that, if he doesn't, I would go to Mr. Turnbull and
then give him back the floor to continue with his motion, as we
have done in the past.

I think we would be able to get agreement from the Bloc and the
NDP to finish this, release the witnesses, and then give Mr. Cooper
back the floor to finish this. I feel this is a plausible way forward.

Is that a plausible way forward?

[Translation]

Mr. Luc Berthold: Madam Chair, I just want to be sure. To help
you do that, I am requesting unanimous consent to proceed as you
suggested.

[English]

The Chair: That's an excellent idea.

Are we okay with giving the floor to Mr. Turnbull for his five-
minute round, trying to keep it shorter, and then we'd give it back to
Mr. Cooper?

Mr. Blaine Calkins: I have a point of order, Madam Chair.

The Chair: Go ahead, Mr. Calkins.

● (1310)

Mr. Blaine Calkins: Madam Chair, I don't believe we can make
up the rules as we go along. A motion has been moved. Nobody has
indicated that the motion is not in order, and I suggest, if you seek
advice from the clerk, that the clerk will advise you that the busi‐
ness of the committee is now the motion.

The Chair: Ms. Blaney, I'm assuming your hand is still up to be
on the speaking list for the motion.
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Is there not agreement to allow Mr. Turnbull to have his time
with the witnesses?

Mr. Michael Cooper: The motion is before this committee.
The Chair: There is not agreement to give you the floor, Mr.

Turnbull.

Is there agreement to release the witnesses?
Mr. Michael Cooper: Yes.

If Mr. Turnbull wants to keep them here, that's his prerogative.
The Chair: Ms. Blaney, are you okay with the witnesses being

released?
Ms. Rachel Blaney: I am.
Mr. Ryan Turnbull: I'm not okay, Madam Chair. I would like to

have my spot to ask a question, but if that's the will of the commit‐
tee....

The Chair: With that, I would like to thank you for your time
and attention today.

We wish you the best and thank you for your service. If there's
anything else you'd like to add, please send it to the clerk and we'll
have it translated into both official languages.

Mr. Cooper, the floor is yours.
Mr. Michael Cooper: Thank you very much, Madam Chair.

From the moment the Prime Minister's so-called special rappor‐
teur was appointed, there have been serious questions about conflict
of interest around Mr. Johnston, given the fact that he was a long-
standing friend of the Prime Minister's father, the fact that he has
had a relationship with the Prime Minister for decades and the fact
that he, up until his appointment as so-called special rapporteur,
was a member of the Beijing-financed and Beijing-compromised
Trudeau Foundation.

Since Mr. Johnston's appointment, new conflicts have emerged.
It turns out that not only is he a friend of the Prime Minister and
was a member of the Trudeau Foundation—which, on both counts,
disqualify him from being appointed to such a role to investigate
Beijing's interference on matters that implicate the Prime Minister
over what he did or failed to do to respond to Beijing's interference,
where part of Beijing's strategy, of course, was to benefit the Liber‐
al Party—but it has now been revealed that Mr. Johnston selected
as the lead counsel for his supposedly independent investigation
none other than Sheila Block. She is a major Liberal donor who
has, over the last several years, donated nearly $7,000 to the Liberal
Party of Canada and who was rubbing shoulders with the Prime
Minister and the Minister of National Defence, at least virtually, at
a recent Liberal Party fundraiser.

He hired another Liberal, Valérie Gervais, who is a former minis‐
terial staffer, as a communications adviser. We now learn that he's
taking advice from Don Guy, who is another Liberal and former
chief of staff to Dalton McGuinty, as well as Brian Topp, who was
a chief of staff to an NDP government.

In light of that, what we have are conflicts everywhere around
this so-called special rapporteur. On that basis, it's appropriate that
these witnesses come to answer questions before this committee.

I'm not sure where the chair is, but thank you, Madam Chair.
The Chair: Ms. Blaney.
Ms. Rachel Blaney: Thank you so much, Chair.

I thank Mr. Cooper for bringing this forward.

I am going to offer an amendment to remove paragraph c. I'm not
averse to having the conversation, but I'm not prepared to make that
decision. I know that the people in paragraph c are not receiving
any compensation. I think that's something I could explore at a later
date, but today, just to get things done quickly, I think that would be
the best way to move forward.

Madam Chair, I am officially asking for that to amend the mo‐
tion. I hope to see paragraph c removed.

The rest of it I can support, just for clarity.

● (1315)

The Chair: I have Mr. Cooper.
Mr. Michael Cooper: Madam Chair, I appreciate Ms. Blaney's

comments. I am amenable to removing paragraph c. I think both
witnesses should appear, but this is something that perhaps could be
looked at on another day.

The Chair: On my list for the motion and then for the amend‐
ment, I had, following Ms. Blaney, Mr. Fergus, followed by Mr.
Turnbull.

Go ahead, Mr. Fergus.
Hon. Greg Fergus: Madam Chair, I appreciate the amendment

or the suggestion by Madam Blaney. I also appreciate that Mr.
Cooper is willing to remove paragraph c. However, I do have some
problems with this motion as it stands, and I would like to make a
modification.

I think we've gotten into a bad habit, Madam Chair, of detailing
who comes and for how long before committee. I think it's been
very good that we've been able to do this, but now we're getting in‐
to the short strokes before the summer. I would like to suggest that
we maintain paragraphs a and b, but we remove the times that are
added to their appearances.

Of course, we'll ask the chair to please schedule this, respecting
the times within the next 10 days for these folks to come, and just
allow the chair and the clerk to determine for how long these folks
would appear before committee.

The Chair: Mr. Turnbull is next.
Mr. Ryan Turnbull: Madam Chair, I am obviously a little disap‐

pointed that I didn't get my round of questions in, but I've let that
go at this point. Looking at this motion, I don't really comprehend
how this has to do with the question of privilege that we're under‐
taking a study on here. I can only speculate as to what the real mo‐
tivations of calling these particular witnesses are, but based on what
we've seen from the Conservatives in terms of dragging people's
good names through the mud, I have concerns that this is just an‐
other way to attack people who don't really deserve to be brought
into this.
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I don't have any problem with them in particular being witnesses.
At the same time, I just don't understand the motives of Mr. Cooper.
How does this pertain to the question of privilege? To me, that's
what we're doing the study on. We realize that this may now in‐
clude several other members of Parliament—we'll see—but as a
study that we're doing....

What we're trying to get to the bottom of is whether Mr. Chong's
privileges were infringed upon by a threat of intimidation or inter‐
ference that never materialized, which has been documented multi‐
ple times by national security experts, including previous witnesses.

National security and intelligence adviser Jody Thomas said that
there was no actual threat. There is confirmation from Mr. John‐
ston's report as well.

That's not to say it isn't a serious matter and that we don't take
this seriously because we do, but I don't understand the motive
here. I think it's to bring additional people into this to then drag
them through the mud for political gain, and if that's what the Con‐
servative Party's motivations are, which seems to be the case based
on the experiences that I have had on this committee, then I can't
support this motion. I would suggest that maybe we should consid‐
er some amendments to it. While I'm not opposed to what Ms.
Blaney has said, I'm just looking at what value this motion would
bring to our current work, and I don't see it. I don't see the value of
it, let alone the amount of time that's been specified here, which I
think is a lot of the committee's time for witnesses whom I don't see
as being relevant to the particular study.

They are another example of trying to create suspicion out of
someone who has integrity and credibility, who has been cited by
the Conservative Party because they need to attack the person and
discredit Mr. Johnston because they don't like the conclusions in his
report that are based on facts and evidence.

When you're desperate and you don't have truth on your side,
what you do is attack the person, which is a well-known tactic that's
been used in rhetoric since time immemorial. It's attack the per‐
son—
● (1320)

[Translation]
Mr. Simon-Pierre Savard-Tremblay (Saint-Hyacinthe—

Bagot, BQ): I have a point of order, Madam Chair.

The member's comment seems to relate to the main motion,
when we're discussing the amendment that's been proposed.
Shouldn't we be discussing the amendment?

The Chair: Yes, that's right.

Mr. Turnbull, I realize that you had more to say because it relates
to the broader conversation. Sometimes, we do things this way, but
let's try to stick to the amendment.

Thank you.
[English]

Mr. Ryan Turnbull: Sure. I generally support the amendment
that Ms. Blaney has put forward. Perhaps I'll cede the floor for the
moment, and maybe we'll be able to get to a vote on the amend‐

ment. Then I'd like to put my name back on the list for the motion
itself, please, Madam Chair.

The Chair: I already have you on the motion itself, so I'll revert,
because you and Mr. Fergus are on it and I just came to you be‐
cause of it. I'll add you.

I don't have any other speakers for the amendment. I'm going to
call the question on Ms. Blaney's amendment to Mr. Cooper's mo‐
tion.

(Amendment agreed to: yeas 11; nays 0 [See Minutes of Proceed‐
ings])

The Chair: On the motion as amended, I have Mr. Fergus, Mr.
Turnbull and Ms. Sahota.

Mr. Fergus, go ahead.

[Translation]
Hon. Greg Fergus: Madam Chair, as I suggested the last time I

spoke, I would like to propose an amendment that the references to
the duration of the witnesses' appearances be removed.

I suggest we leave it to you, Madam Chair, and the clerk to deter‐
mine how long the witnesses appear before the committee.

Obviously, we'd like to have a full discussion with the witnesses
while taking into account their availability. I think my amendment
makes sense. We've gotten into the bad habit of asking witnesses to
appear for a specific amount of time. I think this amendment makes
things easier.

That's my amendment.
● (1325)

[English]
The Chair: Mr. Fergus, can you repeat your amendment?

[Translation]
Hon. Greg Fergus: I propose removing all references to how

long the witnesses would be appearing.

[English]
The Chair: We'll vote on the amendment.

(Amendment agreed to: yeas 6; nays 5 [See Minutes of Proceed‐
ings])

The Chair: Mr. Fergus, to confirm what our records show,
you're moving the two hours—one hour for paragraph a and one
hour for paragraph b. Are you also removing the 10 days or not?

Hon. Greg Fergus: It's not the 10 days.
The Chair: It's just the hours. Thank you.

We are now back on the main motion as amended twice.

My speaking list is Mr. Turnbull followed by Ms. Sahota.

Mr. Turnbull, go ahead.
Mr. Ryan Turnbull: Thank you, Madam Chair.
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As it stands now, if I'm correct, we have paragraphs a and b.
We've eliminated paragraph c. I'm just verifying this. We've re‐
moved the reference to the number of hours from both paragraphs a
and b. Is that correct? Thank you, Madam Chair.

I still have, I think, similar concerns that I was expressing earlier
in relation to this motion. I really don't see how Ms. Block and Ms.
Gervais are going to contribute to the work we're doing.

I think the appointment of the special rapporteur, Mr. Johnston....
We had him come before the committee for over three hours. It was
about three hours and 15 minutes, if I'm not mistaken, which is al‐
most unheard of in terms of the amount of time a witness would ap‐
pear. I thought he was very forthcoming and gave us lots of clear
responses and really spoke well, I think, to the detailed work he's
undertaken as the special rapporteur.

I know that the committee has benefited greatly from his testimo‐
ny, and I'm not sure why.... I think what we witnessed, certainly
from the Conservative Party, was an attempt, which they're not
even doing subtly at this point, to drag Mr. Johnston's good name
through the mud. Personally, I think it's disgusting. I apologized to
Mr. Johnston, in a way, on their behalf, even though I have no right
to do so in a sense.

I just feel horrible for how he's been treated, someone who was
appointed by Stephen Harper, whom Mr. Poilievre sang praises
about for numerous years—as we all did—as a pre-eminent Cana‐
dian who served this country so well as the Governor General. To
have his reputation be tarnished for political gain just seems to me
to be beyond the pale. It makes me feel really badly for him. I real‐
ly do feel for him. I'm not saying that he deserves, necessarily, to be
protected or that he needs it, per se, but I really think it's not merit‐
ed in his case.

I don't understand why and how these two witnesses will give us
more testimony that's really useful for the important work we're un‐
dertaking. There are so many witnesses we could be hearing from
who I think have an ability to look forward and say how we can im‐
prove our response on foreign interference, or witnesses we could
have just heard from, if Mr. Cooper hadn't used his opportunity to
move a motion like this in the middle of a meeting where we had
scheduled witnesses, who were really relevant to a question of priv‐
ilege.

When we have a question of privilege, and we have the law
clerk, the clerk of the House of Commons and the Sergeant-at-
Arms here, we have important work to be done on the actual ques‐
tion of privilege. I had clarification questions for them and, I think,
very important questions as to how we can understand the potential
infringement of one of our MPs' parliamentary privilege.

The Speaker ruled that there was a prima facie case here, and
that's why it was referred to this committee. That's why we're un‐
dertaking this work, but it seems a little strange to me that we
wouldn't have the opportunity to fully utilize the expertise in the
room.
● (1330)

really just don't see the value of these witnesses for the current
study. I've stated that and given you some of my reasons.

Thank you, Madam Chair.

The Chair: Thank you for not being repetitive, Mr. Turnbull.

Go ahead, Ms. Sahota.

Ms. Ruby Sahota: Madam Chair, I wanted to state my frustra‐
tion or bewilderment with the last four committee meetings we've
had. Perhaps my count is off. I don't even know how many meet‐
ings we've had on the question of privilege so far. It doesn't seem
any different from the foreign interference study. It's all blending
into one.

I've been on this committee for quite some time. We've had other
questions of privilege. It's a constitutional and legal matter, like
we've heard here today.

I believe the witnesses who were before us today were extremely
valuable, and I think they would be beneficial in our getting down
to the definition of intimidation. What we've heard from them today
about this type of foreign action never having been looked at....
We're sitting on something that is precedent-setting and I think it's
quite exciting for us to explore how we adapt and evolve with these
given threats in the coming time.

My bewilderment and confusion come from an area...we aren't
even exploring that. We've already heard from testimony that
threats were made. We've already heard that. We're coming from a
place of knowledge where we know foreign interference exists. We
know that in terms of election interference, the last two elections
may have had attempts, but the elections were decided by Canadi‐
ans and Canadians alone. We know that.

What we should be deciding at this committee now is whether
the level of threat or the type of threat, or if in the absence of
knowledge of a threat...whether we would now make a precedent-
setting decision as to this being a privilege matter. That is before us.

We haven't even begun to explore the actual issue. The witnesses
who have been put before us today are not going to get us any clos‐
er to making that determination.

What is the point of our going in circles just for the circus that
serves the CPC's political intentions and motivations? That's exact‐
ly what it is. It's all political tactics to see how far they can take this
game of leading Canadians down this road of mistrust in our
democracy, and how they can destroy and maybe burn down our in‐
stitutions. That is the goal of the CPC, and that's all I can really
make of all of this, because we're not getting down to what we
should be doing to protect our institutions.

Yes, we already know certain things exist, so we need to now
move forward from those. We know a colleague of ours, who hap‐
pens to be a member of the CPC.... I feel bad for what has hap‐
pened. Now we need to figure out how to solve that problem.
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One thing that's already happened—and we've heard this—is a
directive has been given by the public safety minister to make sure
that any incidents of intimidation or foreign interference involving
parliamentarians are quickly elevated and brought to the attention
of our security agencies and, ultimately, the Prime Minister. This is
important. This is a good outcome, I would say, as I was question‐
ing some of the witnesses here today.

Although it's taken us getting through a lot of mud and unneces‐
sary stuff, we're getting to some good conclusions, but I don't be‐
lieve having this meeting with these witnesses is getting us any
closer to answering the question of whether this is a matter of privi‐
lege or not.

These witnesses would not be coming here with any knowledge
of whether this is a matter of privilege or not in this House of Com‐
mons. What is the point?

The point is to distract and to create mistrust. That's all we've
seen in Pierre Poilievre's campaign so far. There are no solutions
and no ideas. It's just, “Let's tear this place down. Let's see how an‐
gry we can get people. Let's cause confusion and chaos where we
can cause them.”

That's exactly what these witnesses are being brought here in an
attempt to do. I'm sure the witnesses will be wonderful and great,
because they're eminent top professionals in their areas, but what's
the point of this? It's definitely not to get to the answers that this
committee has been mandated to look into by the Speaker of the
House of Commons.

It is not our mandate to drag other people's names through the
mud unnecessarily or to attack them about what they did 30 years
ago. This is becoming normal, I guess, in politics in the last couple
of years, but it's disgusting, quite frankly. It's absolutely disgusting.
● (1335)

I don't think any knowledgeable, eminent person is going to want
to advise parliamentarians anymore, which is going to be a real
shame because we respect professionals in their fields and require
their guidance and their advisement at times like this when we are
going through unprecedented situations—that we have their service
at our disposal. However, no one is going to come forward any‐
more.

Quite frankly, I don't even think anyone's going to want to be‐
come a parliamentarian in the near future if we keep going in this
direction, at least nobody who has a reputation that they care about.

All I can say is that I'm a little frustrated by the joke that we're
creating out of this whole situation. Even what we saw in the House
of Commons yesterday, running out there so the budget could not
come to a vote—running out and hiding in the lobby, voting on
your phones and saying that you're having technical difficulties
when, quite frankly, it's evident that no one's having technical diffi‐
culties.... It's just to delay and waste time.

This is another tactic to delay, to waste time, to confuse matters,
and I don't agree with it. I don't intend to vote if you cannot explain
to me what your intention is and what type of evidence you think
you will be garnering from bringing such witnesses that will help
us in the question of privilege that is before this committee now.

Thank you, Madam Chair.
The Chair: Thank you.

My list is exhausted, so I would like to call the question. Is that
suitable?

I am just going to make a comment really quickly.

Today is Thursday. With regard to Tuesday, the notice is out for
Duheme for one hour, as was requested by this committee, and
Morrison for two hours. That evening, as was requested by this
committee, is Vigneault for two hours. On Thursday, as was re‐
quested by this committee, Minister Mendicino is appearing. Then
we have two of the people who were on that list of witnesses we
had asked.

The 10 days will be pending a deviation request, which the clerk
has already put through. Otherwise, it will probably be 10 business
days. We will try to swap around, but cancelling people doesn't get
us further ahead, so just be mindful that we will do our best to have
them here within 10 days. Should a deviation request not happen, it
will be the 20th where we'll try to put them in, unless something
changes.
[Translation]

Did you have something to add, Mr. Savard-Tremblay?
● (1340)

Mr. Simon-Pierre Savard-Tremblay: In response to all that, I
just want to mention that Ms. Block worked on the report in ques‐
tion and that we know she has something to contribute. We aren't
looking to pillory her. We are simply looking for answers.

The various comments that this is a smear campaign are un‐
founded. We have a report that raised questions, that was chal‐
lenged and that is ultimately raising more and more questions. For
that reason, asking Ms. Block to appear is far from holding a public
trial on the matter.

Our goal is to get to the bottom of all this. We have a duty to do
so.

The Chair: Thank you.

I will call the vote on the motion as amended.

(Motion as amended agreed to: yeas 6; nays 5)
● (1345)

The Chair: The meeting is adjourned.
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