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Standing Committee on Access to Information, Privacy and Ethics

Tuesday, April 25, 2023

● (1545)

[English]
The Chair (Mr. John Brassard (Barrie—Innisfil, CPC)): I

call the meeting to order.

Good afternoon, everyone.

I'm sorry for the delay. We had votes.

Welcome to meeting number 66 of the House of Commons
Standing Committee on Access to Information, Privacy and Ethics.

Today's meeting is taking place in a hybrid format, pursuant to
the House order of June 23, 2022. Therefore, members can attend
in person in the room and remotely using the Zoom application.

Should any technical challenges arise, please advise me. Please
note that we may need to suspend for a few minutes, as we need to
ensure that all members are able to fully participate.

Pursuant to Standing Order 108(3)(h) and the motion adopted by
the committee on Monday, May 16, 2022, the committee is resum‐
ing its study of access to information and privacy systems.

I see that we have one witness online.

Madam Clerk, can you confirm that the audio testing has been
done? It has. Thank you.

I have committee business to discuss before we get to the wit‐
nesses.

First of all, this will be the last meeting on the access to informa‐
tion system, so I'm expecting the drafting submissions. We already
have the interim report. We've issued drafting instructions to the
clerk and the analysts. If anybody meeting has drafting instructions
after this, I would ask that you please submit them by 5 p.m. tomor‐
row to the clerk.

The other thing I want to discuss is with respect to the motions to
summons two witnesses, Mr. Rosenberg and Madame Fournier. I
will tell you that those meetings look like they are going to happen
in a relatively short time. We had the motion that stated that it had
to be prior to May 5, and I know that Madam Clerk has been work‐
ing to make sure that happens.

The other thing, on the draft report for the ATIP, is that I have
scheduled a minimum of three meetings for that to happen. I sus‐
pect that it's going to be a fairly substantial report, if the interim re‐
port is any indication, so we have three meetings for that.

After today, we have 13 meetings left. I want to keep that in
mind, and I want the committee to keep that in mind as we discuss
the schedule.

Of course, we have the commissioners, whom we need to invite
to discuss the estimates. That will take one meeting.

I wanted to make sure you were aware of that at the beginning of
this meeting.

I know we have two witnesses who are prepared to speak, and
then we have a significant number of witnesses after this for the
second hour.

Mr. Barrett, I'm going to go to you.
Mr. Michael Barrett (Leeds—Grenville—Thousand Islands

and Rideau Lakes, CPC): Thanks, Chair.

I have a motion I would like to move. I have just sent it to the
clerk, but I want to make sure that colleagues across the way are
either all signed on or all here when I put my motion forward.

Ms. Iqra Khalid (Mississauga—Erin Mills, Lib.): I'm sorry.
I'm wondering if we've had the proper amount of notice for this
motion in order for it to be moved.

The Chair: We're in committee business, so Mr. Barrett is mov‐
ing the motion in committee business.

Mr. Michael Barrett: I'm going to move the motion, but it ap‐
pears it might be a short one.

Ms. Iqra Khalid: Are we voting on it today?
Mr. Michael Barrett: Ideally, we will.

I move:
That the committee call the Lobbying Commissioner and the former Interim
Ethics Commissioner to appear regarding the appointment of former Liberal
minister of industry, Navdeep Bains, as chief corporate affairs officer at Rogers
Communications.

To speak very briefly to it, because we have very limited time,
my request would be that if the committee saw fit to adopt the mo‐
tion, the chair find some time on the committee and House calendar
when there are available resources, so that it doesn't impact the on‐
going work of the committee.

I imagine we could dispense with it in pretty short order. The
motion is self-explanatory. It's an item that's been of keen public in‐
terest, and just the two officers of Parliament would be able to
speak to members' obligations post their employment as parliamen‐
tarians.

Thank you.



2 ETHI-66 April 25, 2023

The Chair: I have Mr. Fergus first.

We're in committee business, so I'm going to rule the motion in
order.

I will remind members of the committee that we have Mr. Beeby
and Mr. Conacher, who are prepared to go here. I would like to get
to the witnesses today, but of course I'll leave it up to the commit‐
tee.

The motion is on the floor. Mr. Fergus is up on the motion.
Hon. Greg Fergus (Hull—Aylmer, Lib.): Mr. Chair, I was go‐

ing to suggest that perhaps it's better that we come back and finish
this at the tail end of the meeting. It's been introduced. It's in order.
You've ruled that it's in order. It should be discussed, but our wit‐
nesses are here. There are some aspects of this motion that I know I
want to speak to, but I don't want to interrupt the presence of our
witnesses here.

Through you, Mr. Chair, I'm just going to ask if Mr. Barrett
would be so kind as to delay this until about the last 15 minutes be‐
fore the end of the meeting.

The Chair: Are you okay with that?

We have the witnesses scheduled until exactly 5:30 in the second
hour. Is it the will of the committee to come back in the last 15 min‐
utes, or not? I'm looking for consensus.

Go ahead, Mr. Barrett.
● (1550)

Mr. Michael Barrett: Thanks, Chair.

I want to make sure that everyone has their members at the table,
so that if a vote comes to pass we're able to do that. I'd like to satis‐
fy that first. That's important.

I guess if there's an interest in actually voting on the motion, with
comments.... If the desire is not to bring it to a vote, and that's go‐
ing to be the outcome 15 minutes before the end of the meeting or
in the next couple of minutes when we move to the witness panel,
then I would say let's just get to the voting. However, if there's an
intention that this will come to a vote, I hope with the support of all
members of the committee....

I guess that would be my question. In the spirit of collaboration,
where this occurs on the meeting agenda with the least possible
amount of disruption and where all members are at the table, then
that would be my preference if I had my druthers. If we're just
looking to.... If we're just going to fall off the end of the meeting,
then we should dispose of it now, I suppose.

That would be my question back. If we think we can dispose of it
at the end of the meeting, then I would support Mr. Fergus's sugges‐
tion and we can get to the witness panel.

The Chair: Thank you for that.

With the difficulty of understanding or knowing intentions, my
preference would be to dispose of this now, if we can, in the next
eight minutes that we have. If not, then perhaps at that point we can
move on to the witnesses .

Ms. Khalid, go ahead, please.

Ms. Iqra Khalid: Thanks, Chair.

I just want to reiterate the point made by Mr. Fergus. I think it
does need to be at the tail end of the committee meeting. Obviously,
we want to have some time to look over the motion. It was table-
dropped. We had no negotiations and there was no communication
from the opposition parties with respect to their intentions and what
they're thinking on this.

I would appreciate it if we could move this to the tail end.

The Chair: Are we good with doing that? I just need direction
from the committee here. I'm prepared to move it to the end if we
have to.

Are we good?

Some hon. members: Agreed.

The Chair: Okay. We'll take 15 minutes at the end of the meet‐
ing, which will shorten up the panel for the next hour but give us
more time for the witnesses in this hour.

I have two witnesses here. First, Mr. Beeby is a journalist, and he
is here as an individual.

Mr. Beeby, welcome back to the committee.

Mr. Conacher is the co-founder of Democracy Watch. He is here
by video conference.

I'll start with Mr. Beeby.

Welcome back, sir. You have five minutes to address the commit‐
tee. Please go ahead.

Mr. Dean Beeby (Journalist, As an Individual): Thank you,
committee members, for inviting me back as a witness as you wrap
up your report on access to information.

Almost three years ago, the then Treasury Board president an‐
nounced a review of access to information. Monsieur Duclos said
in June 2020 that the review would focus on three things—the leg‐
islative framework, proactive publication and the administration of
access to information. The minister said the review would also
“seek the views of Indigenous Peoples on aspects of access to in‐
formation that are important to them”.

I delivered a lengthy brief to the Treasury Board’s review team,
proposing nine specific amendments to the legislation, because, af‐
ter all, a review of the legislative framework was the very first
thing on the minister’s list.

Last week I learned that my brief was a complete waste of time.
The new Treasury Board president told the committee, “My current
priority is to improve [the] administration of the existing law.” She
resisted calls for amendments to the Access to Information Act,
claiming that Bill C-58 had already done the job four years ago.

I felt duped. Many others who submitted legislative reforms must
also feel duped.
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Madame Fortier also said last week that halfway through the
three-year review, Treasury Board realized that it needed to engage
with indigenous people, and so asked for their input. Apparently,
the minister and her officials did not get that June 2020 memo from
Monsieur Duclos about the need to seek the views of indigenous
people.

Once again, a government with no stomach for transparency has
ragged the puck for three years. Now they promise a so-called ac‐
tion plan sometime in year number four.

An activist I know talks about something she calls the “cycle of
denial”. She works to stop violence against women. Every police
agency and government asks that her group supply evidence about
the problem. She diligently puts together briefs and reports. Time
passes. Agencies and governments with new leaders then ask for
fresh evidence. The cycle of denial starts again. Nothing gets done.

The Treasury Board’s report on access to information last fall is
the 17th such review since 1982—not a particularly insightful one,
by the way—so we have our own cycle of denial in the transparen‐
cy world. Nothing is getting done. That’s no accident. Governments
always lose their appetite for openness one day after elections are
held.

Your committee’s work is an opportunity to push back against
foot-dragging by bureaucrats and ministers, to give voice to Cana‐
dians who dare ask how government is spending their money, and
to help backbenchers get answers to questions that are routinely
dismissed in Parliament. I hope your report will put important leg‐
islative amendments back on the table. They are as important to re‐
form as administrative changes.

I'll be glad to take questions. Thank you.
● (1555)

The Chair: Thank you, Mr. Beeby. You're well under time. I ap‐
preciate that. It will allow more time for questions.

Mr. Conacher, on the issue of access to information, you have
five minutes to address the committee.

Thank you.
Mr. Duff Conacher (Co-Founder, Democracy Watch): Thank

you very much, Chair and committee, for the invitation to appear
before you again during your review of access to information.

I'm going to be brief. You have Democracy Watch's submission,
setting out 18 key changes. I won't go through those changes again.
They can be summarized very simply. Apply the law to all publicly
funded and public-purpose institutions. Close all the secrecy loop‐
holes. Require a duty to document. Create records of actions and
decisions. Strengthen enforcement, including the independence of
the commissioner, and empower the commissioner to actually im‐
pose penalties for violations of any of the provisions of the act.

The Chair: Mr. Conacher, I'm sorry to interrupt. Can I get you to
throw your microphone down just a bit lower, if possible? The in‐
terpreters are having a difficult time.

There you go. Thank you.

Go ahead.

Mr. Duff Conacher: Thank you.

The Access to Information Act is misnamed. It really should be
called the ”Guide to Keeping Information Secret that the Public has
a Right to Know Act” because that's what it is. It is more loopholes
than rules. As a result, the enforcement changes made by Bill C-58
can empower the commissioner only so much, because of the num‐
ber of loopholes, exemptions and exclusions that can be claimed.

Stakeholders have made it very clear, including in the govern‐
ment's own consultation report released in December 2021, and all
stakeholders have called for 10 key changes. I've listed 18 more de‐
tailed, comprehensive changes in our submission, and they all need
to be made in order to have an actual Access to Information Act.

Rather than the committee's simply issuing a report—and I was
happy to hear, in listening to—

[Translation]

The Chair: Sorry.

Mr. Garon, I know there's no interpretation.

[English]

Mr. Conacher, I know you have the proper equipment on, but I'm
going to ask if you can speak just a little more loudly, because we
are having a problem with the interpretation. Maybe just move your
microphone up a little, if you don't mind.

There you go. That might work, and speak just a bit more loudly,
sir.

I stopped your time. Go ahead.

Mr. Duff Conacher: That's fine. Thank you.

As I was saying, instead of the committee's issuing yet another
report—and this committee has issued reports already on the access
to information law—Democracy Watch is calling on committee
members to take the report and the recommendations that the ma‐
jority of committee members support and turn them into a co-spon‐
sored private member's bill.

Get things moving.

The Liberal government and cabinet have made it very clear that
they're not going to introduce a bill that will close any of the secre‐
cy loopholes, strengthen enforcement or create penalties for viola‐
tions, so I call on you, as legislators, to act as legislators and co-
sponsor a bill together.

I hope you will also take on the issue of the secret lobbying and
whistle-blower protection, which isn't strong enough to allow whis‐
tle-blowers to report secret wrongdoing or secret investments that
are allowed by cabinet ministers and top government officials.
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Finally, I urge you all to reconsider and reverse your position on
the changes to the Lobbyists' Code of Conduct that will allow for
secret fundraising and secret campaigning by lobbyists, and secret
gifts as well, worth hundreds of dollars, which will lead to secret
problems and secret corruption.

Thank you.
● (1600)

The Chair: Thank you, Mr. Conacher.

I just want to keep the focus here. We're on access to informa‐
tion. The questions from committee members are going to be relat‐
ed to that.

We will start now with our first six-minute round. We're going to
go to Mr. Kurek for six minutes, please.

Mr. Damien Kurek (Battle River—Crowfoot, CPC): Thank
you, Chair.

Thank you, gentlemen, for appearing once again before the com‐
mittee. I think your reappearance speaks to the fundamental impor‐
tance of having an access to information regime that actually works
and does what it's supposed to, and to the importance that has in
our democratic system.

Because I've asked you the questions that I started with on every
other witness, I won't get into how fundamental this is to democra‐
cy.

Mr. Beeby, I want to take a bit of a different angle here and go on
to the human rights implications of having access to information.

I know you've done a fair amount of writing on human rights.
Are there connections you would make between the access to infor‐
mation regime being effective, and needing to ensure the human
rights of marginalized Canadians and also those around the world?
I'm just curious if that is a connection you would make, and if you
could expand on it.

Mr. Dean Beeby: People much smarter than I am—lawyers, for
example—will tell you that, yes, it should be considered a human
right, and there is UN language to promote that.

I am just a more practical person. I just think that citizens in this
country need to help hold their governments to account and have to
know what their government is up to. There are many avenues for
finding out what government is up to, but the unique thing about
access to information is that it gives a personalized avenue for indi‐
viduals to ask questions of their government and to demand ac‐
countability of their government. It's a pillar of democracy in that
way.

I don't know if you would characterize that as a human right—I
think I would—but it's really part of our democracy, and the way
we have allowed this dysfunction to develop really undermines our
democracy.

Mr. Damien Kurek: I appreciate that.

I'll get to asking you some questions about the minister's appear‐
ance, which I'm sure you watched last week.

I'd ask maybe about actionable results. I've spoken with individu‐
als who are involved in the access to information system currently,
as we've heard at committee, and some have great concern about
what's going on. There seem to be a lack of leadership and a lack of
metrics that would define even what “success” is in terms of being
able to close files, in terms of accountability, in terms of being able
to ensure that the things are even done.

Just to reference a bit of what the minister talked about, when
she referenced the number of cases that were closed within a spe‐
cific period of time, I couldn't help but laugh, because it was not
my experience, having filed quite a few ATIPs when trying to look
for answers for constituents and on other important issues that face
Canadians.

In terms of how the ATIP offices within departments and agen‐
cies work, what would you recommend be done so that we can see
some actual results?

Mr. Dean Beeby: The statistics that we need to assess the per‐
formance of individual departments are collected by Treasury
Board and the departments themselves. They're already suspect. It's
also a very poor data collection system methodology.

Many of the statistics that we read, such as the one the minister
cited last week, are not reliable and are in fact misleading. We need
to have metrics that are independent and reliable to assess the per‐
formance of individual departments. As it is, it's masked.

The minister said last week that 70% of requests are answered
within the legislated timelines. That is very misleading, because
legislated timelines include these crazy extensions, which often last
for a year or more.

Yes, the system looks somewhat good at 70% until you consider
that it includes all those enormously long timelines to answer those
requests. The minister gave us a good example of misleading statis‐
tics that make it look like the system is working, when in fact it's
not.

● (1605)

Mr. Damien Kurek: You kind of answered what was going to
be my next question, so maybe I'll take it in a bit of a different di‐
rection—technology.

I know that access to information is incredibly complex, because
you're dealing with paper documents; you're dealing with, in some
cases, cabinet confidences; you're dealing with solicitor-client priv‐
ilege. There's a whole host of things. One could debate each of
those things individually. However, I'm just curious as to whether
you would recommend guidance to the committee on how to ap‐
proach the use of technology in terms of being able to improve ac‐
cess to information for Canadians.

Mr. Dean Beeby: You may be surprised to hear this, but I'm for
AI. I think AI has a role in this process.



April 25, 2023 ETHI-66 5

I mean AI that's responsible, AI that can be audited so that we
know what goes on in the black box of AI we use for this system. I
don't think we should be shy about looking at that kind of new tech‐
nology to help streamline the processing of requests. I think it could
do a great service, just thinning out these grand volumes of emails,
for example. Emails are a frequent target of requests, and I think AI
would be one way to use technology.

The Chair: Thank you, Mr. Kurek and Mr. Beeby.

Ms. Khalid, you have six minutes. Go ahead, please.
Ms. Iqra Khalid: Thank you very much, Mr. Chair. I'll start with

Mr. Beeby.

Do you believe that Canada is a democratic state?
Mr. Dean Beeby: Do I believe that Canada is a democratic

state? Yes.
Ms. Iqra Khalid: Do you think that our access to information

system, as it currently stands, does provide access?

In your opening remarks, it sounded a bit like you were of the
opinion that nobody had access to any information on what the
government is doing right now. Do you think that Canadians have
access currently?

Mr. Dean Beeby: Not adequately, no. I've been around since the
act came into force in 1983, and it worked relatively well then—

Ms. Iqra Khalid: I'm so sorry, sir. I'm just asking if you think
that Canadians have access currently to what government is under‐
taking right now? Is the government transparent in certain ways
right now?

Mr. Dean Beeby: Is the government transparent in certain ways
right now? I'd have to have more detail. I don't know what you
mean by “in certain ways”.

Ms. Iqra Khalid: The current ATIP system.... I know that Mr.
Kurek has put in over, I think, 300 requests—was that it, sir? He's
put in more than 300 requests for information from the government
on various programs. Those are in the works.

Do you think Canadians are able to request information and to
receive that information currently with the government right now?

Mr. Dean Beeby: Do you want a yes or a no?
Ms. Iqra Khalid: Yes, sir.
Mr. Dean Beeby: No.
Ms. Iqra Khalid: Why is that?
Mr. Dean Beeby: Well, as I tried to describe to you in my last

appearance, the system is broken. It does not do what it was intend‐
ed to do when Parliament passed it in 1982. It has been getting
worse over the years. We are now at a point where journalists, for
example, are abandoning it because it's no longer useful.

Ms. Iqra Khalid: You're saying that if a journalist makes a re‐
quest, they will not receive the information they are requesting.

Mr. Dean Beeby: Well, again, are you asking me for a yes or a
no?

Ms. Iqra Khalid: I'm sorry. I'm just trying to differentiate be‐
tween whether it's, “No, you cannot have access to this informa‐
tion,” or, “You can have access to this information, and there's a de‐

lay because of some systemic barriers,” such as labour issues and
such as digitalization.

I'm just trying to differentiate between whether you think this is a
deliberate attempt to not provide information to Canadians, or
whether it is a systemic issue we can try to resolve with this gov‐
ernment. In your opening remarks, you made a reference to corrup‐
tion, and I just want to clarify whether you think the government is
corrupt or the system is broken.

● (1610)

Mr. Dean Beeby: As a point of accuracy, I didn't use the word
“corruption” in my opening remarks.

Ms. Iqra Khalid: Okay, well, I'm just trying to understand. You
submitted some recommendations that were, in your opinion, not
accepted in what the reform process for access to information is go‐
ing to look like. Perhaps you can give the top recommendation that
you think is going to fix this broken system, in your opinion.

Mr. Dean Beeby: Okay, well, last time I was here, I gave you
four. If you want the number one that I gave last time, it was to re‐
duce cabinet secrecy. It won't fix the system, but it will go a long
way toward that goal.

Ms. Iqra Khalid: Thank you.

Just turning to our other witness, who is here virtually, you used
the word “secret” many times. You used the word “secret” to refer
to a number of things. You used “secret corruption”. Have you
raised this issue in previous governments? What has been your
track record to ensure that there is transparency within government,
and how is “secret” involved in perhaps spreading disinformation
as well by members of the Canadian community?

Mr. Duff Conacher: Well, I think this is the seventh or eighth
time I have appeared on access to information reforms specifically
since 1993. In terms of how that relates to disinformation, other
than the secrecy of online posts and who's actually behind them, it
is not something we really work on specifically in terms of access
to information. Secrecy and misinformation are not really the main
concern with the act. The main concern with the act is that the in‐
formation that's released is the information the government wants
released, not the information that the public has a right to know or
that the public requests.

Ms. Iqra Khalid: With respect to the information that is released
or not released, that is held up or not held up, that is secret or not so
secret, I'm wondering who controls the quality of that information.
Is it information that you feel is correct or incorrect, accurate or not
accurate? What does disinformation have to do with access to infor‐
mation? I ask this because I think it's a really legitimate question in
terms of making sure Canadians have access to what is happening
in our government. However, when we're dealing with significant
amounts of disinformation—
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The Chair: Ms. Khalid, we're at six minutes, so if you could—
Ms. Iqra Khalid: Thank you.

If the witness can....
The Chair: Who are you directing your question to?
Ms. Iqra Khalid: Mr. Beeby.
The Chair: Mr. Beeby, please give a very quick answer if you

can, sir.
Mr. Dean Beeby: I'm sorry, but I can't do a quick answer.
The Chair: Okay. Thank you.

[Translation]

Mr. Garon, you have the floor for six minutes.
Mr. Jean-Denis Garon (Mirabel, BQ): Thank you, Mr. Chair.

Mr. Beeby, do you think that Canada is a democratic state?

[English]
Mr. Dean Beeby: Yes.

[Translation]
Mr. Jean-Denis Garon: Has it happened in this democratic state

that you have had to wait up to seven years in order to gain access
to briefing notes that you requested under the Access to Informa‐
tion Act?

[English]
Mr. Dean Beeby: I have waited more than seven years, yes.

[Translation]
Mr. Jean-Denis Garon: Do you think that a democratic state

should be proud of this kind of turnaround time?
Mr. Dean Beeby: No.
Mr. Jean-Denis Garon: As a journalist, do you think it is rea‐

sonable to suspect that sometimes obstruction techniques are used
intentionally within the state when it comes to journalists accessing
information?

[English]
Mr. Dean Beeby: There are certainly intentional roadblocks put

up. I don't know. I don't think it's common. I think the problem has
more to do with administrative failures—let me put it that way.
● (1615)

[Translation]
Mr. Jean-Denis Garon: Thank you, Mr. Beeby.

Mr. Conacher, I read your recommendations. One of them is to
impose sanctions when obstruction is intentional.

Before we go on to the subject of sanctions, I would like to get
some more information and ask you to give the committee some
examples of obstruction.

[English]
Mr. Duff Conacher: Thank you.

[Translation]

With your permission, I will answer the question in English be‐
cause my French is rusty.

[English]

As I just said, the public gets access to the information that the
government wants the public to get access to. This government has
been focused on that in saying that open government is the same as
open data. It has been making lots of changes to the open data sys‐
tem, but that system is to make public the information that the gov‐
ernment wants the public to see.

Open government means the public has access to information
that the government doesn't want the public to see. That system is
broken, as has been documented in detail. There are deliberate ob‐
structions. I can give you one example. I requested information and
communications concerning the appointment of the current Com‐
missioner of Lobbying, and two and a half years later the Privy
Council Office, which was involved in the appointment, said there
were no records. No one communicated with anyone within gov‐
ernment, but somehow they appointed the Commissioner of Lobby‐
ing. After two and a half years they denied that there were any
records they could find.

They don't want the public to see those records, because it would
probably show something wrong with how that commissioner was
appointed. I can't get access to those documents at all. Apparently
they do not exist. The investigation took two and a half years, and
the Privy Council Office delayed and delayed through that entire
process, and finally said there were no documents at all. That's not
a system that's working in any democratic way.

[Translation]

Mr. Jean-Denis Garon: In your recommendations, you propose
sanctions that could be imposed when the obstruction is intentional.

On a practical basis, the committee is wondering if it is easy
enough to prove obstruction. I would like to know what kinds of
sanctions you have in mind and how harsh they would be.

[English]

Mr. Duff Conacher: If you close all the excessive secrecy loop‐
holes and you empower the commissioner and give the resources to
the commissioner so they can be doing timely investigations, then
the abuse of the loopholes will be much more difficult, because
they'll be much more restricted. Delays will not be tolerated, be‐
cause the commissioner will be right on top of them. In terms of the
penalties, they are generally called administrative monetary penal‐
ties, AMPs, and the lobbying commissioner is called to impose
them on lobbyists, as well. They are a common method of having
fines, on a sliding scale depending on the significance of the viola‐
tion, that are imposed on people who are committing the violation.

It is always determinable who has decided something in terms of
refusing to disclose a document. The commissioner would investi‐
gate, find who was responsible, and then fine them with an AMP.
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[Translation]
Mr. Jean-Denis Garon: Mr. Beeby, a little while ago you spoke

of seemingly misleading statistics that had been provided by the de‐
partment, the same department that told us that most requests are
dealt within the time frames set out in the act. Obviously, we are
able to see for ourselves if those time frames are indeed the ones
that have been met and if they are acceptable or not.

Do you think it would be useful to have a public registry of ac‐
cess to information requests and of the turnaround times for those
requests? This is information that should be made public, regard‐
less.

Would that be a good idea and should we look at that possibility?
[English]

Mr. Dean Beeby: Yes, I do. I think the system could be digitized
and made more available for statistical analysis.

If every department had to record every step of the progress of an
access to information request in a system that could be accessed by
statisticians, I think we would have a much clearer picture and a
much more accurate picture of what's going on. Right now, it's
balkanized, and each department is responsible for its own stats.
● (1620)

[Translation]
The Chair: Thank you, Mr. Garon and Mr. Beeby.

[English]

Mr. Green, you have six minutes. Go ahead.
Mr. Matthew Green (Hamilton Centre, NDP): Thank you very

much.

Thank you to the witnesses. You've been here on many occasions
on this particular topic. We're grateful to have you back today.

My opening round is for Mr. Beeby.

In an article entitled “FOI's Whack-a-Mole”, you stated that the
Information Commissioner's “new order-making power is bogus”.
Can you expand on that?

Mr. Dean Beeby: Yes, I'd love to.

She was given so-called order-making power in Bill C-58 in
2019, but it wasn't what she had argued for. It was a watered-down
version, so her orders do not have the same effect as a Federal
Court judge's order.

A Federal Court judge's order cannot be ignored. There are sanc‐
tions that will be applied to people who ignore that order. In her
case, there are no sanctions. It's simply that her order goes out, and
it can be ignored or the institution can go to court. It has no power,
impact or authority.

She argued against this watered-down power when Bill C-58 was
being debated, but she didn't get it, so we now have this really weak
system.

Mr. Matthew Green: Is it your recommendation that the Infor‐
mation Commissioner have more stringent order-making abilities,
on par with a judicial equivalent?

Mr. Dean Beeby: They should be on par with those of a Federal
Court judge, yes. That will bring into play sanctions.

Mr. Matthew Green: What would you contemplate as sanc‐
tions?

Mr. Dean Beeby: To ignore a Federal Court order is to risk be‐
ing thrown in jail. There is a range of sanctions—fines, whatever—
but the thing is that they're taken seriously, whereas the Information
Commissioner's orders can be ignored without consequence.

Mr. Matthew Green: In the same article, you describe the ongo‐
ing case in which PSPC was ordered to release a file requested un‐
der access to information and where the department argued that it
did not have control of the file because it pertained to a subcontrac‐
tor. The Information Commissioner ordered PSPC to deliver the
file. PSPC told her they would not be implementing the order and
went to a Federal Court with an application asking the judge to
overturn it.

Can you describe the impact of departments declining to abide
by an order and requesting that a Federal Court judge review the
matter?

Mr. Dean Beeby: Well, it undermines the authority of the Infor‐
mation Commissioner absolutely, and when they go to court to
challenge her order, that judge can hear the case from the very be‐
ginning. The judge isn't looking specifically at her decision-mak‐
ing. The judge is looking at the whole case de novo—that's the le‐
gal term.

That's not order-making power. That's some reduced version of
order-making power. It gives departments free rein to snub their
nose.

Mr. Matthew Green: That's a problem, you would agree—a
considerable problem.

Mr. Dean Beeby: Absolutely.
Mr. Matthew Green: Do you believe that the Office of the In‐

formation Commissioner should be tracking non-compliance and
reporting back to Parliament in regard to the commissioner's or‐
ders?

Mr. Dean Beeby: It should. The commissioner does not have
that power in the act as it stands now, but she should be empowered
to collect statistics and report to Parliament on the recalcitrant de‐
partments that are ignoring her orders.

Mr. Matthew Green: Do you have any other recommendations
regarding the Information Commissioner's order-making power, to
improve compliance?

Mr. Dean Beeby: No, nothing significant. It would be a major
leap forward if she got the power that a Federal Court judge has.

Mr. Matthew Green: In your blog post regarding the Treasury
Board's review of access to information, you stated that the Trea‐
sury Board is not even trying to connect with ordinary citizens, es‐
pecially not those who are the access to information users they
claim they want to “engage”. Can you expand on this?

Mr. Dean Beeby: Well, I don't know if you've read the report
that came out last December from Treasury Board, but it's almost
indecipherable. It's written in a bureaucratese that's not meant to
connect with ordinary Canadians. I think it's full of obfuscation and
dodges.
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Mr. Matthew Green: I believe you said that it dodges any hint
of concrete reform and calls for more study. This is pertaining to
the report, I believe. You wrote about that in December. What was
your takeaway from that report?

Mr. Dean Beeby: It was that they had not lived up to their re‐
sponsibilities to listen to users and others who are telling them
what's wrong with the system and to use the solutions that were of‐
fered to them.

The minister said last week that it was all a misunderstanding,
that they had never intended to put solutions in place in that report.
I didn't understand that until she said that last week.
● (1625)

Mr. Matthew Green: I think that might have been in my line of
questioning when I was quite adamant that the application of
amendments to the legislation be used to help actually support the
course of the work.

In your opinion, you would have heard her, then, referring to the
previous legislation as being the solution. Just so that we're 100%
clear here today, you did not agree that the last iteration of this
solved the problems we were setting out to solve.

Mr. Dean Beeby: Yes, she seemed to say Bill C-58 was the big
improvement. Bill C-58 had some improvements. Order-making
power was a half improvement. It also had some restrictions. It in‐
troduced for the first time the problem of frivolous and vexatious
requests. Certain requests can be ignored. It wasn't all in favour of
the user. Some of it was actually against the user.

Mr. Matthew Green: In your opinion, it went—
The Chair: I'm sorry, Mr. Green.

In doing the math here, I think we have time for a second round
of five, five, two and a half, two and a half.
[Translation]

We will start with Mr. Gourde.
[English]

Also, we started 15 minutes late, but I've been assured by the
clerk that we are able to make that time up with an extra 15 min‐
utes.
[Translation]

Mr. Gourde, over to you.
Mr. Jacques Gourde (Lévis—Lotbinière, CPC): Thank you,

Mr. Chair.

I would like to thank our two witnesses. I will quite probably ask
them the same question, starting with Mr. Beeby.

Canadians are concerned about access to information. All the
witnesses that we have heard have spoken at length about the issue.
They also have concerns about what will come out of the work that
our committee is doing today to improve access to information.

Mr. Beeby, what is your greatest concern, and what would be
your best recommendations so that Canadians can once again have
confidence in access to information?

[English]

Mr. Dean Beeby: Well, as I said before, we need to reduce the
brick wall around cabinet secrecy.

We need to reduce delays. There are things you can do legisla‐
tively that would help reduce delays. Delays are probably the
biggest problem.

There's a section in the act, section 21, that refers to advice. It's a
grand loophole. It's a Mack truck-sized loophole for government to
withhold anything that it construes as advice. That needs to be nar‐
rowed quite a lot.

I also think we need to put a time limit on the Information Com‐
missioner's investigations. They take too long. They don't allow
users to go to court if she's taking years to solve cases. I've had per‐
sonal experience of her taking years to resolve my request.

Those are four things that I think would go a long way to solving
problems.

[Translation]

Mr. Jacques Gourde: And what is your take, Mr. Conacher?

[English]

Mr. Duff Conacher: Well, I mentioned them before.

Require a duty to document all actions and decisions. Close all of
the secrecy loopholes that allow for excessive secrecy. I agree with
Mr. Beeby with regard to the advice and cabinet confidence. That is
one of the most abused.

In terms of the commissioner's powers, I mentioned penalties,
but also, the commissioner should have the power to audit the in‐
formation management system of a government institution and
make recommendations in terms of cleaning it up so that records
are kept in a way that can be accessed easily. That would help a lot
with the delays and would spur changes in a lot of institutions that
simply are not managing records in ways that can be retrieved so
that requests can be fulfilled in any timely manner.

I would emphasize those—but again, there are the penalties. Peo‐
ple will react in government when there's a possibility that they
could be personally penalized for failing to comply with this act, as
with any other law. There are lots of penalties in place for parking
illegally, for speeding. You actually have a better chance of paying
a higher fine for parking illegally anywhere in Canada than the
penalty that would be paid by any public servant for denying the
public's right to know. It is a quasi-constitutional right, so the
penalty should be quite high for violating that right.

[Translation]

Mr. Jacques Gourde: Thank you for your answers.

I have no further questions, Mr. Chair.

● (1630)

The Chair: Thank you, Mr. Gourde.
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We now go over to Mr. Bains.

[English]

Mr. Bains, you have five minutes, sir. Go ahead, please.
Mr. Parm Bains (Steveston—Richmond East, Lib.): Thank

you, Mr. Chair, and thank you to our guests for joining us today.

My first question is for Mr. Beeby. The President of the Treasury
Board and officials have said that their focus is on administrative
reform. The Information Commissioner has stated that legislative
reform would increase the strain on the system at this time. Do you
agree that administrative reform is the appropriate avenue at this
time to improve the system?

Mr. Dean Beeby: Yes.

I don't agree with the commissioner. I think legislative reform
would reduce the strain on the system and would add clarity.

Mr. Parm Bains: Okay. A recent report by The Globe and Mail
found that B.C.'s access to information requests from media have
dropped dramatically, by up to 80%, after they introduced their $10
fee per request. Do you believe that the $5 flat fee for requests in‐
troduced by C-58 is a step in the right direction?

Mr. Dean Beeby: The $5 fee was there all along. It was there
from 1983, so the application fee did not change.

Mr. Parm Bains: Okay. Officials last week discussed the com‐
plexity of declassification in government, inviting the committee to
provide direction on declassification by looking at international
peers. Are there any particular countries that you believe it would
be helpful for Canada to review?

Mr. Dean Beeby: Is that for me?
Mr. Parm Bains: Yes.
Mr. Dean Beeby: I think we have to keep an eye on Britain,

New Zealand and Australia. They are the ones that are directly
comparable, but I don't like to get into comparisons, because it's
just a rabbit hole.

We know the problems that exist in Canada, and we have heard
solutions for more than 40 years now. I don't think we need to go
abroad to find out what's wrong and how to fix it. It's always good
to keep an eye on your neighbours, but we don't have to do that.
That's just another long study that we don't need.

Mr. Parm Bains: Okay. Again to you, you've just said that much
of the government's information is balkanized. In other words, the
government has no way of tracking what has already been released
by a different department. What suggestions would you offer to
streamline the process?

Mr. Dean Beeby: I think of a central information system. To be
fair, this government is working on such a system, so that you can
file at one portal online, but I think that portal needs to be enhanced
so that it can also produce reliable statistics. That will go a long
way towards giving us a clearer picture, a true picture of how the
system is breaking down.

Mr. Parm Bains: Finally, during his appearance on this study,
former clerk Michael Wernick stated, “[A] duty to document is one
of those things that sound good if you say them fast enough, but

would not work in practice.” He said, “It could have harmful and
unintended consequences.”

What are your thoughts on this?

Mr. Dean Beeby: Are you asking me again?

Mr. Parm Bains: Yes, that's for you again.

Mr. Dean Beeby: With respect, I think that's better asked of Mr.
Conacher. I don't know Mr. Wernick's thinking on that, and it's not
one of my recommendations.

Mr. Parm Bains: Mr. Conacher, do you want to add?

Mr. Duff Conacher: I don't see any problem at all with docu‐
menting decisions and actions. I don't see the danger either. There
will always be exemptions for certain records to protect national se‐
curity, police investigations, truly proprietary information of busi‐
nesses and relations with other governments. Those exemptions
will apply to the release of those records. However, in terms of ac‐
tually documenting how decisions and actions occur in govern‐
ment, the public simply has a right to know how actions and deci‐
sions are made. It's the only way to determine whether decisions
and actions were made to protect the public interest or to protect a
private interest because of some unethical—let alone corrupt—rea‐
son.

Mr. Parm Bains: Thank you.

Thank you, Mr. Chair. Those are all the questions I have.

The Chair: Thank you, Mr. Bains.

[Translation]

Mr. Garon, you have two and a half minutes to ask your ques‐
tions.

Mr. Jean-Denis Garon: Thank you.

Mr. Beeby, it is obvious that changes have to be made to our leg‐
islation. However, it seems that the message we are getting from
the government is that any problem with access to information and
turnaround times is always due to a lack of resources.

Over the past few years, have you seen any real efforts on the
government's part to increase the resources given to the Information
Commissioner of Canada in order to solve the issues?

● (1635)

[English]

Mr. Dean Beeby: No, I haven't. The commissioner in particular
has to go cap in hand every year, begging for more money because
of the massive avalanche of complaints she gets each year.
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The government is not being proactive about that by any stretch,
and the Information Commissioner continually pleads poverty. She
comes here before this committee and says the same thing every
time: She just doesn't have the resources.
[Translation]

Mr. Jean-Denis Garon: When we look at Bill C‑58, which was
tabled in 2017, we can see that the issue of lack of resources was
already highlighted back then. That continues to this day.

When a government fails year after year to provide sufficient re‐
sources to the organization that should allow Canadians access to
information, should well-informed citizens be interpreting that as
proof of intent?
[English]

Mr. Dean Beeby: Well, it's hard to provide hard evidence for
motivation, but it's not difficult to understand why a government
would think it has more important things to do than answer access
to information requests.

I just don't see how the incentive would be there for resources to
be provided. The government that provides those resources is only
going to get a lot more access to information requests, and it's go‐
ing to get a lot more embarrassing stories about itself, so the system
is self-sabotaging, almost.
[Translation]

Mr. Jean-Denis Garon: Very quickly, Mr. Beeby.

The government has awarded hundreds of millions of dollars'
worth in contracts to certain firms, oftentimes through irregular
calls for tender. The McKinsey firm and others come to mind.

Do you know of any such initiatives that sought to help improve
access to information?

Were these consultants used to improve access to information?
[English]

Mr. Dean Beeby: The Treasury Board has initiatives of some
kind to improve the system. I'm not the best to tell you about them.

My experience over many years is that there's a lot of heat and
not much light coming out of Treasury Board. I think there are peo‐
ple of goodwill in Treasury Board who are looking for ways to
make things work, but without the support of their bosses, I don't
think things are going to get better.

The Chair: Thank you, Mr. Beeby.

Merci, Mr. Garon.

Mr. Green, you have the final intervention on this round for two
and a half minutes, sir. Go ahead, please.

Mr. Matthew Green: The Treasury Board also published the re‐
sults of the “Evaluation of Proactive Publication under the Access
to Information Act”. It indicated:

Currently there is no data on the public's use of proactive publications, so the
degree to which proactively published information meets user needs or whether
government accountability is strengthened by proactive publication is unclear.

That's what they've stated.

In your view, what measures should be put in place to better
monitor proactive disclosure under part 2 of the Access to Informa‐
tion Act?

Mr. Dean Beeby: I should say first of all that I think proactive
publication is a red herring. I think it distracts our attention from
the real problem, which is that the first part of the act empowers cit‐
izens to pull information from government and the second part talks
about government pushing information at citizens. I think those are
two very different things.

However, if you're going to do proactive publication, yes, you
should ask the question: Is anybody looking at this stuff? There are
mountains of proactive material out there that I am convinced no
one is looking at. Can you imagine the amount of resources and the
bureaucracy dedicated to this proactive—

Mr. Matthew Green: Is it a difference between open govern‐
ment and open data?

Mr. Dean Beeby: Those are terms I don't....

Mr. Matthew Green: That's fair. I'll go on to my next thing.

Given that the report has been released.... I believe you had in
your initial engagement 11 points with solutions that didn't seem to
be reflected at all in any of the documents, and we'll get to that in a
second, but following the release of the review, do you have any
new recommendations, given what you've seen of where they are
now?

Mr. Dean Beeby: Yes. I probably have about 200 of them, if we
can spare the time.

● (1640)

Mr. Matthew Green: I don't want to get you caught in the cycle
of silence, as you've talked about, but for the interest of this com‐
mittee, as you know, your recommendations can become part of our
report back. Notwithstanding this notion of doing a PMB, which in
my opinion would go absolutely nowhere in terms of the legislative
timelines, we can provide recommendations.

Would you be willing, upon reflection on that review, given your
11 solutions, to add any more that you might see fit, in writing?

Mr. Dean Beeby: Yes, I would.

Mr. Matthew Green: Okay.

Mr. Conacher, would you provide any new information, in writ‐
ing, subsequent to the report ? Would you be willing to do that?

Mr. Duff Conacher: The 18 recommendations are the 18 recom‐
mendations. If one party leader gave a PMB slot to this PMB, it
would be right at the top of the agenda. In a minority Parliament,
all the opposition parties could pass it. The Senate would presum‐
ably—

Mr. Matthew Green: I would love those ideal circumstances.
It's just not, unfortunately, how it works.

Thank you for being here today. I appreciate you all for taking
the time.
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Thanks.
The Chair: Thank you, Mr. Green.

To the witnesses, thank you for being here. Just as a reminder, if
you do want to provide documents to the committee, I would rec‐
ommend that you do that probably no later than this week. The ana‐
lysts are preparing the final report, which we will be dealing with
probably in the next couple of weeks or so. If you can get some‐
thing in by this week, I would appreciate that.

On behalf of the committee, Mr. Beeby and Mr. Conacher, I want
to thank you for coming back. Both interventions that you've made
at this committee on this particular study have been extremely valu‐
able to the committee. I want to say thank you on behalf of the
committee and on behalf of Canadians as well. Thank you.

We'll take roughly three minutes in order to get the next witness‐
es ready. By my math, presuming the four witnesses go the full 20
minutes on their opening statements, we may be able to get one full
round in before we get to those last 15 minutes. I'm just advising
the committee of that right now.

We'll suspend for a couple of minutes.

Thank you.
● (1640)

_____________________(Pause)_____________________

● (1645)

The Chair: Okay, I'm going to start the second hour of today's
meeting.

I want to welcome, from the Canadian Security Intelligence Ser‐
vice, Dr. Nicole Giles, deputy director and senior assistant deputy
minister, policy and strategic partnerships; and from the Depart‐
ment of Citizenship and Immigration, Sylvain Beauchamp, director
general, client experience; and Tracy Perry, acting director general,
integrated corporate business, corporate services.

Anne Bank from the Department of National Defence is here.
She's the executive director, director access to information and pri‐
vacy. From Library and Archives of Canada, we have Kristina Lilli‐
co, director general, access to information and privacy.

As I mentioned to the committee, hopefully our witnesses can
keep it below five minutes—they have up to five minutes—and
then we're going to get through one round of questioning and con‐
tinue on with the business we started this meeting with.

I'm going to go first to Dr. Giles.

Please go ahead.
Dr. Nicole Giles (Deputy Director and Senior Assistant

Deputy Minister, Policy and Strategic Partnerships, Canadian
Security Intelligence Service): Thank you very much, Mr. Chair.

Good afternoon, Mr. Chair and members of the committee. My
name is Nicole Giles, and I am deputy director and senior assistant
deputy minister for policy and strategic partnerships at the Canadi‐
an Security Intelligence Service. Responsibility for disclosure, ac‐
cess to information and privacy requests falls within my portfolio.

I'd first of all like to thank the committee for inviting CSIS to be
part of this important study. Transparency and accountability are
core values for CSIS, and we view strong access to information and
privacy systems as absolutely foundational.

[Translation]

I'll begin with a brief word on the mandate of CSIS to help situ‐
ate our activities. Our mandate and authorities are set out in the
Canadian Security Intelligence Service Act, which guides every‐
thing we do.

First and foremost, we investigate threats to the security of
Canada, which are: espionage and sabotage, foreign interference,
terrorism and extremism, and subversion.

[English]

We provide information and advice to the Government of Canada
on these threats and may take measures to reduce threats to the se‐
curity of Canada.

CSIS also provides security assessments on individuals who re‐
quire access to classified information or sensitive files within the
Government of Canada, as well as security advice relevant to the
exercise of the Citizenship Act and the Immigration and Refugee
Protection Act.

Despite being an organization that must keep secrets, we are not
a secret organization. As a national security agency, many of our
activities do need to be protected from disclosure. The release of
classified information can reveal sensitive sources, methodologies
and techniques, which can be detrimental and even work counter to
CSIS’s efforts to protecting Canada and Canadians from national
security threats. It can jeopardize the integrity of our operations,
pose risks to the physical safety and security of our human sources
and our employees, and hinder our ability to protect Canadians.

That is why CSIS maintains robust mechanisms such as over‐
sight and review, and has policies and procedures to safeguard in‐
formation. This includes necessary segregation, safe handling, re‐
tention and destruction practices. CSIS’s stringent policies are sup‐
ported by regular training as well as regular review and compli‐
ance.

While we need to keep secrets and protect information, we also
need to be transparent. This poses a special challenge for CSIS. The
public’s right to access information is balanced against the legiti‐
mate need to protect sensitive information and to maintain the ef‐
fective functioning of government. In administering access to infor‐
mation and privacy requests, CSIS therefore must conduct line-by-
line reviews to ensure that we release as much information as possi‐
ble, while protecting information that could be detrimental if dis‐
closed.
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As you can imagine, line-by-line reviews take time. Despite this,
CSIS has a strong history of providing high-quality and timely re‐
sponses to requests. For example, in 2021-22, CSIS’s on-time com‐
pliance rates for Privacy Act and access to information requests
was 94%. Our access to information on-time compliance rate has
stood in the mid to high nineties over the past decade, with the ex‐
ception of 2020-21, when it dropped to 81% due to COVID restric‐
tions.

For this and other reasons, in 2019, CSIS received the Informa‐
tion Commissioner's award for excellence in ATIP administration.

In addition, CSIS regularly and proactively publishes informa‐
tion, including summaries of recent access to information releases,
to allow the public to access previously released records.

Access to information and privacy requests are just one way that
CSIS communicates information to Canadians. Over the past sever‐
al years, we have taken concrete steps to increase our transparency
and engagement with Canadians through various resources, includ‐
ing our annual public report; threat publications in over seven lan‐
guages; speeches; briefings to engage with provinces and territo‐
ries, indigenous groups, the business sector and academic and com‐
munity organizations; and a budding social media presence.
● (1650)

[Translation]

All these transparency efforts aim to better inform our popula‐
tion, recognizing that all Canadians have a role to play in protecting
our national security.
[English]

CSIS constantly seeks to strike the right balance between the
promotion of transparency and accountability in government insti‐
tutions and the protection of national security interests. As an intel‐
ligence agency, CSIS faces unique disclosure challenges, which we
strive to meet in the very best interests of Canadians.
[Translation]

I would now be happy to take your questions.

Thank you.
[English]

The Chair: Thank you, Dr. Giles.

Next we are going to Ms. Perry for up to five minutes.

Go ahead, please.
Ms. Tracy Perry (Acting Director General, Integrated Cor‐

porate Business, Corporate Services, Department of Citizenship
and Immigration): Good afternoon, Mr. Chair and honourable
members of the committee.
[Translation]

I would like to thank you for the invitation today and begin by
acknowledging that we are gathered on traditional unceded Algo‐
nquin Anishinaabe territory.

I am the acting director general of the integrated corporate busi‐
ness branch, and I oversee the team responsible for the access to in‐

formation and privacy, or ATIP, program within IRCC. I'm joined
today by my colleague, Sylvain Beauchamp, the director general
for the client experience branch.

[English]

With over 204,000 ATIP requests received in 2021-22, IRCC is
markedly the most accessed federal government institution. That
year, IRCC received nearly 80% of all access to information re‐
quests and 28% of all privacy requests submitted to federal govern‐
ment institutions.

IRCC's ATIP volumes have been steadily increasing year over
year, with daily requests now averaging more than 800 per day.
This poses unique processing challenges that, in turn, affect the de‐
partment's compliance rates.

[Translation]

In February 2020, Canada's Information Commissioner, Caroline
Maynard, initiated a systemic investigation to better understand and
address the surge of access for information requests and complaints
lodged against IRCC. She also examined departmental strategies
employed to address the root cause of the issue, namely the need
for timely, improved communication with clients on their immigra‐
tion applications.

[English]

The Information Commissioner called on IRCC to be bold and
ambitious in its plans to transform the way it delivers information
to its clients, saying the department could become a leader in pro‐
viding relevant information to clients.

In response, IRCC has undertaken multiple initiatives to modern‐
ize its ATIP program and to address the Information Commission‐
er's recommendations. Specifically, we have been focusing on cre‐
ating initiatives that improve the client experience through the
availability of client immigration information, creating a compre‐
hensive workforce management strategy whereby employees have
access to enhanced training and development opportunities, and im‐
plementing new tools, technologies and processes.

As the committee has heard in previous appearances, IRCC is
facing similar challenges to other government departments with re‐
spect to finding qualified ATIP senior staff.

The ATIP program is focusing on its people by working to stabi‐
lize senior staff, to train and promote staff from within to retain ex‐
pertise within the competitive ATIP community, and to participate
with the TBS ATIP community development office initiative.
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● (1655)

[Translation]

And we are on a positive path forward. Within the past two
years, we have moved from an ATIP program led by a single direc‐
tor and three managers to an organization that now has three direc‐
tors supported by nine managers. ATIP is also a regular topic of
conversation at departmental management committees, because IR‐
CC believes access to information and privacy is a fundamental pil‐
lar of our democracy.
[English]

As we focus on our tools and technologies, we recognize that we
can no longer rely on an antiquated system to process ATIP re‐
quests. We are incorporating new tools to create efficiencies in the
processing of ATIP requests, including the use of robotic process
automation in various ATIP processes.

RPA frees up staff from doing repetitive data entry tasks and al‐
lows them to instead complete decision-based work. We are also
working collaboratively with the Treasury Board Secretariat to on‐
board to the TBS ATIP online request service portal, and we are ac‐
tively working to acquire a new software for processing our ATIP
requests.

Gains from these initiatives will take time before they can be
measurably felt. However, by addressing the root causes driving re‐
quest volumes and by streamlining our processes, IRCC will be in a
better position to meet legislative timelines and to uphold the val‐
ues of client service excellence, transparency and privacy protec‐
tion.
[Translation]

Mr. Chair, we would like to thank you again for the invitation to
provide IRCC's view on this important subject and for welcoming
us here today. My colleague and I look forward to any questions the
members of the committee may have.

Thank you.
The Chair: Thank you, Ms. Perry. You did not use all your

speaking time.
[English]

We like that, being under time.

Next we have Anne Bank, who is from the Department of Na‐
tional Defence.

Ms. Bank, you have up to five minutes to address the committee.
Thank you.

Ms. Anne Bank (Executive Director, Directorate Access to In‐
formation and Privacy, Department of National Defence): Good
afternoon, Mr. Chair and honourable members of the committee.
My name is Anne Bank. I'm the executive director of access to in‐
formation and privacy at the Department of National Defence.
[Translation]

I am responsible for the implementation of the Access to Infor‐
mation and Privacy Acts within the defence team, which includes

the Department of National Defence and the Canadian Armed
Forces.

[English]

My responsibilities include overseeing the teams that coordinate,
review and release responses to ATIP requests, as well as providing
advice, guidance and training to the defence team in the application
of the acts. I am also responsible for the team that establishes poli‐
cies and processes related to privacy management and privacy com‐
pliance within National Defence.

[Translation]

National Defence is committed to openness, transparency and re‐
spect for the rights granted under the Access to Information and
Privacy Acts.

[English]

As a result of reviews and investigations in recent years, we have
made changes to our practices to streamline processes and promote
transparency, and to stress the importance of our legislated obliga‐
tions. Additionally, there is a close collaboration with the defence
chief information officer and the defence chief data officer to en‐
sure that both transparency and the protection of personal informa‐
tion are considered in the implementation of the defence data strate‐
gy.

[Translation]

I am happy to provide any evidence the committee may require
and am eager to see the results of your study to further help us bet‐
ter serve Canadians.

[English]

I look forward to your questions.

Thank you.
The Chair: Oh, Ms. Bank, that is a record. Thank you. We ap‐

preciate that.

Next we're going to go to Ms. Lillico.

Ms. Lillico, you have up to five minutes, or one minutes and 40
seconds, if you can match that.

Go ahead, Ms. Lillico. Thank you.
Ms. Kristina Lillico (Director General, Access to Information

and Privacy , Library and Archives of Canada): Mr. Chair and
members of the committee, thank you very much for the invitation
to speak today.

Let me recognize and honour the peoples and land of the An‐
ishinabe Algonquin nation where we're meeting.

My name is Kristina Lillico. I'm the director general of access to
information and privacy at Library and Archives Canada.

Ensuring access to the records of government is a cornerstone of
a modern and functioning democracy, and it's embedded in Library
and Archives Canada's mandate.
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Here is why access to historical records is important today.

Imagine you are a veteran needing an urgent surgery and needing
access to your service file, or a survivor from an Indian day school
seeking justice for yourself and your family. Imagine when the
Government of Canada takes legal action on behalf of Canadians,
such as it did with big tobacco. All of this evidence is within LAC's
historical records.

I'm here today to speak to the unique challenges of providing ac‐
cess to historical records.

I'd like to give you all a number: three million—three million
pages. This is just one of the thousands of access to information re‐
quests that we're dealing with today at Library and Archives
Canada.

Now picture this task. It would mean for one of our expert em‐
ployees to read all seven Harry Potter books—4,100 pages—more
than 730 times in 30 calendar days. Before that can be done, our
experts help requesters to identify the material they want using both
digital and analog lists of our collections. This is not a Google
search.

Some of these lists have few details, and the way things are de‐
scribed has changed over time. We need to then locate these
records. In the archival world, we may have one description for
hundreds of boxes. Our experts have to go through all the boxes to
find the records.

We have more than 200 linear kilometres of Government of
Canada records dating back to 1867. That distance is equivalent to
the two-hour drive between Montreal and Quebec City.

To add to this already complex situation, historical records are
typically paper and would need to be digitized before an ATIP ana‐
lyst can even begin their review work.

Now, while LAC shares many of the issues other departments
face—labour shortages, employee retention and technology chal‐
lenges—LAC has a distinct role in that it preserves and makes ac‐
cessible the historical records of over 300 federal organizations,
some of which no longer exist today.

Government records are either open to the public or they are
closed, because they may contain information that's deemed sensi‐
tive. When they are closed, you need to submit an ATIP request.

The ATIP team at LAC, which I have the pleasure of leading, is
de facto the main channel to provide access to the billions of pages
of government records we preserve. It can take a significant amount
of time to process an ATIP request for historical records, because
historical records are old. To decide what needs to be redacted, you
have to project yourself into the past and understand the context.
This is no simple task. It requires an expertise that few departments
have immediately on hand.

In addition, every redaction our ATIP analysts make must be
documented to explain it to the requester, the Information Commis‐
sioner or the courts. This is how the ATI and privacy acts are imple‐
mented in Canada. In other nations, many elements are much more
prescribed in access legislation or in the way information manage‐
ment is governed. A proactive declassification approach would

align Canada with the Five Eyes, all of whom have declassification
programs, and would manage information at the appropriate level,
decreasing costs and effort and reducing the burden on the ATIP
system.

Defined sunset clauses would recognize the decreased sensitivity
of most information over time and ensure that historical records are
open consistently and predictably.

In recent years we proactively opened over 45 million pages of
records through a risk-based approach. These records no longer re‐
quire an ATIP request. While this number may sound impressive,
there are billions more waiting to be discovered.

ATIP really should be the last resort to access the historical
records of the Government of Canada, This is the future that LAC
is building towards, one where we proactively open government
records while respecting privacy and the security of sensitive infor‐
mation.

We thank the Information Commissioner for her recent investiga‐
tive reports, which bring to light LAC's ATIP challenges. We now
have an action plan to guide our improvements, including working
hand in hand with our colleagues at the Treasury Board Secretariat
and across the Government of Canada.

Mr. Chair, members of the committee, we are eager to make the
ATIP system work better for all.

Thank you.

● (1700)

The Chair: Thank you so much, Ms. Lillico.

For those of you who have been to committee before, we are a
little old school here. I'm not interested in going through the chair,
so if a member is asking a you question, you can go to them direct‐
ly. I'll just make that clear.

We're going to start with Mr. Kurek for six minutes.

[Translation]

I just want to say that Mr. Kurek will share his speaking time
with Mr. Gourde.

Mr. Kurek, you have the floor for six minutes.

[English]

Mr. Damien Kurek: Thank you, Chair. Yes, I will be splitting
my time.

Thanks. I appreciate you all for coming.
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I've asked every witness who has come before the committee two
foundational questions, and those are whether ATIPs and an ATIP
system that works are essential for a modern, functioning democra‐
cy, and whether they're satisfied with where Canada's ATIP system
is.

Virtually all—with the exception of the minister, interestingly—
have said that our system wasn't where it needed to be, but every‐
one said that it was incredibly important.

I would just note, that's important in terms of the foundation.

Specifically, Ms. Giles, you're from a spy agency, reconciling se‐
crecy with access to information. Can you just share practically
what that looks like, so that Canadians can trust what is going on
there, in about 30 seconds or so?
● (1705)

Dr. Nicole Giles: That's a great and very reasonable question.

We have highly qualified ATIP analysts, many of whom have
served as intelligence officers, and so they are very well placed to
do a line-by-line analysis of whether any of the exemptions apply.
That is reviewed by supervisors to make sure the maximum amount
of information has been revealed. That's our default. A very high
number of exemptions are applied, primarily as relates to lawful in‐
vestigations but also as relates to information that would be injuri‐
ous to national security.

Mr. Damien Kurek: There have been stories in the media. For
example, Pierre Elliott Trudeau's file at CSIS and other prime min‐
isters' files at CSIS have been destroyed because they didn't meet
the threshold for preservation. I'm just curious. In 30 seconds or so,
perhaps you can comment on how, when that's been some of the
public's experience or exposure to the CSIS ATIP system, we can
reconcile that with a system that is so fundamentally important.

Dr. Nicole Giles: One of the things we've been working really
hard on is trying to increase and build trust with Canadians, be‐
cause that social contract is absolutely essential to our ability to do
our business. One of the ways we've been doing that is by increas‐
ing the communication we have with Canadians, as I outlined, as
well as making sure our delivery of responses to requests is timely.
We see that as a cornerstone.

Mr. Damien Kurek: Thank you very much, Dr. Giles. I'm sorry
I didn't address you that way the first time.

Ms. Lillico, in about 30 seconds or so.... I know this is really
quick. We have a limited amount of time here. Technology is, I
think, key to giving Canadians access to their documentation. I'm
wondering if you could, in 20 or 30 seconds, outline some of the
advancements we're seeing in technology that could help improve
this process. As you know, according to the Treasury Board, the de‐
partment is one of the worst offenders. Perhaps you could just
touch on that technology, and then I'll hand it over to Mr. Gourde.

Ms. Kristina Lillico: Certainly.

Library and Archives Canada, like others, is working to improve
all of the technology we're able to leverage, including onboarding
and using the secure technology systems that the Government of
Canada uses. We recently onboarded the ATIP online portal so that
people can make their requests more easily.

You heard me say that we have to do a lot of digitization. Digiti‐
zation costs money. It's a big endeavour. You have to have the right
storage to manage, hold and migrate those things.

Mr. Damien Kurek: I apologize, but I want to make sure my
colleague has time.

Go ahead.

Thank you.

[Translation]

Mr. Jacques Gourde: Thank you. I will get down to brass tacks.

I am interested in two organizations, i.e., the Department of Im‐
migration and the Canadian Security Intelligence Service. I was
wondering if the two cooperate.

In the interest of Canadians' security, are you able to help the De‐
partment of Immigration do background checks on certain people
who have an immigration file?

[English]

Dr. Nicole Giles: We have a very important role to play in the
national security screening process, which is a joint responsibility
of IRCC, CBSA and CSIS. Certain files will be referred to CSIS for
analysis, and we analyze them in the context of national security
admissibility concerns under IRPA, which is the governing legisla‐
tion.

[Translation]

Mr. Jacques Gourde: Ms. Perry, are these requests made sys‐
tematically to the Canadian Security Intelligence Service? Or is it
rather a committee that decides which files should be submitted?

[English]

Dr. Nicole Giles: The immigration officer makes the decision as
to whether certain indicators have been triggered, thereby requiring
that the application be referred to CBSA. CBSA, if they believe
there's a national security admissibility issue, will then refer the file
to CSIS. Then CSIS undertakes the analysis as quickly as possible.

We will frequently make a recommendation in terms of whether
that individual would be inadmissible to Canada on national securi‐
ty grounds, but ultimately the decision about admissibility is made
by IRCC.

[Translation]

Mr. Jacques Gourde: My last question is for Ms. Perry.

As you know, MPs' offices have practically become Immigration
Canada outposts. We receive so many requests for help that it's a
little overwhelming.

However, your people give us very little time to ask questions.
We have to cobble together a lot of very personal information that
also has to be protected.
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Would it be possible for the Department of Immigration to be
more cooperative and give us more time with its officers in order to
be able to help people as quickly as possible?
● (1710)

The Chair: Please be brief in your answer.
Mr. Sylvain Beauchamp (Director General, Client Experi‐

ence, Department of Citizenship and Immigration): Thank you
for the question.

In my day-to-day role, I am in charge of the department's call
centre as well as the ministerial centre for members of Parliament
and senators.

We've updated our business model, as you know, and we are
working each day to ensure that we have the capacity to deal with
all requests, which are growing in number, from what we see. We
are working in cooperation with members of Parliament to make
sure that our business model meets all of our clients' needs.

The Chair: Thank you, Mr. Beauchamp and Mr. Gourde.

Ms. Hepfner, you have the floor for six minutes.
[English]

Ms. Lisa Hepfner (Hamilton Mountain, Lib.): Thank you,
Chair, and thank you to our witnesses for being with us today.

We heard last week, I think, from the Treasury Board president
that there's a lot of work being done on declassifying documents,
but that there are also some challenges. I understand that at the De‐
partment of National Defence there is a declassification pilot
project.

Ms. Bank, I was hoping you could give us an update on that
project.

Ms. Anne Bank: I'm sorry. I'm not able to speak to that today,
because that's not under my purview. That's under the responsibility
of the director general of defence security.

Ms. Lisa Hepfner: Okay.

Ms. Lillico, perhaps from your perspective in Library and
Archives, are there any challenges around declassifying documents
so that they can be accessible to the public?

Ms. Kristina Lillico: Yes, as I mentioned in my remarks, we're
fully supportive of putting in place a better solution for GC-wide
declassification. We participated actively in the pilot project that
was undertaken by the Treasury Board Secretariat and Public Safe‐
ty to help inform how declassification could work across the Gov‐
ernment of Canada in a more efficient way.

We'll continue to work to support these kinds of initiatives. Ulti‐
mately, this will be important for us in the long term.

Ms. Lisa Hepfner: As you say, the ideal is that the information
is there and the ATIP system is a last resort for extra information
that people are looking for. The ideal is that people can go to the
Internet and find information that's not sensitive.

Ms. Perry, you talked about the unique challenges in IRCC with
the volume of requests. We've also heard, I think from the Informa‐
tion Commissioner, that you're working on some new digital pro‐
cesses that will make it easier, so that a lot of those requests will go

away. People will be able to go online and get an update on their
immigration process. They won't have to file an access to informa‐
tion request.

Can you give us an update and tell us about the new digital prod‐
ucts you're using? How is it going with that project?

Ms. Tracy Perry: I'm going to turn it over to Sylvain.

Mr. Sylvain Beauchamp: The department launched, as recently
as March 2023, application status trackers for a few select lines of
business, including permanent resident and temporary resident lines
of business. Clients can self-serve and have access to information at
their fingertips to reduce their reliance on getting that information
through an access to information and privacy request.

That is what we're doing from an investment perspective now as
we're building the digital platform of the future, where that will be
a concept that will be embedded in the new immigration system go‐
ing forward.

Ms. Lisa Hepfner: I'm sorry to pressure you, but is there a time‐
line for that project rolling out?

Mr. Sylvain Beauchamp: Yes. We've launched, as we've said, I
think upwards of nine application status trackers for nine different
lines of business. The first phase of the digital platform moderniza‐
tion is planned for this fiscal year, 2023-24.

We're actually in the midst of developing the requirements to
build that platform for the future. We should be seeing some of
those early wins as early as the fall.

Ms. Lisa Hepfner: What sort of impact do you think that will
have on your access to information record and the number of re‐
quests you get?

Ms. Tracy Perry: Our hope, as Sylvain has said, is that the
clients will be able to self-serve. They'll be able to access their in‐
formation directly on their own as opposed to coming through the
access to information system for that information.

● (1715)

Ms. Lisa Hepfner: You don't really know yet until it's in place,
basically, is what I'm hearing from you. That's perfect. Thank you
very much.

Dr. Giles, you talked about the difficulty of being the security in‐
telligence agency and having to go through everything to make sure
you're not releasing anything that could compromise your opera‐
tions.

We've also heard during this committee a call to change some of
the exclusions in the act so that more things would be accessible to
the public. Would you tell us how that would affect CSIS and ongo‐
ing investigations?

[Translation]

Dr. Nicole Giles: That is a very good question.



April 25, 2023 ETHI-66 17

It would depend on what is being excluded.
[English]

Obviously, having anything that could be accessed relating to
lawful investigations could jeopardize ongoing judicial proceed‐
ings. As well, we would be very concerned about anything that
would limit our ability to ensure that no information is released that
could be injurious to the defence of Canada or to the detection, pre‐
vention or suppression of subversive and hostile activities.

I would say that a significant proportion of the ATIP and privacy
information requests we receive are related to immigration applica‐
tions, so we also do expect to see some successes stemming from
the modernization undertaken by IRCC.

Ms. Lisa Hepfner: That's really good to know.

I'm not sure who I should direct this question to. Maybe whoever
wants to answer this question can put their hand up.

Occasionally, you'll get an access to information request that in‐
volves more than one federal department. Are there any challenges
in dealing interdepartmentally when you have a request that crosses
those lines?

The Chair: Give a very quick response, please.
Dr. Nicole Giles: One of the challenges we face is that a lot of

departments do not have ready access to secret and top secret sys‐
tems. That impedes their ability to consult with us on requests that
come in.

The Chair: Thank you, Ms. Hepfner, and thank you, Dr. Giles.
[Translation]

Mr. Garon, you have the floor for six minutes.
Mr. Jean-Denis Garon: Thank you, Mr. Chair.

I would like to start off by thanking the witnesses for being with
us today.

We all know that access to information is extremely important. I
remember a committee meeting that took place barely a year ago,
when a superintendent from the RCMP lied to the committee. He
misled us. This serves as a reminder that there is still progress to be
made in this field.

I would like to start with the representative from the Canadian
Security Intelligence Service. I'm interested in requests for permis‐
sion to undertake an historical study. Witnesses, such as Mr. Andrea
Conte, who was interested in the COINTELPRO file, have told us
that the Canadian Security Intelligence Service still considers this
to be an operational threat in Canada. Ms. Conte had to go to the
United States and visit the National Archives in Washington to gain
access to the very same file.

The United States seems to have an automatic declassification
policy that kicks in after 25 years. Wouldn't it be a good idea to
have a similar policy here, so that we would have some consisten‐
cy? I presume that the fact that the Americans have declassified the
documents does not constitute a threat to our national security.

Do you have an opinion on this?

[English]

Dr. Nicole Giles: Each of our Five Eyes intelligence partners has
different legislative systems that we operate under. Obviously, ours
is different from that of the United States. When we get the access
to information request, as I mentioned, we do everything we can to
declassify as much information as possible, but under our legisla‐
tion there are often legacy national security concerns. We are pro‐
hibited from revealing information related to source or family
names, for example. Other Five Eyes countries operate under dif‐
ferent legislation.

[Translation]

Mr. Jean-Denis Garon: That is precisely what my question is
about, i.e., the fact that depending on a country's legislation, the
very same document can be declassified, something which was re‐
fused in Canada. Is it because we have a different view here on the
level of risk that is associated with the early declassification of a
document?

I'm just trying to understand why our legislation is perhaps
stricter than that of the United States when it's the same document.

Dr. Nicole Giles: That is another very good question.

One of the factors is that the Government of Canada does not
have a policy or system for declassification.

[English]

In the absence of that, CSIS administers the release of information
under the access to information and privacy acts.

● (1720)

[Translation]

Mr. Jean-Denis Garon: Should we be thinking that a declassifi‐
cation policy could be a good thing for Canada?

[English]

Dr. Nicole Giles: I think it would be outside my remit as an offi‐
cial of CSIS to provide an opinion on whether that regime would be
appropriate.

[Translation]

Mr. Jean-Denis Garon: Thank you.

I have a question for the representative from the Department of
National Defence.

In July 2020, the report entitled “Access at issue: Nine recom‐
mendations regarding the processing of access requests at National
Defence” was tabled by the Office of the Information Commission‐
er of Canada. It contained recommendations for dealing with re‐
quests for access at National Defence.

What concrete measures have been taken by your organization to
improve access to information since that report was published?

Ms. Anne Bank: Thank you for the question.
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[English]

Some recent improvements that we've made as a result of the In‐
formation Commissioner's systemic investigation of National De‐
fence have really focused on our practices. We are governed by the
Access to Information Act and the Privacy Act, but we are follow‐
ing policy direction with Treasury Board Secretariat.

We've put some specific initiatives in place. We've established
letters of agreement, which are signed between each senior official
and the deputy minister of defence, committing to uphold their
obligations under both of those acts. We've updated our reference
tools to support the tasking liaison officers. Those are the ones who
are out searching for the documents. We've incorporated access to
information objectives into performance agreements for those who
have primary or secondary access to information or privacy respon‐
sibilities. We've established processes to enhance the rigour around
the retrieval process. We've improved our ability to receive elec‐
tronic records to speed up the process, so that we're not dealing
with the mail. We've emphasized the duty to assist principles across
the government and undertook a comprehensive review of our
ATIP training curriculum. We've also updated the departmental
policies.

[Translation]
Mr. Jean-Denis Garon: I have a quick question.

Our committee heard the testimony of Mr. Patrick White, who is
a professor at the UQAM's school of journalism. He told us that in
certain cases, the statute of limitations for lodging a complaint
about the access to information system could actually be shorter
than the turnaround time for receiving a response to an access to in‐
formation request. He stressed that in these circumstances, it might
be better to suspend the statute of limitations as long as the access
to information request has not been processed.

Has National Defence come across this issue?

[English]
Ms. Anne Bank: Could you please repeat the question?

[Translation]
Mr. Jean-Denis Garon: There are cases where someone who

has made an access to information request can also lodge a com‐
plaint because of the way that request was dealt with. However,
given the statute of limitations, in certain cases, it is not possible to
lodge a complaint before having received an answer to the access to
information request. This means that the way that the statute of lim‐
itations is applied is not reasonable. I was wondering if the statute
of limitations has raised questions within National Defence.

I understand that it might not be the case, but please feel free to
tell us anything that you may wish to on the subject.

[English]
Ms. Anne Bank: I don't have an opinion on the length of time

you have to submit a complaint to the Information Commissioner.
The time is prescribed under the act. You would not have to submit
your complaint prior to receiving the response from the Department
of National Defence.

[Translation]

Mr. Jean-Denis Garon: Whatever the case may be, it seems that
such cases do crop up, according to what witnesses have told us.
We would be most grateful if you would provide a written answer
to the committee.

Thank you.

The Chair: Thank you, Mr. Garon.

[English]

Mr. Green, you have six minutes. Go ahead, please.

Mr. Matthew Green: Thank you very much.

Dr. Giles, I'm going to come back to you on COINTELPRO. The
author who was referenced, Andrea Conte, mentioned, for example,
that the COINTELPRO file was considered still an operational
threat by CSIS, which prevented him from accessing the archives
related to this program at LAC. In the end, he had to go down to the
National Archives in Washington, D.C., to obtain the documents.

Is it your testimony that the COINTELPRO file is still an opera‐
tional threat and that legislatively you are not permitted to disclose
it even though it's being disclosed in the States?

Dr. Nicole Giles: I don't have the specifics, and I'm not in a posi‐
tion to be able to assess whether the specific information in the file
poses a threat to national security at this point. What I can say is
that we often experience legacy national security concerns in files,
especially as it might relate to, for example, counter-intelligence
targets where the location or tradecraft could still be something that
we employ today.

I can't speak for the U.S. system and what they perceive to be a
threat.

Mr. Matthew Green: How do you explain that documents are
still classified as secret in Canada when two weeks from now, when
I go down to Washington, D.C., they're being disclosed there to the
general public and researchers in the United States? That seems to
defy logic. Would you not agree that it defies logic?

● (1725)

Dr. Nicole Giles: I think what happens is that when countries are
operating under different legislative systems, there are different leg‐
islative restraints that we must operate under. For this specific case,
I can't speak to what exactly are the differences in the legislation,
except that we do not have the policies or declassification regime
that the U.S. does.

Mr. Matthew Green: Okay.

Dr. Nicole Giles: For example, the U.S. has automatic declassifi‐
cation after a certain number of years. We do not.

Mr. Matthew Green: Do you think automatic declassification
systems after a number of years could help reduce the number of
access to information cases that CSIS has, and would therefore help
relieve you of that burden?
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Dr. Nicole Giles: I think that in general it would be rational to
assume that if there was automatic declassification across the gov‐
ernment, we would see a reduction in access to information re‐
quests.

Mr. Matthew Green: Specific to CSIS, though, you're an orga‐
nization of secrets, but you're not a secret organization. I've heard
that in other instances myself.

What would be the risks of declassifying this information?
Dr. Nicole Giles: Again, it pertains to the specific file. From a

CSIS perspective, I think automatic declassification is not some‐
thing that would be in the best interests of Canadians. We would
still need to do a line-by-line review to ascertain whether exemp‐
tions applied.

Mr. Matthew Green: I'm going to deal with specificity, if I may,
because you're obviously very well trained at this type of discourse.

If it's already publicly available with our partners, what is the
logic of keeping it classified in Canada?

Dr. Nicole Giles: Again, I think it stems from the legislation that
we're operating under.

Sir, I know I'm not exactly answering your question, but—
Mr. Matthew Green: I appreciate that's being put on the record.

I'm sorry, but I will ask one more question. It's a personal one.

Tommy Douglas was the subject of much attention to the RCMP
over the years. That resulted in a case...I believe Bronskill had to
sue, go all the way to the Supreme Court.

Are there still redacted files on Tommy Douglas? Do you still
consider Tommy Douglas a threat to national security?

Dr. Nicole Giles: I don't have specific knowledge on Tommy
Douglas's files.

Mr. Matthew Green: Okay.

Maybe I'll have to FOI it. Is that what I'm hearing?
Dr. Nicole Giles: That would be the U.S.
Mr. Matthew Green: Right, it's ATIP.

An hon. member: You could probably just get it from the U.S.

Mr. Matthew Green: Yes, I probably could get it from the U.S.
You're absolutely right.

Okay, as a part of its information review, the Treasury Board
published a list of key access to information measures that were be‐
ing implemented and planned and are under way. Among these, it
was noted that Public Safety Canada, in collaboration with the na‐
tional security intelligence community, Library and Archives of
Canada and the Treasury Board Secretariat, is leading a declassifi‐
cation initiative.

Does CSIS participate in this?
Dr. Nicole Giles: We are not involved in the pilot at this point.

I'm not privy to whether we have been participating in any discus‐
sions, nor whether those conversations are currently active.

Mr. Matthew Green: Again, and I'm not trying to be rude, but
what exactly is your title with CSIS?

Dr. Nicole Giles: It is deputy director and senior assistant deputy
minister for policy and for strategic partnerships.

Mr. Matthew Green: You wouldn't be involved in these conver‐
sations?

Dr. Nicole Giles: There are hundreds of conversations that are
happening at any given point at working levels throughout our or‐
ganizations.

Mr. Matthew Green: You wouldn't be briefed on those conver‐
sations coming to this committee today?

Dr. Nicole Giles: I would be briefed on conversations. What I'm
not privy to is whether there are active conversations happening at
this moment on declassification. There are several initiatives that
ebb and flow with time and based on the priorities of the govern‐
ment.

Mr. Matthew Green: Okay.

What initiatives is CSIS currently taking to improve access to in‐
formation?

Dr. Nicole Giles: We have several measures that we're undertak‐
ing. We constantly review our training programs. We are also
putting in place—

Mr. Matthew Green: I'm going to interject on the training pro‐
gram.

There was a list...that members within your department were not
actually accessing the online training regime. I'm just wondering, in
which ways do you train your...? For instance, an annual report stat‐
ed that there wasn't any formal training on ATIP for CSIS in
2020-21 and that there were “ATIP e-learning narrated slides” that
were available and mandatory for all employees. However, “during
the 2020-21 fiscal year, 241 service employees viewed the ATIP
online module”.

A 2022 “People of CSIS” infographic states that there are 3,367
employees. How do you provide ATIP training to the other 93%
who are not accessing the e-learning modules outside of their orien‐
tation?

● (1730)

The Chair: Mr. Green, we're 30 seconds over the six-minute in‐
tervention.

Mr. Matthew Green: I have two coming later on, so you can jot
that down and then come back to me.

The Chair: This is actually the last round.

Mr. Matthew Green: Ah, you guys and your—

The Chair: Perhaps Dr. Giles could provide a written response
to your question.



20 ETHI-66 April 25, 2023

I want to thank our witnesses for being here today. On behalf of
the committee and on behalf of Canadians, thank you for your
work.

I'm going to dismiss our witnesses, and we will continue on.

We have 15 minutes to conclude this. We can't continue past
5:45. At that point, I will be moving to adjourn the meeting.

I'm glad that the analyst is listening to me at this point.

If we're going to deal with the business where we left off, we can
thank the witnesses, and we need to get back at it because we have
only 13 minutes now to deal with this.

Are there any hands up for discussion?

I'm going to go to Ms. Khalid first and Mr. Fergus right after.

Ms. Khalid, go ahead, please.
Ms. Iqra Khalid: I'm actually going to let Mr. Fergus go first.
The Chair: Mr. Fergus, go ahead, please.
Hon. Greg Fergus: Thank you, Mr. Chair.

I'd like to thank my colleague Mr. Barrett for bringing this mo‐
tion forward. There were some discussions that we had outside of
this table that I would just like to confirm with Mr. Barrett.

My concern of course, if you will forgive me, is that this is an
attempt, through the back door, to get to the issue we were dealing
with last week before the interim Ethics Commissioner resigned.
She has resigned.

I just want to get reassurance that she's being invited to come
here only to talk about the situation that is referenced in the motion
by Mr. Barrett regarding “the appointment of the former Liberal
minister of industry, Navdeep Bains, as chief corporate affairs offi‐
cer at Rogers Communications.”

I'm wondering if my honourable colleague could confirm that.
Mr. Michael Barrett: Chair, if I may....
The Chair: Yes, go ahead, Mr. Barrett, and then I will have

something to add after you have finished.
Mr. Michael Barrett: Thank you, and thank you to Mr. Fergus.

There is no permanent Ethics Commissioner who has been ap‐
pointed at this time, and there is no interim Ethics Commissioner.
Therefore, the most senior person, we understand, is the now for‐
mer interim Ethics Commissioner, based on the position that she
was in prior to her appointment.

Looking for someone to speak to the issue—this issue—is why
the former interim Ethics Commissioner is named by position to be
invited to the committee. The intent is to exclusively address the
matter at hand in the motion—the appointment of a former minister
to work at one of the entities they were responsible for regulating,
specifically, Mr. Bains at Rogers—and not to deal with any other
matter.

If this motion receives the support of the committee, and should
the former interim Ethics Commissioner accept the invitation, the
official opposition's questions would be confined to this issue.

The Chair: I would add this. One of the things that I've been
dealing with—and it's been difficult to deal with as chair—is the
lack of specifics in some of the motions that are coming forward. It
leaves a lot of ambiguity and openness.

I'm going to suggest, before I go to you, Mr. Fergus, that we add
the name of Ms. Richard, whom I assume we are dealing with here,
to this motion, so that there is clarity. “Former interim Ethics Com‐
missioner” could date back to 1980, if there was one.

I need that as part of this motion in order to deal with some clari‐
ty here.

Go ahead, Mr. Barrett.

● (1735)

Mr. Michael Barrett: Thank you, Chair.

The reason Ms. Richard's name was not in the motion was so that
the perception wasn't that she was the focus. I would accept that as
a friendly amendment, or support it if it was moved as an amend‐
ment, but my comments stand with respect to our questions being
confined to the matter at hand.

The Chair: I have Mr. Fergus and then Mr. Green.

Go ahead.

Hon. Greg Fergus: Just as a matter of debate—and I'm not go‐
ing to drag this out—would it be better...? I'm not certain if the
Ethics Commissioner's office has a role in this at all. It sounds like
it's more of a lobbying commissioner issue. Would it be better to
amend the motion to call the lobbying commissioner to find out
what the limitations are on former members of Parliament and for‐
mer cabinet ministers in terms of their activities post politics?

The Chair: We'll have Mr. Barrett, only to answer Mr. Fergus's
question, and then we're going to Mr. Green right after that.

Go ahead, Mr. Barrett.

Mr. Michael Barrett: The rationale for having the Ethics Com‐
missioner and the Commissioner of Lobbying come to committee
to speak to this issue is that members have obligations to satisfy
that are overseen by both commissioners. It would be unfortunate if
we were to find ourselves in a position where questions are raised
with the lobbying commissioner and the lobbying commissioner
says, “Well, that should be taken up by the Ethics Commissioner.”
Then we'd need to add another meeting.

I would again offer, in the spirit of my previous comments, that if
the Ethics Commissioner.... If Ms. Richard accepts the invitation,
appears at the committee, makes her opening remarks, is asked a
question and has nothing further to add, I don't see any utility in
continuing questions to that effect.
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In the interest of brevity—and of time, which we don't have a lot
of—by having the commissioners appear on one day, we could dis‐
pense with this matter and provide for Canadians the accountability
function that we are charged with. Then we don't need to redebate
over multiple days. The committee does not have the resources to
do that, and we don't have a lot of weeks left in the parliamentary
calendar.

The Chair: Thank you, Mr. Barrett.

Because you had a question, Mr. Fergus, you still have the floor.
Hon. Greg Fergus: Thank you.

I have just one last change, and again, I'd like to see if members
could see this as a friendly amendment.

It's similar to yours, John, but it actually runs in a different way.

Rather than saying after the word “and”—after your “Lobbying
Commissioner and”—replace the words “the former Interim Ethics
Commissioner” with “a representative from the Office of the Con‐
flict of Interest and Ethics Commissioner”.

Would that be the right thing? I'm trying to run this up the flag‐
pole to see if anyone salutes.

The Chair: From my perspective, I made the argument of being
specific: If we're not specific, we could end up with somebody who
knows nothing or has nothing to say about this particular issue. As
chair, that's where my concern is, and charging the clerk with get‐
ting somebody in front of the committee if the motion does pass is
difficult in that regard.

Go ahead, Matt.
Mr. Matthew Green: Thank you.

First of all I'll say that on the face of this, the optics of what tran‐
spired are outrageous. It's really outrageous to see where we're at
with that merger, that minister and the appointment, which, in a
way, looks like a patronage appointment.

I've come to my conclusions, and I think that in fairness to the
individuals involved, this committee can present a way for facts to
be presented to the committee in order to hold accountability in this
space.

What I would suggest, in fact, even though I know time is of the
essence, is that we consider perhaps sending an official letter from
this committee to the former interim Ethics Commissioner, asking
her if she's had any involvement, any communications, any advice,
not just now but in the past. I would be keenly interested in know‐
ing what type of advice might have been granted when Navdeep
Bains was a minister. Did he receive any advice from the Ethics
Commissioner related to his position as a minister and this particu‐
lar company? I want all that information. I think this committee de‐
serves to have all that information.

I am not clear about having the former interim Ethics Commis‐
sioner, given our past conversations and given her very linear rela‐
tionship with Dominic LeBlanc. I don't want this committee to turn
into that.

I would suggest, if the committee is open to it, that we direct the
chair to write a letter to both, because I don't want to waste time

having them come here and sit down and say in their opening re‐
marks, “I know nothing.” Quite frankly, that's a waste of time and a
bit theatrical. I am not naive to the way fundraising happens. All in‐
tentions could be good, but I don't want to see somebody impugned
just because there is an insinuation that they may have been in‐
volved in some of this, because, quite frankly, at this committee it's
never the crime; it's the cover-up, and I feel that we would put that
particular person in a very difficult situation by bringing them here.

Mr. Chair, I'm going to put it to the committee that we look at a
way of first verifying whether they had any involvement at all, even
as senior legal counsel, quite frankly, between those two parties on
that issue. I know they can't disclose it to us, but if they have, then
they can come to committee. If they haven't, then I would say that
we spare them the theatrics.

That would be my suggestion.

● (1740)

The Chair: Thank you, Mr. Green.

The other thing I think the committee needs to consider here, too,
is that the appointment process is a process. It does take time, so it
perhaps wasn't the former interim Ethics Commissioner who was
involved. It was perhaps the former Ethics Commissioner. I think it
would be incumbent upon us to find out whether Mr. Dion was in‐
volved in this process as well, just to add to your point.

I didn't hear anything in terms—

Mr. Matthew Green: I will move that as a direction, that we
send a letter from this committee, and we would direct you, Mr.
Chair, to send a letter to the office of the Ethics Commissioner to
determine who within that department had any contact with the for‐
mer minister while they were the minister or after they were the
minister, whether it was the commissioner or any senior legal coun‐
sel, bearing in mind that they can't disclose the nature of it, just to
confirm whether they had any contact with them.

If they didn't, then, to me, bringing them to committee is moot.

The Chair: One of the things that have also come to my atten‐
tion is that there were newspaper reports saying that Mr. Bains did,
in fact, proactively reach out to the Ethics Commissioner, so that al‐
so goes to your point, Mr. Green.

Mr. Green is proposing that we give direction to the committee.
First of all, we have the motion on the floor, so we have to deal
with the motion and dispose of it at this point.

Mr. Matthew Green: Chair, just so I'm clear, I am happy to
move an amendment to the motion. I am all for having the lobbying
commissioner come before this committee on the matter, because I
do think that's germane, current and well within our mandate.

The Chair: Okay.
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You're proposing an amendment to the motion that directs the
chair to write to the Ethics Commissioner on behalf of the commit‐
tee to determine specifically what involvement the commissioner
had with respect to the appointment process. Is that correct? Is that
what I'm hearing you say?

Mr. Matthew Green: I would go beyond just the appointment
process and even ask if there had been any advice regarding Rogers
even while they were sitting, quite frankly, because I think this sto‐
ry goes back longer than the appointment, but that's just my own
opinion.

The Chair: Thank you, Mr. Green.

We have literally less than a minute here. We have an amend‐
ment on the floor. Is there any discussion on the amendment?
● (1745)

Mr. Michael Barrett: The amendment, Chair, is for direction. It
was in addition to, but it didn't remove anything else—

Mr. Matthew Green: It would remove the former interim com‐
missioner to ascertain who was involved.

The Chair: To be clear for the clerk as well, this is an amend‐
ment to the motion that would add to the motion but would not re‐
place the motion. Is that correct?

Mr. Matthew Green: It would not replace it, but it would.... I'm
saying that we would do this. We would strike the appearance of

the former interim commissioner, and the letter would be sent to as‐
certain who the appropriate person is to come before the commit‐
tee.

The Chair: That clears it up.

Go ahead, Mr. Barrett, quickly, please.
Mr. Michael Barrett: And the lobbying commissioner would

still attend.

Mr. Matthew Green: Absolutely.
The Chair: I think that's clear. On the amendment, I don't see

any further discussion. Do we have consensus on Mr. Green's
amendment?

(Amendment agreed to)

The Chair: Does the main motion as amended carry?

(Motion as amended agreed to on division [See Minutes of Pro‐
ceedings])

The Chair: Thank you, everyone.

Thank you, analysts.

Thank you, Clerk and technicians. I appreciate all your help.

We'll see everybody on Friday.
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