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Introduction
The Access to Information Act and the Privacy Act both came into effect on July 1, 1983.

Paragraph 70(1)(d) of the Access to Information Act assigns responsibility to the President of the
Treasury Board of Canada, as the designated minister, to collect statistics on an annual basis.
These statistics are used to assess the performance of the Government of Canada’s access to
information and privacy programs.

This report presents statistical information about the Government of Canada’s access to
information and privacy programs across all federal institutions subject to the two acts for the
period of April 1, 2021, to March 31, 2022.

In addition, each institution subject to the Access to Information Act and the Privacy Act tables an
individual annual report in Parliament on the administration of each act in their institution. These
reports are available on the institutions’ websites.

The complete statistical dataset for 2021–22 will be available on the Government of Canada’s
Open Data Portal.

https://www.canada.ca/en.html
https://www.canada.ca/en/treasury-board-secretariat.html
https://www.canada.ca/en/treasury-board-secretariat/services/access-information-privacy.html
https://www.canada.ca/en/treasury-board-secretariat/services/access-information-privacy/statistics-atip.html
https://www.canada.ca/en.html
https://www.canada.ca/en/treasury-board-secretariat.html
https://laws-lois.justice.gc.ca/eng/acts/a-1/
https://laws-lois.justice.gc.ca/eng/acts/P-21/index.html
https://open.canada.ca/data/en/dataset/236294e1-bc74-486f-ab97-422227bc8832


About this report
In this section

This report summarizes data collected from 191 government institutions on behalf of
approximately 265 institutions subject to the Access to Information Act and the Privacy Act. These
include departments and agencies in the core public administration, as well as smaller bodies
such as port authorities, land and water boards, Crown corporations, and wholly owned
subsidiaries. There are approximately 70 wholly owned Crown corporations subject to the acts
that do not operate independently. For this reason, any requests they receive are processed by
the parent Crown corporation, which also reports on the requests.

Immigration, Refugees and Citizenship Canada

Immigration, Refugees and Citizenship Canada (IRCC) received 79.7% of all access to
information requests received in 2021–22. IRCC also received a significant number of personal
information requests in 2021–22. Because IRCC received the bulk of requests last year, its data is
not included in the body of this report, so as not to skew the overall results. IRCC's data is
presented in Appendix A.

Highlights

Access to information requests

Excluding requests received by IRCC, 45,334 access to information (ATI) requests were received
in 2021–22, the most received in a single year in the last decade. The number of ATI requests
closed during the reporting period was 40,889. The number of requests closed is increasing, but
it is not keeping pace with the number of requests received. As a result, the number of requests
carried over to the next year has been steadily increasing over the last decade. Requests carried
over into 2022–23 totalled 28,585, up from 24,088 for the previous period.

Of the 40,889 requests closed, 70.7% were closed within legislated timelines, including
extensions, a slight improvement over the previous year. Some 55.8% of institutions were able to
meet the standard of closing 90% of ATI requests within legislated timelines, a little better than
last year. The main reasons for closing requests beyond legislated timelines are “Workload”
(60.7%), “Other” (32.7%), “External consultations” (4.6%) and “Internal consultations” (2.0%).
“Other” includes requests for contents of databases, audio or video recordings or records in
other countries, and public health restrictions. The volume of complex requests has been stable
at about 10,000 a year over the last decade, despite variations in the number of requests closed.



Costs in actual dollars have largely been increasing over the last decade and are currently
estimated at $84.5 million. After the reporting period, a study was conducted as part of the ATI
legislative review. The study found that the direct cost of processing one page of an ATI request
is just over $5. The same study estimated that when indirect costs (for example, the cost of
subject matter‑ experts collecting, reviewing and making recommendations on records) is
factored in, the current regime costs $195 million to operate.

Personal Information requests

Institutions received a total of 68,096 personal information requests in 2021–22. This is the
highest number received in a year in the last decade. With just a few exceptions, personal
information requests have increased every year for the last decade. A total of 66,696 requests
were closed in 2021–22, also a 10-year record. As is the case for ATI requests, the number of
personal information requests closed is not keeping pace with the number received, which
contributes to an increase in the number of requests carried over to the next fiscal year. The
number of personal requests carried over from 2021–22 was a 10–year high of 36,535.

The performance standard for institutions is to respond to 85% of personal information requests
within the legislated timeline, including extensions. Some 70.8% of institutions met the standard.
In all, institutions closed 70% of personal information requests within legislative timelines,
including extensions. The main reasons for personal information requests being closed beyond
legislated timelines are “Workload” (86.5%); “Other” (13%) and “External consultation” (0.3%)
and “internal consultations” (0.2%). Except for 2020–21, workload has been the top reason for
forwarded by institutions.

The cost to institutions to operate the personal information request regime in 2021–22 was
about $68.1 million.

Key observations
In this section

IRCC impact on 2021–22 government-wide data

Most ATI requests processed by IRCC involve clients’ immigration, citizenship or refugee
applications and are submitted by others, with the permission of the client. If the requesters
were present in Canada, these requests could have been submitted as personal information
requests.  Because the requests are largely for a person’s own information that is being
released through an intermediary, there are differences in the nature of the request, the
exemptions applied and the challenges to compliance.
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Over the last decade, the volume of requests received by IRCC has been growing in real terms
and as a percentage of all ATI requests received. In 2012–13, IRCC accounted for 45.4% of all ATI
requests and by 2021–22, this figure had risen to 79.7%.

If IRCC’s data is included with that of all other institutions, the proportion of requests closed
within legislated timelines is significantly lower (42%) than when IRCC’s data is excluded (70.7%).
At the same time, if IRCC’s data is included, 89% of closed ATI requests were either all disclosed
or disclosed in part. Without IRCC, this figure is 66.8%. Differences of this magnitude distort the
understanding of the overall administration of the Access to Information Act.

The Access to Information Act establishes a 30‑day ‑limit for responding to ATI requests and
permits extensions for limited and specific reasons. In terms of the extensions taken on ATI
requests closed, IRCC cited paragraph 9(1)(b) (consultations) as the main reason for extensions,
while other institutions cited paragraph 9(1)(a) (interference with government operations) as the
main reason. Including IRCC would skew these figures so that the usage of 9(1)(a) would drop
significantly, and the need to address institutional capacity would be less clear.

In 2021–22, over 109,000 requests were closed beyond legislated timelines. IRCC accounted for
89.1% of these and almost exclusively cited “Workload” as the reason for closing requests past
legislated timelines. Other institutions also cited “Workload” as the main reason (60.7%),
followed by “Other” (32.7%), “External consultations” (4.6%) and “Internal consultations” (2.0%).
For all other institutions, “Workload,” “Internal consultations” and “External consultations” have
all been decreasing over the last decade, while “Other” has more than doubled.

In terms of exemptions, the most frequently invoked exemption for ATI requests closed by IRCC
in 2021–22 is one pursuant to paragraph 16(2)(c), which relates to the protection of any record
containing information that could facilitate the commission of an offence, including any
information on the vulnerability of particular buildings or other structures or systems.
Comparatively, all other institutions were more likely to invoke subsection 19(1) (personal
information). In comparing the five most frequently invoked exemptions, three of the five listed
for IRCC do not even make the list for all other institutions. Notably absent from IRCC’s top five
is the exemption under paragraph 21(1)(a) (record containing advice or recommendations
developed for or by a government institution or a minister of the Crown). In terms of commonly
invoked exclusions, IRCC rarely invokes exclusions, while other institutions invoke section 69,
which relates to Cabinet confidences.

IRCC’s personal information requests had a smaller but still meaningful impact on the
government-wide results. In 2021–22, IRCC received 28.2% of the 94,902 personal information
requests received by all institutions. IRCC accounted for 25% of the 88,916 requests closed and
18.1% of the 44,635 requests carried over to 2021–22.



As with the administration of the ATI request system, IRCC’s data also influenced the overall
performance standard of closing 85% of personal information requests within legislated
timelines. Overall, 62% of personal information requests were closed within legislative timelines.
If IRCC is excluded from the calculation, 70% of requests were closed within legislated timelines.

Over the last decade, IRCC experienced an earlier and steeper decline in the number of requests
closed within legislated timelines than all other institutions. Starting in 2017–18, IRCC’s
percentage of requests closed beyond legislated timelines was at least double that of all other
institutions for every year except 2020–21. Except for in 2012–13, all other institutions invoked
section 26, which relates to personal information about another person, more than five times
more often than any other exemption while this exception in much less significant for IRCC.

Given IRCC’s overall impact, its data and performance are examined fully in Appendix A and
excluded in the body of this report.

Backlog of access to information and personal information requests

Both the number of ATI requests received and the number of requests outstanding from the
previous fiscal year increased in 2021–22, as did the number of requests carried over.

Of all ATI requests that were either received in 2021–22 or outstanding from the previous fiscal
year, institutions closed 58.9%. Additionally, the number of ATI requests carried over to the next
fiscal year increased to 28,585 requests.

Personal information requests have increased every year since 2017–18, except for 2020–21. In
2021–22, institutions other than IRCC, received 68,096 personal information requests. Personal
information requests outstanding from the previous fiscal year also increased to 35,135
requests. Of all the personal information requests that were either received in 2021–22 or
outstanding from the previous fiscal year, 64.6% of them were closed.

The number of personal information that were closed by institutions increased to 66,696, but
another 36,535 requests were carried over to the next fiscal year.

To gain greater insight into the issue of requests being carried over from one fiscal year to the
next, the Treasury Board of Canada Secretariat (TBS) established quarterly reporting in the
fourth quarter of 2021–22 for the 25 institutions  that carried forward more than 25% of the
requests at the end of 2020–21. The key finding from the quarterly reports was that many of the
requests that institutions are carrying forward from one period to the next are beyond legislated
timelines, including extensions. Most institutions received more requests than they closed,
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signalling that institutions are not keeping pace with the requests they receive each year, let
alone addressing requests that are carried forward from one period to the next. This was true
for both ATI and personal information requests.

TBS undertook several key actions in 2021–22 to help institutions deal with their backlog. These
actions included:

co-sponsoring an online event that showcased innovative digital tools that facilitate the
processing of ATI requests.
sending correspondence to deputy heads to remind them of their legal obligations; under
the Access to Information Act to help ensure that plans are put in place to address backlogs
launching an external recruitment exercise to create a pool of qualified candidates.

More information is available on the Key actions on access to information page.

Ongoing impacts of COVID-19

COVID‑19 restrictions continued to affect institutions’ capacity to respond to ATI and personal
information requests and to meet their legal obligations under the Access to Information Act and
the Privacy Act.

Some institutions had limited capacity in 2021–22. Onsite capacity remained the primary factor
limiting overall ability to respond to requests, which led to problems with processing and
responding to paper requests and processing secret and top-secret documents. Capacity
limitations were largely attributed to access to information and privacy (ATIP) office employees
and subject–matter experts working remotely or in hybrid situations due to public health
measures that restricted access to the worksite.  Since public health measures have been
lessened, institutions’ capacity to respond to requests and consultations has increased greatly,
and TBS has redoubled its efforts to support institutions in this process.

The Information Commissioner of Canada, in her 2021–22 annual report to Parliament, which
was released after the reporting period, noted that the COVID-19 pandemic can no longer be
used as an excuse for failing to meet statutory ATI obligations. TBS has also contacted
institutions to remind them of their legal obligations. It continues to help institutions meet their
obligations in all circumstances, including when access to worksites is limited.

Key activities to address limited capacity have included:

institutions offering to provide electronic records to requesters, using Canada Post epost
service as an option 
the ATIP online portal being available as for Canadians to submit requests to federal
institutions and for institution to provide electronic responses
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former Treasury Board president, Jean-Yves Duclos, writing to his Cabinet colleagues to
encourage them to proactively publish as much information as possible related to COVID-19
and to remind them of the importance of adopting best practices in information
management
TBS organizing workshops to share best practices with ATIP offices to help them adapt their
procedures to the remote work environment
the Chief Information Officer of Canada writing to deputy heads to remind them of their
obligations under the Access to Information Act, as they plan for employees to return to the
workplace, and to strongly encourage them to include ATI and Privacy services as critical
services moving forward

Consultations

Issues relating to consultation in the ATI regime are twofold:

consultation happens even when it might not be required
consultation among institutions can take a long time.

TBS has reviewed the Information Commissioner’s special report to Parliament Access at Issue:
The Challenge of Accessing Our Collective Memory and has developed guidance for institutions to
help reduce the delays caused by inter–institutional consultations on ATI requests and to ensure
that institutions are consulting each other as needed and not simply by default.

TBS reminded institutions on several occasions that consultations should be given the same
importance as ATI requests (as set out in subsection 7.7.2 of the Interim Directive on the
Administration of the Access to Information Act). Subsequent to the reporting period, Access to
Information Implementation Notice 2022 – 01: Inter–institutional Consultations, was issued. It
specifies that institutions should be selective when determining which documents require
consultation. It also specifies how departments should engage each other to facilitate effective
and timely consultations.

Work is also underway to enable secure electronic consultation between institutions through the
ATIP online platform, which will further save time and improve this aspect of processing ATI
requests.

Channels of requests

Some 87.3% of all ATI requests were submitted through a digital request service. The remaining
requests were submitted by e-mail, mail, fax, phone or in person. By comparison, 52.4% of
personal information requests, were submitted through a digital request service. The remaining
47.6% of personal information requests were submitted by e-mail, mail, fax, phone or in person.

https://www.canada.ca/en/treasury-board-secretariat/services/access-information-privacy/reviewing-access-information/letter-cabinet-importance-of-providing-transparency-accountability-canadians-may-2020.html
https://www.oic-ci.gc.ca/en/resources/reports-publications/access-issue-challenge-accessing-our-collective-memory
https://www.canada.ca/en/treasury-board-secretariat/services/access-information-privacy/access-information-privacy-notices/access-information-implementation-notice-2022-01-inter-institutional-consultations.html


Declining to act on ATI requests

In 2021–22, institutions reported seeking the Information Commissioner’s approval to decline to
act on 35 requests, with one application outstanding from 2020–21. The Information
Commissioner approved two requests during the reporting period and refused 27 requests. One
application was withdrawn by an institution and five requests were carried over to the 2022–23
reporting period.

Access to Information Act statistics for 2021–22
In this section

Requests under Access to Information Act

When comparing the number of ATI requests closed to ATI requests received over the last
decade, Figure 1 demonstrates that the number of ATI requests closed has not kept pace with
the number of ATI requests received. The significant decrease for 2020–21 is primarily explained
by public health restrictions due to COVID–19 which restricted access to physical worksites. In
2021–22, institutions increased their capacity to respond to requests largely due to the lessening
of public health restrictions and closed 40,889 ATI requests.

Having a substantial number of outstanding ATI requests at the beginning of a fiscal year places
institutions in a challenging situation even before new ATI requests are received. For example, in
2021–22, institutions started the reporting period with 24,140 ATI requests outstanding from the
previous reporting periods – more than half as many requests than they would ultimately receive
in 2021–22 – and carried over 28,585 ATI requests to 2022–23.

Factors affecting an institution’s ability to close requests, including the complexity of requests
and staffing levels are covered later in the report.

Figure 1: ATI requests received, closed, and carried over, 2012–13 to 2021–22 (thousands)



Figure 1 - Text version

Figure 2 breaks down the number of ATI requests carried over to 2022–23 (28,585 requests) by
fiscal year of receipt, and by whether the ATI request is within legislated timelines or beyond
legislated timelines as of March 31, 2022. Note that the numbers in Figure 2 are not cumulative
from one fiscal year to the next, and that ATI requests carried over to 2022–23 are referred to as
open ATI requests in this figure.

Figure 2 indicates that 69.8% of open ATI requests were beyond legislated timelines as of March
31, 2022.

Figure 2: open ATI requests that are outstanding from previous reporting periods

Figure 2 - Text version

Timeliness

Of the 40,889 ATI requests closed in 2021–22, 70.7% were closed within legislated timelines,
including extensions. A decade ago, this percentage was stable at 86% and began to decline in
2015–16, reaching a low of 65% in 2020–21.



The open ATI requests beyond legislated timelines mean that requesters are being denied timely
access and signify that the performance of the system, as measured by requests closed within
legislated timelines, will be hindered until these open ATI requests are closed, even if all new ATI
requests are closed within legislated timelines.

Figure 3: ATI requests closed within and beyond legislated timelines, 2012–13 to 2021–22

Figure 3 - Text version

The performance standard for institutions is to respond to 90% of ATI requests within legislated
timelines, including extensions. The 90% standard reflects the variability in ATI requests’
volumes in institutions year over year.

Figure 4 indicates that even a decade ago, the percentage of institutions meeting this standard
was just over 60% and has fluctuated around this percentage in recent years. 2020–21 marked
the biggest drop to below 50% because of public health restrictions due to COVID-19, with some
recovery now to 55.8% this year.

This figure further demonstrates the longstanding delays that requesters have been
experiencing and the future compliance challenges for ATI program performance.

Figure 4: percentage of institutions that closed at least 90% of ATI requests within
legislated timelines, 2012–13 to 2021–22

Figure 4 - Text version



The Access to Information Act establishes a 30-day limit for responses to ATI requests. While the
Access to Information Act permits extensions for limited and specific reasons to the 30-day limit,
the intent of the act is to provide timely access. The growing length of time to close requests
undermines this intent.

Figure 5 indicates that for the first five years of the decade, the percentage of ATI requests
closed within the first 30 days remained relatively stable around the 55% level. However, since
then, this percentage has decreased while the proportion of requests closed beyond 121 days
has steadily increased.

Figure 5: time required to close ATI requests, 2012–13 to 2021–22

Figure 5 - Text version

In terms of extensions taken on ATI requests closed in 2021–22, 60.9% of all extensions taken
cited paragraph 9(1)(a) of the Access to Information Act as a reason for the extension, relating to
interference with government operations. 89.3% of extensions were for 120 days or less.

Figure 6 indicates that over the last decade, the percentage of all extensions taken that cited
paragraph 9(1)(b) (Consultation: Other) has decreased to 20% in 2021–22. Institutions have been
more confident to disclose information regarding other government departments based on their
own assessment of the material. Also, over the last two fiscal years, several institutions had
limited capacity to process consultations requests. Therefore, the consulting institutions
processed this information to the best of their ability and knowledge in applying the exemptions
of the Access to Information Act on information that did not belong to their institution.

Figure 6: ATI requests closed with reasons for and length of extensions, 2012–13 to 2021–
22



Figure 6 - Text version

Figure 7 indicates that for the first six years of the decade, institutions increasingly cited
“Workload” as the reason for ATI requests being closed beyond legislated timelines, including
extensions. However, since then, the reported reason “Other” has increased over the last
decade. Requests for contents of databases, audio or video recordings, records in other
countries and public health restrictions are among the “Other” reasons cited by institutions for
closing requests beyond legislated timelines. More specifically, the complexity involved in
applying to various media formats and the inability to access more sensitive information that
could only be processed on site ultimately results in processing delays.

In addition, Figure 7 also indicates that over the last decade, the overall annual volume of ATI
requests closed beyond legislated timelines, including extensions, increased year to year.

Figure 7: principal reason that ATI requests were closed beyond legislated timelines,
including extensions, 2012–13 to 2021–22



Figure 7 - Text version

Disposition

Records were all disclosed or disclosed in part in response to 66.8% of closed ATI requests in
2021–22.

Figure 8 indicates that the distribution of the disposition of closed ATI requests has remained
relatively stable over the last decade. Note that the disposition “Treated Informally” was only
reported in 2012–13 and 2013–14. Subsequently, informal requests have been counted
separately (see Figure 15). Also, the disposition “Decline to act with the approval of the
Information Commissioner” was added only in 2019–20 as it was introduced in amendments to
the Access to Information Act in June 2019 and permits the Information Commission to provide
approval for institutions to decline to act on an access request that is vexatious, made in bad
faith or otherwise abuse the right to make a request for access to records.

Figure 8: disposition of closed ATI requests, 2012–13 to 2021–22



Figure 8 - Text version

Complexity

The overall annual volume of complex ATI requests, that is, high numbers of pages processed,
those requiring consultation, requests subject to fees assessment, etc. has fluctuated around
the 10,000 requests level, with significant decreases in volume in 2019–20 and 2020–21.

Figure 9 shows that while the number of pages processed has remained relatively stable over
the last decade, there can be unpredictable variability in demand which presents resourcing
challenges for institutions.

The number of pages processed rose significantly in 2017–18 due to one request of
approximately 14.8 million pages. The number of pages once again rose significantly in 2019–20
due to one institution closing three requests on the same subject involving nearly 15 million
pages in total.

Importantly, Figure 9 captures pages processed but not the overall volume of pages collected
while responding to a request, including large volumes of duplicate or non-relevant records that
require staff time to review and scope in or out of the request. TBS is working to determine how
best to capture this additional volume of indirect effort in the system.

Figure 9: number of pages processed in response to closed ATI requests, 2012–13 to 2021–
22



Figure 9 - Text version

Figure 10 indicates that over the last decade, the percentage of complex ATI requests due to
“Assessment of fees” has gradually decreased to 0% in 2021–22 because of 2019 amendments
to the Access to Information Act that eliminated fees other than the flat fee of $5 for new
requests. Requests that were open prior to 2016 could still have had fees assessed, which
accounts for the persistence of this category in the following years.

Figure 10 indicates the emerging impact of response format in processing requests. The “Other”
category includes requests for the contents of a database, requests to process audio or video
recordings, and records in another country or region.

Figure 10: types of complex ATI requests closed by disposition, 2012–13 to 2021–22

Figure 10 - Text version



Consultations between federal institutions

Figure 11 indicates that over the last decade, the number of consultation requests closed
annually has mostly kept pace with the volume of requests for consultation. However, some
divergence in the years leading into the pandemic has carried forward into an ongoing increase
in the number of consultation requests pending at the end of a year.

Figure 11: number of ATI requests for consultation, 2012–13 to 2021–22 (thousands)

Figure 11 - Text version

Figure 12 shows a U-shaped curve over the last decade. Early in the decade, there were fewer
consultations between institutions and more of these consultations were closed within 30 days.
Going into the pandemic, consultations were on the rise, but fewer were being closed within 30
days. Over the last two years of the pandemic, numbers of consultation fell dramatically while
the number closed beyond 120 days reached a new high.

Figure 12: requests for consultation between government institutions closed within
timeframes, 2012–13 to 2021–22



Figure 12 - Text version

Exemptions

Figure 13 presents the most invoked exemptions. Note that more than one exemption can be
invoked for a single request and therefore the same request may be represented more than
once throughout the table. The increase in the application of exemptions tracks the increase in
overall volume of requests.

For the last decade, subsection 19(1), which relates to personal information, has been the most
frequently invoked exemption. Rounding out the top five most frequently invoked exemptions
are those relating to law enforcement and lawful investigations, information obtained in
confidence from a foreign state, accounts of consultations or deliberations in which government
or Crown employees participate, and advice and recommendations.

Figure 13: five most frequently invoked Access to Information Act exemptions in 2021–22
for the number of ATI requests closed, 2012–13 to 2021–22



Figure 13 - Text version

Exemption Description

19(1) Shall refuse to disclose any record containing personal information.

16(1)(c) May refuse to disclose any record containing information expected to be injurious to law
enforcement and the conduct of lawful investigations.

13(1)(a) Shall refuse to disclose any record containing information obtained in confidence from the
government of a foreign state.

21(1)(b) May refuse to disclose any record containing an account of consultations or deliberations in which
government or Crown employees participate.

21(1)(a) May refuse to disclose any record containing advice or recommendations developed for or by a
government institution or a minister of the Crown.

Exclusions

Figure 14 indicates that for the last decade, except for 2020–21, the most invoked exemption was
paragraph 69(1)(g) re (a), which relates to Cabinet confidences that include records that contain
information about the contents of records pertaining to memoranda presenting proposals or
recommendations. Rounding out the top five exclusions are three paragraphs that pertain to
specific types of Cabinet confidences, as well as an exclusion that relates to published material
or material available for purchase by the public.

Figure 14: five most frequently invoked Access to Information Act exclusions in 2021–22 for
the number of ATI requests closed, 2012–13 to 2021–22

Figure 14 - Text version



Exemption Description

69(1)(g) re
(a)

Does not apply to Cabinet confidences including records that contain information about the
contents of any records pertaining to memoranda presenting proposals or recommendations.

69(1)(g) re
(e)

Does not apply to Cabinet confidences including records that contain information about the
contents of any records pertaining to briefing materials relating to matters that are before or
proposed to be brought before Council.

68(a) Does not apply to published material, other than material published under Part 2, or material
available for purchase by the public.

69(1)(g) re
(c)

Does not apply to Cabinet confidences including records that contain information about the
contents of any records pertaining to agenda or records recording deliberations or decisions of
Council.

69(1)(g) re
(d)

Does not apply to Cabinet confidences including records that contain information about the
contents of any records pertaining to records on communications or discussions between
ministers of Crown on matters regarding government decision or formulation of policy.

Informal requests for government information

An informal request is a request for information made to a government institution subject to the
Access to Information Act that is either not made or not processed under the act.

Informal requests include:

formal requests that are discontinued in favour of providing information informally, in
consultation with the requester
requests where the information sought is already publicly available online
requests where the response involves re-releasing information that was made available in
response to previously closed formal requests, summaries of which are found online

Figure 15 indicates that over the last eight years since the collection of informal request data, the
percentage of informal requests closed within 30 days has decreased while the percentage
closed beyond 120 days has reached a new high.

TBS supports maximizing the availability of previously released records and continues to provide
guidance to departments in line with requirements set out in the Directive on Access to
Information Requests. TBS continues to work on ways to improve access to information and
transparency, recognizing that in the federal context, all online publications (including the
publication of previously released requests) are made available in both official languages and in
accessible format to meet the needs of all Canadians.

Figure 15: time required to close informal requests, 2014–15 to 2021–22



Figure 15 - Text version

Fees and costs

Table 1 breaks down the fees and costs associated with the administration of the Access to
Information Act. Due to changes in the financial information collected, it is not possible to
provide a 10-year historical perspective.

Table 1: fees and costs of Access to Information Act operations, 2021–22

Description Amount 2021–22

Cost of institutions’ operations $83,202,144.00

Cost of Access to Information and Privacy Online Request Service $1,288,685.00

Total $84,490,829.00

Number of requests in which fees were collected  39,461

Fees collected $197,245.00

Number of requests in which fees were waived or refunded  5,941

Fees waived or refunded $29,690.00

Figure 16 indicates that over the last decade, the total cost of institutions’ operations in actual
dollars has increased.

a

Cost of operations includes salaries, overtime, goods and services, contracts, and all other expenses
specific to access to information and privacy offices. Cost of operations does not include costs
associated with time spent by business areas searching for and reviewing records.

a



Costs in actual dollars have largely been increasing over the last decade and are currently
estimated at $84.1 million. After the reporting period, a study was conducted as part of the ATI
review. The study found that the direct cost of processing one page of an ATI request is just over
$5. The same study estimated that when indirect costs (for example, the cost of subject matter‑
experts collecting, reviewing and making recommendations on records) is factored in, the
current regime costs $195 million to operate.

Note that the values in Figure 16 are different than what were reported in previous years
because costs associated with IRCC’s administration of the Access to Information Act are
presented in Appendix A. The values are in actual dollars and don’t reflect inflation.

Figure 16: total cost of administering ATI in actual dollars, 2012–13 to 2021–22

Figure 16 - Text version

Figure 17 indicates that for the first three years of the decade, the total amount of fees collected
increased. Since then, the trend reversed until 2020–21. In 2021–22, this number experienced the
biggest increase over the last decade. Note that this is consistent with the observation in Figure
1 in which the number of ATI requests received experienced the biggest increase over the same
period.

Figure 17: total amount of fees collected by all institutions, 2012–13 to 2021–22 (thousands
of dollars)

Figure 17 - Text version



Figure 18 indicates that the total amount of fees waived or refunded experienced a sharp
increase in 2016–17. However, since then, this number has decreased.

Figure 18: total amount of fees waived or refunded by all institutions, 2012–13 to 2021–22
(thousands of dollars)

Figure 18 - Text version

Privacy Act statistics for 2021–22
In this section

Requests under Privacy Act

When comparing the number of personal information requests closed to personal information
requests received over the last decade, Figure 19 demonstrates that the number of personal
information requests closed has not kept pace with the number of personal information
requests received, except for 2012–13, where the number of personal information requests
closed slightly surpassed the number of personal information requests received. The significant
decrease for 2020–21 is primarily explained by public health restrictions due to COVID–19 which
restricted access to physical worksites. In 2021–22, institutions increased their capacity to
respond to requests largely due to the lessening of public health restrictions and closed 66,696
personal information requests.

Having a substantial number of outstanding personal information requests at the beginning of a
fiscal year places institutions in a challenging situation even before new personal information
requests are received. For example, in 2021–22, institutions started the reporting period with
35,135 personal information requests outstanding from the previous reporting periods – more
than half as many requests than they would ultimately receive in 2021–22 – and carried over
36,535 personal information requests to 2022–23.



Figure 19: personal information requests received, closed and carried over, 2012–13 to
2021–22 (thousands)

Figure 19 - Text version

Figure 20 breaks down the number of personal information requests carried over to 2022–23
(36,535 requests) by fiscal year of receipt, and by whether the personal information request is
within legislated timelines or beyond legislated timelines as of March 31, 2022. Note that the
numbers in Figure 20 are not cumulative from one fiscal year to the next, and that personal
information requests carried over to 2022–23 are referred to as open personal information
requests in this figure.

Figure 20 indicates that 87.5% of open personal information requests were beyond legislated
timelines as of March 31, 2022.

Figure 20: open personal information requests that are outstanding from previous
reporting periods

Figure 20 - Text version



Timeliness

The Privacy Act establishes a 30-day limit for responses to personal information requests. While
the Privacy Act permits extensions for limited and specific reasons to the 30-day limit for
responses to personal information requests, the intent of the Act is to provide timely access. The
growing length of time to close requests undermines this intent.

Of the 66,696 personal information requests closed in 2021–22, 70% were closed within
legislated timelines, including extensions. Over the last decade, this percentage gradually
increased to 85.2% in 2019–20, but then declined to 62.9% in 2020–21.

Open personal information requests beyond legislated timelines mean that requesters are being
denied timely access as defined under the Privacy Act. Furthermore, performance of the request-
based system, as measured by requests closed within legislated timelines, will be hindered until
existing open personal information requests are closed, even if all new personal information
requests are closed within legislated timelines.

Figure 21: personal information requests closed within and beyond legislated timelines,
including extensions, 2012–13 to 2021–22

Figure 21 - Text version

Institutions are expected to respond to 85% of personal information requests within legislated
timelines, including extensions. This 85% performance standard (as opposed to 100%) is
intended to allow some flexibility for institutions and reflects that personal information requests’
volumes can vary widely year over year.

Figure 22 indicates that over the last decade, the percentage of institutions meeting this
standard fluctuated from 70% to 82%. 2020–21 marked the biggest drop to 54.1% because of
public health restrictions due to COVID-19, with significant recovery to 70.8% in 2021–22.

Figure 22: percentage of institutions that closed at least 85% of personal information
requests within legislated timelines, including extensions, 2012–13 to 2021–22



Figure 22 - Text version

Figure 23 indicates that for most of the last 10 years institutions generally closed between 65%
and 74% of personal information requests within the first 30 days. As with most of the
performance statistics in this report, this dropped in 2020 with the onset of the COVID epidemic
but remained better than it had been in 2012–13 and shows signs of recovering last year.

Figure 23: time required to close personal information requests, 2012–13 to 2021–22

Figure 23 - Text version

In terms of extensions taken on personal information requests closed in 2021–22, 98.7% of all
extensions taken for closed requests cited paragraph 15(a)(i) of the Privacy Act as a reason for
the extension, relating to interference with government operations.

Table 2: number of personal information requests closed with reasons for and length of
extension, in 2021–22
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Length of
extension

15(a)(i): interference with operations 15(a)(ii): consultation
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Further
review

required to
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difficult to
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Cabinet
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(section
70) External Internal

1 to 15
days

 5  0    9  1  0    1  4  0    20

16 to 30
days

 123  539  14,408  182  1  121  65  3  15,442

31 days
or
greater

N/A N/A N/A N/A N/A N/A N/A 0 0

Total 128 539 14,417 183 1 122 69 3 15,462

Figure 24 indicates that over the last decade, institutions almost always cited “Workload” as the
main reason for personal information requests failing to be closed within legislated timelines,
including extensions. However, use of this rationale decreased sharply in 2020–21, when “Other”
was cited in almost 64% of cases. Prior to 2020–21, as Figure 24 also indicates, institutions cited
“Other” as the reason only 5% to 15% of the time.

In addition, Figure 24 also indicates that over the last decade, the overall annual volume of
personal information requests closed beyond legislated timelines, including extensions, was
generally steady or slightly declining year to year until 2019–20, but has sharply increased since
then.

Figure 24: principal reason that personal information requests were closed beyond
legislated timelines, including extensions, 2012–13 to 2021–22

a b

The Privacy Act provides for a maximum extension of 30 days.a

Section 70 of the Privacy Act states that the act does not apply to confidences of the Queen’s Privy
Council for Canada.

b



Figure 24 - Text version

Disposition

Records were either entirely disclosed, or disclosed in part, for 73.3% of closed personal
information requests in 2021-22. Figure 25 indicates that the disposition of personal information
requests closed has remained relatively stable over the last decade.

Figure 25: disposition of closed personal information requests, 2012–13 to 2021–22

Figure 25 - Text version

Complexity

While it is difficult to objectively measure the complexity of personal information requests, one
aspect that is measurable is the number of pages to be processed. Figure 26 shows that the
number of pages processed has been trending upward over the last decade.  While there was a



significant drop in 2020–21, the upward trend resumed in 2021–22.

Figure 26: number of pages processed in response to closed personal information
requests, 2012–13 to 2021–22

Figure 26 - Text version

Another aspect of complexity that can be measured is the number of requests that require
consultation, where legal advice is sought, or when personal information is interwoven
throughout the records. Figure 27 shows that over the last decade, the overall annual volume of
complex personal information requests closed gradually decreased but increased sharply in
2021–22. Figure 27 indicates that for the first three years of the decade, the percentage of closed
personal information requests considered complex due to “Interwoven information” increased
early in the last decade, then remained in the 60% to 80% range for seven years until 2021–22,
when it dropped to 39%.  Use of the “Other” category was very high in the first two years of the
decade but declined significantly and continued to diminish until 2020–21 when it jumped again.

Figure 27: complex personal information requests closed, 2012–13 to 2021–22

Figure 27 - Text version



Consultations between federal institutions

The number of closed personal information requests for consultation between institutions was
214 and the number of pages reviewed in connection to those requests was 13,536.

Figure 28 indicates that over the last decade, the number of requests for consultation has
decreased. A similar trend is evident in the number of closed personal information requests for
consultation.

Reducing the number of consultation requests decreases the complexity of request processing.

Figure 28: number of personal information requests for consultation, 2012–13 to 2021–22

Figure 28 - Text version

Figure 29 indicates that, while the overall number of consultations are decreasing, the
percentage of consultations closed within 30 days has also decreased year to year.

Figure 29: requests for consultation between government institutions closed within
specific timeframes, 2012–13 to 2021–22



Figure 29 - Text version

Exemptions

Figure 30 presents the exemptions most invoked by institutions. Note that an analyst can invoke
more than one provision for a single request and therefore the same request may be
represented more than once throughout the table. For example, if an analyst invoked three
different provisions in relation to one request and they would count the request under each of
the three exemptions.

Since 2013–14, by far the most frequently invoked exemption for personal information requests
was section 26, which relates to the protection of personal information about another individual.

The other four most frequently invoked exemption are those relating to enforcement of any law,
information obtained in confidence of a foreign state, information that could harm the conduct
of international affairs and defense, as well as information obtained by law enforcement in the
conduct of an investigation.

Figure 30: five most frequently invoked Privacy Act exemptions for personal information
requests closed, 2012–13 to 2021–22

Figure 30 - Text version



Exemption Description

26 May refuse to disclose any personal information about another individual.

22(1)(b) May refuse to disclose any personal information the disclosure of which could be injurious to the
enforcement of any law of Canada.

19(1)(a) Shall refuse to disclose any personal information obtained in confidence from the government of
a foreign state.

21 May refuse to disclose any personal information the disclosure of which could be injurious to the
conduct of international affairs and defence.

22(1)(a)(i) May refuse to disclose any personal information that was obtained by law enforcement in the
course of an investigation pertaining to the detection, prevention or suppression of crime.

Exclusions

In 2021–22, the most frequently invoked exclusion for personal information requests closed was
section 69.1, which relates to the exclusion of personal information that the Canadian
Broadcasting Corporation collects, uses or discloses for journalistic, artistic or literary purposes.
Use of this exclusion has been trending upward since 2019–20, and in 2021–22 it overtook the
use of section 69(1)(a), which relates to library or museum material preserved for public
reference or exhibition purposes.

In 2012–13 and 2013–14, institutions most frequently invoked 70(1)(c), which relates to Cabinet
confidences including any information contained in agenda or records of deliberations or
decisions. From 2015–16 through to 2020–21, institutions most frequently invoked 69(1)(a),
which relates to library or museum material preserved for public reference or exhibition
purposes.

Figure 31: five most frequently used Privacy Act exclusions invoked for personal
information requests closed, 2012–13 to 2021–22

Figure 31 - Text version

Exemption Description

69.1 Does not apply to personal information that the Canadian Broadcasting Corporation collects, uses,
or discloses for journalistic, artistic, or literary purposes.



Exemption Description

69(1)(a) Does not apply to library or museum material preserved for public reference or exhibition
purposes.

70(1)(a) Does not apply to Cabinet confidences including any information contained in memoranda
presenting proposals or recommendations.

70(1)(b) Does not apply to Cabinet confidences including any information contained in discussion papers
presenting background explanations, analysis of problems or policy options for decision-making
purposes.

70(1)(c) Does not apply to Cabinet confidences including any information contained in agenda or records
of deliberations or decisions.

Costs

The annual cost to administer the Government of Canada’s privacy program was about
$68.1 million in 2021–22.

Table 3 breaks down the costs associated with the administration of the Privacy Act. Given
changes to the financial information collected, it is not possible to provide a historical
perspective.

Table 3: cost of Privacy Act operations, 2021–22

Description Amount 2021–22

Cost of institutions’ operations $67,509,390.00

Cost of Access to Information Online Request Service $627,327.00

Total $68,136,717.00

Figure 32 indicates that over the last decade, the total cost of institutions’ operations in actual
dollars has increased.

Note that the values in Figure 32 are different than what were reported in previous years
because costs associated with IRCC’s administration of the Privacy Act are presented in Appendix
A. The values are in actual dollars and don’t reflect inflation.

The costing study referenced above examined only costs related to processing ATI requests.
There is no similar data for personal information requests.

a

Cost of operations includes salaries, overtime, goods and services, contracts, and all other expenses
specific to Access to Information and Privacy offices. Cost of operations does not include costs
associated with time spent by business areas searching for and reviewing records.

a



Figure 32: total cost of administering the Privacy Act in actual dollars, 2012–13 to 2021–22

Figure 32 - Text version

Disclosures under subsections 8(2) and 8(5) of the Privacy Act

Subsection 8(2) of the Privacy Act, subject to other acts of Parliament, provides for the disclosure
of personal information without the consent of the individual. Subsection 8(5) of the act requires
institutions to notify the Privacy Commissioner in writing of any disclosure of personal
information made pursuant to paragraph 8(2)(m), which relates to public interest disclosures or
where disclosures would benefit individuals to whom it relates. Institutions should notify the
individual prior to the disclosure when it is reasonably practical or, in any other cases, forthwith.

In 2021–22, the number of disclosures pursuant to subsection 8(2)(e), which relates to disclosure
to an investigative body, was 1,190.

Requests for correction of personal information and notations

The Privacy Act allows for individuals to request correction to their personal information held by
government institutions. During 2021–22, 36 requests for correction were received and 16 of
these were accepted and corrections were made. In instances where a requester sought a
correction, but it was not made, a notation was added to the information in question.

Privacy impact assessments

Privacy impact assessments (PIAs) provide a framework to ensure that institutions consider
privacy throughout the design or redesign of programs or service delivery. PIAs identify the
extent to which proposals comply with all appropriate statutes, assist managers and decision
makers in avoiding or mitigating privacy risks, and promote informed policy, program, and
system design choices.

Government institutions completed 117 PIAs in 2021–22.



Personal information banks

Personal information banks are descriptions of personal information held by government
institutions. The Privacy Act requires that these banks describe all personal information about
individuals that is organized and retrievable by a person’s name or by an identifying number,
symbol or other particular assigned only to that person. Institutions must include personal
information that has been or is being used, or is available for use, to support a program or
activity.

Table 4: institution-specific personal information banks active, created, terminated and
modified, 2021–22

Personal information banks Amount

Active 1,893

Created 48

Modified 126

Terminated 18

Table 5: central personal information banks active, created, terminated and modified, 2021–22

Personal information banks Amount

Active 2,017

Created 0

Modified 1

Terminated 10

Material privacy breaches

A privacy breach involves improper or unauthorized collection, use, disclosure, retention, or
disposal of personal information. A breach is deemed a “material privacy breach” if it involves
sensitive personal information and could reasonably be expected to cause serious injury or
harm to the individual.

During 2021–22, government institutions reported 427 material privacy breaches to both TBS
and the Office of the Privacy Commissioner of Canada.

Appendix A: Immigration, Refugees and Citizenship
Canada

In this section



Requests under the Access to Information Act

When comparing the levels of ATI requests closed to ATI requests received by IRCC over the last
decade, Figure 33 demonstrates that the number of ATI requests closed has not kept pace with
the number of ATI requests received, except for 2012–13 and 2018–19, where the number of
requests closed slightly surpassed the number of requests received. In 2021–22, IRCC received
177,473 ATI requests and carried over 49,392 ATI requests to 2022–23.

Figure 33: ATI requests received, closed and carried over by IRCC, 2012–13 to 2021–22
(thousands)

Figure 33 - Text version

Figure 34 breaks down the number of ATI requests carried over to 2022–23 (49,392 requests) by
the fiscal year of receipt, and by whether the ATI request is within legislated timelines or beyond
legislated timelines as of March 31, 2022. Note that the numbers in Figure 34 are not
cumulative from one fiscal year to the next, and that ATI requests carried over to 2022–23 are
referred to as open ATI requests in this figure.

Figure 34 indicates that 59.9% of open ATI requests were beyond legislated timelines as of March
31, 2022.

Figure 34: open ATI requests that are outstanding from previous reporting periods by
IRCC



Figure 34 - Text version

Timeliness

In 2021–22, of the 147,712 ATI requests closed by IRCC, only 34% of requests were closed within
legislated timelines, including extensions. Figure 35 shows that this is a sharp decline from
previous years over the last decade.

The open ATI requests beyond legislated timelines mean that requesters are being denied timely
access and signify that the performance of the system, as measured by requests closed within
legislated timelines, will be hindered until these open ATI requests are closed, even if all new ATI
requests are closed within legislated timelines.

Figure 35: ATI requests closed within legislated timelines by IRCC, 2012–13 to 2021–22

Figure 35 - Text version

Figure 36 indicates that over the last decade, the percentage of ATI requests closed within the
first 30 days gradually decreased to 25.6% in 2021–22.

Figure 36: time required to close ATI requests by IRCC, 2012–13 to 2021–22



Figure 36 - Text version

In terms of extensions taken on ATI requests closed by IRCC in 2021–22, 81.5% of all extensions
taken cited paragraph 9(1)(b) (Consultation: Other) as a reason for the extension. 3.1% of all
extensions taken for closed requests were for 30 days or less and 72.6% were for 120 days or
less.

Figure 37 indicates that over the last decade, the percentage of all extensions taken by IRCC that
cited paragraph 9(1)(a) has decreased to 4.4% in 2018–19. However, since then, the percentage
increased to 55.2% in 2019–20, and then has decreased to 18.2% in 2021–22. Figure 37 also
indicates that over the last decade, the percentage of all extensions taken by IRCC that cited
paragraph 9(1)(b) (Consultation: Other) has increased.

Figure 37: ATI requests closed by IRCC with reasons for and length of extensions, 2012–13
to 2021–22

Figure 37 - Text version



Figure 38 indicates that over the last decade, IRCC increasingly cited “Workload” as the reason
that ATI requests were closed beyond legislated timelines, including extensions. Figure 38 also
indicates that over the last decade, the overall annual volume of ATI requests closed beyond
legislated timelines, including extensions, increased year to year.

Figure 38: principal reason that ATI requests were closed beyond legislated timelines,
including extensions, by IRCC, 2012–13 to 2021–22

Figure 38 - Text version

Disposition

Records were all disclosed or disclosed in part in response to 95.1% of closed ATI requests in
2021–22.

Figure 39 indicates that over the last decade, the percentage of ATI requests closed by IRCC with
the disposition “All disclosed” has decreased, while the percentage of ATI requests with the
disposition “Disclosed in part” has increased. Figure 39 also indicates that over the same period,
the percentage of ATI requests closed with the disposition “no records exist” has decreased.

Figure 39: disposition of ATI requests closed by IRCC, 2012–13 and 2021–22
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Complexity

Figure 40 indicates that over the last decade, the number of pages processed by IRCC has
increased. The increase in the number of pages processed over the last decade is due to the
increase in the number of ATI requests closed by IRCC over the same period (see Figure 33).

Figure 40: number of pages processed in response to ATI requests closed by IRCC, 2012–13
to 2021–22

Figure 40 - Text version

Consultations between IRCC and federal institutions

During 2021–22, IRCC sought consultations with other institution in 131 requests.

Figure 41 indicates that over the last decade, the number of ATI requests for consultation
received by IRCC has increased until 2019–20, after which this number sharply decreased in
2020–21. A similar trend is observed in the number of ATI requests for consultation closed by



IRCC.

Figure 41: number of ATI requests for consultation, for IRCC, 2012–13 to 2021–22

Figure 41 - Text version

Figure 42 indicates that over the last decade, the percentage of consultations closed within 30
days by IRCC has fluctuated between 46% and 78%.

Figure 42: requests for consultation between IRCC and other government institutions,
closed within particular timeframes, 2012–13 to 2021–22

Figure 42 - Text version

Exemptions



Figure 43 indicates that over the last decade, the use of the five most frequently invoked
exemptions by IRCC has increased. Until 2019–20, the most frequently invoked exemption was
19(1), which relates to personal information. The exemption that experienced the biggest
increase over this period was paragraph 16(2)(c), which relates to the protection of any record
containing information that could facilitate the commission of an offence, including any
information on the vulnerability of particular buildings or other structures or systems.

Figure 43: five most frequently invoked Access to Information Act exemptions in 2021–22
for the number of ATI requests closed by IRCC, 2012–13 to 2021–22

Figure 43 - Text version

Exemption Description

16(2)(c) May refuse to disclose any record containing information that could facilitate the commission of
an offence, including any information on the vulnerability of particular buildings or other
structures or systems.

19(1) Shall refuse to disclose any record containing personal information.

17 May refuse to disclose any records containing information the disclosure could be expected to
threaten the safety of individuals.

16(1)(c) May refuse to disclose any record containing information expected to be injurious to law
enforcement and the conduct of lawful investigations.

15(1) May refuse to disclose any records containing information the disclosure could be injurious to the
conduct of international affairs and defence.

Exclusions

Figure 44 indicates that, over the last decade, the use of the five most frequently invoked
exclusions by IRCC fluctuated. However, over this period, the most invoked exclusion by IRCC
was 68(a), which relates to published material, other than material published under Part 2, or
material available for purchase by the public.



Figure 44: five most frequently invoked Access to Information Act exclusions in 2021–22 for
the number of ATI requests closed by IRCC, 2012–13 to 2021–22

Figure 44 - Text version

Exemption Description

69(1)(g) re
(a)

Does not apply to Cabinet confidences including records that contain information about the
contents of any records pertaining to memoranda presenting proposals or recommendations.

68(a) Does not apply to published material, other than material published under Part 2, or material
available for purchase by the public

69(1)(g) re
(f)

Does not apply to Cabinet confidences including records that contain information about the
contents of any records pertaining to draft legislation.

69(1)(g) re
(e)

Does not apply to Cabinet confidences including records that contain information about the
contents of any records pertaining to briefing materials relating to matters that are before or
proposed to be brought before Council.

69(1)(a) Does not apply to Cabinet confidences including memoranda presenting proposals or
recommendations.

Fees and costs

The annual cost to administer IRCC’s access to information program was about $9.6 million in
2021–22.

Table 6: fees and costs of Access to Information Act operations for IRCC, 2021–22

Description Amount 2021–22



Description Amount 2021–22

Cost of IRCC operations $9,607,654.00

Total $9,607,654.00

Number of requests in which fees were collected  176,814

Fees collected $735,665.00

Number of requests in which fees were waived or refunded  551

Fees waived or refunded $2,755.00

Figure 45 indicates that, from 2012–13 to 2020–21, the annual cost to administer IRCC’s access to
information program increased year to year to approximately $11.2 million in 2020–21. However,
this cost decreased by 14.3% from 2020–21 to 2021–22.

Figure 45 indicates that over the last decade, the annual cost in actual dollars to administer
IRCC’s access to information program has increased. However, the trend reversed in 2021-22.

Figure 45: total cost of IRCC ATI operations in actual dollars, 2012–13 to 2021–22

Figure 45 - Text version

Figure 46 indicates that over the last decade, the total amount of fees collected has increased.

Figure 46: total amount of fees collected by IRCC, 2012–13 to 2021–22 (thousands of
dollars)

a

Cost of operations includes salaries, overtime, goods and services, contracts, and all other expenses
specific to access to information and privacy offices. Cost of operations does not include costs
associated with time spent by business areas searching for and reviewing records.

a
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Figure 47 indicates that for the first five years of the decade, the total amount of fees waived or
refunded by IRCC has decreased. However, the trend reversed since 2016-17.

Figure 47: total amount of fees waived or refunded by IRCC, 2012–13 to 2021–22

Figure 47 - Text version

Informal requests for government information

Figure 48 indicates that over the last eight years, the overall annual volume of informal requests
received by IRCC has increased.

Figure 48: time required to close informal requests by IRCC, 2014–15 to 2021–22
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Requests under the Privacy Act

When comparing the levels of personal information requests closed to personal information
requests received by IRCC over the last decade, Figure 49 demonstrates that the number of
personal information requests closed has not kept pace with the number of personal
information requests received, except for 2018–19, where the number of requests closed
surpassed the number of requests received. In 2021–22, IRCC received 26,806 personal
information requests and carried over 8,100 personal information requests to 2022–23.

Figure 49: personal information requests received, closed and carried over by IRCC, 2012–
13 to 2021–22 (thousands)

Figure 49 - Text version

Figure 50 breaks down the number of personal information requests carried over to 2022–23
(8,100 requests) by the fiscal year of receipt, and by whether the personal information request is
within legislated timelines or beyond legislated timelines as of March 31, 2022. Note that the
numbers in Figure 50 are not cumulative from one fiscal year to the next, and that personal
information requests carried over to 2022–23 are referred to as open personal information
requests in this figure.

Figure 50 indicates that 73.3% of open personal information requests within IRCC were beyond
legislated timelines as of March 31, 2022.

Figure 50 also tells quite a different story for IRCC as compared to the statistics of other
institutions shown in Figure 19 above.  Where other institutions are carrying significant numbers
of open personal information requests dating back over multiple years, IRCC’s open requests
are almost entirely from 2021–22, showing that IRCC does not have the same challenge as
others with longstanding open requests over multiple years, and is largely successful in closing
requests that are more than one year old.

Figure 50: open personal information requests that are outstanding from previous
reporting periods by IRCC
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Timeliness

In 2021–22, of the 22,220 personal information requests closed by IRCC, only 38% were closed
within legislated timelines, including extensions. Figure 51 shows this is a significant drop from
previous years, which were in the 55% to 85% range.

The open personal information requests beyond legislated timelines mean that requesters are
being denied timely access and signify that the performance of the system, as measured by
requests closed within legislated timelines, will be hindered until these open personal
information requests are closed, even if all new personal information requests are closed within
legislated timelines.

Figure 51: personal information requests closed within legislated timelines by IRCC,
including extensions, 2012–13 to 2021–22

Figure 51 - Text version

Figure 52 indicates, over the last decade, a similar tendency as Figure 51, with the percentage of
personal information requests closed within the first 30 days trending downward with notable
drops in 2017–18 and 2021–22. However, Figure 52 also shows that the percentage of requests
closed within the first 60 days has stayed remarkably steady over the last ten years and dropping
only slightly to 79.8% in 2021–22.



Figure 52: time required to close personal information requests by IRCC, 2012–13 to 2021–
22

Figure 52 - Text version

In terms of extensions taken on personal information requests closed by IRCC in 2021–22, 99.5%
of all extensions taken cited paragraph 15(a)(ii) of the Privacy Act, relating to consultations, as a
reason for the extension.

Table 7: number of personal information requests closed by IRCC with reasons for and length of
extensions, 2021–22

Length of
extension

15(a)(i): interference with operations 15(a)(ii): consultation

15(b):
translation
purposes

or
conversion Total

Further
review

required to
determine

exemptions

Large
volume

of
pages

Large
volume

of
requests

Documents
are

difficult to
obtain

Cabinet
confidence

(section
70) External Internal

1 to 15
days

0 0 0 0 0 0 0 0 0

16 to 30
days

0 0 5 0 0 1 1,232 0  1,238

31 days
or
greater

N/A N/A N/A N/A N/A N/A   0 0

Total 0 0 5 0 0 1 1,232 0  1,238

a b

The Privacy Act provides for a maximum extension of 30 days.a

Section 70 of the Privacy Act states that the act does not apply to confidences of the Queen’s Privy
Council for Canada.

b



Figure 53 indicates that over the last decade, IRCC overwhelmingly cited “Workload” as the main
reason that personal information requests were closed beyond legislated timelines, including
extensions, with a low of 94.9% of all personal information requests closed beyond legislated
timelines in 2012–13.

In addition, Figure 53 also indicates that, over the last decade, the overall annual volume of
personal information requests closed beyond legislated timelines, including extensions,
increased steadily, with a notable upward trend from 2015–16 to 2019–20, and more than
doubling in 2021–22.

Figure 53: principal reason that personal information requests were closed beyond
legislated timelines, including extensions, by IRCC, 2012–13 to 2021–22

Figure 53 - Text version

Disposition

Records were all disclosed or disclosed in part in response to 78.4% of closed personal
information requests in 2021–22.

Figure 54 indicates that the distribution of personal information requests closed in terms of the
requests’ dispositions has remained relatively stable over the last decade, except for the
dispositions “No records exist” and “Request abandoned”. The percentage of personal
information requests closed by IRCC with the disposition “No records exist” has decreased over
the same period and the percentage with the disposition “Request abandoned” increased but
showed some variability year to year.



Figure 54: disposition of closed personal information requests closed by IRCC, 2012–13 to
2021–22

Figure 54 - Text version

Complexity

Figure 55 indicates that, over the last decade, the number of pages processed by IRCC has
increased. However, the last three years have been highly variable, likely due to COVID-related
factors, and it is not yet possible to determine if the trendline from 2012–13 to 2018–19 has
changed.

Figure 55: number of pages processed in response to closed personal information
requests by IRCC, 2012–13 to 2021–22

Figure 55 - Text version

Additional key aspects of complexity are requests that require consultation, where legal advice is
sought or when personal information of others is interwoven throughout the records.

Figures 56 indicates that, for the first two years of the decade, most complex personal
information requests were due to “Other”. However, for the remainder of the decade, the
percentage of complex personal information requests due to “Other” dropped to 0%. In
addition, Figure 56 also indicates that, from 2014–15 to 2017–18, almost all complex personal
information requests were due to “Consultation required”. This shifted again in 2018–19 to
2021–22, when 91% to 100% of complex personal information requests were due to “Interwoven
information”.



In addition, Figure 56 also indicates that, over the last decade, the overall annual volume of
complex personal information requests was quite low until 2018–19, when they moved from the
low hundreds up to almost 8,000 and held steady there for the last four years. In 2021–22, there
were 7,433 complex personal information requests.

Figure 56: complex personal information requests closed by IRCC, 2012–13 to 2021–22

Figure 56 - Text version

Consultations between IRCC and federal institutions

Figure 57 indicates that over the last decade, the number of personal information requests for
consultation received by IRCC fluctuated between 26 and 49, averaging 39 per year. An almost
identical trend is observed in the number of personal information requests for consultation
closed by IRCC, showing that IRCC has largely succeeded in closing requests for consultation in
the same year that they were received.

Figure 57: number of personal information requests for consultation, for IRCC, 2012–13
and 2021–22



Figure 57 - Text version

Figure 58 indicates that for the first six years of the decade, the percentage of consultations
closed within 30 days by IRCC has decreased. However, from 2017–18 to 2021–22, performance
improved to 80% or better. Even in 2021–22, when consultations closed within 30 days dropped
to 59.6%, those closed within 60 days totaled 90.4%, exceeding every other year except 2019–20
when 97.9% were closed within 60 days.

Figure 58: requests for consultation between IRCC and other government institutions,
closed within particular timeframes, 2012–13 to 2021–22

Figure 58 - Text version

Exemptions



Figure 59 indicates that, over the last decade, the use of three of the five most frequently invoked
exemptions by IRCC gradually increased. The exceptions were a decrease in the use of section
25, which was only significantly used in 2012–13, and section 19(1)(a), use of which has remained
very low overall. The exemptions that experienced the biggest increases over this period were
section 21 and section 26.

Figure 59: five most frequently invoked Privacy Act exemptions for the number of
personal information requests closed by IRCC, 2012–13 to 2021–22

Figure 59 - Text version

Exemption Description

21 May refuse to disclose any personal information the disclosure of which could be injurious to the
conduct of international affairs and defence.

26 May refuse to disclose any personal information about another individual.

22(1)(b) May refuse to disclose any personal information the disclosure of which could be injurious to the
enforcement of any law of Canada.

19(1)(a) Shall refuse to disclose any personal information obtained in confidence from the government of
a foreign state.

25 May refuse to disclose any personal information the disclosure of which could threaten the safety
of individuals.

Exclusions

IRCC did not invoke any Privacy Act exclusions in personal information requests closed during
2021–22.

Costs

Figure 60 indicates that over the last decade, the annual cost in actual dollars to administer
IRCC’s privacy program has increased. However, the trend reversed since 2019-20.

Figure 60: costs in actual dollars of Privacy Act operations, for IRCC, 2012–13 and 2021–22



Figure 60 - Text version

Disclosures under subsections 8(2) and 8(5) of the Privacy Act

In 2021–22, the number of disclosures pursuant to subsection 8(2)(e), which relates to disclosure
to an investigative body, was 2,159. The number of disclosures pursuant to paragraph 8(2)(m),
which relates to public interest disclosure for IRCC was 188.

Privacy impact assessments

IRCC completed 1 PIA in 2021–22.

Personal information banks

Table 8: IRCC institution-specific personal information banks active, created, terminated and
modified, 2021–22

Personal information banks Amount

Active 18

Created 0

Modified 0

Terminated 0

Material Privacy Breaches

During 2021–22, IRCC reported seven material privacy breaches to both the Treasury Board of
Canada Secretariat and the Office of the Privacy Commissioner of Canada.



Footnotes

Date modified:
2022-12-13

In July 2022, foreign nationals abroad were granted the same access rights under the
Privacy Act currently held by Canadian citizens and permanent residents, as well as
federal inmates and anyone else physically located in Canada. Any effects of this
change will be felt in 2022–23.

1

Canada Revenue Agency; Communication Security Establishment Canada;
Correctional Service Canada; Crown-Indigenous Relations and Northern Affairs
Canada; Department of Finance Canada; Department of Justice Canada; Environment
and Climate Change Canada; Fisheries and Oceans Canada; Global Affairs Canada;
Health Canada; Indigenous Services Canada; Innovation Science and Economic
Development Canada; Library and Archives Canada; National Defence; Natural
Resources Canada; Privy Council Office; Public Health Agency of Canada; Public Safety
Canada; Public Services and Procurement Canada; Royal Canadian Mounted Police;
Shared Services Canada; Statistics Canada; Transport Canada; Transportation Safety
Board of Canada; Treasury Board of Canada Secretariat.

2

Capacity began increasing gradually in February 2022 and this increase accelerated
beginning in April 2022. The President of the Treasury Board issued a statement on
February 28, 2022, encouraging institutions to increase building occupancy and
advance plans for hybrid workplaces.

3


