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● (1000)

[English]
The Chair (Mr. Ron McKinnon (Coquitlam—Port Coquit‐

lam, Lib.)): I call this meeting to order. Welcome to meeting num‐
ber 116 of the House of Commons Standing Committee on Public
Safety and National Security.

Before we begin, I would like to ask all members and other in-
person participants to consult the cards on the table for guidelines
to prevent audio feedback incidents. Please take note of the follow‐
ing preventative measures in place to protect the health and safety
of all participants, including the interpreters. Use only black, ap‐
proved earpieces. The former grey earpieces must no longer be
used. Keep your earpiece away from the microphone at all times.
When you're not using your earpiece, place it face down on the
sticker placed on the table for this purpose. Thank you all for your
co-operation.

Today's meeting is taking place in a hybrid format. To ensure that
the meeting runs smoothly, I would like to make a few comments
for the benefit of members. Please wait until I recognize you by
name before speaking. For members in the room, please raise your
hand if you wish to speak. For members on Zoom, please use the
“raise hand” function. The committee clerk and I will manage the
speaking order as well as we can, and we appreciate your under‐
standing in this regard.

This is a reminder that all comments should be addressed
through the chair.

Pursuant to Standing Order 108(2) and the motion adopted on
August 13, the committee is meeting to study the review of the
foiled terrorist plot in Toronto and of the security screening process
for permanent residence and citizenship application.

I want to remind members that there is currently a section 517
publication ban in place. A section 517 publication ban prohibits
the publication of any information, evidence or representations
made at or in anticipation of a bail hearing. Any bail conditions,
reasons of the bail court and any evidence or materials relied upon
at the bail hearing are prohibited from disclosure.

I'd now like to welcome the witnesses. Appearing today, we have
the Honourable Dominic LeBlanc, Minister of Public Safety,
Democratic Institutions and Intergovernmental Affairs.

Welcome, Minister.

From the Canada Border Services Agency, we have Ted Galli‐
van, executive vice-president, on behalf of the president. From the

Canadian Security Intelligence Service, we have Vanessa Lloyd, in‐
terim director. From the Department of Public Safety and Emergen‐
cy Preparedness, we have Shawn Tupper, deputy minister. From the
Royal Canadian Mounted Police, we have Bryan Larkin, deputy
commissioner, specialized policing services.

For the second hour, we will have a slight change in the witness‐
es.

I'd now like to invite the minister to make opening remarks.

Please go ahead, sir.

Hon. Dominic LeBlanc (Minister of Public Safety, Democrat‐
ic Institutions and Intergovernmental Affairs): Mr. Chair, thank
you.

Good morning, colleagues. Thank you for being here this morn‐
ing to discuss this important issue. Your chair has introduced my
colleagues, senior officials who are joining me this morning. Some
of us are old hands at this table, but Vanessa tells me that as our in‐
terim director of CSIS, it's her first time before this parliamentary
committee.

Vanessa, welcome to this important part of our parliamentary
democracy. Thank you for joining us.

As members are aware, the investigation and arrest of these indi‐
viduals are the result of the efforts of Canada's national security, in‐
telligence and law enforcement partners. At the very beginning, I
would like to take the opportunity, as I have on other occasions, to
commend the Royal Canadian Mounted Police, the Canadian Secu‐
rity Intelligence Service, the Canada Border Services Agency and
their partners, the Ontario Provincial Police, the Toronto regional
police service, the York Regional Police, the Peel Regional Police
and the Durham Regional Police Service for their outstanding work
together on this important case. The arrest of these two individuals
is a great example of outstanding police and intelligence work.
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As new information became available, our national security part‐
ners acted quickly to keep Canadians safe. While I will gladly pro‐
vide the committee with as much information as possible, of
course, understanding Canadians' obvious interest in answers to
these many questions, we must remember that we should have
these discussions in a manner that does not impair the Crown's abil‐
ity to prosecute these accused persons or the police services' ability
to investigate any or all of these circumstances in their judgment if
they deem it to be necessary to continue those investigations.

As I said, all Canadians deserve answers and transparency. That
is precisely what all of us aim to provide today. This morning I sub‐
mitted to the committee a chronology of events, in English and
French, that was worked on by the security agencies represented
with me at the table and, of course, by our Department of Immigra‐
tion, Refugees and Citizenship colleagues as well.

Members will note that the chronology shows it was only in June
of this year that CSIS became aware of the potential threat posed by
these subjects. For greater precision, I was informed by CSIS on
July 24 of this year, in a briefing where senior officials of the
RCMP were also present, that CSIS had been assessing the threat
from these individuals based on recent intelligence. Upon learning
this information, CSIS took immediate measures to assess and ob‐
viously mitigate the threat.

I was assured of, and briefed on, the close surveillance of the
threat, including at the appropriate time by members of the RCMP,
who were positioned to act on any indicators—any indicators—of
an escalating or imminent threat. As you know, these individuals
were arrested on July 28 of this year and are now charged with nine
serious offences, including terrorism-related offences, and are cur‐
rently incarcerated, remanded into custody.

This is the way the investigative and national security system
should work.

● (1005)

[Translation]

That said, an important question is how these people ended up in
Canada.

Security screening is the first but not the only line of defence
against actors seeking to enter or gain status in Canada in an at‐
tempt to harm our citizens or national interests.

A screening is done in three stages: before a person gets to
Canada, at the border and sometimes once the person is in Canada.

Before someone travels to Canada, Immigration, Refugees and
Citizenship Canada, the Canada Border Services Agency and CSIS
work closely together to conduct security screenings of foreign na‐
tionals.

Based on risk indicators, IRCC determines which applications
require an enhanced security screening by the CBSA or CSIS. The
two agencies use a variety of techniques and methodologies, and al‐
so rely on a robust network of international partners to carry out
these assessments.

All people wishing to enter Canada are subjected to a CBSA
screening, and they must prove that they meet the entry require‐
ments.

Decisions are made based on the information available at the
time of entry.

Officials in my department and at IRCC are in the process of re‐
viewing the files of the two individuals to understand specifically
what information was available at the time the decisions were
made.

Once we have these facts, we will move quickly to make the nec‐
essary changes to strengthen the system, if need be.

● (1010)

[English]

What is important for Canadians to know is that our security ser‐
vices operate continuously, seeking out threats within Canada and
threats that may come to us from abroad, and then they respond
quickly and effectively. The fact that these two individuals are in
jail and facing serious criminal charges reflects the outstanding
work done by the RCMP and their partners.

Our government's broader counterterrorism efforts are designed
to detect and prevent terrorism activities obviously at the earliest
opportunity. Together with our security and law enforcement part‐
ners, our government will continue to prevent, detect, disrupt and
respond to any suspected terrorism threats and activities and will
hold accountable those persons who may seek to undertake such ac‐
tivities.

With that, Mr. Chair, thank you for your invitation.

I imagine most of you have missed me a lot over the summer.
You must be very excited to see me. Looking at your smiling faces
I can see that this is a very happy reunion, and I'm looking forward
to our conversation that will follow.

The Chair: Thank you, Minister.

We will now start our questions with Mr. Caputo for six minutes.

Go ahead, please, sir.

Mr. Frank Caputo (Kamloops—Thompson—Cariboo, CPC):
Thank you, Mr. Chair.

Thank you, Minister, for being here. I echo your thanks to our se‐
curity services and responders for foiling what sounds like what
would have been a serious terrorist attack that would have impacted
Canadians.

Now, Minister, to be clear here, this person who is charged with
terrorism offences with his son arrived in February 2018. Is that
correct? I'm going off the information you gave me, Minister.

Hon. Dominic LeBlanc: Yes. On February 5, 2018, the subject
entered Canada at Pearson Airport.
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Mr. Frank Caputo: He made an asylum claim in June 2018. Is
that correct?

Hon. Dominic LeBlanc: Yes. He went to an immigration depart‐
ment office and made that asylum claim.

Mr. Frank Caputo: He was granted citizenship in May 2024. Is
that correct?

Hon. Dominic LeBlanc: That's correct.
Mr. Frank Caputo: He was provided a work permit in Septem‐

ber 2018. That was the initial basis on which he was able to legally
be in Canada. Is that right?

Hon. Dominic LeBlanc: Yes. That appears to be correct given
the chronology before the committee.

Mr. Frank Caputo: Okay, so he was a permanent resident in
September 2021. Is that right?

Hon. Dominic LeBlanc: That's correct.
Mr. Frank Caputo: Thank you.

You wrote me a letter on August 12 of this year stating none of
this, so I'm just going to note here for the record that you said, Min‐
ister, that we couldn't comment on any of this and then, lo and be‐
hold, here today we have this vast chronology that appeared just be‐
fore the committee meeting. It seems odd that you would say you
couldn't give us any of this information, and then here today we
have all of this information from you.

What we have here, Minister, is obviously a colossal failure. I'll
be direct. How did somebody slide under the radar for so long,
from 2018 to 2024?

Hon. Dominic LeBlanc: With respect to your initial comment,
you're right. In August I thought it was important, and I asked our
officials, as did my colleague, Marc Miller, to produce the detailed
chronology. I wanted to make sure that when we came to this com‐
mittee and were able to talk about this publicly, we had the precise
chronology that we could all rely on—

Mr. Frank Caputo: That's not what you said here. That's not
what you said in your letter, though, sir. You said in your letter that
there was an ongoing investigation, and yet here we have this infor‐
mation.

I don't want to focus on that. I want to focus on this: How did
this person fly under the radar for six years?
● (1015)

Hon. Dominic LeBlanc: This person entered Canada on the
dates you described, Mr. Caputo, and as reflected in the chronology.
The security services—CBSA, CSIS and the immigration depart‐
ment—did all of the existing security checks and the normal securi‐
ty checks, including biometrics by the RCMP on a number of occa‐
sions. There was no information at the time those decisions were
made that would have come to light to trigger what happened earli‐
er this spring in terms of CSIS's investigation.

Mr. Frank Caputo: In fact, we actually had to hear from a for‐
eign government about this. Isn't that right? CSIS got information
from a foreign government, as reported by Global.

Hon. Dominic LeBlanc: You have been, Mr. Caputo, at this
committee for some time. You know that the intelligence agencies
are not going to ever discuss the sources of intelligence or the infor‐

mation they get from partner agencies. First of all, it may be illegal
to disclose that, but it's also very dangerous to the women and men
who do that work, either at CSIS or in their partner agencies, to
confirm the sources of this information.

I am not able to give a definitive answer on that question, and
you know that very well.

Mr. Frank Caputo: Equally as troubling as that answer is the
fact that we as Canadians did not have this intelligence for our‐
selves. How is it that foreign governments know more than we do
on Canadian soil?

Hon. Dominic LeBlanc: I don't accept the premise of that com‐
ment. Every intelligence agency collaborates with partners around
the world. The most effective and the most renowned intelligence
co-operation would be the Five Eyes countries, of which, as you
know, Canada is a member. The information is shared between the
security services on an hourly and daily basis, precisely because it
makes our country safer, but we can also contribute, and often do in
the great work done by CSIS, to the security of our partner coun‐
tries as well.

That's a very normal security process that you understand very
well.

Mr. Frank Caputo: With all due respect, Minister, you need to
stop deflecting and start divulging. At this point here, you're say‐
ing.... You're not even confirming it. How is it that a foreign gov‐
ernment knew more than we did in Canada about somebody who
was on Canadian soil for six years? How is that?

Hon. Dominic LeBlanc: Mr. Caputo, perhaps I wasn't clear in
the previous answer. You understand very well—I'm happy to ask
the interim director of CSIS to explain the reasons—why it is inap‐
propriate, if not illegal, to answer questions around specific intelli‐
gence products and more so because this is an ongoing criminal
case. Some of this evidence the prosecutors, in their judgment, may
decide to bring before a court or before a jury at some future prose‐
cution—

Mr. Frank Caputo: I'm not talking about the evidence. I'm talk‐
ing about how the evidence was gathered. How is it that a foreign
government knew more than our own government? That's what I'm
talking about, not the evidence, sir.

At the end of the day, this is what we have. We have somebody
who came in here and was here for six years flying under the radar.
We don't know whether this happened before, and we have no as‐
surances from you on whether or not this will happen again. You've
deflected, you've diverted, and you've denied. That is absolutely in‐
excusable to this point. Canadians deserve answers and we are get‐
ting none.

Thank you, Mr. Chair.

The Chair: Thank you, Mr. Caputo.

The minister can answer, if he wishes.

Hon. Dominic LeBlanc: Mr. Caputo can repeat those phrases
and those words. It doesn't make them true.
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What you have here is a case where two individuals were arrest‐
ed and are now in custody facing nine very serious criminal
charges. This was a situation that could have presented a serious
risk to the safety of Canadians. CSIS and the RCMP and other po‐
lice partners did phenomenal work.

I am fortunate enough as the Minister of Public Safety, as I said,
to be updated and briefed from time to time on some of these sig‐
nificant cases. That was the case for me on July 24. Four days later,
these people were in police custody. I saw up close the very effec‐
tive work that the RCMP, CSIS and others did. On the premise that
somehow this person flew under the radar, this person was arrested,
facing criminal charges and in jail before any risk was presented to
Canadians.

That's exactly the kind of work that we rely on our police ser‐
vices, the RCMP and their partners, like CSIS, to do every day. I'm
proud of that work.

The Chair: Thank you, Minister.

We go now to Mr. MacDonald.

Please go ahead for six minutes, sir.
Mr. Heath MacDonald (Malpeque, Lib.): Thank you, Chair.

Thank you, Minister, for being here today and for all your sur‐
rounding support.

Minister, it's obviously a red flag for Canada and our government
and all Canadians, and it's reassuring to hear some of your remarks.
I do take issue sometimes when the opposition members say that
other international security agencies knew more than we did. Cer‐
tainly I'm one to say I'm not really too worried about who knows
what. As long as we foil the terrorist plot in this country, it doesn't
matter. I'm glad the Five Eyes all work together, including Canada,
in every regard.

Minister, our interest in the details in this case is obvious, but we
also want to ensure procedural fairness for successful prosecution.
Can you elaborate on the processes we're going to follow here, in
layman's terms, so Canadians can understand how we're going to
get to the end of this and ensure it never happens again?
● (1020)

Hon. Dominic LeBlanc: Mr. MacDonald, thank you for the
question. Thank you for joining us, I hope, from the great province
of Prince Edward Island this morning.

You're absolutely right. As my colleague the Minister of Immi‐
gration has said, and I have said the same thing, there needs to be a
review of all of the steps surrounding this case, with the relevant
dates, to understand exactly who knew what and when and whether
changes or adjustments need to be made in terms of these screening
protocols. The officials with me today are working on precisely
that.

Our adversaries, threat actors who are seeking to do harm to
Canada or to do harm to Canadians, are constantly evolving their
measures and adjusting their measures. CSIS has talked about this
publicly. Obviously the portfolios of Public Safety and the other
agencies are evolving to ensure we have the very best measures in
place for the safety of Canadians.

Mr. MacDonald, on your specific question around what reviews
are taking place to ensure that we have this information, perhaps
Mr. Gallivan from the Canada Border Services Agency or Ms.
Lloyd from CSIS can talk briefly about the work they're doing. Of
course, our colleagues at the immigration department are doing the
same work and in some cases overlapping our work.

Perhaps Mr. Gallivan could add something.

Mr. Ted Gallivan (Executive Vice-President, Canada Border
Services Agency): In terms of the review, we're both reviewing
these specific individuals and backchecking what occurred and
whether procedures were followed, and if procedures were fol‐
lowed, what changes to procedures may be required. We're also tak‐
ing a representative sample of closed files that were similarly
screened positive to see, in light of the information available today,
whether changes to the procedures are needed.

As the minister said, there are three lines of defence. The CB‐
SA's first involvement is actually in the security screening process
before people are issued a visa or status in Canada. In 2023, con‐
cern of various levels was expressed about 7,000 people based on
that process. Liaison officers are situated around the world, and
roughly 7,500 people were “no boarded” before they even got on a
plane to Canada. In 2023, there were 35,000 people who were al‐
lowed to leave but who did not enter the country, and roughly 3,500
people, because of serious inadmissibility concerns, not just nation‐
al security but organized crime and others, were stopped.

What I'm trying to say is that we do have checks and balances
that work thousands of times a year, but we're asking ourselves the
same tough questions about whether procedures were followed and
whether, if they were and this individual was not caught, different
procedures could catch them in the future.

Hon. Dominic LeBlanc: Mr. Chair, if there's time, perhaps Ms.
Lloyd could talk about CSIS doing some of that work in partner‐
ship as well.

Ms. Vanessa Lloyd (Interim Director, Canadian Security In‐
telligence Service): Thank you.

Mr. Chair, the service has important work in the security screen‐
ing process. I can assure the committee that the existing procedures
are robust and that we take the time and necessary effort with the
information available at the time to treat every file seriously to
make sure we adequately and effectively execute our mandate and
authorities under the security screening mandate of the CSIS Act.

The Chair: Mr. MacDonald, you have a minute and a quarter
left.

Mr. Heath MacDonald: Thank you.
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We've seen in other jurisdictions as recently as last week—and I
believe that in Germany individuals have attempted to carry out ter‐
rorist acts in the name of the Islamic State.

Can anyone here speak to the experience or lessons we may have
learned from that situation?

Hon. Dominic LeBlanc: Mr. Chair, I see that Commissioner
Larkin has reached for a piece of paper, which may very well be
because he has something he could add to that question.

Bryan, are you able to offer something?
● (1025)

Deputy Commissioner Bryan Larkin (Deputy Commissioner,
Specialized Policing Services, Royal Canadian Mounted Po‐
lice): Thank you, Mr. Minister.

On that particular incident I have no specific information, but
generally speaking, as this committee would be well aware, in
terms of the national security context, terrorism cases across the
globe are becoming much more complex and much more frequent.
I do want to highlight, though, that within Canada, violent extrem‐
ism is significantly on the rise. Between April 1, 2023, and March
31, 2024, the RCMP laid 83 charges against 25 accused persons.
Seven of those were young persons, which is concerning around the
ideology and the radicalization. When you look at this from a larger
perspective, the number of charges, year over year, showed a 488%
increase.

The global context is changing significantly. Within the RCMP
we continue to evolve our integrated national security teams across
the country, particularly located in large urban areas, to actually
combat this, but as Mr. Gallivan and Madam Lloyd have indicated,
the important partnership is with our Five Eyes partners and that
global connection.

The Chair: Thank you, sir.
[Translation]

Mr. Fortin, over to you for six minutes.
Mr. Rhéal Éloi Fortin (Rivière-du-Nord, BQ): Thank you,

Mr. Chair.

Minister, thank you for joining us this morning. I think everyone
agrees that the situation is rather alarming. Some shortcomings can
most likely be blamed on individuals. Obviously we're not going to
be able to determine that specifically at today's meeting, but we can
at least try to get a little more clarity.

You told us that the normal security screening process had been
followed. I imagine that is the case for both the father and the son.
Is that correct?

Hon. Dominic LeBlanc: It is done in partnership with IRCC, be‐
cause that is the department that receives the applications. The nor‐
mal process was followed in the case of the father and son, as
Mr. Gallivan stated.

As I said just now, we are doing an internal review to ensure that
there is nothing in these two cases that the security agencies could
have detected. If there was something, we will put additional mea‐
sures in place. It's an ongoing process for us.

Mr. Rhéal Éloi Fortin: In the process, there is an initial screen‐
ing, and IRCC officers then determine whether an enhanced screen‐
ing is warranted.

Is that what you said, Minister?
Hon. Dominic LeBlanc: That's correct.

Departmental officers receive the applications and, in some cas‐
es, request an enhanced check. Mr. Gallivan could give you more
details on that. They can ask CBSA or CSIS to do additional
screening. That's how the cases are normally identified.

Mr. Rhéal Éloi Fortin: In the case of the two individuals in
question, was this enhanced screening requested, first of all, and
was it subsequently carried out?

Hon. Dominic LeBlanc: Since your question goes to the heart of
the matter, I will ask Mr. Gallivan to clarify that for you.

Mr. Ted Gallivan: I want to make it clear from the outset that
we provide our colleagues with the criteria for referring cases to
our security partners.

In the case of asylum seekers, for example, all adult claims are
reviewed. A screening is done. In 2018 and 2021, the accused fa‐
ther went through that security screening process, which is shown
in the chronology we presented this morning.

Hon. Dominic LeBlanc: I should note that this includes biomet‐
ric checks on RCMP databases, if I'm not mistaken.

Mr. Ted Gallivan: That's correct.

Our intelligence partners in Canada and abroad have six auto‐
mated systems at our disposal. They already provide us with names,
aliases, scenarios and dates. All of that is applied.
● (1030)

Mr. Rhéal Éloi Fortin: Thank you, Mr. Gallivan.

I'm sorry to interrupt. I don't mean to be rude, but you know that
our speaking time is limited. I have about two minutes left, so I
want to use them effectively.

You say that for the father, the enhanced screening process was
completed between 2018 and 2021.

Is the same true of the son?
Mr. Ted Gallivan: In the case of the father, there were two

screenings, one in 2018 and one in 2021. As for the son, he was
screened when he arrived, in 2024 if I'm not mistaken.

Mr. Rhéal Éloi Fortin: Okay.

The son applied for his first study permit in July 2019, according
to the chronology you gave us, and he entered Canada in Febru‐
ary 2020. You did an enhanced screening four years after his ar‐
rival.

Is that correct?
Mr. Ted Gallivan: For the son, I meant the screening that was

done when he arrived at the Canadian border and made a refugee
claim.
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Mr. Rhéal Éloi Fortin: Okay, but the son applied for a study
permit in July 2019, entered Canada in February 2020 and was
granted refugee status in July 2022.

However, you're talking about 2024. That seems a bit late in the
game, Mr. Gallivan.

Am I wrong? Did you get the dates mixed up?
Mr. Ted Gallivan: It's possible. You would have to give me a

moment to look at the chronology, because I want to be precise.
However, I can confirm that he underwent the same screening as
the father underwent twice.

Mr. Rhéal Éloi Fortin: Okay.

I have about 30 seconds left. I want to make sure I understand.

Was the enhanced security screening requested for the father and
the son? Second, was it done? If so, when did it take place and what
were the results?

In terms of the son, the dates seem to be a little confusing.
Mr. Ted Gallivan: The information about the father is very

clear. With the time I have left, I will confirm that, and I will get
back to you about the son at another meeting.

I can confirm that the father was screened in 2018 and 2021.
Mr. Rhéal Éloi Fortin: We understand that.
Mr. Ted Gallivan: All normal procedures were followed, and a

positive response was provided to our colleagues at IRCC.
Mr. Rhéal Éloi Fortin: In terms of the son, then, you're not able

to tell me when the screening took place.

Thank you, Mr. Chair.
[English]

The Chair: We'll go now to Mr. MacGregor for six minutes,
please.

Mr. Alistair MacGregor (Cowichan—Malahat—Langford,
NDP): Thank you very much, Mr. Chair.

I'd like to join colleagues in thanking our witnesses and the min‐
ister for appearing before our committee and helping guide us
through this important study.

Minister, my colleague Mr. Caputo touched on this. We received
the chronology documents via email only 50 minutes before the
start of this committee meeting. As every MP's office routinely
does when doing case work, we often request chronology docu‐
ments on behalf of constituents so we can better understand the par‐
ticulars of their cases—

The Chair: Excuse me, Mr. MacGregor. I'm not sure the volume
is level.

Can the witnesses hear the questions?

We'll turn up the volume, and we'll start your time over again,
Mr. MacGregor.

Mr. Alistair MacGregor: Chair, I hope the volume is okay be‐
fore I go into the questions.

The Chair: It's good.

Mr. Alistair MacGregor: Thank you.

Minister, the email with the documents that were referred to, the
chronology, was received only 50 minutes before the start of this
committee. My office routinely requests these types of chronolo‐
gies to help us with the individual casework of constituents, and we
often get them in very short order.

I have a direct question for you, Minister. Given how important
this information is to aid this committee in a very important and
now very public investigation into this matter, why did it take so
long, given that the letter requesting this particular meeting, my let‐
ter, was issued on August 7 and here we are on August 28? Can you
give the committee a reason as to why these documents were given
to the committee so late?

Hon. Dominic LeBlanc: Mr. MacGregor, through the Chair,
thank you for the question, and thank you for your participation this
morning. I'm happy to see you.

You referred to all of us as constituency MPs ask for chronolo‐
gies from the immigration department with respect to particular
files, and that's a process the immigration department endeavours to
provide. I hope that colleagues will understand in this case you're
dealing with two individuals who are facing nine very serious crim‐
inal terrorism charges and are currently in custody. There is an ac‐
tive prosecution under way and a publication ban issued by the
court, so the ability of the immigration department or even CBSA
or CSIS to simply produce a timeline necessarily has to go through
the filter of the RCMP to ensure we're not prejudicing inadvertently
a criminal prosecution. I know lawyers from the Department of Jus‐
tice were providing advice. Public Safety senior officials were get‐
ting advice from lawyers.

Recognizing that it should have been here earlier, Mr. MacGre‐
gor, and that I regret, but I wanted to make sure we didn't rush
something that inadvertently became in a criminal trial a reason to
perhaps have an adverse finding or an adverse result. I wanted to
make sure the RCMP and the prosecutors at the Department of Jus‐
tice were comfortable that we were releasing the maximum amount
of information we could without in any way endangering a criminal
prosecution or risking violating a publication ban that the court has
seen fit to put in place.

● (1035)

Mr. Alistair MacGregor: I want to join you in congratulating
our intelligence service and our police services in successful arrests
before what could have been a very brutal attack on Canadian soil.
I understand multiple departments are involved in internal investi‐
gations right now.

Can you, as the Minister of Public Safety, give the committee
and indeed Canadians who are watching this committee a sense of
what your expected timelines are for these internal investigations?
Is there anything that you can publicly report that you've learned
from this and any changes you may have already set in motion to
prevent this from happening in the future?

Hon. Dominic LeBlanc: Mr. MacGregor, thank you for that
very good question.
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You're right. The minute I was briefed on July 24 by senior offi‐
cials of CSIS and the RCMP on this case, and the RCMP subse‐
quently updated me after the arrests took place, I think on July 28,
some four days later, the first thing that I asked officials was to tell
me what processes are in place so we can learn from this sequence
of events, as I noted, and ensure that any adjustments we need to
make in the screening process are imposed as quickly as possible.

This work is being done with our partners at the immigration de‐
partment. I believe the deputy minister of immigration will be here
a little later this morning. My colleague, Marc Miller, will also be
before this committee, I think, soon as well.

The challenge is, because of the very integrated nature between
the immigration department and CBSA or CSIS with respect to
these screenings and information that triggers, as Ted indicated,
further review, that process is necessarily going to be rigorous and
thorough. I've asked them to produce for me as quickly as possible
advice on what, if any, changes we need to put in place. I know my
colleague, the Minister of Immigration, also asked his officials to
look into the citizenship status of the father. That process also,
again I understand from comments Mr. Miller made publicly, is un‐
der way.

The problem, Mr. MacGregor, is the backdrop to all of this is this
ongoing criminal prosecution, potential further investigations the
police decide and a publication ban. The ability to talk about differ‐
ent elements of this work, on the advice of lawyers and the RCMP,
is very limited.

Mr. Alistair MacGregor: Thank you, Minister. I want to get one
final question in related to this.

In terms of our international relations, the European Union has
its own database. I believe it's referred to as the Schengen Informa‐
tion System. Of course, Canada has its Five Eyes.

Do you believe incidents like this are going to encourage your
government to pursue better collaboration with western democra‐
cies such as the European Union in how we share some of that in‐
formation? Do we have access to the particulars of information
databases like the Schengen Information System, and how do we
collaborate with those different datasets?

Hon. Dominic LeBlanc: That's a critical question, Mr. MacGre‐
gor, and I'm glad you asked it.

I see in some CSIS briefings references to some of this informa‐
tion. Vanessa is in the best position to quickly tell you. I think she
can reassure you that we have access to all of the intelligence data
we need to keep Canadians safe.

On specific sets of data, Vanessa, can you perhaps help Mr. Mac‐
Gregor?
● (1040)

Ms. Vanessa Lloyd: Mr. Chair, as the minister referenced earli‐
er, in the complex, complex threat environment that we are current‐
ly facing, partnerships are a very important tool to be able to
counter threats of violent extremism as well as a range of other
threats. As the minister alluded to earlier, the service has many
partnerships with countries around the world, in fact, over 300 part‐
nerships for 150 countries around the world. That includes daily in‐

formation sharing through a liaison that happens through our intel‐
ligence professionals around the world and leveraging information
that can be shared from all types of datasets and collection by those
agencies.

The Chair: Thank you, Mr. MacGregor.

We'll start our second round of questions now with Ms. Lants‐
man.

Please go ahead. You have five minutes.

Ms. Melissa Lantsman (Thornhill, CPC): Minister, I'm going
to jump right into my questions, because you've had a month to an‐
swer these questions. You said in your opening statement, “This is
the way the investigative and national security system should
work.”

Your government issued a visa to somebody who was allegedly
in a 2015 ISIS propaganda video and who then planned a mass ca‐
sualty event outside of Toronto with a target in our country's largest
city. The RCMP foiled that plot with intelligence from the French.
Are you really telling Canadians that this is how our system should
work? He's been here for six years.

Hon. Dominic LeBlanc: Mr. Chair, what I'm saying to Canadi‐
ans is that the moment the Government of Canada became aware of
concerning information regarding this individual, all of the appro‐
priate steps were put in place by CSIS and the RCMP, which culmi‐
nated in the arrest on the 28th of July and, thank God, as Ms. Lants‐
man said, the potential for serious risk or violence was averted.

With respect to the information regarding immigration process‐
ing, the immigration department will be here later. They are in a po‐
sition to speak to the specific steps for an applicant, whether for
asylum or permanent residency. We're looking at the security
checks system—

Ms. Melissa Lantsman: Minister, by my count, there are about
six security checks in the documents you dumped on this commit‐
tee 50 minutes before it started.

Do you really think the system is working if somebody like this,
who's an alleged ISIS terrorist, who, if he was even a little bit more
productive...would have resulted in mass casualties in Toronto? Do
you really think that this is how the system should work? Do you
really think that this is not a colossal failure of your government?
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Hon. Dominic LeBlanc: I am very proud of the work that the
RCMP and CSIS did in thwarting this particular case. I think, as
Mr. Gallivan indicated, if you look at the tens and hundreds of
thousands of these cases that are reviewed every year as people
seek asylum, submit asylum claims or apply for various visas, we
necessarily rely on the work of our security agencies. We're always
looking at ways to strengthen and evolve that posture as the threat
context, as Ms. Lloyd said, evolves, but in this case I am satisfied
that when the Government of Canada was aware or could possibly
have been aware of this information, all of the steps were taken.

Ms. Melissa Lantsman: Well, they were aware six years ago
when he came in. Speaking of that, we heard speculation—

Hon. Dominic LeBlanc: Ms. Lantsman, you can't assert some‐
thing like that if you're in fact not—

Ms. Melissa Lantsman: He's been here for six years. It's just a
known fact from your own documents.

Hon. Dominic LeBlanc: To assert, as you said, that people were
aware six years ago of some information that came to light recently
is wrong.

Ms. Melissa Lantsman: There is speculation that he was
brought in under the Syrian refugee program. Is this correct, yes or
no?

Hon. Dominic LeBlanc: I'm not sure I can speculate on the par‐
ticular immigration status and program. I'm not sure what part of
that might be subject to the criminal trial. You could certainly ask
the immigration department that question.

Ms. Melissa Lantsman: If he was brought in through this
stream and the government promised increased screening on asy‐
lum seekers in this country, do you believe, after everything we
know today, that your government is doing its job on that?

Hon. Dominic LeBlanc: Again, I don't want to give credence to
the premise that you asked, because I don't have that information.

I want to be very precise that you don't link his arrival to a par‐
ticular immigration program. The immigration department, I think,
can provide you with those facts. I don't have them, but in answer‐
ing your question, I don't want to appear to confirm that, because I
don't have that information.

I am satisfied that both the security services and the RCMP with
the immigration department have in place a series of rigorous
screening and background checks that take place. You heard Ted
talk about biometric screening and six different databases. We
heard the interim director of CSIS talk about 300 agreements and
150 different countries. We have access to a great amount of infor‐
mation to keep Canadians safe. We need to make sure that this in‐
formation is used in the most expeditious way possible.
● (1045)

Ms. Melissa Lantsman: This person was brought into Canada
six years before a terrorist plot was foiled just days before they
would have killed people in Toronto, and you're telling Canadians
that you're satisfied with the screening processes in place.

Hon. Dominic LeBlanc: As I said in my opening comments, this
person and the nature of the allegations that ultimately led to the in‐
vestigation and arrest came to our attention in June, and this person,
from that point on, was obviously under the appropriate surveil‐

lance to ensure that any threat was mitigated, and that led to the ul‐
timate arrest on July 28.

The Chair: Thank you, Ms. Lantsman.

We go now to Mr. Gerretsen for five minutes.

Go ahead, please.

Mr. Mark Gerretsen (Kingston and the Islands, Lib.): Thank
you.

I want to start by thanking the committee for voting in favour of
the Liberal motion to study this, because I think it's extremely im‐
portant that we do that.

I do take issue, Minister. Both Conservatives who have asked
you questions have referred to this as a colossal failure. I think that
when you look at the various different organizations that have been
working together—as you indicated, some seven or eight organiza‐
tions—this is an example of how we should be working, how our
organizations and agencies should be working together to get the
best results for Canadians.

I take issue or I recognize that Mr. Caputo seems to take issue
with the fact that the information that assisted us in coming to the
conclusion that we did was given to Canada, but the reality is that
Canada is a net importer of information. As a matter of fact, if you
think of all the agencies throughout the different countries that
would work together, every agency would end up being a net im‐
porter. That's the whole purpose of coming together with other
countries to share information so that we can all benefit from it.

That being said, can you talk a little bit about the risks, Minister,
with disclosing the exact details of how CSIS may have become
aware of the threat posed to us?

Hon. Dominic LeBlanc: Mr. Gerretsen, thank you for the ques‐
tion. I can certainly, based on briefings I've had over the last year
and a month from CSIS, offer a view, and perhaps Ms. Lloyd could
add something.

The reason CSIS or people like me, who may have access to
some of this information in the routine course of their job, don't
confirm or identify particular sources or partner countries, as you
said, that are sharing information with us—and we would, of
course, share information that we gather with those same coun‐
tries—is that if we confirmed both the tradecraft and the way these
intelligence agencies gather information or if we confirmed it was
agency X and not agency Y, perhaps some of these bad threat actors
could identify either human sources who would be at huge risk—
you can understand what that would mean—or be able to under‐
stand the tradecraft, the very sophisticated and effective way that
CSIS and other agencies gather this information in order to protect
Canadians. That's why every previous government has been very
prudent, and that's why the Security of Information Act also pro‐
vides criminal sanctions for those who cross the line.

Perhaps Vanessa could add something specific, or, Mark—
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Mr. Mark Gerretsen: I do actually have another question that
maybe, Interim Director Lloyd, you could answer as well.

If I'm not mistaken, today is the one-month anniversary of the ar‐
rest of the individuals. I've personally never seen a chronology of
events disclosed to the public so quickly, despite the fact that I'm
hearing from across the table that my colleagues are concerned
about how quickly this was released.

Are you aware, Interim Director, of any other cases in which the
details have been released so quickly to the public?

Ms. Vanessa Lloyd: Thank you for the question, Mr. Chair.

Honourable member, it is our objective to be as transparent as we
can with Canadians. The safety and security of Canadians and
Canada's interests are of paramount importance to our organization
as well as to our security partners who join us here today.

I can also say that it is equally important, as the minister refer‐
enced, to be very vigilant with regard to disclosure of specific facts.
As the minister referenced, this can allow for our adversaries to
learn where they went wrong. Providing them a road map to change
their methods will have the impact of making it more difficult to
detect these threats. Equally we hope to be able to preserve the ca‐
pabilities and methodologies and the tradecraft of our service that
the minister referenced in order to address those threats.

● (1050)

Mr. Mark Gerretsen: I appreciate that and I appreciate your
diligence in answering that question.

Are you aware, Minister, of any other time that information was
released as quickly as we've seen it released in this particular case?

Hon. Dominic LeBlanc: Certainly, Mr. Gerretsen, not in the
time that I've been minister; I think we recognize, and my colleague
Marc Miller has said so publicly, the understandable questions that
Canadians had when they learned, following the RCMP news re‐
lease, of these arrests. I think it is reasonable for the government
and for Canadians to ask how this sequence of events that we've
laid out before the committee could take place, and what we can
learn from that sequence of events to ensure that the very best mea‐
sures are in place. That's the work that's ongoing. We thought it was
important to lay that out for Canadians.

I hope people understood my opening comments when I said
very clearly that in the month of June, when CSIS became aware of
some of this concerning information, they immediately took all of
the necessary measures to ensure that the threat was managed or
mitigated; I may not be using the right technical term. The RCMP
were involved as well. Then we saw the successful arrest on the
28th of July. These people remain in custody, in jail. Their bail was
denied. There will be a prosecution.

In our system, and you know this very well, Mr. Gerretsen, that
should be the objective in terms of keeping Canadians safe. I'm
confident that with this case, once the details come out in a trial, I
hope, and once a jury or a judge is able to evaluate the evidence,
Canadians will understand, perhaps, how these cases can be suc‐
cessfully handled.

Mr. Mark Gerretsen: Well, I'm not a lawyer, but I'm sure the
two former Crown prosecutors who are sitting at this table would
understand that very well.

The Chair: Thank you, Mr. Gerretsen.

[Translation]

Mr. Fortin, you have the floor for two and a half minutes.

Mr. Rhéal Éloi Fortin: Thank you, Mr. Chair.

Minister, you said,

[English]

that it “came to our attention in June”.

[Translation]

The chronology also shows that CSIS became aware of the threat
in June 2024. We know that the video that led to all of this dates
from 2015. It took nine years for CSIS to become aware of it.

Can you explain why the security services did not become aware
of the video until June 2024?

Hon. Dominic LeBlanc: That is a completely reasonable ques‐
tion, Mr. Fortin, and I understand why you are asking it.

To make sure everything is very clear, I'm going to ask
Mr. Larkin to answer. He explained to me exactly why we cannot
comment on the alleged video.

Mr. Larkin, can you quickly explain the context to Mr. Fortin?

[English]

D/Commr Bryan Larkin: Thank you, Mr. Minister.

In relation to the emergence in the media of a video, it would be
very difficult and irresponsible for me to speak specifically to the
video. We have an ongoing criminal prosecution but we also have
an active ongoing investigation.

Monsieur Fortin, it's very difficult to speak directly to any evi‐
dence or any information that may prejudice the criminal prosecu‐
tion.

[Translation]

Mr. Rhéal Éloi Fortin: Thank you, but I don't have much time.

I understand that we can't talk about the video, and I'm not ask‐
ing you to talk about it. I'm asking whether you really only found
out about the video in June 2024 or if you knew about it before.

Hon. Dominic LeBlanc: Again, Mr. Fortin, I want to be very
careful.

I can tell you, as I said in my comments, that the government
was made aware of this high-level threat in June. However, the de‐
tails of who had access to such and such a document or such and
such evidence—
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● (1055)

Mr. Rhéal Éloi Fortin: I'm just asking for the date, Minister.
Did you really become aware of it in June 2024, or were you aware
of it before that?

Hon. Dominic LeBlanc: The problem, Mr. Fortin, is that this is
precisely the kind of information that could be part of the evidence
in a criminal trial, as Mr. Larkin said. I was advised to be very care‐
ful about that kind of detail.

Mr. Rhéal Éloi Fortin: I understand your reticence, but the fact
remains that the effectiveness of our oversight services is at stake.
Seriously, six years after granting citizenship to someone…

The Chair: Thank you, Mr. Fortin.
Mr. Rhéal Éloi Fortin: Thank you, Mr. Chair.

[English]
The Chair: Thank you.

We go now to Mr. MacGregor for two and a half minutes.
Mr. Alistair MacGregor: Thank you very much, Mr. Chair.

Minister, I also want to ask a few questions about that video from
June 2015. I understand the limitations you have in answering
specifics about it, but to Mr. Fortin's point, June 2015 was among
the final months of the previous Harper Conservative government.
It's over nine years ago. It is a publicly acknowledged video, given
that it was reported by Global News.

Minister, I guess what I want to know is this. Broadly speaking,
when videos like this are released to the public through various out‐
lets, can you talk a little bit about the procedures in place nowa‐
days—I'm sure the biometrics technology is very different in 2024
compared with what it was in 2015—that allow the analysis of
these videos? As well, without jeopardizing the current investiga‐
tion or the case before the court, what lessons can you publicly tell
us that you've learned from this experience that you may be now
applying to future analyses of videos of this nature?

Hon. Dominic LeBlanc: Mr. MacGregor, thank you for that
very good question. Because it is very technical and we don't want
to bump into what Deputy Commissioner Larkin said, I think Ted
Gallivan from CBSA can answer specifically for you in terms of
the timeline and perhaps other technologies. I want to give Ted a
chance, because you'll get a precise answer that won't somehow al‐
low me to end up stepping into a criminal trial where I shouldn't.

Ted.
Mr. Ted Gallivan: Independent of the criminal investigation, the

CBSA, subsequent to media reporting, went and obtained an in‐
stance of this video from the dark web. It's part of the review where
we're asking ourselves questions about the procedures.

I think I can confirm, through a review of the treatment of these
individuals, that the video wasn't available to the CBSA officials
who were screening the individual. I can say that the preliminary
indications were that the video of the father was not available, that
instance that we found, in 2018 or 2021. It was only made available
more recently. We are trying to see if there are other instances of
that video or if it could have been obtained in other ways. We're al‐
so asking ourselves the question around the feasibility of finding a
video like that if you don't know about it.

I think I can confirm to the committee that the CBSA has an in‐
dependent copy of that. We're being very careful in what we say.
We're looking at it in the context of this review that the minister
mentioned. Preliminary indications by the CBSA are that they cer‐
tainly weren't available in 2018 and 2021. That's the purpose of the
review, to get to the bottom of those questions. Preliminary review
wasn't available during the screening in 2018 or 2021, with serious
questions about whether it was findable if you didn't know what
you were looking for.

The Chair: Thank you, Mr. MacGregor.

Mr. Frank Caputo: I have a point of order, Mr. Chair.

The Chair: Mr. Caputo, go ahead on your point of order.

Mr. Frank Caputo: Thank you.

It's been raised a number of times here that we only got access to
this chronology that really should have been in our hands weeks
ago. I believe we probably have agreement from most people, but I
would propose that the minister stay for one extra hour here, de‐
pending on his availability, because I think there are still a number
of questions to be answered.

We are also not hearing from the Minister of Immigration this
week, which was part of our motion. We haven't had an explanation
for that either.

The Chair: Minister LeBlanc doesn't answer to that question.
That's for us. We did invite Mr. Miller, but he was unavailable.

I have an understanding that the minister can stay for a short
while longer. I had envisioned two more five-minute slots—

● (1100)

Hon. Dominic LeBlanc: Mr. McKinnon, you may have the
wrong understanding. I'm happy to be here. I agreed to come for
one hour. I am leaving on a flight for New Brunswick, going almost
straight to the airport, with one stop at the public safety department
to sign a particular document. I'll be spending tomorrow morning
getting my monthly immunoglobulin treatment to boost my im‐
mune system. I don't intend to miss that, and I don't intend to miss
the flight.

That being said, I'm happy to take a few more questions, but I
cannot stay an hour. I've been an opposition MP too. I get exactly
what Mr. Caputo is doing. We certainly released all of the docu‐
ments the moment they were prepared by the Justice officials and
we could rely on them. There was certainly no attempt to wait. The
documents had to be translated, and we wanted to, of course, re‐
spect that rule.

I don't know, Mr. Chair, if there are another few minutes. I see
that it's after 11 o'clock, and I will have to leave very shortly.

The Chair: Thank you, Minister.
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To finish the second round, we would do one more five-minute
question from the Conservatives and one from the Liberals. Would
you be able to stay for 10 more minutes?

Hon. Dominic LeBlanc: Yes.
The Chair: Excellent.

That being the case, we will go with Mr. Brock for five minutes.
Mr. Larry Brock (Brantford—Brant, CPC): Minister, two

weeks ago, or actually 16 days ago, the Prime Minister notified
Canada that his government was taking the case very seriously. He
secondly said that this was a very serious situation and that you, sir,
as the Minister of Public Safety, would be doing a full follow-up to
understand exactly how this happened and share all that was
learned “at the appropriate moment”.

That was 16 days ago. You've indicated the process, by which
you've disclosed this five-page document to committee literally 20
minutes before the commencement. In my former career as a
Crown attorney, if I tried to pull something like this in front of the
judge, I would get a severe tongue-lashing. This is not procedural
fairness. This is highly, highly suspicious in terms of the timing by
which you released that.

Moving on, I too want to talk about the video, the notorious
video from 2015. According to Global News, they easily obtained a
copy of that. It appeared to match the one that resulted in the aggra‐
vated assault charge that the RCMP recently laid. It shows “a pris‐
oner wearing an orange jumpsuit and suspended from a pole in a
desert. A man wearing a black robe and a cap bearing the ISIS logo
then hacks at the prisoner's limbs with a sword”, cutting off his
hands and cutting off his feet.

Global News continues:
His face briefly visible, he appears to be a middle-aged man with a henna-tinted
beard.
It is unclear whether the victim was already dead when he was dismembered.
The video, titled “Detering Spies,” was published in June 2015 by the media arm
of the ISIS branch in western Iraq, according to an expert.

We know that Mr. Eldidi received his citizenship in September
2023. I'm looking at the chronology here: “Security Screening
Note: Application referred to CSIS for security checks in
NOV2023; CSIS returned a favourable recommendation.”

What type of message does that send to Canadians regarding our
national security agency when a video that was widely distributed
some eight years previous was not flagged against any advanced
biometrics? The man's face was clearly visible. Is CSIS not track‐
ing these videos? What other terrorists are walking the streets here
in Canada right now waiting to commit terrorist acts on innocent
Canadians? What the hell is going on?

Hon. Dominic LeBlanc: Mr. Brock, through the chair, I would
also think that when, in your previous job as a Crown attorney, you
would be commenting with the benefit of parliamentary privilege
on something that you know very well may form part of the evi‐
dence in an upcoming criminal trial, as the deputy commissioner of
the RCMP said, I'm not sure you, on the steps of a courthouse in
the middle of an ongoing trial, would have been as dramatic as you
were for your social media clip.

Now, that being said—

● (1105)

Mr. Larry Brock: Minister, I am not a Crown attorney right
now. I am a parliamentarian asking the tough questions that Cana‐
dians want to know.

Why did our national security agency not flag this video eight
years prior and use the image of this terrorist, if not killer, who was
dismembering limbs from a person on a pole? Why was that image
not flagged against every other asylum claimant to ensure that there
were adequate security checks being done? According to your note,
CSIS cleared this individual, returning a favourable recommenda‐
tion. How did that slip through? How did that slip through, sir?

Hon. Dominic LeBlanc: Again, you're referring to alleged dra‐
matic images in a video—

Mr. Larry Brock: It's not alleged. It happened. The video is not
alleged.

Hon. Dominic LeBlanc: I think we should be careful talking
about criminal evidence. As I said in my opening comments, and
Ted Gallivan will be able to give you some precision with respect
to the video and how security screening agencies came into posses‐
sion of that information, at the time when the relevant decisions
were being made by the immigration department and the security
services were doing their work, the existence of that video or the
information that you have now recounted to the committee was not
available. I think Mr. Gallivan can provide some precision in terms
of why that was the case.

Mr. Larry Brock: It begs the question as to why.

The Chair: Mr. Brock, that's enough. I think we should let Mr.
Gallivan speak after the minister is gone.

We will go now to Ms. Damoff for five minutes.

Ms. Pam Damoff (Oakville North—Burlington, Lib.): Thank
you, Chair. It's a pleasure to be back on this committee. I was on
here from 2015 onwards.

I have to say that I'm really proud of the investments the govern‐
ment has made to restore our security agencies to where they
should be to deal with these kinds of security threats. Someone re‐
cently said to me that under the debt reduction action plan, a fine
fishnet had become pretty porous because of cuts. One of the first
things we did when we got elected was to update our national secu‐
rity framework and pass legislation that actually has given tools to
our security agents to deal with these evolving threats, which have
become more global in nature. They cross borders, so it's becoming
more difficult.

Minister, I know you've only been in the role for a year, but I
have to say that you have led this group of people admirably. Since
we got elected in 2015, I'm quite proud of the investments we've
made. I wonder if you and perhaps the heads of the different agen‐
cies could comment on....
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First, actually, I'd like to congratulate you, Ms. Lloyd, on your
new role leading an agency that does such important work for
Canadians.

In spite of the fearmongering that's been going on here, can
Canadians have confidence in our agencies and can Canadians feel
safe that we have the tools, and the continuously evolving tools, to
deal with these kinds of terrorist threats?

Hon. Dominic LeBlanc: Ms. Damoff, thank you for the ques‐
tion.

I'm happy to see you as well at this committee again. You did im‐
portant work here, in your role as a parliamentary secretary, on
many of these issues.

Our government has sought to increase resources, for example,
to CSIS. One of the most significant investments in both technolo‐
gy and capacity at CSIS happened in budget 2024 a few months
ago. I think all of us should be very proud as parliamentarians and
of our colleagues in the other place as well for adopting Bill C-70,
which gave, for the first time in decades, new authorities to CSIS in
a digital age.

To the comments about the existence of videos on the dark web,
I think it's important, Ms. Damoff, for people to understand that I
hear this from the security agencies. I have never, myself, been on
the dark web, looking for these kinds of videos. It's called the dark
web precisely because these kinds of videos don't normally come
with credits and contact information at the end of them, so the idea
that there's some simple way that security agencies and partners
around the world are able to have access to the sickeningly thou‐
sands and millions of images of this kind of thing is why partner‐
ships are so important. That's why working with the 150 other
countries that Vanessa described is the best way for CSIS and for its
partners in the RCMP and CBSA to do this work.

They need access to the technology. They need legislative au‐
thorities, which this Parliament gave them a few months ago, which
is terrific, and they need their government to support them with the
funds necessary to modernize. I believe that work is being done.

I'm lucky enough, with this super interesting job I have, to see
that work up close every week and every month. As I said in my
opening comments, Ms. Damoff, I was briefed by CSIS on July 24.
When Deputy Commissioner Larkin and his colleagues, Mark Fly‐
nn and Commissioner Duheme, updated me on July 28 that these
people were in custody and that a successful arrest had been made,
it reminded me of the remarkable work done by these women and
men in the agencies represented here, of the danger of their work
and of the value of working constructively with partners around the
world.

If we're not constructive and if we're reckless in releasing infor‐
mation, discussing origins of information and commenting on me‐
dia reports of certain images and on the existence of evidence that
may end up forming part of a criminal prosecution, we'll increas‐
ingly be unable to get that information, and we won't look like the
reliable partner that we are with those agencies.

I heard from the director of MI6 himself, the chief, in London,
about how much he values the work that CSIS does and the infor‐

mation that CSIS gives MI6. I thought it was reassuring for Canadi‐
ans to know that somebody as interesting in the world as the chief,
who would be C in the films we've all seen.... When Sir Richard
Moore told me that MI6 is absolutely dependent on CSIS and other
partners, it told me the system is working quite well.

● (1110)

Ms. Pam Damoff: I just wanted to add, though I know my time
is up, Mr. Chair, that the Conservatives voted against every invest‐
ment that we've made in these security agents over the last nine
years.

Thank you, Mr. Chair.

The Chair: Thank you, Ms. Damoff.

Thank you, Minister. I wish you safe travels. Thank you for be‐
ing here and for your forbearance in staying with us a little longer.

Hon. Dominic LeBlanc: Mr. Chair, thank you, and thanks to
colleagues.

I look forward to seeing you in a few weeks. I'll be in your
province, in the great city of Nanaimo, in 10 days.

Thank you, colleagues, for taking time in the middle of a non-
sitting week to join us.

Thank you for the invitation.

The Chair: B.C. is the best province to come to. Thank you.

We will suspend for a couple of minutes. We'll bring in another
witness.

● (1110)
_____________________(Pause)_____________________

● (1120)

The Chair: I call this meeting back to order.

On this panel, we have Mr. Harpreet S. Kochhar, deputy minister,
from the Department of Citizenship and Immigration joining us, as
well as all the other people we've been breaking in all morning.

We will start a fresh round of questions. This will be a six-minute
round.

We'll start with Mr. Motz, please. No. I'm sorry. We'll start with
Mr. Caputo. You have six minutes, please.

Mr. Frank Caputo: I'm sorry, Chair. I thought that had been
communicated to you.

Thank you all to the witnesses.

I see that Mr. Kochhar is joining us.

This is for anybody on the panel. When was this individual, the
accused—I'm not going to mention his name—first flagged?
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Dr. Harpreet S. Kochhar (Deputy Minister, Department of
Citizenship and Immigration): Mr. Chair, the initial contact that
we had with this person was when he submitted his application as a
temporary resident visitor visa in 2017.

Mr. Frank Caputo: Was he flagged at that point as a concern?
Dr. Harpreet S. Kochhar: No. It was just the first interaction

that we had.
Mr. Frank Caputo: When did he first come to the attention of

security or intelligence authorities as somebody who should be
flagged, as someone we would have concerns about, potentially ter‐
rorist concerns?

Dr. Harpreet S. Kochhar: Mr. Chair, what I would say in that
regard is that, in a way, when we are doing our immigration proce‐
dure, we regularly go through the initial screening, as well as the
other screening through biometrics. That's when we work with our
security partners to see if there are any things that are any flags on
that one.

Mr. Frank Caputo: The information we have is that, in Decem‐
ber 2017, he was initially refused a visitor visa. Is that correct?

Dr. Harpreet S. Kochhar: That is correct, Mr. Chair.
Mr. Frank Caputo: Do we know why he was refused that?
Dr. Harpreet S. Kochhar: I don't have the details, but the folks

who are actually.... The visa is rejected due to multiple reasons,
whether there is incomplete documentation or whether there is
missing information, but the person who is evaluating is not satis‐
fied with what is provided, so there are multiple reasons for that.

Mr. Frank Caputo: Do we know if he was rejected based on se‐
curity reasons?

Dr. Harpreet S. Kochhar: To my knowledge, that was not the
case, because when he applied again in 2018 as a visitor visa, he
was approved.

Mr. Frank Caputo: Okay.

Sir, are you able to confirm to this committee, in writing in fol‐
low-up to this meeting, that this rejection wasn't for a security rea‐
son?

Dr. Harpreet S. Kochhar: I'll have to actually confirm those
things in terms of that. Yes.

Mr. Frank Caputo: If you don't have the answer today, could
you please provide that in writing to this committee so that we can
be aware.

If my understanding is correct, this individual was flagged on a
number of occasions. This is for anybody at the table, but maybe
this is best answered by CSIS. When was the first time that he was
flagged as a security risk?

Ms. Vanessa Lloyd: Mr. Chair, as per the details in the chronol‐
ogy and in the material that's been put to the committee today, the
first instance when the Canadian Security Intelligence Service be‐
came aware that this individual could pose a potential threat was in
June 2024, so in June of this year.

Mr. Frank Caputo: I don't mean to be and perhaps I'm being
too direct, but I'll be direct. Is that not a concern, a failure, when we
think that somebody who is in a video, publicly...? I know there's
been a lot of discussion about whether we can discuss the contents

of that video, but this person clearly was the subject matter of a de‐
piction that was of serious concern. This person was ultimately
granted citizenship. This person was on Canadian soil for six years.
Is there not some failure that we didn't know about his activities be‐
forehand?

● (1125)

Ms. Vanessa Lloyd: Mr. Chair, again, thank you for the ques‐
tion.

I would respectfully disagree with the premise that there was a
failure in this case. As referenced earlier by our minister, there are
several lines of defence—security screening programs are one—
and they do begin before people arrive in Canada, as they come to
our border and also once they have arrived in Canada.

I would say that the third line of defence, which is national secu‐
rity investigations, in this case was very successful.

I can again assure the committee that as soon as CSIS had that
information, we acted, we assessed, and we mitigated the threat in
conjunction with our security partners.

Mr. Frank Caputo: I have no doubt that CSIS acted and acted
accordingly. From what I can see, it did an excellent job, as did the
RCMP. Obviously, we commend them for their work.

As an outsider looking in, when I see that somebody arrived on
Canadian soil in 2017, after obvious ties to ISIS, that they were giv‐
en citizenship in 2023 or 2024, and then, despite those earlier ties,
they only came to our attention in 2024, that gives me cause for
concern. It begs the question, has anybody else slipped through the
cracks in this way?

Ms. Vanessa Lloyd: Mr. Chair, I again can assure the committee
that the service takes its security screening responsibilities very se‐
riously. We take the time and the due effort, with regard to every
file that is referred to the service, to make assessments, which we
provide to our partners, that go to decisions that can be taken, based
on the information that is available at the time.

I also would like to assure the committee that public safety is the
service's number one priority and that we are mindful of the poten‐
tial threats that cross our borders, as well as those that exist here,
and we work very hard, on an ongoing basis, to address those
threats.

The Chair: Thank you, Mr. Caputo.

We will go now to Ms. Zahid.

Go ahead for six minutes, please.

Mrs. Salma Zahid (Scarborough Centre, Lib.): Thank you,
Chair.

Thanks to all the witnesses.

My first question is for Mr. Gallivan.
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How many individuals do you reject for entry into Canada over
the course of a year? What are the reasons for the rejections? How
does CBSA deal with bad actors who could potentially lie to us
about their reasons for trying to get into Canada?

Could you explain that process?
Mr. Ted Gallivan: Sure.

Consistent with my prior testimony, 100% of asylum seekers are
reviewed. Then for temporary residency, permanent residency,
there's a selected sample sent for screening.

In 2023, there were 1,000 who met the threshold of conclusive
serious inadmissibility, and then there was a further number where
it was suspected. We flagged roughly 6,000 people through those
test checks that I mentioned. Those can occur well before the per‐
son even gets to the airport.

Then we have a second pass where CBSA is looking for serious
criminality, misrepresentation, a whole series of threats, including
national security, and where we physically have people located
abroad who “no board” people from planes. That's roughly 7,500
people back to that 2023 year.

The third line of defence, just from a CBSA perspective, is when
people actually present to the port of entry, where border service of‐
ficers inspect and interview people. Again, the broad category of
people who ought not to be in the country and who are in an al‐
lowed-to-leave situation is roughly 35,000 a year. There are an ad‐
ditional 3,500 for serious inadmissibility. Again, serious inadmissi‐
bility can include national security threats, espionage or organized
crime. Those are very significant bad actors.

Those are the layers of defence. Those screens rely on the profes‐
sional judgment of our employees, as well as information from do‐
mestic partners seated around the table here and from international
partners. The CBSA approach to the screen is to know who we're
looking for or the aliases and their patterns of travel and behaviour.
We scrutinize travel history, where you've been and those kinds of
things. We interview people. We're basically trying to test the story
put in front of us working from a script from intelligence partners
that tells us what to be watchful for.
● (1130)

Mrs. Salma Zahid: Thank you.

Is security screening repeated again at the stage of granting citi‐
zenship? How does that process work?

Mr. Ted Gallivan: As with this case, 100% of asylum seekers
are subject to security screening. A selection of high-risk people
seeking other statuses are subject to review. Having reviewed, as
we did in this case, this individual in 2018 and 2021 at the citizen‐
ship stage, having already vetted them twice, they weren't passed
through CBSA for a check before citizenship, having been already
vetted twice.

Mrs. Salma Zahid: Thank you.

My next question is for Mr. Larkin.

What factors led to the RCMP being able to take such swift ac‐
tion to protect Canadians and the city of Toronto in this particular
case?

D/Commr Bryan Larkin: Mr. Chair, in July 2024, we received
information from our partner agency, CSIS, in relation to a poten‐
tial threat to Canadian security. The greater Toronto area INSET,
which is an integrated national security team that involves other po‐
lice of jurisdiction, including the OPP, Toronto Police Service, Peel
Regional Police, Durham and York, commenced an active criminal
investigation that included significant surveillance and monitoring,
which ultimately, on July 28, led to the charge.

I'm not able to speak to specifics as this matter is before the
courts, but the information that we provided made this, obviously, a
national priority. We dedicated significant resources in partnership
with other police of jurisdiction, which ultimately led to the arrest
and to the ongoing matter before our judicial system.

Mrs. Salma Zahid: Thank you.

My next question is for Mr. Kochhar in regard to the immigration
department.

Can you please explain and elaborate on the role that biometric
information plays in protecting Canadian borders and in serving as
the foundation of identity management?

Dr. Harpreet S. Kochhar: Chair, biometrics is an important tool
that we employ in terms of collecting that information so that we
can actually match it through the RCMP with the different databas‐
es it has.

We also have the capability, with the collection of that biometric
information, to actually ping our Five Eyes partners too. That
database is valid for up to 10 years. At different stages—one being
the journey of the immigrant from the temporary resident visa to
that of a permanent resident and to citizenship—biometrics is an
important tool for us.

Just to confirm one more thing, this is important also as part of
identity management for individuals, as well as the North American
perimeter approach, which actually allows our partners to have sim‐
ilar information.

Mrs. Salma Zahid: Can you explain the role of the immigration
officers who conduct initial admissibility assessments of permanent
and temporary resident applications? What training do officials at
IRCC receive, and what tools do they have to effectively screen
those applications?

Dr. Harpreet S. Kochhar: Mr. Chair, IRCC officers are highly
trained officers who have an in-depth knowledge of the Immigra‐
tion and Refugee Protection Act, as well as other acts, like the Citi‐
zenship Act and so on.

An important part is during the initial screening at the temporary
resident stage. If a person is applying overseas for a visitor visa, an
initial security screening is done along with different questions that
are asked in our questionnaire. Supporting documents are seen. For
any of those, if they ever actually raise a flag, we can then go to our
security partners for enhanced screening.
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Generally, if the officers, who are well trained in this—these are
foreign service officers posted abroad—are satisfied with the infor‐
mation provided, then a temporary resident visa is actually given.
For the permanent resident visa, there is a different procedure, al‐
though in the same case, the eligibility and the admissibility are al‐
ways the backbone of our immigration system.

The Chair: Thank you, Ms. Zahid.
[Translation]

Mr. Fortin, you have six minutes.
Mr. Rhéal Éloi Fortin: Thank you, Mr. Chair.

Mr. Kochhar, you told us about the admission process for tempo‐
rary permits and—
● (1135)

The Chair: Excuse me, Mr. Fortin, but the sound quality is poor.
Mr. Rhéal Éloi Fortin: Everything seems normal here.
The Chair: Can you try again?
Mr. Rhéal Éloi Fortin: Yes. Everything seems to be working on

my end.
The Chair: It seems to be okay now. You can start again.
Mr. Rhéal Éloi Fortin: Okay. Thank you, Mr. Chair.

I was going to ask a question of Mr. Kochhar, who just explained
the screening process to us.

Am I to understand, Mr. Kochhar, that you will not request a se‐
curity screening in all cases, but only when the person responsible
believes it is useful? Is that what you said?

Dr. Harpreet S. Kochhar: Thank you for the question.
[English]

What I mentioned was that enhanced security screening is based
on the initial screening. That is when the immigration officer may
decide, based on risk indicators and the initial information. All visi‐
tors, all students—
[Translation]

Mr. Rhéal Éloi Fortin: Okay. Am I to understand that when you
determine that there is no risk, there is no security screening?
[English]

Dr. Harpreet S. Kochhar: Initial screening does include other
biometrics, which is part of our security screening, as well as the
ability to look at the departmental databases and look against the
risk indicators, which we have worked on with CBSA and CSIS.

There is a security screening, which is called the initial security
screening. Only if there is a flag will we refer it for a comprehen‐
sive security screening, which is then referred to our security part‐
ners.
[Translation]

Mr. Rhéal Éloi Fortin: Okay, thank you.

Ms. Lloyd, I understand from Mr. Kochhar's answer that a secu‐
rity screening is not always requested if there is no red flag. How‐
ever, when there is a red flag, CSIS needs to conduct an enhanced
screening. I would like you to give us your opinion.

I know that my colleagues and I often come back to the same is‐
sue, but I recall the events. A video from 2015 was discovered. In
the many years since then, this individual was granted a temporary
resident permit, then refugee status and then Canadian citizenship.
That video had been around for many years. We learned that French
security services had found it and had notified you that it existed.

How do you explain the fact that you were not aware of the
video until June 2024?

Ms. Vanessa Lloyd: I thank the member for his question.

[English]

With the member's permission, I will proceed in English in order
to be clear and precise.

I would refer the committee to the additional information that has
been put to the committee today about how the service undertakes
the enhanced biometric security screening that my colleague Dr.
Kochhar mentioned.

To the member's question, I am not going to comment on al‐
legedly leaked classified information. As I mentioned in my com‐
ments earlier this morning, information exchange with partnerships
is an important tool as it relates to our ability to combat threats
globally and ensure the safety of not only Canadians but also citi‐
zens of the world.

I would like to echo—

[Translation]

Mr. Rhéal Éloi Fortin: Thank you, Ms. Lloyd.

I understand that you cannot comment on the case we are talking
about right now because it is before the courts. However, I would
like to understand the normal process.

As I said at the outset to the Minister of Public Safety, instead of
pointing fingers at each other, we should be looking for a course of
action that ensures that a situation as deplorable and dangerous as
this one does not reoccur.

What checks do you do? I'm not asking you to comment on this
particular case, but let's speak hypothetically. How can you explain
the fact that we don't know for years that a serious crime has been
committed by an individual abroad and that, in the meantime, he is
granted refugee status and Canadian citizenship? It has happened,
so it could happen again.

How can such major failures occur in Canada? What can be done
to correct them?
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● (1140)

[English]
Ms. Vanessa Lloyd: I'll perhaps repeat my earlier testimony.

In terms of the service's important role in security screening in
this case and in any case referred by our partners that comes before
us, we do our work based on the information available at the time.
As mentioned in the chronology and in earlier testimony today, the
information that there was a potential threat posed in this case sur‐
faced to the Canadian Security Intelligence Service in June of this
year.
[Translation]

Mr. Rhéal Éloi Fortin: Thank you, Ms. Lloyd.

That said, how is it that you didn't know about it until June?
[English]

Ms. Vanessa Lloyd: Unfortunately, I will not comment on the
specifics of this case in order to protect the integrity of our opera‐
tions.
[Translation]

Mr. Rhéal Éloi Fortin: I understand. I apologize for rushing
you, but I only have a few seconds left.

I just want to understand. Never mind this case. Perhaps you'll
tell me that it is an exceptional situation, it has never happened be‐
fore and it will never happen again. I would still like to know how,
in general, it can take years for CSIS to be made aware of a situa‐
tion like this.
[English]

Ms. Vanessa Lloyd: Mr. Chair, what I can tell the committee is
that there is an increasingly complex and intensifying global threat
environment, and this does include instances where individuals are
mobilizing to violent extremist activities. This is a priority for our
organization, as is the safety and security of all Canadians in this
case and in any other case that comes before us.
[Translation]

The Chair: Thank you, Mr. Fortin.
Mr. Rhéal Éloi Fortin: Thank you, Mr. Chair.

[English]
The Chair: We go now to Mr. MacGregor.

Go ahead, please. You have six minutes.
Mr. Alistair MacGregor: Thank you very much, Mr. Chair.

I think I'll send my first question to Interim Director Lloyd of the
service.

Again, on this video, I'm not going to get into the specifics be‐
cause I understand the limitations you have in answering in a public
forum.

My question is more on the process, and it's going to be related
also to the recent changes that Parliament enacted through Bill
C-70 and to the complete overhaul that we did with the dataset
regime that is under the CSIS Act.

I have a couple of questions for you, Interim Director Lloyd.

Many Canadians are not very familiar with the dark web and the
millions of images and videos that are present there. Could you tell
the committee about the magnitude of what it's like and about the
challenge of sifting through those images and videos in terms of
finding that important data that you can then share with relevant
agencies to determine whether there are any security threats that
have a potential of entering Canada?

Also, what about recent changes in Bill C-70, notably the com‐
putational analysis of datasets? We essentially took an analog law
and brought it up to speed in a digital era. What do those changes
allow the service to do now in sifting through those images and
videos in order to make these kinds of important determinations?

I think, on behalf of Canadians, this committee is serving a very
important role. While we may not be able to ask you about the
specifics of this case, I think Canadians also deserve to know about
the kinds of tools the service is employing, about the strategies go‐
ing forward and about the lessons you've learned from this so that
these kinds of instances are not going to happen in the future.

Ms. Vanessa Lloyd: Mr. Chair, I will start by responding to the
honourable member's comments with regard to what I can and can‐
not say at committee. Unfortunately, I'm unable to answer in de‐
tailed specifics about the capabilities, methodologies and tradecraft
that we employ in this or in any other case. To do so would jeopar‐
dize the integrity of our operations and our ability to conduct our
operations securely.

I do thank the honourable member for referencing the changes to
legislation that we received through Parliament under Bill C-70,
which is an act countering foreign interference. The honourable
member is quite right. There were changes to the permissions to
and authorities to the service under the act, both with respect to our
dataset regime and also with regard to information sharing.

Perhaps I would suggest that it is the latter piece of the change
that may be most helpful in this instance, because the permissions
that are given there are for the organization to share, beyond the
federal government, classified information in order to increase re‐
siliency against threats. As such, the information sharing provisions
that we will move forward on under those changes will allow us, in
fact, to inform Canadians more about the threats that exist and to be
able to equip them to be resilient with regard to those threats.

● (1145)

Mr. Alistair MacGregor: Thank you for that.

For my next question I'll turn to the deputy minister from Citi‐
zenship and Immigration.

We've had some reference not only in the chronology that was
given to this committee 50 minutes before we started, but also in
some of the conversations through questions about risk indicators
and so on. The notes in the documents that we received do state that
specific risk indicators cannot be disclosed in order to protect the
integrity of the immigration screening program, so that is well un‐
derstood. Could you give the committee and Canadians who are lis‐
tening to this some examples of, broadly speaking, what these risk
indicators can include?
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Dr. Harpreet S. Kochhar: Mr. Chair, the risk indicators that we
deploy at the initial screening and through the immigration process
are very much developed in combination with IRCC, with the CB‐
SA and with CSIS. There are risk indicators that will point to
whether there are flags that are because of potential fraud and
whether there any other aspects that we should be careful about in
terms of our security partners.

Ted may be able to give you a little more in terms of the magni‐
tude of those risk indicators in general and not specific to this case.

Mr. Ted Gallivan: We ask for 10-year residency, 10-year em‐
ployment history and 10-year travel history. We compare that
against the passport. We also use a variety of open sources of infor‐
mation to test whether people lied or misrepresented themselves.
Through the intelligence function, we have certain countries and
certain time periods that make us worried about associations, so
there is an in-depth review of friends, family members and asso‐
ciates—a bit of a spider web of who the individual works with or
spends time with.

Those are some of the tests that are applied to every single case.
Then, as I mentioned, the intelligence services feed in a certain ros‐
ter of individuals and aliases we should be worried about, and that
screen is also applied.

Mr. Alistair MacGregor: Thank you.

I'll leave it at that, Mr. Chair.
The Chair: Thank you, Mr. MacGregor.

That wraps up round one. We're running short on time, so I'm go‐
ing to propose to the committee that we do a lightning round of
three minutes per party. Many of these organizations will be return‐
ing in the next meeting, although we will have a slight change in
personnel.

Mr. Caputo has a point of order.
Mr. Frank Caputo: I know that we are running short on time.

This is our first opportunity, though, to ask questions. I would re‐
spectfully ask that we canvass the officials as to their availability to
stay, rather than immediately going to a lightning round.

The Chair: Do we want to do that? Do we have agreement?

Go ahead, Mr. Gerretsen.
Mr. Mark Gerretsen: I thought you just said a moment ago that

the majority of them were staying.
The Chair: The organizations, all of them, will be present in the

next meeting. The individuals may not be. Ms. Lloyd will be here, I
believe, but I'm not sure who else.

Go ahead, Ms. Damoff.
Ms. Pam Damoff: Chair, if they're all coming back and they've

been here for two hours to answer questions, in fairness to them, to
give them half an hour—or once you do the round, probably slight‐
ly less—to go to the washroom and perhaps get a bite to eat is only
fair. It's not like this is our only opportunity to ask questions of
these agencies.

The Chair: Mr. Brock, go ahead.

Mr. Larry Brock: I understand and appreciate the intervention
of Ms. Damoff, but there is one witness in particular—I am the next
Conservative to ask questions—from the RCMP who is only here
for the first panel. He has other business to attend to, and I want to
focus a lot of my questions on him. I'm mindful of three minutes. I
could probably get it completed in three minutes, although I would
prefer five.

I just want to put on the record that not everyone currently here
will be returning for the second panel. I'm also mindful of the fact
that you gave us an almost 15-minute recess to allow the minister to
leave and to allow us to refresh ourselves and take a comfort break.

The Chair: Thank you, Mr. Brock.

We'll go ahead, then, with three minutes.

We'll start with Mr. Brock.

● (1150)

Mr. Larry Brock: Thank you for everyone's attendance. My
questions in the three minutes will be directed to you, Deputy Com‐
missioner.

I know that we don't want to talk a lot about the video. I appreci‐
ate from a legal perspective why we are perhaps approaching dan‐
gerous territory, but I'm not getting into the evidence per se or the
ability of the Crown to prove this case beyond a reasonable doubt.
I'm taking a look at the video at face value.

There is an unknown quotient here—whether the victim was
alive or already dead before this particular accused chose to cut off
his hands and feet. If he were alive, it would open up the possibility
of attempted murder charges. If the actions of the accused caused
the death of the victim, with him in essence bleeding out, we'd be
looking at murder charges under the Criminal Code. If the person
were already dead and then the dismemberment took place, we'd be
looking at a section 182 offence regarding an indignity committed
against a dead body.

Are these potentially some of the issues? I'm not asking for a
positive confirmation, but rather an acknowledgement that what I
just described to you could potentially be live issues in regard to a
police investigation.

D/Commr Bryan Larkin: As indicated earlier, a significant
amount of work has gone into this investigation in a short period of
time, with a significant number of resources dedicated. I want to
highlight the excellent work of GTA INSET and all of our police of
jurisdiction.

We do have a matter before the court. Of course, with such a
large national security investigation, although there are charges be‐
fore the judicial system, our investigation continues. I'm limited in
what I can say, and I must refrain from commenting on specifics or
ongoing investigative pieces, but what I can tell you is that we con‐
tinue to actively investigate and continue to do the work that is re‐
quired as part of the investigation. Charges have been laid, but we
have an ongoing, active investigation.
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Mr. Larry Brock: I'll read between the lines with that statement.
I thank you for that statement, that potentially there is an affirma‐
tive response to the question I put to you, although I'm not asking
for any confirmation.

I want to talk briefly about biometrics. Is it only in relation to
fingerprints, or are we now advanced in terms of taking a look at
facial recognition as part of biometrics?

Dr. Harpreet S. Kochhar: Mr. Chair, biometrics include the fin‐
gerprints. I'll have to confirm whether they do the facial recognition
piece, but with biometrics, certainly the information is on the fin‐
gerprints.

Mr. Larry Brock: Would you confirm that to committee within
a couple of weeks after your appearance?

Dr. Harpreet S. Kochhar: We will confirm that.
Mr. Larry Brock: Thank you.
The Chair: Thank you, Mr. Brock.

We'll go now to Mr. Gaheer for three minutes, please.
Mr. Iqwinder Gaheer (Mississauga—Malton, Lib.): Thank

you, Chair.

Thank you to the witnesses for appearing before the committee.

My questions are for Dr. Kochhar from the immigration depart‐
ment.

This essentially started with a visitor visa. An individual was
granted a visitor visa. They came to Canada. They applied for asy‐
lum.

I want to focus on the security screening process for a visitor
visa. I understand that the security screening is trilateral—CSIS,
CBSA and IRCC. I'll give you an example. I have lots of cases in
my constituency office where an individual has applied for a visitor
visa for a family member overseas, potentially from India, let's say,
and they have worked in the army or in the local police force. That
immigration process, that security screening, can take years. I have
cases that have been stuck in limbo for three, four or five years
now, just looking at that security screening.

What sorts of security screening are happening overseas? What
information is requested? Are interviews conducted? With coun‐
tries like India or Pakistan, potentially, from which I have a lot of
constituents, what information is requested from those local gov‐
ernments? What does that co-operation look like?

Dr. Harpreet S. Kochhar: Mr. Chair, let me start by saying
what I mentioned earlier, that IRCC is the first line of defence,
where we are doing the initial security screening. Based on the risk
indicators, we ask the questions. We also have the biometrics avail‐
ability. We work with our security partners to see what kind of
pinging we get from the different databases. We also look at our
own databases. Has this person used a different name or alias or
different passport? This is all part of the common platform where
we begin with the temporary resident visa.

If there is any indication or any flag, we refer it for a comprehen‐
sive security screening, which takes place with the CBSA and
CSIS. As the IRCC office, we can only make an admissibility deci‐
sion once the officer is satisfied, after consultation with our security

partners, that there is a favourable return on the security flag or the
advance security or comprehensive security screening. If there is
not, then we will call it non-admissible and the person will not be
allowed to enter into Canada.

As my colleague Ted explained earlier, there are different risk in‐
dicators that our security partners work through in terms of their as‐
sociation with different governments and different regimes. That
part is actually worked through by our security partners. If it is not
available to us or if it is inconclusive, it takes a bit more time be‐
fore that security or admissibility is actually passed and the person
is granted the visa.

I don't know, Ted, if you want to add anything to that one.

● (1155)

Mr. Ted Gallivan: I would just say that military service certain‐
ly triggers a deeper dive. We customize the decision based on the
person's role, the time period in which they served and whether or
not they were a conscript. Again, that's the hard work of the securi‐
ty screening. It's to do a deeper dive on the individual to ascertain
their role and what behaviours they engaged in during their period
of service.

Mr. Iqwinder Gaheer: Just to follow up on that, are investiga‐
tions conducted—

The Chair: I'm sorry, Mr. Gaheer. We're out of time.

Mr. Iqwinder Gaheer: Okay. Thank you.

The Chair: I think the only organization that won't be back at
the next meeting is Public Safety. With the others, you may be able
to renew these questions then.

[Translation]

Mr. Fortin, you have the floor for three minutes.

Mr. Rhéal Éloi Fortin: Thank you, Mr. Chair.

Mr. Kochhar, all your colleagues from every department clearly
explained the standard process, and they clearly told us that they
had done the necessary work in this case, as in all cases. I don't
doubt for a moment the competence and good faith of all stakehold‐
ers in all departments in this matter. However, like all Quebeckers
and Canadians, I can't help but notice that there has been a major
failure that has led to the situation that we are studying in commit‐
tee today. I'm looking for a way to make sure it doesn't happen
again. We just want to be constructive here.

How can you explain what has happened? Might there be too
many requests for screenings for them to be done in a reasonable
time? Are you budget-constrained or short-staffed?

What can be done to improve the efficiency of the screening sys‐
tem?

Dr. Harpreet S. Kochhar: I thank the member for his question.
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[English]

I would start by saying that first and foremost, volumes do not
trump the security, which we place much more...a lot of importance
on. Our assessment of the applications is actually taking a very crit‐
ical look into the security of Canada and into the individuals who
are assessed on the security screening component. Volumes do not
modify our approach to that.

We continue to see increased volumes. That is for sure. However,
we are also dedicating equivalent resources to our security and to
our processing, and making sure that we are giving the right atten‐
tion to the right parameters.
[Translation]

Mr. Rhéal Éloi Fortin: Thank you, Mr. Kochhar. I don't mean to
be rude, but I have less than a minute left.

I would ask the same question of Ms. Lloyd.

In your opinion, does the volume of requests or the budget have
an impact on the results?
[English]

Ms. Vanessa Lloyd: Thank you.

I will repeat my earlier testimony, honourable member, in that we
take the time and go through the steps, which are very robust, that
are necessary in order to ensure that we effectively execute our re‐
sponsibilities with regard to security screening and to ensure the
safety and security of Canadians.

I would echo the point that this is a collaborative effort between
the three agencies.
[Translation]

Mr. Rhéal Éloi Fortin: Thank you, Ms. Lloyd.

Mr. Larkin, I'll ask you the same question. In your opinion, is the
volume of requests too high or are the budgets insufficient?
● (1200)

D/Commr Bryan Larkin: I thank the member for his question.
[English]

Again, the RCMP has a limited involvement in the immigration
screening process, and much of it is using technology and innova‐
tion. I can tell you that year to date, through automation, we've ac‐
tually processed more than 3.9 million screening immigration pro‐
cesses. Again, we rely on technology, and we have significant tech‐
nology and resources to manage the ongoing demand.
[Translation]

The Chair: Thank you, Mr. Fortin.
Mr. Rhéal Éloi Fortin: The technology is limited.

Thank you, Mr. Chair.
[English]

The Chair: We will go to Mr. MacGregor, please, for three min‐
utes.

Mr. Alistair MacGregor: Mr. Chair, I think we understand very
well that there are ongoing internal investigations for this process.
Of course, not much can be divulged not only because of the sensi‐
tive nature of those investigations but also because there is an on‐
going criminal investigation and trial.

From the point of view as legislators, we not only vote on appro‐
priations for each of your agencies but also have an important role
in reviewing the policies and the legislation that you operate.
Maybe this is a question to the Department of Public Safety. In our
review of this case and potentially in making recommendations to
the government, are there any gaps that you feel legislators should
be addressing in terms of legislative gaps or policy gaps? Are there
resource gaps or financial gaps that may help us deal with this issue
in the future? Is there anything on which you can inform the com‐
mittee from a legislator's point of view?

Mr. Shawn Tupper (Deputy Minister, Department of Public
Safety and Emergency Preparedness): Mr. Chair, I think one
thing I would offer is to wait and hear from the operational agen‐
cies about the review of the process that was followed, particularly
the review that CBSA has mentioned in terms of the audit they're
doing on a series of files, to confirm that we have the right kinds of
structures and processes in place. I think that will be really informa‐
tive to the committee because it might express where there may be
gaps in the process that can be filled. I think that's useful.

I think ongoing dialogues at committee around data and informa‐
tion sharing are pretty critical elements for all of us, particularly for
our ability to be more transparent. I think that for future discus‐
sions, those elements would be really useful for the committee to
consider and to provide advice on.

On the question of resources, just rest assured that for those of us
here who, frankly, carry that burden and that weight of responsibili‐
ty for looking at national security on behalf of Canadians, every
single day, our number one priority is to move our resources to fo‐
cus on those questions, every single day. That is not an issue for us.
Being a good public servant, I could say we could always use more
money, but I just want you to rest assured that the availability of re‐
sources and the capacity to do our jobs is not a question. All of us
take that seriously. All of us focus on making sure we have ade‐
quate resources to do the job.

Mr. Alistair MacGregor: Thank you.

I will leave it at that, Mr. Chair.

The Chair: Thank you, Mr. MacGregor.

Thank you to all our witnesses for your forbearance today and
for all your hard work. I know some of you might be back in the
next meeting, and for the others, I hope to see you another time.

With that, we are adjourned.
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